





e. Does this DoD information system or electronic collection have an OME Control Number?
Contact the Component Information Management Control Officer or DoD Clearance Officer for this
information. This number indicates OMB approval to collect data from 10 or more members of the publicin a
12-month period regardless of form or format.

[] Yes

Enter OMB Control Number [ |

Enter Expiration Date l |

2 No

f. Authority to collect information. A Federal law, Executive Order of the President (EO), or
DoD requirement must authorize the collection and maintenance of 2 system of records.

(1) Ifthis system has a Privacy Act SORN, the authorities in this PIA and the existing Privacy
Act SORN should be tha same.

(2) Cite the authority for this DoD information system or electronic collection to collect, use,
maintain and/or disseminate PII. (If multiple authorities are cited, provide all that apply.)

(a) Whenever possible, cite the specific provision of the statute and/or EO that authorizes
the operation of the system and the collection of PII.

(b) If a specific statute and/or EQO does not exist, determine if an indirect statutory authority
can be cited. An indirect authority may be cited if the authority requires the operation or
administration of a program, the execution of which will require the collection and maintenance of a
system of records.

(c) DoD Components can use their general statutory grants of authority (“intemal
housekeeping”) as the primary authority. The requirement, directive or instruction implementing the
statute within the DoD Component should be identified.

Executive Order 9397 authorizes solicitation and use of SSNs as a numerical identifier for
Federal personnel that are identified in most Federal record systems; Executive Order 12862,
dated September 11, 1993, concerning customer service; 5 USC Section 301, Departmental
Regulations; and DoD Financial Management Regulation 7000.14-R, Volume S, Chapter 20.

g. Summary of DoD information system or electronic collection. Answers to these questions
should be consistent with security guidelines for release of information to the public.
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[ 1]

[[] Contractor (enter name and describe the language in the contract that safeguards PIl.) Specify

[z

[[] Other (e.g., commercial providers, colleges). Specify

.

i. Do individuals have the opportunity to object to the collection of their PlI?
Yes [l No

(1) lf*Yes," describe the method by which individuals can object to the collection of PI.

If a caller objects to giving their SSN then the CSR cither logs the call under a miscellaneous
tracking number or ends the call. In most cases the SSN must be given for the CSR to accurately
retrieve data from various other systems.

(2) If*No,” state the reason why individuals cannot object.
j- Do individuals have the opportunity to consent to the specific uses of their Pii?
Yes [J No

(1) if“Yes," describe the methad by which individuals can give or withhold their consent.

If a caller objects to giving their SSN then the CSR either logs the call under a miscellaneous
tracking number or ends the call. In most cases the SSN must be given for the CSR to accurately
retrieve data from various other systems.

(2) If“No," state the reason why individuals cannot give or withhold their consent.

k. What information is provided to an individual when asked to provide Pll data? Indicate all
that apply.

[] Privacy Act Statement

< Privacy Advisory
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[] Other
[] None
Describe each applicable format.

=

NOTE:

Sections 1 and 2 above are to be posted to the Component’s Web site. Posting of these
Sections indicates that the PIA has been reviewed to ensure that appropriate safeguards are
in place to protect privacy.

A Component can restrict the publication of Sections 1 and/or 2 if they contain information
that would reveal sensitive information or raise security concerns.
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