<table>
<thead>
<tr>
<th>Tourf</th>
<th>Agency</th>
<th>Activity</th>
<th>Position Title</th>
<th>Branch</th>
<th>Grade</th>
<th>Duty Site</th>
<th>DutyState</th>
<th>DutyCountry</th>
<th>Apply</th>
</tr>
</thead>
<tbody>
<tr>
<td>23-6188</td>
<td>Air Force Material Command</td>
<td>AFSC</td>
<td>Shipping Specialist</td>
<td>Air Force</td>
<td>E4:E5:E6</td>
<td>Davis-Monthan AFB</td>
<td>AZ</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6076</td>
<td>US Transportation Command</td>
<td>USTRANSOC-SDOC-596th BDE 834th BN</td>
<td>Security Guard</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6339</td>
<td>Corps of Engineers</td>
<td>USACE - Sacramento District (SPK)</td>
<td>Project Engineer - Valley Resident Office</td>
<td>Army</td>
<td>E8:O2:O3:W2</td>
<td>Sacramento</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6340</td>
<td>Corps of Engineers</td>
<td>USACE - Sacramento District (SPK)</td>
<td>Project Engineer - Folsom Resident Office</td>
<td>Army</td>
<td>E8:W2</td>
<td>Folsom</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6341</td>
<td>Corps of Engineers</td>
<td>USACE - Sacramento District (SPK)</td>
<td>Project Engineer - Natomas Resident Office</td>
<td>Army</td>
<td>E8:O2:O3:W2</td>
<td>Sacramento</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6348</td>
<td>Corps of Engineers</td>
<td>USACE - Sacramento District (SPK)</td>
<td>Lead Project Manager</td>
<td>Army</td>
<td>O3:O4</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6022</td>
<td>Corps of Engineers</td>
<td>USACE - Sacramento District (SPK)</td>
<td>Project Manager</td>
<td>Army</td>
<td>O3</td>
<td>Sacramento</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6025</td>
<td>Corps of Engineers</td>
<td>USACE - San Francisco District (SPN)</td>
<td>Project Engineer Infrastructure Investment &amp; Upgrades</td>
<td>Army</td>
<td>O4</td>
<td>San Francisco</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6026</td>
<td>Corps of Engineers</td>
<td>USACE - San Francisco District (SPN)</td>
<td>Project Engineer</td>
<td>Army</td>
<td>O3</td>
<td>San Francisco</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6060</td>
<td>Defense Logistics Agency</td>
<td>DLA - Installation Mgmt-San Joaquin Police</td>
<td>Police Officer</td>
<td>Army or Air Force</td>
<td>E2:E3:E4:E5:E6</td>
<td>San Joaquin</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6071</td>
<td>Army Materiel Command</td>
<td>TACOM-Sierra Army Depot</td>
<td>Command Judge Advocate</td>
<td>Army</td>
<td>O3:O4:O5</td>
<td>Sierra Army Depot</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6020</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Integrated Logistics Support Manager with Software Support</td>
<td>Army</td>
<td>E7:E8:E9:O3:O4</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6210</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Physical Security Specialist</td>
<td>Air Force</td>
<td>E5:E6</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6265</td>
<td>Defense Information Systems Agency</td>
<td>USA - OCMH</td>
<td>Network Infrastructure Engineer</td>
<td>Army</td>
<td>O5</td>
<td>McDill AFB</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6282</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>DAR/DARQ Financial Analyst</td>
<td>Army or Air Force</td>
<td>E6:E7:E8:E9:O1:O10:O2:O3:O4:E0:E5</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6283</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City/N6A</td>
<td>Communications Security (COMSEC) Manager</td>
<td>Army or Air Force</td>
<td>E4:E5:E6:E7</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6230</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Administrative Specialist</td>
<td>Army or Air Force</td>
<td>E4:E5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6342</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Create Decision Advantage Manager</td>
<td>Army or Air Force</td>
<td>O4:O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6343</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Deputy Chief, Public Affairs Officer</td>
<td>Army or Air Force</td>
<td>O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6345</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Cyber Operations Center Watch Officer</td>
<td>Army or Air Force</td>
<td>E5:E6</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6346</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Senior Mobility Analyst</td>
<td>Army or Air Force</td>
<td>O4</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6357</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Branch Chief, Future Operations</td>
<td>Army or Air Force</td>
<td>O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6371</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Logistics Operations Officer</td>
<td>Army or Air Force</td>
<td>O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6372</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Senior METOC Officer</td>
<td>Army or Air Force</td>
<td>O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6400</td>
<td>Defense Logistics Agency</td>
<td>DLA - Energy</td>
<td>Logistics Planner/Legislative Officer</td>
<td>Army or Air Force</td>
<td>O4:O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6477</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Administrative Specialist</td>
<td>Army or Air Force</td>
<td>E5:E6:E7</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6484</td>
<td>US Transportation Command</td>
<td>USTRANSOC-SDOC-HQ</td>
<td>Protection Officer</td>
<td>Army</td>
<td>O4:O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>24-6067</td>
<td>US Transportation Command</td>
<td>USTRANSOC</td>
<td>Deputy Branch Chief/Planner</td>
<td>Army or Air Force</td>
<td>O5</td>
<td>Scott AFB</td>
<td>IL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6236</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Crane Division</td>
<td>CPS Task Lead</td>
<td>Army or Air Force</td>
<td>E6:E7:E8:O2:O3:W1:W2</td>
<td>Crane</td>
<td>IN</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6284</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Crane Division</td>
<td>Cyber Systems Administrator</td>
<td>Army or Air Force</td>
<td>E5:E6:E2:O3:O4</td>
<td>Crane</td>
<td>IN</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6483</td>
<td>Army Materiel Command</td>
<td>JMC-Crane Army Ammunition Activity</td>
<td>Operations NCOIC</td>
<td>Army or Air Force</td>
<td>E4:E5:E6</td>
<td>Crane</td>
<td>IN</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
</tbody>
</table>

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dflas.indianapolis.in.sh.mbx.pfi@mail.mil
Website: https://www.dflas.mil/pfi
PFI Available Tours

Positions are reviewed weekly and the website is updated as needed.

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.sh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
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24-6006 Naval Surface Warfare Center NSWC-Crane Division Security Coordinator Army E6:E7:E8 Espresso Handler Army E4 Crane IN United States Click HERE to apply

24-6017 Army Materiel Command JMC-Crane Army Ammunition Activity GriffIT Specialist Army E4:E5:E6 Crane IN United States Click HERE to apply

24-6021 Naval Surface Warfare Center NSWC-Crane Division Army Pay Technician Army E5:E6 Indianapolis IN United States Click HERE to apply

24-6040 Army Materiel Command JMC-Crane Army Ammunition Activity Military Police/Security Police Army or Air Force E3:E4:E5 Crane IN United States Click HERE to apply

24-6043 Army Materiel Command JMC-Crane Army Ammunition Activity Military Police Supervisor/NCOIC Army or Air Force E7 Crane IN United States Click HERE to apply


24-6065 Naval Surface Warfare Center NSWC-Crane Division NIREN Assessment & Authorization Analyst Army E6:E7:01:02:W1:W2 Crane IN United States Click HERE to apply

23-6276 Corps of Engineers USACE - Louisville District (URL) Project Engineer Army E3 Louisville KY United States Click HERE to apply


22-6219 Defense Information Systems Agency NSA - DC Information Protection Technician (255S) Fort Meade MD United States Click HERE to apply

33-6179 Defense Information Systems Agency NSA - DC Senior Technical Advisor Member Army or Air Force E4:E5:E6:E7:E8 Fort Meade MD United States Click HERE to apply

33-6247 Defense Counterintelligence & Security Agency DCSA - PEO Cloud Developers Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E7:E8:E9:W1:W2 Fort Meade MD United States Click HERE to apply

33-6248 Defense Counterintelligence & Security Agency DCSA - PEO Cloud Solutions Architect **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E7:E8:E9:W1:W2:W3 Fort Meade MD United States Click HERE to apply

33-6249 Defense Counterintelligence & Security Agency DCSA - PEO Cloud Operations Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E7:E8:E9:W1:W2 Fort Meade MD United States Click HERE to apply

33-6250 Defense Counterintelligence & Security Agency DCSA - PEO - NCR Cloud Operations & Support NOC **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E8:E9 Fort Meade MD United States Click HERE to apply

33-6251 Defense Counterintelligence & Security Agency DCSA - PEO Senior Duty NOC **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E6:E7 Fort Meade MD United States Click HERE to apply

33-6252 Defense Counterintelligence & Security Agency DCSA - PEO Linux Cloud Administrator **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6:E7:E8:E9:W1 Fort Meade MD United States Click HERE to apply

33-6254 Defense Counterintelligence & Security Agency DCSA - PEO Security Incident Manager **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6 Fort Meade MD United States Click HERE to apply

33-6255 Defense Counterintelligence & Security Agency DCSA - PEO System Support Analyst **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E4:E5 Fort Meade MD United States Click HERE to apply

33-6259 Naval Surface Warfare Center NSWC-Indian Head Division Special Security Representative (SSR) Army or Air Force E5:E6:E7:E8:01:02:03:04:05:W1:W2:W3:W4:W5 Indian Head MD United States Click HERE to apply

23-6261 Naval Surface Warfare Center NSWC-Indian Head Division INFOSEC System Administrator Army or Air Force E6:E7:E8:01:02:03:04:05:W1:W2:W3:W4:W5 Indian Head MD United States Click HERE to apply

33-6266 Army Materiel Command CEOM Deputy Director CEOM GS Army O5 Aberdeen Proving Ground MD United States Click HERE to apply

33-6314 Defense Counterintelligence & Security Agency DCSA - PEO Budget Analyst **SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6:E7 Fort Meade MD United States Click HERE to apply

33-6315 Defense Counterintelligence & Security Agency DCSA - PEO Business Analyst **SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6:E7 Fort Meade MD United States Click HERE to apply

33-6316 Defense Counterintelligence & Security Agency DCSA - PEO Cloud Machine Learning Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E6:E7:W1:W2 Fort Meade MD United States Click HERE to apply

33-6317 Defense Counterintelligence & Security Agency DCSA - PEO Cloud Security Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E7:W1:W2 Fort Meade MD United States Click HERE to apply

33-6319 Defense Counterintelligence & Security Agency DCSA - PEO Cyber Security Watch Officer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E7:W1:W2 Fort Meade MD United States Click HERE to apply

33-6320 Defense Counterintelligence & Security Agency DCSA - PEO Project Manager **SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6 Fort Meade MD United States Click HERE to apply

23-6359 Defense Counterintelligence & Security Agency DCSA - PEO - NCR Information System Security Officer (ISSO) **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force E5:E6:E7:W1:W2 Fort Meade MD United States Click HERE to apply

33-6437 Defense Counterintelligence & Security Agency DCSA - PEO - BIES Incident/Configuration Management Specialist Army or Air Force E7:W1 Fort Meade MD United States Click HERE to apply

23-6438 Defense Counterintelligence & Security Agency DCSA - PEO - BIES Project Manager Army or Air Force E7 Fort Meade MD United States Click HERE to apply

23-6440 Defense Counterintelligence & Security Agency DCSA - PEO - BIES Senior Acquisition Specialist Army or Air Force E7:W1 Fort Meade MD United States Click HERE to apply

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.
PFI Available Tours

Positions are reviewed weekly and the website is updated as needed.

23-6460 Defense Counterintelligence & Security Agency
DCSA - PS Front Office
Military Aide
Army or Air Force
O3:O4
Fort Meade
MD
United States
Click HERE to apply

23-6461 Defense Counterintelligence & Security Agency
DCSA - PS Front Office
Military Aide
Army or Air Force
E6:E7:E8
Fort Meade
MD
United States
Click HERE to apply

24-6032 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Information System Access Control Technician
Army or Air Force
E4:E5:E6
Fort Meade
MD
United States
Click HERE to apply

24-6033 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Tier II Application Support Technician
Army or Air Force
E4:E5:E6:E7:W1:W2
Fort Meade
MD
United States
Click HERE to apply

24-6034 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Change Management Technician
Army or Air Force
E4:E5:E6
Fort Meade
MD
United States
Click HERE to apply

24-6035 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Change Management Cyber Reviewer
Army or Air Force
E4:E5:E6
Fort Meade
MD
United States
Click HERE to apply

24-6036 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Just-In-Time (JIT) Reviewer
Army or Air Force
E4:E5:E6
Fort Meade
MD
United States
Click HERE to apply

24-6037 Defense Counterintelligence & Security Agency
DCSA - PEO - NIBS
Lead Change Management (EM) Manager
Army or Air Force
E6:E7
Fort Meade
MD
United States
Click HERE to apply

23-6335 Air Force Materiel Command
WR-ALC - 577 SWES (480)
Bldg.530 SSP Install Support
Air Force
E6:E7:E8
South Portland ANG Base
ME
United States
Click HERE to apply

23-6367 Air Force Materiel Command
WR-ALC - 577 SWES (NAVAIR)
480 SWR - NAVAIR support positions
Air Force
E6:E7:E8
South Portland ANG Base
ME
United States
Click HERE to apply

23-6329 Corps of Engineers
USACE - Detroit District (LRE)
Environmental Science/ Bioenvironmental Engineer Office/Engineering Tech
Army
O2:O3:O4
Sault Sainte Marie
MI
United States
Click HERE to apply

23-6330 Corps of Engineers
USACE - Detroit District (LRE)
Engineering Technician - Survey
Army
Sault Sainte Marie
MI
United States
Click HERE to apply

23-6481 Corps of Engineers
USACE - Detroit District (LRE)
Construction Control Representative
Army
E6:E7:E8
Sault Sainte Marie
MI
United States
Click HERE to apply

24-6023 Corps of Engineers
USACE - Kansas City District (NWK)
Project Engineer
Army
O3:W2:W3
Saint Joseph
MO
United States
Click HERE to apply

24-6024 Corps of Engineers
USACE - Kansas City District (NWK)
Project Engineer
Army
O3:W2:W3
Gosnade
MO
United States
Click HERE to apply

24-6016 Army Materiel Command
USASAC-SATMO
Taiwan Tank Maintenance Advisor
Army
W2:W3:W4
Camp Shelby
MS
United States
Click HERE to apply

23-6444 Corps of Engineers
USACE - Omaha District (NOW)
Project Engineer
Army
W2:W3
Jamestown
ND
United States
Click HERE to apply

23-6445 Corps of Engineers
USACE - Omaha District (NOW)
Sr. Project Engineer
Army
O3:O4
Jamestown
ND
United States
Click HERE to apply

23-6325 Air Force Materiel Command
AFSC
IT Security Operations
Air Force
E4:E5:E6:E7:E8
Offutt AFB
NE
United States
Click HERE to apply

23-6442 Corps of Engineers
USACE - Omaha District (NOW)
Contract Specialist
Army
E5:E6:E7:O3:O4
Omaha
NE
United States
Click HERE to apply

24-6057 Defense Logistics Agency
DLA - Installation Mgmt-Columbus Police
Police Officer
Army or Air Force
E3:E4:E5:E6:E7:E8
Columbus
OH
United States
Click HERE to apply

23-6323 Air Force Materiel Command
WR-ALC - 577 SWES (363 SWR)
Nellis MILCON Install Support
Air Force
E6:E7:E8
Portland
OR
United States
Click HERE to apply

23-6159 Army Materiel Command
AMCOM-Letterkenny Army Depot
Judge Advocate
Army
O2:O3:O4
Chambersburg
PA
United States
Click HERE to apply

23-6160 Army Materiel Command
AMCOM-Letterkenny Army Depot
Paralegal Specialist
Army
E5:E6:W1:W2
Chambersburg
PA
United States
Click HERE to apply

23-6224 Army Materiel Command
AMCOM-Letterkenny Army Depot
Military Police
Army
E2:E3:E4:E5
Chambersburg
PA
United States
Click HERE to apply

23-6238 Corps of Engineers
USACE - Pittsburgh District (UPR)
Project Manager
Army
Pittsburgh
PA
United States
Click HERE to apply

23-6239 Corps of Engineers
USACE - Pittsburgh District (UPR)
Program Analyst (Project Scheduler)
Army
Pittsburgh
PA
United States
Click HERE to apply

23-6326 Army Materiel Command
CECOM-Tobyhanna Army Depot
Military Police Officer
Army
E2:E3:E4:E5
Tobyhanna
PA
United States
Click HERE to apply

23-6355 Corps of Engineers
USACE - Pittsburgh District (UPR)
Contracting Specialist
Army
E6:E7:E8:O3:O4:O5
Pittsburgh
PA
United States
Click HERE to apply

23-6462 Army Materiel Command
CECOM-Tobyhanna Army Depot
Cyber Security Specialist
Army
Tobyhanna
PA
United States
Click HERE to apply

24-6009 Naval Surface Warfare Center
NSWC-Philadelphia
Physical Security Specialist
Army or Air Force
E4:E5:E6:E7
Philadelphia
PA
United States
Click HERE to apply

23-6161 Army Materiel Command
AMCOM-Corpus Christi Army Depot
Military Security Force
Army
E3:E4:E5
Corpus Christi
TX
United States
Click HERE to apply

23-6263 Army Materiel Command
AMCOM-Corpus Christi Army Depot
Multi Media Illustrator
Army
Corpus Christi
TX
United States
Click HERE to apply

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
Positions are reviewed weekly and the website is updated as needed.

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
<table>
<thead>
<tr>
<th>Job Code</th>
<th>Agency / Command</th>
<th>Position</th>
<th>Service Branch</th>
<th>Grade</th>
<th>Location</th>
<th>Employment Area</th>
<th>Pay Scale</th>
<th>Click to apply</th>
</tr>
</thead>
<tbody>
<tr>
<td>24-6010</td>
<td>Naval Underwater Warfare Center</td>
<td>Travel Analyst</td>
<td>Army or Air Force</td>
<td>E4:E5:E6:E7</td>
<td>Keyport, WA</td>
<td>United States</td>
<td>WA</td>
<td><a href="#">Click HERE to apply</a></td>
</tr>
<tr>
<td>24-6039</td>
<td>Naval Underwater Warfare Center</td>
<td>Explosives Safety Specialist</td>
<td>Army or Air Force</td>
<td>E6:E7:E8:E9</td>
<td>Keyport, WA</td>
<td>United States</td>
<td>WA</td>
<td><a href="#">Click HERE to apply</a></td>
</tr>
<tr>
<td>22-6139</td>
<td>Army Materiel Command</td>
<td>Engineer NCO</td>
<td>Army</td>
<td>E7:E8:E9</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>22-6140</td>
<td>Army Materiel Command</td>
<td>Deputy Engineer</td>
<td>Army</td>
<td>E3:E4</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>32-6308</td>
<td>Army Materiel Command</td>
<td>Quality Control Representative</td>
<td>Army</td>
<td>W2:W3:W4</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>22-6309</td>
<td>Army Materiel Command</td>
<td>Director of the Case and Contracting Liaison Division</td>
<td>Army</td>
<td>E4:E5:E6:06</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>22-6310</td>
<td>Army Materiel Command</td>
<td>Operation Contracting Branch Chief</td>
<td>Army</td>
<td>E3:E4:E5</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6087</td>
<td>Army Materiel Command</td>
<td>Embedded Behavioral Health Officer</td>
<td>Army</td>
<td>E3</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6094</td>
<td>Defense Logistics Agency</td>
<td>Petroleum Lab Technician</td>
<td>Army</td>
<td>E4:E5</td>
<td>Kaiserslautern, Germany</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6108</td>
<td>Army Materiel Command</td>
<td>Correspondence Branch NCOIC</td>
<td>Army</td>
<td>E6:E7:E8</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6109</td>
<td>Army Materiel Command</td>
<td>Deputy for Transformation, Force Manager</td>
<td>Army</td>
<td>E3:E4:E5</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6110</td>
<td>Army Materiel Command</td>
<td>Effects Division Chief, SAMS Planner</td>
<td>Army</td>
<td>E4:E5:E6:06</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6150</td>
<td>Army Materiel Command</td>
<td>Light Armored Vehicle Maintenance Advisor</td>
<td>Army</td>
<td>E6:E7:E8</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6151</td>
<td>Army Materiel Command</td>
<td>Armament Maintenance Advisor</td>
<td>Army</td>
<td>E5:E6:E7</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6152</td>
<td>Army Materiel Command</td>
<td>Wheeled Vehicle Maintenance Advisor</td>
<td>Army</td>
<td>E6:E7:E8</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6153</td>
<td>Army Materiel Command</td>
<td>Vehicle Maintenance Advisor</td>
<td>Army</td>
<td>W2:W3:W4</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6154</td>
<td>Army Materiel Command</td>
<td>Supply Management Advisor</td>
<td>Army</td>
<td>E6:E7:E8</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6155</td>
<td>Army Materiel Command</td>
<td>Automated Logistics Advisor</td>
<td>Army</td>
<td>E5:E6:E7</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6187</td>
<td>Army Materiel Command</td>
<td>Physical Therapist</td>
<td>Army</td>
<td>E3:E4</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6390</td>
<td>Army Materiel Command</td>
<td>Reserve Operations NCO</td>
<td>Army</td>
<td>E5:E6</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
<tr>
<td>23-6391</td>
<td>Army Materiel Command</td>
<td>Knowledge Management Officer</td>
<td>Army</td>
<td>D4</td>
<td>Riyadh, Saudi Arabia</td>
<td><a href="#">Click HERE to apply</a></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.sh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
Job Descriptions for Available Tours

22-6020 Integrated Logistics Support Manager - 51-series MOS preferred. Serves as the lead advisor to the Ministry of National Guard (MNG), Kingdom of Saudi Arabia on Foreign Military Sales (FMS) and acquisitions. Reports directly to the Program Manager for the Office of the Program Manager Saudi Arabian National Guard (OPM-SANG). Leads the integration, life cycle management, and execution of 59 Foreign Military Sales (FMS) systems for the Ministry of the National Guard (MNG). Responsible for contract development for a $248 ground and aviation program. Responsible for synchronizing contracting with FMS case development, execution and oversight.

22-6020, Length 1 Year with opportunity to extend. 1. Knowledge of Integrated Logistics/Product Support (ILS/IPS) concepts, principles, policies, and acquisition/contract regulations and their application to a variety of unique and complex systems. 2. Understanding IL/SPS elements as they relate to systems acquisition and life cycle management across related disciplines including engineering and designing, reliability, availability, maintainability, production, test & evaluation, cyber-security, quality assurance, operational deployment, demilitarization, and disposal. 3. Knowledge of software support requirements and processes, as well as if products and support. Understand Configuration Management for software. 4. Ability to determine logistics impacts to Engineering Change Proposals (ECPs) and provide detailed analysis (provisioning, tech pubs, and training). 5. Follow through on ECPs and validation that provisioning, tech pubs, and training reach the required configuration. 6. Ability to work across branches, divisions, and departments in the planning and execution of acquisition and sustainment logistics functions. 7. Work with the Life Cycle Logistics Competency Lead (LCL) in institutionalizing the logistics discipline and the professional growth of members of the logistics community. 8. Desired skills include: Knowledge of software intensive systems acquisition IAW the latest DoD Policy, knowledge of fields and technology training support, knowledge of IT procurement, DoD IUID Registry knowledge, and an understanding of Agile software development. 9. Ensure compliance with current NAVSEA and Naval Surface Warfare Center (NSWC) policies, initiatives and regulations. 10. The incumbent must have demonstrated the ability to meet diverse groups and secure their cooperation, confidence and interest. 11. Ability to maintain accurate records on status of all command logistics documentation for a variety of complex systems.

22-6139 Engineer NCO 22-6139, Length 420 Days: Assists the Engineer and Deputy Engineers in daily activities to include oversight of projects. The Engineer NCO will ensure safety regulations, as well as all Standard Operating Procedures are followed. Reviews, provides comments and approves contractor's current version of EM 385-1. Advises the Project Manager when the plan is acceptable and work can start on site. The position is responsible for performing and coordinating conventional and unconventional inspections at different construction sites throughout the Kingdom of Saudi Arabia. Manages and monitors equipment, staffing, workmanship, safety practices, and analyzes a variety of unusual conditions, problems, or questions.

22-6140 Deputy Engineer 22-6140, Length 420 Days: Works under the general direction of the G4 Division Chief and directly under the Senior EC section lead engineer, through whom broad assignments are made and delegated authority received. Assists in the preparation of contracts and specifications covering work to be accomplished by the contractor. Incumbent is expected to ensure that contract scope, contract drawings, shop drawings, specifications, codes, quality management and safety are followed throughout the life of the contract. Follows the day to day work to ensure the contractor is meeting his work schedule as approved. Incumbent is required to assume full responsibility for ensuring that all non-conforming work is properly identified through test reports or observations and that the contractor's Quality Assurance (QA) team is notified for corrective action. As a subject matter expert, works out problems largely on own initiative. Incumbent acts independently to perform quality assurance and safety functions, and keeps supervisor apprised on any controversial issues and/or policies of an unusual nature.

22-6151 Nondestructive Tester Technician 22-6151, Length: 180 Days: The 309th Aerospace Maintenance and Regeneration Group is located at Davis Monthan AFB, AZ. It provides a unique opportunity for exposure to a wide variety of Department of Defense aviation assets unlike any other in the world. Duties would include performing nondestructive testing techniques on those assets and their respective aerospace equipment. Required tasks include Eddy Current, Magnetic Particle, Liquid Penetrant, Ultrasonic, K-Ray, and JOAC/MCD analysis. Qualifications: Must be 2A727 qualified.

22-6210 Physical Security Specialist 22-6210, Length 1 Year: Naval Surface Warfare Center, Panama City Division, Physical Security Officer. Conducts initial and annual physical security surveys for compliance with Open Storage Areas/Secure Rooms/Restricted Areas (RA), per DoDI 5200.01, Volume 3, DoD Information Security Program. Coordinates with RA Custodians and Host Command Security to ensure the Facilities Department processes work orders for repair of Intrusion Detection Systems (IDS) and Automated Entry Control Systems (AECs). Assists in reviews of drawings and or plans for building remodels and new construction, ensuring physical security measures are in place. Conducts Physical Security training with RA and Security Container Custodians. Inspects security containers to ensure they are empty prior to surplus, ensures custodians are assigned to active security container, approves container moves and combination change requests, and tracks the locations of the containers. Manages the Command Key Control Program to ensure controlled keys are issued and accounted for. Reviews DOD FIP 2019. Financially invest the DoD Financial Management Policy, and DoDI 5101.12, Financial Management Procedures to reduce future costs. Performs other security duties as assigned. Work hours are generally Monday through Friday, and situational telework authorized dependent on mission requirements. Qualifications: The position is open to enlisted members from Air Force AFSC 3P0X1 or Army ASI H3 Physical Security Operations, with Physical Security/Resources Protection experience. Secret Security Clearance eligibility required.

22-6218 Information Systems Technician (25SA) 22-6218, Length - 2 Years with option to extend: Plans, directs, implements network systems health checks of multiple networks and programs within DISA. Serves as the lead consultant for all things related to networked programs and assigned to work on. Provides technical guidance to multiple programs technical staff. Provides written reports with recommendations for systems health checks. Provides and executes technical and operational changes within networks. Reviews all design documentation within networks and programs assigned for health checks. Coordinates across operation centers and programs for network modifications and changes. **Qualifications: Final TS/SCI clearance required. Expert knowledge in telecommunications. Must be able to work alone and within a team, in high stress environments. Must think outside of the norm and have excellent written and verbal communication skills.

22-6219 Information Protection Technician (25SA) 22-6219, Length - 2 Years with option to extend: Plans, directs, and implements Defensive CyberSpace Operations (DCO) countermeasures as part of a Network Health team for multiple networks and programs within the DISA. Serve as the DCO advisor with a firm understanding of vulnerabilities, exploitation techniques, and advisory methodologies. Review all assigned network and program design documentation. Create written reports with DCO recommendations and execute technical and operational changes within networks and programs. Coordinate all changes across operation centers and brief senior-level technical program staff. **Qualifications: Final TS/SCI clearance required. Must be DoD 8570 II certified and with IAM III recommended. Must have 4-year degree with basic operation, custom queries, analytic design, and implementation (SPLUNK preferred). Must be highly productive individually or within a team in a high stress environment. Must be a critical thinker and possess excellent written and verbal communication skills.

22-6308 Quality Control Representative 22-6308, Length 420 Days: Assists the Engineer and Deputy Engineers in daily activities to include oversight of projects. The Quality Control Representative will ensure safety regulations, as well as all Standard Operating Procedures are followed. Reviews, provides comments and approves contractor's current version of EM 385-1. The position is responsible for performing and coordinating conventional and unconventional inspections at multiple construction sites throughout the Kingdom of Saudi Arabia. Incumbent is to assume full responsibility for ensuring that all non-conforming work is properly identified through test reports or observations and ensure corrective action is taken. Manages and monitors equipment, staffing, workmanship, safety practices and analyzes a variety of unusual conditions, problems, or questions. Must have construction project management experience.

22-6309 Director of the Case and Contracting Liaison Division 22-6309, Length 420 Days: 51-series MOS preferred. Serves as the lead advisor to the Ministry of National Guard (MNG), Kingdom of Saudi Arabia on Foreign Military Sales (FMS) and acquisitions. Reports directly to the Program Manager for the Office of the Program Manager Saudi Arabian National Guard (OPM-SANG). Leads the integration, life cycle management, and execution of 59 Foreign Military Sales (FMS) systems valued at $2.6B. Responsible for cost schedules and performance of FMS cases and all system acquisitions. Supervises and leads a team of 10 DCO Civilians, 4 Officers, and 7 Local Nationals. Leads multiple Integrated Product Teams. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense.

22-6310 Operation Contracting Branch Chief 22-6310, Length 420 Days: 51C MOS Preferred. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Program Manager on costs, schedules, performance and the planning of operational contracting in support of Foreign Military Sales (FMS) systems for the Ministry of the National Guard (MNG). Responsible for contract development for a $248 ground and aviation program. Responsible for synchronizing contracting with FMS case development, execution and oversight. Advised the Program Manager on matters relating to contracting. Monitors the expenditure of funds and recommends fiscal priorities in support of MNG efforts. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
Security Guard

23-6076, Length 1 Year: SM will perform fixed post security operations located within the interior of MOTCO installations or at perimeter gates. Controls access to sensitive/restricted areas where there is potential for breach of security, public safety or public health. Check and validate credentials for authorized entry into the installation. Provide security over-watch at control points to ensure safety/security of all MOTCO customers and employees. Supervise inspection on all vehicles and equipment and deterrence those who attempt to control government property. Provides specialized pedestrian and traffic control services in connection with ceremonies, parades, emergencies, and similar events to include directing traffic. Provide effective communications and superior customer service to all personnel within the installation. Be responsible for utilizing a variety of technology based systems and must have sufficient working knowledge of Microsoft based products. **Security clearance required**

Click HERE to apply

Embedded Behavioral Health Officer

23-6087, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. Plans, directs and administers programs and services relating to clinical psychology and social work; these programs promote all aspects of mental health and social well being in support of OPM-SANG’s Security Assistance mission. Educates, consults and develops policies on emotional and mental health. Secondary mission to advise the Ministry of National Guard (MNG) on the development of their Directorate of Health Affairs clinical psychological programs. Members of OPM-SANG are provided a vehicle, card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please add the following: ARB/ORR IMR Military Bio Last 3 OERs/NCOERs SSC DA Form 1059 DA Form 705 DA Form 5500/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NGB23 DA Form 1506 Security Clearance Verification Memo**

Click HERE to apply

Petroleum Lab Technician

23-6094, Length 1 Year: Serves as the assistant to the Petroleum Laboratory Technician in the Quality Division, responsible for the execution of documented Defense Logistics Agency Energy Europe & Africa Petroleum Laboratory operating procedures. Responsible for the execution of documented Department of the Army (DA) technical guidance and training to enlisted personnel. Where documented DA or DA policy docs not exist, proposes appropriate plan of action and documents the agreed upon action. Performs a wide range of tests on petroleum products, including tests on petroleum products, including tests incorporated in the comprehensive A’ level test series fro aviation fuel and ground fuel samples. Provides accurate petroleum test report, identifies sources of contamination and degree of product deterioration and makes initial identification of unknown petroleum products. Ensures the safety & security of the laboratory operating environment using the U.S. Government purchase card. Develops the skills of living NCOs and civilians by means of structured progressive training opportunities. Take the lead in contacting Military Service customers. Actively participates in biannual testing of Inter-laboratory correlations samples. **Qualifications: Mandatory: Completed 92L MOS Training Desired: ASTM Aviation Fuels Specs & Test Methods training, 120 Petroleum In-Plant Quality Assurance training Experience Strongly Recommended: Minimum three years experience in bulk petroleum handling, storage, distribution and quality evaluation with emphasis in chemistry/laboratory operations.**

Click HERE to apply

Correspondence Branch NCOIC

23-6108, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for all intergovernmental official correspondence between the United States Government (USG) and the Ministry of National Guard (MNG). This position is responsible for the OPM-SANG Correspondence Branch which formats, translates, routes, quality controls and distributes over 1,000 incoming and outgoing letters annually. Responsible for the management of Digital Collaboration Tools, work flows and recommendations to the Program Manager on all matters relating to official correspondence. This position will supervise two Department of the Army Civilians (DACs) and three local National (LN) translators. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA.

Click HERE to apply

Deputy for Transformation, Force Manager

23-6109, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for capability gap analysis and capability development within the Ministry of National Guard (MNG). The Transformation Branch habitually partners with MNG’s Developmental Programs and other stakeholders in the Saudi Arabian National Guard to develop new programs to build MNG’s capability to enhance regional security. The Transformation Branch seeks to integrate FMS, US Army Security Assistance efforts and OPM-SANG integration. This position is responsible for coordinating with other transformation offices for planning, funding, execution, and conducting. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA.

Click HERE to apply

Effects Division Chief, SAMS Planner

23-6110, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for the planning, synchronization and assessment of the effects of security assistance and security cooperation Lines of Effort (LOE) with a critical regional partner. Responsible for developing and updating the OPM-SANG Campaign Plan and monitoring Measures of Performance (MoP) and Measures of Effectiveness (MoE). This position supervises the integration of the acquisition of material and services with security cooperation missions, partners and exercises to build capability within the Ministry of National Guard (MNG). This position provides leadership for three subordinate branches which includes the Transformation Branch, Fusion Branch and Program Development Branch. The Transformation Branch consists of two Commissioned Officers, one Noncommissioned Officer (NCO) and nine Department of Army Civilians (DACs). Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA.

Click HERE to apply

Deputy Program Manager/Liaison Officer

23-6113, Length 1 Year: High-motivated and articulate leader and problem solver required. Serves in a highly-visible position in the Strategic Business Division as Deputy Program Manager in either Strategic Development Branch or Strategic Integration Branch, Logistics Operations, Headquarters Defense Logistics Agency. **Leader will be providing acquisition and logistics subject matter expertise to multiple flag/general officers in support of a $378 Joint Combat Support Agency reporting directly to OSD. **Leader will also be responsible for developing innovative sustainment solutions (i.e., supplies, warehousing, disposition, transportation, and distribution) for the F-35 and other major weapon system programs so that they can leverage DLA’s existing supply chain infrastructure to increase readiness and reduce costs. **Leader’s tasking includes business development with industry providers of weapon system in order to support public private partnerships. These providers are expected to drive improvements to meet OSD guidance to increase readiness while reducing costs. **Leader will help coordinate and execute plans, policies, and procedures for operations support to ensure that end-of-life supply of Military GPS User Equipment (MGIUE) Increment 1 Lifetime Buy for Application Specific Integrated Circuits (ASIC) will be ready for integration into M-code GPS-compliant receivers that support DoD weapon systems. **Leader will collaborate with OSD Positioning, Navigation and Timing oversight council, policy offices, labs, and program offices to align legacy chip manufacturing windows and delivery with program integration timelines. **Qualifications: Professional Skill Level: Mandatory Level II PM and/or Contracting (i.e., Service major command; System Program Office (SPO) on Major Weapons Systems; Prior Staff Experience (MAJCOM, Joint Staff and/or Air Staff) Desired: Prior Logistics Experience (i.e., SPO role at an Air Logistics Complex); Data Science/Analysis, Operations Research; DAWRA training in Life Cycle Logistics; MBA or Systems Management experience; IPM Level I Security Clearance Required: Secret

Click HERE to apply

Light Armed Vehicle Maintenance Advisor

23-6150, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to the maintenance, servicing, upgrading, refurbishment and force generation for their Light Armed Vehicle (LAV) units. This position habitually partners with MNG’s Directorate of Logistics and Maintenance and their General Maintenance Support Unit (GMSU). This position supports the readiness of five Light Armed Vehicle (LAV) brigades and standards and practices at several 20-, 30- and 40-level maintenance facilities. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please add the following: ARB/ORR IMR Military Bio Last 3 OERs/NCOERs SSC DA Form 1059 DA Form 705 DA Form 5500/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NGB23 DA Form 1506 Security Clearance Verification Memo**

Click HERE to apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapoliscenmbs.plf@mail.mil

Website: https://www.dfas.mil/plf
Job Descriptions

Available Tours

If you are interested in a position, please click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pit
Job Descriptions for Available Tours

23-6179 Senior Technical Advisor Team Member
23-6179, Length 2 years: Plans, directs, implements network health checks across multiple programs and within DISA. Serves as the lead consultant for all things network, voice, systems, cyber operations related within networks and programs assigned to work on. Plans, directs, and implements Defensive Cyberspace Operations (DCO) counter measures as part of the network health team for multiple networks and programs within DISA. Serves as the DCO advisor with a focus on institute and developing guidance to multiple programs technical staff. Serves as senior advisor for Azure Active Directory in both L5 and L6 environments supporting DISN Program Office. Provides technical subject matter expertise to JENQ for network deployments and upgrades with new technology such as Azure Virtual Desktop (AVD) deployment and Microsoft Defender Enterprise (MDE), also provides PowerShell scripts for automation with network deployments and fixes. Provides written reports with recommendations for network health checks. Provides and executes technical reviews within networks and programs assigned for health checks. Coordinates across operation centers and programs for network modernizations and changes. For Air Force personnel, this is close to what you know as a Green Door Assignment. Qualifications: Final TS/SCI clearance required. Expert knowledge in one or more technology fields: Route/Switch, VoIP, Cloud, Hypervisor, Containerization, A/ML/BD/TS, Server Infrastructure, etc. Must be able to work alone and within a team, in high stress environments. Must think outside of the norm and have excellent written and verbal communication skills.

Click HERE to apply

11/22/2023

23-6187 IT Accessibility/508 Compliance NCO
23-6187, Length 1 Year: The knowledge management IT/business analyst will support the S08 program as the liaison between the core S08 team, business units, users communities, and IT/digital groups. Through coordination with all program stakeholders, the IT/business analyst will ensure that the needs of the organization are met, that users are provided with the appropriate level of technology support, that existing IT capabilities are used effectively, and that new IT capabilities are evaluated and implemented in line with user needs and business. Develops, implements, and supports the technology infrastructure strategy in collaboration with the core team as informed by the goals and objectives of the S08 program. Supports the technology needs of S08 program, leadership teams, business unit groups, individual teams, and other stakeholders as needed. Role models best practices and knowledge sharing behaviors in the use of enabling technologies. Monitors the effectiveness of S08 internal processes, approaches, and technology to assess impact and suggest improvements. Works with other team business-unit/business leadership to establish a common understanding and focus for SOB. Qualifications: Assistive Technology, Automations, Reasonable accommodations.

Click HERE to apply

23-6188 Shipping Specialist
23-6188, Length 180 days: Experienced 50h or 75h shipping specialist with security clearance and Business Management Operating System (CMOS) access to input necessary system information to ship parts. Qualifications: Knowledge and access to CMS with unsupervised ability to input information and process aircraft parts for shipment.

Click HERE to apply

23-6203 Electronics Mechanic

Click HERE to apply

23-6224 Military Police
23-6224, Length 180 days: Military Police Officer for the Directorate of Emergency Services (DES) on an Army depot; providing police service/information and selective law enforcement activities which complement the Commander's law enforcement and security mission; responsible for the inspection of all commercial truck traffic entering the depot; perform random searches of vehicles entering the depot; control access to the installation by adhering to determined physical security measures; patrols of all areas within the Depot. Qualifications: Must AIT and 31B/Military Police school graduate. Must AIT and 31B/Military Police school graduate.

Click HERE to apply

23-6230 Administrative Specialist
23-6230, Length 168 days: The service member will provide professional 4-star and staff support while scheduling TS and other classified video teleconferences and associated conference rooms. They will work with staff to deconflict schedules and resources in multiple buildings. They will also provide initial troubleshooting for all TS conference rooms and equipment, provide users with equipment and process this requirement is often scheduling TS VTCs at the GDP level that directly impact CCMO support of national security objectives. The Intelligence Directorate Support Staff has five allocated billets. One billet is currently vacant due to PCS without an identified inboard member. Another next is expected to be vacant due to PCS within the next month without an identified inboard member. We also have a member deployed. Qualifications: TS/SCI clearance or excellent bearing, time management and communication skills.

Click HERE to apply

23-6236 CPS Task Lead
23-6236, Length 3 Years: General duties include full spectrum life cycle management functions to provide safe, reliable and effective hardware and power systems to the Strategic Missions & Hypersonics Community. Provides design, development, test and evaluation, logistics management, and sustainment of mechanical, electrical, and power systems to enhance or sustain the overall performance of the weapon systems throughout its life cycle. - Organizes work, sets priorities, and determines resource requirements; determines short- or long-term goals and strategies to achieve them; coordinates with other organizations or parts of the organization to accomplish goals; monitors progress and evaluates other systems or subsystems. - Defines objectives and strategies; coordinates with other parts of the organization to accomplish goals; monitors and evaluates the progress and outcomes of operational plans; anticipates potential threats or opportunities. - Identifies problems; determines accuracy and relevance of information; uses sound judgment to generate and evaluate alternatives, and to make recommendations. - Communicates with key project stakeholders. - Knowledge of the principles, methods, or tools for developing, using, evaluating, or improving scheduling, coordinating, and managing projects and resources. Qualifications: Secret Clearance. US Army - Life Cycle Management experience, US Air Force AFSIC's (6250 Material Leader/Off) and 2500X (Material Management/E/).

Click HERE to apply

23-6238 Project Manager
23-6238, Length 730 days: Mission Description: Serves as a Life-Cycle Project Manager, with overall responsibility for managing the planning, scoping, development, design, construction, and direction of important civil works, inter-agency, inter-governmental, and work for other projects. Represents the District as the primary point-of-contact with sponsor/customer; Congressional interests, various Federal, state and local government agencies; and other external organizations. Coordinates planning, design, engineering, construction, and environmental restoration, etc., for engineering projects of substantial scope and complexity. Projects include flood risk management, navigation, environmental infrastructure, special projects, and other civil works related activities. Qualifications: Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Click HERE to apply

23-6239 Program Analyst (Project Scheduler)
23-6239, Length 730 days: Mission Description: As a project scheduler you will build, analyze and monitor a wide variety of project schedules throughout the Pittsburgh District. You will be tasked with ensuring that all projects are identified and correctly entered into our integrated project management information system, and that all Project Managers (PMs) use the correct enterprise project architecture/NIWS templates to define products, sub projects, activities, or tasks for their projects. You will be tasked with balancing and adjusting the project PMs schedules, running routine reports and performing financial processes to ensure the project has sufficient funding. You will be expected to report on, build and update project schedules. You will be expected to coordinate project schedules, updates critical tasks, and inform the team of upcoming milestones. Applicants must possess a PMP and/or college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt and CCM. Applicants must interview and be selected by the Deputy District Commander. Qualifications: USACE experience a plus.

Click HERE to apply

23-6247 Cloud DevOps Engineer **Will TRAIN / TELEWORK AUTHORIZED**
23-6247, Length 1 Year: The Cloud DevOps Engineer will play a critical role in managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS). Responsibilities will include managing the DevOps pipeline tools such as Jira, Confluence, GitLab, and Artifactory, to ensure smooth and efficient delivery of code to the cloud. Incumbents will work closely with development teams to create and maintain best practices for code environment and infrastructure management to enable the team to reduce deployment time and increase efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams.

Qualifications: Cloud experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA **, GICSP, GSEC, Security CE, CND, CSSP, CASP+, CE, CCNP Security, CCNA, CISSP (or Associate)), GCED, GCIT, CCSP) has context menu.

Click HERE to apply

Website: https://www.dfas.mil/ptf

Click HERE to apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dtfas.indianapolis.zh.mbx.pft@mil.com

Website: https://www.dfas.mil/ptf
Job Descriptions
for Available Tours

23-6248 Cloud Solutions Architect**WILL TRAIN/TELEWORK**
23-6248, Length 1 Year: The Cloud Solutions Architect is responsible for designing and developing Amazon Web Services (AWS) based applications and infrastructure to create an infrastructure as code environment using cloud formation templates and other similar technologies. Incumbents must have a deep understanding of AWS services, be able to work with the Engineering, Infrastructure, and other stakeholders to understand the business needs, and design solutions that meet those needs. Requirements include: Identifying opportunities to optimize the environment for efficiency and cost-effectiveness. To excel in this role, the incumbent must have a deep understanding of AWS services and be able to effectively manage and monitor them to ensure optimal performance and availability. Incumbents should have strong problem-solving skills and be able to work independently as well as in a team environment. Excellent communication skills are essential for collaborating with cross-functional teams.

Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCEP, Security+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu.

23-6249 Cloud Operations Engineer**WILL TRAIN/TELEWORK**
23-6249, Length 1 Year: The Cloud Operations Engineer will play a critical role in managing the day-to-day operations of the Amazon Web Services (AWS) environment. Incumbents will work closely with the Infrastructure team to create an infrastructure as code environment using cloud formation templates and other similar technologies. Responsibilities include ensuring high availability and performance of the infrastructure, troubleshooting issues, and proactively identifying opportunities to optimize the environment for efficiency and cost-effectiveness. Incumbents will also collaborate closely with development teams to support their needs and help them leverage AWS services effectively. To excel in this role, the incumbent must have a deep understanding of AWS services and be able to effectively manage and monitor them to ensure optimal performance and availability. Incumbents should have strong problem-solving skills and be able to work independently as well as in a team environment. Excellent communication skills are essential for collaborating with cross-functional teams.

Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCEP, Security+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu.

23-6250 Lead Operations & Support NCO **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED**
23-6250, Length 1 Year: The Lead Operations and Support Position for all military on ADOS/MPSA personnel at the National Background Investigation Service (NBIS) will be responsible for coordinating operations and marshalling technical resources during major incidents and outages. Incumbents will ensure that Senior Duty NCOs resolve all incidents quickly and efficiently, with minimal impact on the network or business operations. In this role, incumbents will serve as a primary point of contact for ADOS/MPSA military personnel, providing them with operational support and troubleshooting assistance as needed. Incumbents will participate in on-call rotations to provide support outside of normal business hours in support of the Agency’s mission as required. To be successful in this role, incumbents must have strong communication and leadership skills, as well as the ability to manage multiple priorities in a fast-paced, high-pressure environment. Incumbents should have a solid understanding of IT operations, incident management, and technical troubleshooting. Experience in coordinating technical resources during major incidents and outages is desirable. Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu.

23-6251 Senior Duty NCO**WILL TRAIN / TELEWORK AUTHORIZED**
23-6251, Length 1 year: The Senior Duty Officer (SDO) will be responsible for coordinating operations and marshalling technical resources during major incidents and outages. Incumbent’s primary duty is to ensure that all incidents are resolved quickly and efficiently, with minimal impact on the network or business operations. The incumbent will maintain situational awareness of current incidents and communicate with key stakeholders, providing regular updates on the status of incidents. The incumbent will also analyze incident data and trends to identify areas for improvement in the incident response process. In addition to regular duties, the incumbent will participate in on-call rotations to provide support outside of normal business hours. This is a critical role in supporting the Agency's mission and ensuring the smooth operation of its systems and services. Candidates with experience in incident response, strong communication skills, and a willingness to work in a fast-paced environment, are encouraged to apply. Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu. Cloud + or CCNA Cyber Ops preferred but not mandatory for consideration.

23-6252 Linux Cloud Administrator **WILL TRAIN/TELEWORK AUTHORIZED**
23-6252, Length 1 Year: The Linux Cloud Administrator will play a key role in managing and maintaining Linux servers and related infrastructure in the Amazon Web Services (AWS) Cloud environment. Incumbents will be responsible for configuring and monitoring server environments, ensuring high availability and performance, and implementing and maintaining security practices. Incumbents will service the following roles: The Linux Cloud Administrator will play a key role in managing and maintaining Linux servers and related infrastructure in the Amazon Web Services (AWS) Cloud environment. Incumbents will be responsible for configuring and monitoring server environments, ensuring high availability and performance, and implementing and maintaining security practices. Incumbents will service the following roles:

Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu. Cloud + or CCNA Cyber Ops preferred but not mandatory for consideration.

23-6254 Security Incident Manager**WILL TRAIN / TELEWORK**
23-6254, Length 1 Year: The Security Incident Manager’s primary responsibility will be to ensure the security of our systems and data by managing and monitoring security incidents. The incumbent will work closely with other teams to coordinate incident response and conduct investigations to identify the root cause of incidents and prevent future occurrences. In addition, the incumbent will work closely with our SOC and SIEM engineers to implement security measures and ensure our systems are functioning effectively. Attention, detail, problem-solving skills, and the ability to work in a fast-paced environment will be critical to success in this role. Candidates with strong understanding of security incident response, a demonstrated ability to continuously improve, and a commitment to continuously improve, are encouraged to apply. This is an opportunity to play a critical role in protecting our organization and ensuring the security of our systems and data. Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu.

23-6255 System Support Analyst**WILL TRAIN / TELEWORK AUTHORIZED**
23-6255, Length 1 Year: The System Support Analyst in the Network Operations Center (NOC) will play a critical role in ensuring the smooth operation of our systems and services. The incumbent will monitor system alerts and dashboards, triage incoming support tickets, and use your knowledge of our systems to route issues and problems to the correct team. The incumbent will also monitor ticket trends to identify late-breaking incidents and problems, and assist the Senior Duty Officer with reporting and information gathering. In addition, the incumbent will continuously improve the system support process to increase user satisfaction and internal efficiency. Candidates with experience in system support, a strong attention to detail, and a willingness to work in a fast-paced environment, are encouraged to apply. This is an opportunity to play a critical role in protecting our organization and ensuring the security of our systems and data. Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu.

23-6259 Special Security Representative (SSR)
23-6259, Length 1 Year: SSRs are responsible for the day-to-day management and implementation of the Sensitive Compartmented Information (SCI) security program for all NSWC IHQ SCI facilities. Maintain applicable SCI directives, regulations, manuals, and guidelines to adequately discharge SSR duties and responsibilities. Responsible for control, transmit, transport, package, and safeguard SCI. Destruction of SCI by authorized means include: proper disposal of SCI only to persons authorized access and established need to know. Serve as the official channel for certifying and receiving SCI visitor clearances and access. Provides support (indirectly, clearance processing/reissuing, DSS and any future system, records maintenance, debriefs, etc) for SCI indoctrinated personnel. Provide support and maintenance for SCI personnel, information, physical, industrial, information technology and technical security (e.g. TEMPEST and TSCM) actions and procedures to include, but not limited to: Perform all aspects of the SCI Personnel Security Program to include, but not limited to: Benchmark, and help our deliver high-quality services to our users. Qualifications: Civilian experience will be considered for position eligibility: DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CIA, CISSP (or Associate), GCED, GCHI, CCEP) has context menu. Cloud + or CCNA Cyber Ops preferred but not mandatory for consideration.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.hq.mil@mail
Website: https://www.dfas.indi/pit
Job Descriptions
for Available Tours

23-6261
INFOSEC System Administrator
- 23-6261, Length 1 Year: Information Technology duties on various platforms that consist of daily operations, to include, but not limited to:- Responsible for SCI secure spaces Information Technology, escorting, data calls, fiber connectivity, maintenance of hardware, account management, VTC support, and new SCI builds. - Interpreting and implementing DOD/DON SCI regulations regarding any and all IT systems. - Will ensure SCI spaces are IT and Security compliant throughout the construction, usage and end of life. - Responsible for managing repairs and technical refresh and/or replacement of temporary or permanent equipment and media. - Serves as the liaison between various network owners/administrators (ONI, NMCI/NIPR/SIPR, RDT&E) and Code 10 as needed for all IT matters with the SCI. - Assisting with troubleshooting IT systems and peripherals as needed. - Applies Cybersecurity principles, policies, and procedures to ensure information systems are secure and reliable in accordance with DOD and DON Cyber Security policies. - Provide advice and consultation to management on information security issues, and information system accreditation for IT systems. - Consults with leadership and users to translate requests into IT requirements.
- Qualifications: - Technical knowledge/experience with IT peripherals in a Microsoft Windows enterprise environment, such as printers/scanners • Technical knowledge/experience with IT networking equipment (i.e. routers, switches, ethernet cabling, etc.) • Technical knowledge/experience developing and maintaining IT Data Center and user facing equipment • Must currently hold TS/SCI level Clearance • Must be able to kneel, bend, and maneuver under desks, climb ladders and pull wires. - Website: https://www.dfas.mil/pfi

23-6262
Multi Media Illustrator
- 23-6262, Length 1 Year: The 25M Multimedia Illustrator PFI to aid in the production of graphic artwork and products to use in C2D Strategic Communications, publications, interactive computer-generated visual displays and product visualizations. This 25M will provide support to the CDAC Graphic Illustrator and SharePoint Team Lead as they build an interactive spider diagram type product that shows the interconnectivity of stakeholders and mission from CCAD Artisan to Big Army. - Qualifications: MOSQ 25M

23-6265
Network Infrastructure Engineer
- 23-6265, Length 1 Year: Serves as the Current Operations and Network Infrastructure Engineer Officer for the DISA Central Field Command. - Maintains situational awareness over all DISA enterprise capabilities and services within the USCENTCOM area of responsibility (AOR). - Serves as the lead action officer for all critical Command and Control (C2) systems issues; integrates new DISN and enterprise systems and capabilities within the AOR; - Deploys as a DISA Liaison Officer (LNO) to HQs as required and deploys as part of the Combatant Commander’s advanced party during contingencies and exercises. - Serves as the Chief Engineer for special projects within the USCENTCOM AOR. - Qualifications: Must be FABQ qualified. Degree in Computer Science, Telecommunications, or Electrical Engineering is desired. - Desired: Competency in C++, competency in other modern programming languages, and experience with network management and/or experience working with software defined networking (SDN) technology. - Click HERE to apply.

23-6266
Deputy Director CECOM G1
- 23-6266, Length 1 Year: Provides expert advice and guidance on human resource programs for both military and civilians. Provides human capital and strategic projects and programs requiring extensive analysis and interpretation for many different programs, processes, and methods, such as advice on revisions to existing policies and programs to meet regulatory requirements. - The incumbent is committed to designing, developing, and implementing those models and guides that will attract, develop, and retain qualified employees and ensure a high-performing workplace. - Maintains close liaison with representatives of the Materiel Command, and other Federal agencies to obtain or provide information on high priority personnel projects and to ensure consideration of Agency programs, policies, and recommendations. - Implements actions necessary to effect management decisions including early retirement authorizations, separation incentive authorities, reduction-in-force procedures, and recruitment strategies to fill vacant positions. - Advice and guidance cover the full spectrum of human resource issues. - Website: https://www.dfas.mil/pfi

23-6276
Project Engineer
- 23-6276, Length 2 Years: Serves as a Project Engineer, with responsibility of ensuring that all repair projects are afforded proper priority, that needed information and resources are available, and that commitments are met. - Plans and executes repairs and alterations to navigation locks and dams and flood control structures. - Due to the age and uniqueness of these structures, problems are encountered which require changes to the existing principles and techniques; these changes necessitate using original and some-times novel engineering and construction applications. - The incumbent submits design sketches to the Chief, Maintenance Section or Project Managers for discussion and cursory review. - Instructs the field crews in preparation and completion of O&M repair jobs. - Makes field inspections to determine condition of equipment, such as: lock gates, valves, tainter gates, bulkheads, cranes, hydraulic cylinders, related equipment. - The incumbent notes conditions and obtains data for planning/scheduling future repairs using it to provide guidance and assistance to field supervisors about difficult, unusual, unprecedented or special problems. - The incumbent has sole responsibility for preparation and maintenance of current file for each assigned project. - Files contains the following data: cost estimates, job orders, job status reports, budget, kill and freeze, final cost, and other relevant information. - Based on field observation, as input from various inspections, provides assistance in the preparation of maintenance packages for annual O&M budget submissions. - Prepares technical plans and specifications for supply contracts. - Qualifications: Army Engineer Officer - USACE experience a plus. Electrical, Mechanical, or Civil Engineer preferred, degree required Skill identifiers W3, W4, W5, or W6 preferred

23-6280
Software Developer
- 23-6280, Length 1 Year: Highly motivated and articulate leader. Problem solver skills required. Develop software that would support the F-16 and Joint Simulation Environment. Object Oriented software development activities Modeling and Simulation of real-world aircraft, weapon systems, satellites, radios, messages, etc. Software testing using automated test technology Pipeline development and deployment for Continuous Integration/Continuous Deployment Reducing technical debt by re-factorizing legacy codebases and updating to modern software development practices Agile Software development techniques to include daily stand-up, sprint planning, development of microservices, testing, and deployment in DISA and the Central Region is highly desired. - Qualifications: Professional Skill Level: • Mandatory: Level II certification is PM • Desired: Data Science/AI, Operations Research, MBA or Systems Management experience; JPME Level I; Project Management Professional (PMP) certification • Security Clearance Required: Secret

23-6281
Program Manager
- 23-6281, Length 1 Year: Program Manager highly motivated and articulate leader. Problem solver skills required. Work with Program Manager to direct various projects within SWEG. Develop and administer project specific requirements. - The individual manages tasks with engineering, program control, and configuration management. They will manage program progress to ensure availability of operable and supportable subsystems. They must know program management procedures pertinent to software development and production. Become familiar with Agile software development and assist in Agile development rituals such as sprint planning, backlog grooming, and program increment planning. - Learn Scrum Master Role within Agile software development framework Develop cost estimates, create reports and metrics to measure spend plans and burn rates Develop program schedules, manage critical path. Become familiar with Art of the Possible and implement goals and metrics for Art of the Possible activity Create presentations and status reports for program management reviews. - High motivated and articulate leader. Problem solver skills required. Work with Program Manager to direct various projects within SWEG. Develop and administer project specific requirements. - The individual manages tasks with engineering, program control, and configuration management. They will manage program progress to ensure availability of operable and supportable subsystems. They must know program management procedures pertinent to software development and production. Become familiar with Agile software development and assist in Agile development rituals such as sprint planning, backlog grooming, and program increment planning. - Learn Scrum Master Role within Agile software development framework Develop cost estimates, create reports and metrics to measure spend plans and burn rates Develop program schedules, manage critical path. Become familiar with Art of the Possible and implement goals and metrics for Art of the Possible activity Create presentations and status reports for program management reviews.
- Qualifications: Professional Skill Level: • Mandatory: Level II certification is PM • Desired: Data Science/AI, Operations Research, MBA or Systems Management experience; JPME Level I; Project Management Professional (PMP) certification • Security Clearance Required: Secret

23-6282
DAR/DARQ Financial Analyst
- 23-6282, Length 1 Year: 1) Perform required review of financial records with dormant balances and collaborate with responsible program analyst, accounting, budget, and 107 personnel verbally and/or in writing as needed to release residual balances. 2) Execute required transactions within the financial system clear residual dormant balances. 3) Conduct written and/or verbal communications with applicable points of contact (POC) to determine current status of unexpended funding on purchase orders (PO) and unfilled customer orders (UFCO)/sales orders (SO) and validate priority and non-priority Dormant Account Review Quarterly (DARQ) records to release residual balances. 3) Execute required transactions within the financial system clear residual dormant balances. 4) Interprets financial data from financial records to determine current status of unexpended funding on POs and UFCOs and SOs for all DARQ projects that were not validated within ADVANA during the review period, record status in tracking file for validating of sample in subsequent DARQ review cycle within ADVANA. 5) Initiate DARQ required corrective actions for new DARQ Adjustments and follow-up on outstanding DARQ corrective actions until required action has been completed. 6) ATTEND DARQ SME and Office hour meetings, and other related meetings. 7) Assemble and maintain DAR and DARQ metrics. - Qualifications: Financial Management Series: Accounting background Extensive knowledge and understanding of Fiscal Law as it relates to the time, purpose, and amounts of funding, specifically when funds expire and cancel. Experience reviewing obligation and liquidation within a SAP account to determine when balance have been expended versus when there is unliquidated balances on the purchase orders and sales orders. Experience reviewing budgetary and proprietary ledger balances. If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.
- Email: dfas.indianapolis.in.zh.mbx.pfi@mil@mail
- Website: https://www.dfas.mil/pfi
23-6283

Communications Security (COMSEC) Manager
23-6283, Length 1 Year: Serve as an Alternate Communications Security (COMSEC) Account Manager. Manage and maintain proper accountability, handling, storage, packaging, shipment, all incoming/outgoing transfers, signed receipts, hand receipts and administration of COMSEC equipment and materials. Maintain the Key Management Infrastructure (KMI) Management Client (MGC) computer system and the Advanced Key Key (AKP), where applicable, of encryption equipment. Qualifications: Bachelor’s Degree or professional experience in the field of cryptography and A DoD, Federal Government certification, formal education, or practical experience in COMSEC account operations. Must have, or be able to complete, KMI Operating Account Manager (KOMA) Course of Instruction (C01), CINR 4A-1340. Top Secret/SCI Security Clearance eligibility required.

Click HERE to apply

23-6284

Cyber Systems Administrator
23-6284, Length 1 Year: - Cyber/system administrator background and knowledge of the procurement process. Duties would include: - Assist the Project ISSO and ISSM with answering Security Control questions. - Work on AT0 documentation with the Project ISSO and the Project ISSM. - Work with the contractor FTEs, the Project ISSO and the Project ISSM to make sure that the system components meets the AT0 requirements for the system. - Attend and participate on the SST and future ARCHER network plans. - Assist the GtIT Department. - Be the RO (Responsible Officer) for the projects current and incoming licenses and equipment. - Keep track of project’s Inventory. - Purchasing RTA for the system. These duties include: - Research the items that need to be procured, and verify that the equipment meets the project’s needs. - Research the vendors and work with the vendors to acquire quotes. - Submit quotes to GtIT procurement folks for purchasing. - Work with the GtIT procurement throughout the ITFPAF submission process. - Track any purchases that are in the system. - Track the arrival of any purchased equipment. - Verify that the equipment meets the project’s needs.

Click HERE to apply

23-6285

Physical Therapist
23-6285, Length 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. Plans, directs and administers programs and services relating to physical therapy; these programs promote all aspects of physical fitness and injury prevention in support of OPM-SANG’s Security Assistance Mission. Educates, consults and develops policies on physical therapy, prevention and physical health and fitness. Secondary mission is to advise the Ministry of National Guard (MNG) on the development of their Directorate of Health Affairs clinical physical therapy program.

Click HERE to apply

23-6286

Business Analyst
23-6286, Length 2 Years: Serves as a Project Manager for NWS with responsibility for managing and directing the efficient and effective accomplishment of investments, planning, scope development, design, and construction of assigned projects in various program areas through a matrix management process. Projects managed are complicated by responsibility for projects in different locations or under the control of different managers; multiple-party interest; or compliance with numerous statutory, regulatory and procedural restrictions and jurisdictions. Identifies, coordinates, and integrates sponsor/customer requirements into a comprehensive management plan that is fully coordinated with all contributing agencies and organizations including various functional elements with in Seattle District. Controls and manages assigned project budgets and schedules ensuring that District Constructed DoD and other external agencies for assigned projects. Responsible for the overall management, coordination, schedule, and execution of assigned projects. As the project team leader, implements corporate decisions, guidance laws, regulations, and policy in the development of the project and intermediate products in support of the project. Negotiates and integrates all District functions (i.e., planning, design, cost engineering, construction, real estate, contracting, etc.), sponsor/customer needs and other agencies’ commitments in support of assigned project into a comprehensive management plan. Qualifications: Army Engineering Officer - USACE experience a plus Electrical, Mechanical, or Civil Engineer preferred, degree required Skill identifiers W3, W4, W5, or W6 preferred

Click HERE to apply

23-6303

Admin NCO
23-6303, Length 1 Year: Applicants must have at least 14 years of Active Federal Service and meet military height and weight standards to apply. Applicants must submit the following documents in their application to be considered for the position: Enlisted Record Brief, Official Military Photo, Last three Military Evaluations, Physical Fitness Test, and Military Biography. Secret Clearance Required

Click HERE to apply

23-6314

Budget Analyst
23-6314, Length 365 days: Budget Analyst will perform analytical, administrative and technical analyses related to MPE budgetary processes. The Budget Analyst will manage and update the cost model using data provided by stakeholders and the MPE team. Incumbent will prepare reports and analyze data as needed in support of monitoring and tracking cost burn down rates. The Budget Analyst will work with the Finance team to track and prepare monthly billing for new MPE customers. They will review processes and propose alternatives and guidance. They will work with MPE and customers throughout the year to determine whether changes to funding levels are needed. The Budget Analyst will be expected to have experience in business analyst, requirements gathering, Jira tracking and updating, documentation, and stakeholder engagement. Qualifications: Optional but desired - a nationally or federally/DoD recognized certification in Business Analysis (e.g. Professional in Business Analysis (PMB), Project Management Professional (PMP), or courses under the Cost Estimating Practitioner or Cost Estimating Advanced tracks.

Click HERE to apply

23-6315

Business Analyst
23-6315, Length 1 Year: Business Analyst will ensure that programs and projects are successfully delivered. The Business Analyst will be responsible for gathering and analyzing business requirements, working closely with stakeholders to identify priorities and needs, and MPE staff. By providing detailed requirements and analysis, they will help to ensure that projects stay on track and that risks are mitigated and mitigated. The Business Analyst will be responsible for providing insights and guidance that high-quality solutions are delivered to meet the needs of stakeholders and users alike. The business analyst will be expected to have experience in business analyst, requirements gathering, Jira tracking and updating, documentation, and stakeholder engagement. Qualifications: Optional but desired - a nationally or federally/DoD recognized certification in Business Analysis (e.g. Institute of Certified Professional Analysts (ICPA), Certified Financial Analyst (CFA), ICAF Certified Budgeting Financial Analyst (CBFA), Project Management Professional (PMP), or courses under the Cost Estimating Practitioner or Cost Estimating Advanced tracks.

Click HERE to apply

23-6316

Cloud Machine Learning Engineer
23-6316, Length 1 Year: Cloud Machine Learning Engineer designs and deploys machine learning models on AWS. Incumbent’s role involves understanding customer needs, utilizing machine learning algorithms and frameworks, selecting appropriate AWS services, and ensuring the scalability, reliability, and security of machine learning solutions. Staying updated with the latest advancements in machine learning is important in this role. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ [CCSA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCSP Security, CIA, CISSP (or Associate), GCED, GCIT, GCIP] context menu.

Click HERE to apply

23-6317

Cloud Security Engineer
23-6317, Length 1 Year: A Cloud Security Engineer is responsible for implementing and maintaining security measures to protect an organization's data, applications, and infrastructure in the cloud. The incumbent must possess a strong background in security principles and work with various AWS security services to ensure the security of the AWS environment. Duties include designing and implementing security measures, monitoring security assessments, developing security policies, and monitoring and responding to security incidents. Qualifications: Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ [CCSA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCSP Security, CIA, CISSP (or Associate), GCED, GCIT, GCIP] context menu.

Click HERE to apply

23-6319

Cloud Security Watch Officer
23-6319, Length 1 Year: A Cyber Cloud Security Watch Officer protects the National Background Information Systems (NBIS) environment from cybersecurity threats. Acting on behalf of the System Owner, the Defense Counterintelligence and Security Agency (DCSA) Cloud Enterprise ISRM, and the DCSA Cloud Enterprise Security Operations Center (SOC) lead, you assist with incident response, track SOC investigations, escalate issues for investigation, review and approve detection and alerting changes, and develop and improve SOPs, TTPs, guidelines, and policies. Incumbents also oversee SOC operations, ensuring effective cybersecurity monitoring and response. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ [CySA+, CASP+ CE, OSM, CISSP (or Associate), GCIS, GCDSG, HSIP] context menu.

Click HERE to apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.
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23-6320 Project Manager
23-6320 Length 1 Year: Project Manager will help the project teams manage project tasks and deliverables. They will support planning meetings, administrative and project activities. The Project Manager will manage and report on risks and update stakeholders and the MPE team on status. They will prepare reports and analyze data. The Project Manager will track and update schedules for new MPE customers. They will review processes and procedures. They will work with stakeholders and project team members. They will oversee project coordinators responsible for scope, cost and control of multiple projects. The Project Manager will be expected to create spreadsheets and understand schedule and tracking processes. Qualifications: (Required): - a nationally or federally/DoD recognized certification in project management (e.g., Project Management Institute (PMI) Project Management Professional (PMP), PMI Agile Certified Practitioner (ACP)), graduate certificate in project management, DAU courses in Project Management

23-6323 Nellis MILCON Install Support
23-6323 Length 61 days: Positions will support the installation of telecommunication hardware and infrastructure at assigned locations (Nellis AFB)

23-6325 IT Security Operations
23-6325 Length 1 Year: The individual will perform roles/responsibilities as defined in IAW AFM 17-101 and AFM 17-130. Mastery of and skill in applying IT operations related to security of systems, e.g., access control, security audit and analysis, security vulnerabilities, security configuration management, intrusion detection and prevention systems, and system and information integrity. Individual will also perform roles as ISSO, Security Manager, and Top Secret Control Officer. Qualifications: TS/SCI Required. Security+ certification Risk Management Framework experience. Information Systems Security Officer or Manager (ISSO/ISSM) experience would be helpful.

23-6326 Military Police Officer
23-6326 Length 1 year: Military Police - Tobyhanna Army Depot, in Northeastern Pennsylvania, seeks military police. Duties include: Will be assigned law enforcement/Safety duties to uphold Federal Laws and Regulations, maintain good order and discipline, and support the installation commander's law enforcement and security requirements. Typical duties include foot and motorized patrol and control of pedestrian and vehicular traffic and conducting random anti-terrorism measures (RAM) in accordance with local regulations and policies. Qualifications: 318 MOS

23-6329 Environmental Science/ Environmental Engineer Officer/Engineering Tech
23-6329 Length 2 Years: Environmental support specialist for the Soo Project Office. Consultant for environmental compliance, implementation, inspection, auditing, monitoring, and reporting responsibilities, including regulatory compliance to Federal, State, and local requirements. Support project safety program specific to environmental compliance and Hazard and Toxic Waste concerns. Participates in the review of plans and specifications for environmental aspects of contracts and provides recommendations. Develops environmental implementation processes, policy and procedures. Develops corrective action plans for non-compliance issues. Qualifications: Army Engineering Office - USACE experience a plus. Preferred MOS include 72D.

23-6330 Engineering Technician - Survey
23-6330 Length 2 Years: Performs or reviews all required calculations, reductions, analyses, and processing of hydrographic survey data to complete a variety of cartographic products using CAD/CADD, Hypermap, or other 3D data processing software systems. Typical tasks are listed here: dredging volume calculations; disposal area volume capacity calculations; seabed contour maps; before and after dredge completion surveys; statistical shore line analyses; 2-D and 3-D subsurface model diagrams; and manipulations of digital engineering data, maps, and remote sensing imagery within a Geographic Information System (GIS). Plans and coordinates the activities of the field survey crews engaged in providing survey and other geospatial data, in support of design, construction, and operation and maintenance functions in support of navigation locks and dams, disposal facilities, and facility construction. Responsible for planning, directing, coordinating, supervising, and reviewing the activities of the field survey crews and survey equipment in accomplishing survey operations which include reconnaissance, preliminary, construction, control and topographic surveys for civil projects in the project office jurisdiction. Works in the field to accomplish tasks when needed. All surveys are completed in an electronic environment using total stations, digital levels, and global positioning system (DGPS) and Real Time Kinematic (RTK) equipment. Conducts mission planning, ground control establishment, pre-flight preparation and safety inspection, UAS operation as Remote Pilot in Command or Visual Observer, system monitoring during missions, post-flight inspections, and mission debriefing. Utilize appropriate photogrammetric mapping software to post process mission data, video, Light Detection and Ranging (LiDAR) point clouds, and imagery collected during UAS missions to develop survey mapping, and engineering products meeting customers requested specifications. Qualifications: Engineering Army Noncommissioned Officer, Warrant Officer, or Commissioned Officer. Preferred MOS include 12C, 12D, 12H, 12N, 12T, 12X, 12Z, 12D0, & 12D5. Other MOS/CMF may be considered. Previous USACE experience highly advantageous.

23-6335 Bldg 5331 ISP Install Support
23-6335 Length 55 days: Bldg 330 ISP install support. Positions will support the installation of telecommunication hardware and infrastructure at assigned locations.

23-6337 Intelligence Analyst
23-6337 Length 1 Year: Incumbent will produce weekly unclassified, secret, and top secret intelligence summaries to 4.4k software and acquisition personnel throughout the department of defense, assist security personnel in improving local area security culture through unclassified cyberspace intelligence briefings, and conduct routine current intelligence briefings to technical and non-technical staff. Incumbent will also assist in defensive cyber operations by providing indicators of compromise to network defense analysts and conducting research on indicators of malware identified on local, non-AFIN, software development networks. These efforts also include assisting full time staff in leading attack path analysis and table top exercises to identify potential network vulnerabilities and augmenting penetration tests with intelligence information. The incumbent will also assist in the development of the emerging USAF Software Directorate’s first software supply chain risk management strategy responsible for peer reviewing locally developed strategy aimed at overcoming the Air Force’s need to ingest commercial and open source software. Other duties, as assigned by the local area supervisor or the AFSEC SIO are also likely. These may include, but are not limited to: local area threat briefings for major events (i.e., Air Shows), support for general officer/SES tasks, assisting in manpower, facilities, or system studies and requirements development. Qualifications: Active TS/SCI Required Strong background in one of the following fields: information technology support (Tier II), software development, software assurance, systems engineering, offensive or defensive cyber operations, or supply chain risk management Current certifications are not required, but evidence of current or past certification is beneficial.

23-6338 Deployment Operations Force Provider
23-6338 Length 1 Year: Executes contingency planning support management functions to ensure DLA support for agencies customers worldwide. Is responsible for all operations as they relate to DLA Deployment Support Teams (DSTs) and Immediate Response Force Rapid Deployment Teams (IRF RDTs) civilian and military (active and reserve components) supporting CCMs deployments as members of DSTs and IRF RDTs'. Customer Support Liaison Operations, Supply Management Council (SMC), Customer Assistance Specialist (CAS), and Emergency Essential (E/E) Initiatives. Expert knowledge of DoD Travel systems and process travel authorizations and vouchers as necessary to execute various Defense (DoD) and civilian security systems, in conjunction with traveler responsibilities. Required to analyze travel authorizations and Vouchers to ensure Travel compliance in accordance with DoD and Air Force travel policies to prevent a unauthorized transactions and fraud waste and abuse. prepares Travel Information for all travelers (military and civilian) and gives briefings as required. Qualifications: Firm knowledge of Defense Travel System (DTS), DTS roles and responsibilities. Excellent writing and briefing skills.

23-6339 Project Manager
23-6339 Length 730 Days: Valley Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resourcing operational degradation may result, critically impacting the mission. Responsible for performing and directing the full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigning including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replies to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR. Qualifications: Army Engineering Office - USACE experience a plus.

23-6340 Project Engineer
23-6340 Length 730 Days: Folsom Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resourcing operational degradation may result, critically impacting the mission. Responsible for performing and directing the full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigning including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replies to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR. Qualifications: Army Engineering Office - USACE experience a plus.

23-6341 Project Engineer
23-6341 Length 730 Days: Natomas Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resourcing operational degradation may result, critically impacting the mission. Responsible for performing and directing the full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigning including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replies to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR. Qualifications: Army Engineering Office - USACE experience a plus.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.
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23-6342
**Create Decision Advantage Manager**

23-6342, Length 1 Year: Position will immensely contribute to actions required as stated in Command's Campaign Plan LOE 4, Create Decision Advantage, which is also a command priority that shapes the command's ability to have and apply data at a time of our choosing to generate information required for situational awareness and accentuating decision making. Position requires a field grade officer that is strategic minded, a critical thinker, and able to deliver solutions regarding military objectives. 5 Indicators of success that are essential to the success of the organization are: 1) Create a greater awareness of command's decision making; 2) Act in a transparent manner; 3) Act in an effective manner; 4) Act in an efficient manner; 5) Act with a forward pace. The position requires a strong understanding of the command's mission, national security, and operational requirements. The incumbent will work closely with the Command Secretary, Chief of Staff, and the Office of the Secretary of Defense as well as the Department of Transportation, Homeland Security , Combatant Commands, and others. Provides public affairs consultation services directly to the commander, deputy commander, chief of staff as well as other flag and general officers. Qualifications: Required Clearance: Secret Skill: DFARS 52.223-7, DFARS 252.204-7002

23-6343
**Deputy Chief, Public Affairs Officer**

23-6343, Length 351 Days: Deputy Chief of Public Affairs to the Commander of USTRANSCOM. Directs USTRANSCOM's security and public information programs to a global audience. Mentoring and coaching staff to achieve the desired outcomes. Analyzes and recommends changes to the public affairs mission to improve its effectiveness. Leads the development of public affairs policy and plans. Coordinates and provides guidance to other public affairs offices within the command. Directs the development and implementation of public affairs programs and initiatives. Oversees the development and implementation of public affairs programs and initiatives. Provides public affairs consultation services directly to the commander, deputy commander, chief of staff as well as other flag and general officers. Qualifications: Required Clearance: Secret Skill: DFARS 52.223-7, DFARS 252.204-7002

23-6345
**Cyber Operations Center Watch Officer**

23-6345, Length 13 Days: CyOC requirement for watch officer in support of up-plans requirements directly supporting USTRANSCOM exercise support; in addition, position will support three days of 24x7 watch officer coverage during CyOC training day to ensure annual certification requirements are met. Responsibilities: Maintain accurate and timely information assurance (IA), situational awareness (SA), and respond to network and cyber events and incidents on a 24x7 basis. Provide 24/7 senior USTRANSCOM leadership via reports, briefings and verbally. Respond to phone and email inquiries regarding a variety of network, system, and cyber incidents. Monitor and respond to network and system events management tools using existing processes and checklists. Ideal experience is working at a Level One Service Desk supporting large customer base. Qualifications: Required Clearance: Secret Skill: DFARS 52.223-7, DFARS 252.204-7002

23-6346
**Senior Mobility Analyst**

23-6346, Length 1 Year: Provide analytic support to OSD, Joint Staff, CCMDs, Services, TRANSCOM and TCC involving Modeling & Simulation, data analysis, and staff coordination on mobility programs supporting the National Defense Strategy and supporting strategies. Analysis focuses include Program Budget Review (PBR), Deliberate Planning, force flow planning conferences, and associated mobility studies including the Contested Environment. Mobility analysis includes air, sea, and ground movement of unit equipment, personnel, sustainment, noncombatants, patients, ammunition, and bulk fuel. Contested Environment focuses on adversary capabilities from IC sources. ODA's or those with ORD like skills are needed for this position. Qualifications: Required Clearance: Secret Skill: DFARS 52.223-7

23-6348
**Lead Project Manager**

23-6348, Length 5 Years: Incumbent will support the Military Ocean Terminal Concord (MOTCO) managing active construction projects valued at $62M to support MOTCO and SDDC's mission for success of it's national strategic defense mission. Will be lead MILCON PM forward due to shortages at the district which impact the ability to maintain and foster a relationship with SDDC and base personnel. Strategic value of MOTCO and the importance of it project require a full time PM on site. Project Manager within the Army Section of Program Management for the Sacramento District, U.S. Army Corps of Engineers; Responsible for the efficient and effective coordination and accomplishment of the planning, scoping, design, acquisition, construction, and assigned projects associated with Military Ocean Terminal Concord footprint; Assigned 14 projects with a program value of $379M ranging from rail infrastructure improvement, access control point construction, and environmental rehabilitation; oversee construction closeout of four MILCON and SRM projects; served as a liaison between installation leadership and the USACE MOTCO resident office to improve the efficiency of project execution; served as the main point of contact for all strategic and high visibility projects at MOTCO project sites ensuring that all appropriate messages were relayed to higher echelons of command. Qualifications: Professional Engineer, Preference Post-Command PPT

23-6349
**Procurement Specialist**

23-6349, Length 730 Days: Serve as Procurement Analyst for NSWCCD. Incumbent is responsible for analyzing material procurement requirements and processing purchase requests for internal and external customers in major Programs across NSWCCD. The Procurement Analyst processes procurement life-cycle tasks that may include material screening, purchase requisitioning, ordering, reconciliation, cleanup, and discrepancy reporting. Evaluates material requirements for availability within the Federal Supply System and assures appropriate acquisition from vendors. Reviews Purchase Orders that may include Military Standard Requisitioning and Issue Procedures (MILSRIP) or Government Purchase Card (GPC). Qualifications: Professional Engineer, Preference Post-Command PPT

23-6355
**Contracting Specialist**

23-6355, Length 350 Days: Contracting Specialist to support Civil Work mission across the USACE Pittsburgh District including supplemental projects to include the Infrastructure Supplemental projects and Disaster Relief Act Mission. Responsible for pre and post award contracting actions below and above the simplified acquisition threshold. Potential to work with FEMA support contracts involving homeland security presidential directive and ESF#3. Mission includes supplies, services, construction, and commercial contracts. Applicants must interview and be selected by the Deputy District Commander. Qualifications: AACT completed, at least 1 year of contracting experience

23-6357
**Branch Chief, Future Operations**

23-6357, Length 1 Year: Critical Asset List - Cyber (CAL-C) in order to identify, prioritize and protect the critical mission systems. 5 Maps cyber asset relationships and dependencies to produce a visual depiction in MADDS II to meet DoD architectural standards and facilitate inter-Command information exchange. 6 Provides oversight in entering MADDS II with the Joint Staff directed elements of information to reflect the identified cyber-based capabilities/assets & the associated MRT-C maps. 7. Incorporates intelligence supported threats/hazards potentially affecting the MRT-C to produce "what-if" scenarios identifying likely mission impacts/dependences. 8. Supports USTRANSCOM Mission Assurance Division with integration of the cyberspace-based capabilities/assets and associated "what-if" scenarios into full spectrum, mission risk assessments. 9. Serves as OPR for USTRANSCOM Combatant Campaign Plan-22 (CCP-22) and DoD Functional Plan Global Deployment and Distribution (FCP GDD-22) for TSCJ3. 10. Leverages extensive knowledge of the USTRANSCOM Joint Distribution and Employment Center and employs knowledge of cyberspace networks architecture to guide and prioritize contractor tasking and equipment fabrication in MADDS II. 11. Coordinates internally within the USTRANSCOM staff and externally with DoD and non-DoD military partners on cybersecurity issues. 12. Represents the Cyber Division at cyberspace-dependent MRT-C meetings and conferences locally and worldwide. Qualifications: Required Clearance: Secret Skill: DFARS 52.223-7, DFARS 252.204-7002

23-6359
**Information Security Officer (ISO)** **"WE TRAIN/SITUATIONAL TELEWORK AUTHORIZED**

23-6359, Length 1 Year: An Information System Security Officer (ISSO) is responsible for managing cybersecurity-related tasks for DoD Information Systems (IS). Incumbent’s duties include assessing change requests, assisting ISM, monitoring compliance with cybersecurity policies, initiating protective or corrective actions in response to incidents, ensuring up-to-date documentation, and periodically assessing security controls. Qualifications: "Civilian experience will be considered for position eligibility. DoD 8570/8570.1-H Certifications required: At least IAM level I or better. (CISP, CND, OS4+, GSLC, Security+ CE, HCISPP, CASP+ CE, CISSP, CISM, CSSP (or Associate), CCISS)

23-6367
**480 ISRW - NAVAIR support positions**

23-6367, Length 88 Days: Cyber Systems Installation. Qualifications: AFSC 1B, 1D, 1N

23-6371
**Logistics Operations Officer**

23-6371, Length 1 Year: Joint Mobility Operations Officer for Defense Personal Property Management Office (DPMO) efforts. Primary responsibility will be direct support of the Department of Defense (DOO), USTRANSCOM DPMO Operations Division. Previous program management experience is preferred to ensure desired outcomes/susponses are met. Must possess critical thinking skills, written and verbal communication skills, and ability to brief senior leaders both on and off base. Member will report to J9-D Division Chief. Qualifications: Required Clearance: Secret Skill: Logistics/ Transportation

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.
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Job Descriptions

23-6372  
Senior METOC Officer  
23-6372, Length 30 days: Serves as USTRANSCOM’S Senior METOC Officer (SMG) duties as the USTRANSCOM METOC Focal Point requests. Duties will include, but not be limited to: Provide daily weather forecasts for land, air and sea operations. Provide daily weather briefings to the J3 regarding US forces and any mission. Support J35 Operations Division with current weather surveillance, forecasting impacts to battle space and assessing operations impacts. Support USTRANSCOM METOC crisis response requirements as they develop. Assist the JIS with other duties as workload allows. 24/7 duty may be required during crisis response. Qualifications: Required Clearance: TS/SCI Skills: Core 15W3

23-6381  
IT Budget/Portfolio Management Officer  
23-6381, Length 1 year: This position works within the Information Technology Division and assists with annual budgeting, Service Cost Center (SCC) development and operations, and IT portfolio management processes. Specific tasks include: - Assist with gathering cost center requirements - Development and maintenance of 3D scanning tools - Implementing IT strategic plans - Providing training and instruction/learning sessions on the use of innovation tools Qualifications: - Thorough knowledge of Microsoft Operating Systems - General understanding of Linux Operating Systems - Experience with desktop administrative manufacturing HW (3D Printers/Scanners) - Understanding of desktop end-point protection and application of cyber security controls to protect innovation assets - General understanding of network technologies to include Ethernet and WiFi capabilities - Experience with installing complex software packages - Experience with scripting, such as PowerShell, to automate routine software installations - Interest in in engineering modeling software such as Mathworks Altium, Labview, Solid Works/Solid Edge, and Ansys. This position has been designated as a Cyber IT/Cybersecurity Workforce position in specialty area (411/331) and as a condition of employment incumbents of the position are required to comply with the DON Cyber IT/CSSF Program requirements of SECONAV M-5329.2, which include: 1. Earn and maintain appropriate credentials from the Cyber IT/CSSF Qualification Matrix (described in SECONAV M-5329.2) associated with the specialty area and level commensurate with the scope of major assigned duties for the position to which you are assigned, and 2. Participate in a continuous learning program as described in MKW-142.2. A minimum of 40 hours per calendar year IT/CSSF related continuous learning annually documented in a current individual development plan signed by both the employee and supervisor. *This performance position is a 24/7 Cyber IT/CSSF workforce Qualifications: Must possess at least a secret clearance with a favorable TS investigation.

23-6390  
Reserve Operations NCO  
23-6390, Length : 420 days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for curating and cataloging critical insights, ensuring that others have timely access to the knowledge they need to excel in their duties. This role demands exceptional organizational skills and adaptability, and a commitment to fostering a culture of continuous learning. You need to be detail-oriented, tech-savvy, and passionate about maintaining the highest standards of compliance. Your expertise will be instrumental in scanning and transforming physical records into efficient digital formats, streamlining access and enhancing data security. Your commitment will shape our success, one digitized record at a time.

23-6391  
Knowledge Management Officer  
23-6391, Length 420 Days: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position advises the executive leadership regarding Knowledge Management (KM) activities and practices that can improve shared understanding throughout the organization. Leads efforts to identify performance and knowledge gaps that impact the enterprise. Directs the activities of the KM Working Group (KMWG). Synchronizes KM activities with higher headquarters and peer organizations. Develops KM strategy, policy, and implementation plan. Qualifications: Required Clearance: TS/SCI Skills: Core 15W3

23-6397  
Command Antiterrorism Officer (ATO)  
23-6397, Length 1 year: The incumbent is designated as the Security Specialist responsible for the Antiterrorism (AT) program in support of the Security Division located in Keyport, WA. Develops local Antiterrorism/Force Protection (AT/FP) programs and policies for Physical Security branch head approval. Serves as the technical authority on matters involving Antiterrorism/Force Protection (AT/FP). Plans, conducts, or coordinates on site security studies, projects, assignments, and investigations. Oversees and maintains the Command Antiterrorism Program to ensure the relevance and viability of all AT defensive measures are in place to reduce the Command’s vulnerabilities to terrorist acts. He/She is responsible for ensuring that the required antiterrorism assessments, inspections, and force protection measures are conducted per DOE requirements. Establish and maintain AT criticality assessments that will identify NSWCPD critical assets and ensure that policies and procedures are in place for protection. Provide training and exercises to employees on AT awareness. Attend and participate in AT and Threat Working Group meetings. Knowledge of DoD and Navy antiterrorism and force protection doctrine, policies, and instructions to coordinate objectives and develop plans for joint/unified operations. Provides crisis management consultation and support for major events or significant incidents. Qualifications: Must be E-7 or above and achieve Anti terrorism Level II certification within 6 months of employment per OPNAVINST F3300.53D. Career Series equivalent to Navy Administrative Technical Specialist (0080) position.

23-6400  
Logistics Planner/Logistics Officer  
23-6400, Length 1 Year: Serves as Logistics Planner for the DLA Energy USTRANSCOM Forward Cell providing worldwide DLA support plans in concert with national military strategy, joint doctrine, joint policy, strategy and contingency plans to DoD Joint Forces, DoS, and USG Allies. Directs planning for effective petroleum support of the Combatant and specified Commanders' forces during wartime, crisis, and Chairman Joint Chiefs of Staff Command Post Exercises. Conducts analysis of theater plans and analyses DLA Energy supporting tasks and missions. Initiates, coordinates, and administers all facets of the war planning efforts for the Headquarters staff and subordinate DLA Energy activities. Responsible for complex future planning and integrating fuel requirement planning for over 2 billion gallons of petroleum to support USNORTHCOM, U.S. u.S. Southern Command, U.S. Africa Command, U.S. Central Command, and foreign militaries and specified Commanders' forces during wartime, crisis, Joint Chiefs of Staff and other various COCOMs exercises, and Office of the Deputy Commanders for planning conferences. Coordinates actions through Combatant Commanders’ and Joint Petroleum Officers and Service representatives to develop and coordinate responses plans shortfalls, limiting factors, and other conditions that impact on DLA Energy's ability to perform its logistics missions. Represents DLA Energy at OSD, JCS, Combatant Command Service and DLA war planning conferences. Participates in the refinement of time-phased force deployment data for future oil operations plans. Advises superiors and other offices, both inside and outside DLA Energy, on petroleum support. Reviews Joint publications related to petroleum operations. Provides critical analysis in outlining DLA Energy's ability to support the Combatant Commander's petroleum support plan during scheduled/unscheduled contingency operations and joint exercises. Conducts in-depth analysis of COCOM OPLANS and initiates, coordinates, and administers all phases and activities of wartime and contingency planning efforts for DLA Energy to perform its wartime and peace-time requirements. Directs the fuels planning activities of the DLA Energy Command and Control Center to include overview of policies and procedures for the Contingency Plans of Operations (COPOP) plan. TS/SCI Security Clearance required.

23-6405  
Deployment Operations Force Provider  
23-6405, Length 1 Year: Defense Logistics Agency (DLA) Liaison Officer is responsible for nestling mobilization efforts between the Deployment Support Branch and Joint Reserve Force (JRF). Synchronizes deployment and redeployment operations between the J9 mobilization lead, Major Subordinate Commands, and Headquarters staff. Serves as the technical authority of the J9 Reserve Forces, Army, and Air Force, and Theatre Reserve Forces in various planning efforts and DLA directives and guidance. Develops and analyzes existing DLA documents, identifies substantive changes and recommends courses of action to resolve conflicts. Recommends priorities and methods to integrate JRF into the Strategic Operational Plans (SOPs) and contingency plans. Coordinates the Joint Reserve Force personnel to meet deployment and redeployment operational demands. Consults with Resource Managers on budgetary requirements and advises on Global Force Management matters. Qualifications: Firm knowledge of Defense Travel System (DTS), DTS roles and responsibilities. Excellent written and briefing skills. Excellent skills using Microsoft Suite products (Word, Excel, Powerpoint, Outlook – mandatory; Teams – preferred)

23-6406  
Deployment Operations Action Officer  
23-6406, Length 1 Year: Serves as the Deployment Operations (DEPOPS) Branch C2 primary point of contact responsible for the synchronization between DEPOPS and Current Operations (COPUS) Branch staff and officers. Facilitates information flow between J/CODS, MOCs and RCs as required. Coordinates all actions as directed by the DEPOPS Branch Chief. Reviews all products and deliverables prior to providing to elements outside of the AASOC. Analyzes, processes, and acts on all information contained within C2 systems. Prepares briefings, as required, to provide leadership situational awareness. Monitors and operates voice and electronic communication systems as required. Qualifications: Firm knowledge of Defense Travel System (DTS), DTS roles and responsibilities. Excellent written and briefing skills. Excellent skills using Microsoft Suite products (Word, Excel, Powerpoint, Outlook – mandatory; Teams – preferred).
23-6407  
**Staff Support Analyst/NCO**  
23-6407, Length 180 Days: As a Staff Support Analyst you will be responsible for the following duties: Serves as the principle advisor for the Executive Director of Operations, J31, responsible for coordinating, planning, and providing guidance and procedures for the management of day-to-day operations and task management. Serves as principle action officer responsible for coordinating and executing projects or special interest initiatives to the Executive Director. Manages a diverse workforce, consisting of technical specialists, and ensures technical accuracy of response to internal and external customers. Analyzes new or proposed legislation or regulations to determine impact on project/program operations and management. Receives visitors and telephone calls from high-ranking military and civilian officials of the Federal government, non-DoD agencies, staff members and field commanders. Screens calls and visitors, answering questions and completing any business involving established administrative policies without referring them to the Executive Director. Assists Executive Director and Deputy, ensuring no conflict with local and high priority commitments, and utilizes the Defense Travel System (DTS). NOTE: Enter full duty description for duties, roles, and responsibilities.  
*Click HERE to apply.*

23-6408  
**Staff Support NCO/Officer**  
23-6408, Length 1 Year: Serves as an action officer responsible for coordinating and executing studies and projects of special interest to the Director and Deputy Director, J3. Works closely with the J3 KO and CoI to identify and execute required studies. Collects, compiles, and analyzes data and statistics, and makes recommendations considering results and findings. Results and analysis of studies and projects are used to inform senior J3 leadership decisions on a wide range of both administrative and technical support issues. Keeps abreast of trends and developments in general management of mission operations and appraises superiors of the need for special studies to drive improvements. Formulates, recommends and implements broad internal and administrative policies and procedures within the limits of assigned functions. Ensures that the Directors vision and values are communicated and integrated into work plans, work products and services. Reports on the status and progress of work and ensures the Directors strategic objectives and associated deadlines are met. Serves as a primary advisor and is responsible for coordinating, planning, and providing administrative guidance and procedures for the J3 Directorate. Receives visitors and telephone calls from high-ranking military and civilian officials of the Federal government, non-DoD agencies, staff members and field commanders. Screens calls and visitors, answering questions and completing any business involving established administrative policies without referring them to the Director. Assists with scheduling conferences and/or meetings for J3 including notifying participants, preparing agenda and handling related meeting materials. Prepares or assists with travel plans for the Director and Deputy, ensuring no conflict with local and high priority commitments, and utilizes the Defense Travel System (DTS). Qualifications: Member needs to be proficient using the Microsoft Suite of products (Outlook, Excel, PowerPoint, Ms Word (MS Teams is also preferred, but not mandatory). Knowledge of a wide range of business and administrative concepts, principles and practices to review processes and procedures in a work unit and provide advice to implement change. Ability to develop new business and administrative methods, approaches or procedures to current programs.  
*Click HERE to apply.*

23-6409  
**Deployment Operations Action Officer**  
23-6409, Length 1 Year: Plan, organize, and supervise the preparation and execution of unit movement and distribution operations. Coordinate deployment and distribution actions with multijoint, joint, and commercial agencies through the Joint Logistics Enterprise. Prepare and validate deployment and redeployment plans, orders, and SOPs. Provide training in unit movement operations, and supervise the use of Joint Movement/transportation systems to document redeployment, and distribution operations. Assist senior leaders in planning and conducting unit movement operations and operational maneuver. Qualifications: Firm knowledge of Defense Travel System (DTS), DTS roles and responsibilities; Joint Operational Planning and Execution System (JOPES) and excellent written and briefing skills. Excellent skills using Microsoft Suite products (Word, Excel, PowerPoint, Outlook – mandatory; Teams – preferred). Knowledge of Defense Travel System (DTS), DTS roles and responsibilities; Joint Operational Planning and Execution System (JOPES) and excellent written and briefing skills. Excellent skills using Microsoft Suite products (Word, Excel, PowerPoint, Outlook – mandatory; Teams – preferred). Qualifications: Knowledge of a wide range of business and administrative concepts, principles and practices to review processes and procedures in a work unit and provide advice to implement change. Ability to develop new business and administrative methods, approaches or procedures to current programs.  
*Click HERE to apply.*

23-6437  
**Incident/Configuration Management Specialist**  
23-6437, Length 1 Year: 1. Incident identification and logging: Receive and record incident reports from users or monitoring systems, ensuring accurate and detailed information is captured. 2. Incident categorization and prioritization: Analyze and classify incidents based on their impact, urgency, and severity, using predefined categorization schemes and prioritization matrices. 3. Incident investigation and diagnosis: Coordinate with respective areas to conduct thorough investigations to determine the root cause of incidents, leveraging available information and collaborating with relevant stakeholders. 4. Incident resolution and recovery: Part of a team to develop and implement appropriate solutions, workarounds, or fixes to restore normal service operation, minimizing business impact and adhering to agreed-upon service levels. 5. Incident ownership and coordination: Ownership of incidents throughout their lifecycle, ensuring proper coordination and communication with affected users, support teams, and management. 6. Incident escalation and management: Assess incidents that require further attention or expertise and escalate them to appropriate teams or individuals, maintaining proper escalation and communication channels. 7. Incident documentation and reporting: Documenting the resolution process and procedures, actions taken, and revisions made for in incident. Generate incident reports and provide insights on incident trends and performance metrics. 8. Incident management process improvement: Continuously review and improve incident management processes, procedures, and workflows to enhance efficiency, effectiveness, and customer satisfaction. Configuration Management - 1. Develop and implement configuration management policies, procedures, and guidelines in compliance with government regulations and organizational standards. 2. Establish and maintain a centralized configuration management database/repository to track and control configuration items, including software, hardware, documentation, and related artifacts. 3. Define and enforce configuration identification processes to uniquely identify and track configuration items, versions, and revisions. 4. Monitor and manage configuration change management processes that will track all past and proposed changes to the system. Qualifications: Incident Management - 1. Knowledge of ITIL framework; 2. Technical expertise: Strong understanding of the organization’s IT infrastructure, applications, and systems to effectively diagnose and resolve incidents. 3. Communication skills: Excellent verbal and written communication skills to interact with users, technical teams, and management, 4. Analytical and problem-solving skills. 5. Customer Service Skills: Configuration Management - Knowledge of configuration principals. Government regulations.  
*Click HERE to apply.*

23-6438  
**Project Manager**  
23-6438, Length 1 Year: Responsible for overseeing software development projects across various categories, including Development, Modernization, and Enhancements (DM&E), Operations and Maintenance (O&M), and Security Plan of Action and Milestone (POA&M) remediation. The Project Manager is tasked with managing and reporting on risks associated with these projects and providing regular updates to stakeholders. Additionally, the Project Manager is responsible for tracking project timelines using Microsoft Project and BIES IMS (Integrated Master Schedule). Key Responsibilities: 1. Project Oversight: Provide comprehensive oversight for software development projects, ensuring adherence to project plans, schedules, and budgets. Monitor progress and ensure that all project deliverables meet the required quality standards. 2. Risk Management: Identify and assess risks associated with projects, both from a technical and operational perspective. Develop risk mitigation plans to minimize potential adverse impacts on project success. 3. Stakeholder Communication: Maintain regular communication with stakeholders, including team members, government agencies, contractors, and other relevant parties. Provide updates on project status, key milestones, risks, and any changes in project scope. 4. Compliance and Security: Ensure that software development projects comply with all relevant security guidelines, policies, and regulations. Oversee the remediation of security vulnerabilities identified in the Plans of Action and Milestone (POA&M). 5. Project Time Tracking: Utilize Microsoft Project and BIES IMS to establish and maintain detailed project schedules. Regularly review and update project timelines to reflect actual progress and anticipate potential delays or challenges. Qualifications: The DCSA Project Manager must have a nationally recognized project management certification (e.g., PMP, PMI-ACP, PMI-ACP, DAI courses) and substantial experience in software development project management, including DM&E and O&M stages. Excellent communication, strong analytical, and leadership skills are required. Duties can be customized, aiming for successful projects and organizational goals.  
*Click HERE to apply.*
23-6439  Security INFOSEC
23-6439, Length 1 Year: Provide support for DCSA/FOO/NBIS/ BIES in the field of cyber security within BIES, your primary responsibilities will involve around safeguarding the organization's information and technology systems from cyber threats. You will be instrumental in maintaining the security posture and ensuring compliance with cybersecurity policies and regulations. 1. Assessing Change Requests: Review and evaluate proposed changes to information systems, applications, and network configurations to assess potential security implications. Ensure that any modifications do not compromise the overall security of the organization. 2. Assisting ISSM’s: Collaborate with Information System Security Managers (ISSMs) in various units or departments to provide guidance and expertise in implementing security measures and maintaining a secure environment. 3. Monitoring Compliance: Regularly monitor and analyze security controls, processes, and policies to ensure adherence to cybersecurity standards and regulations set forth by the DCSA and other relevant authorities. 4. Incident Response: Actively participate in incident response efforts, where necessary, to handle cybersecurity incidents and breaches. Initiate protective or corrective actions in response to security incidents to mitigate potential damage and restore the integrity of affected systems. 5. Documentation: Maintain accurate and up-to-date documentation related to cybersecurity measures, policies, procedures, and incident response actions. Proper documentation is critical for auditing purposes and provides a reference for future security assessments. 6. Security Control Assessment: Conduct periodic security control assessments of information systems, networks, and applications to identify potential vulnerabilities and weaknesses. Evaluate and recommend improvements to enhance the overall security posture. In this role, you will be an essential member of the cybersecurity team, contributing to the protection of critical information and supporting the BIES mission by ensuring the security and readiness of its information systems. Your expertise and diligence will play a crucial role in maintaining a strong cybersecurity posture within the organization and safeguarding sensitive information from cyber threats. Required Certifications: DoD 8570/8140 Certifications Possess the appropriate certifications as specified in the DoD 8570/8140 directive, specifically at the IAM (Information Assurance Manager) Level 3. This certification level indicates a high level of expertise in managing and implementing cybersecurity measures.

Click HERE to apply

Email:  dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi

23-6440  Senior Acquisition Specialist
23-6440, Length 1 year: The primary purpose of this position is: To serve as a Contract Specialist in the Acquisition and Contracting office, Defense Counterintelligence and Security Agency (DCSA), providing business advice to DCSCA customers and performing all pre-award and post-award functions, using a wide range of contracting methods and types; to procure a variety of goods and services at "best value" to DCSA. All functions will be performed within accordance of all guidelines include contract law, DoD Regulations and Policy Directives, Executive Orders, Federal Acquisition Regulation, DoS supplements, General Accounting Office, Armed Services Court of Contract Appeals, Comptroller General, and local operating instructions, office procedures, and other legal precedents. The incumbent provides research/analysis to determine availability of goods and services; analyzes market trends, commercial practices, conditions and technological advances; and selects appropriate contracting techniques and procedures and determines recommended course of action. Reviews requisition package for adequacy and compliance with administrative, regulatory, and procedural requirements and consistency with monetary limitations and current market practices and conditions. PROCures complex and/or diversified supplies, services, and/or equipment. Determines appropriate method of procurement (e.g., competitive advertising or negotiation) using a wide range of contracting methods and contract types. Oversees publication and distribution of solicitations; understands and uses an automated contract system/ software program for contract preparation. Determines the need for and obtains audits and technical evaluations from outside organizations (Defense Contract Audit Agency, Defense Contract Management Agency, requiring agency) as necessary to establish costing methodology. Performs Price Negotiation Memorandum (PNM) on negotiated procurements. Ensures contracts are awarded at fair and reasonable prices and resolves audit disagreements. Handles defective pricing cases and un-priced actions in accordance with regulations. Protects source selection sensitive and proprietary data. Executes post-award contract performance management. Qualifications: These positions must posses DoD Contracting Officer Representative (COR) designations or obtain them within 90 days of onboarding.

Click HERE to apply

23-6442  Contract Specialist
23-6442, Length 3 Years: Contracting Specialist to support Civil Work mission across the USACE Omaha District including supplemental projects. Qualifications: Contracting Professional Certification preferred

Click HERE to apply

23-6444  Project Engineer
23-6444, Length 2 Years: USACE Project Engineer in support of the Pipestem Dam modification Mega Project. Serves as Project Engineer for contract administration, quality assurance, and surveillance of construction within an Area or Resident Office. The incumbent provides day-to-day direction for lower-graded engineers, construction representatives, and/or technicians concerning the operations of the work unit. Incumbent provides advice and technical assistance to individual employee. Exercises overall coordination of construction planning and scheduling with contractors and representatives of the Using Agencies involved with new construction and modifications to existing structures, change orders, time extensions and claims. Observes, investigates construction at all stages to identify major problems, and takes timely corrective action. Keeps Office personnel, contractors and Division personnel informed on project operations, and maintains public relations through news media and personal contact with civic and business groups. KEY RESPONSIBILITIES: Safety: Leads the safety of Government staff on the project and the teams assurance of KTR safety program. Quality: Coordinates/Reviews/approvals, submittals, RFIs, Plans, meetings, and inspections. Schedule: Manages KTR to approved schedule to ensure project is completed within stakeholder managed expectations. Contract Administration: Contract modifications, payments, and correspondence. Qualifications: Army Engineer Officer with experience in Construction Management. USACE experience preferred. *Contracting Officer Representative (COR) certification and experience preferred

Click HERE to apply

23-6445  Sr. Project Engineer
23-6445, Length 2 years: USACE Project Engineer in support of the Pipestem Dam modification Mega Project. Serves as Sr. Project Engineer for contract administration, quality assurance, and surveillance of construction within an Area or Resident Office. The incumbent provides day-to-day direction for lower-graded engineers, construction representatives, and/or technicians concerning the operations of the work unit. Incumbent provides advice and technical assistance to individual employee. Exercises overall coordination of construction planning and scheduling with contractors and representatives of the Using Agencies involved with new construction and modifications to existing structures, change orders, time extensions and claims. Observes, investigates construction at all stages to identify major problems, and takes timely corrective action. Keeps Office personnel, contractors and Division personnel informed on project operations, and maintains public relations through news media and personal contact with civic and business groups. KEY RESPONSIBILITIES: Safety: Leads the safety of Government staff on the project and the teams assurance of KTR safety program. Quality: Coordinates/Reviews/approvals, submittals, RFIs, Plans, meetings, and inspections. Schedule: Manages KTR to approved schedule to ensure project is completed within stakeholder managed expectations. Contract Administration: Contract modifications, payments, and correspondence. Qualifications: Army Engineer Officer with experience in Construction Management. USACE experience preferred. *Contracting Officer Representative (COR) certification and experience preferred

Click HERE to apply

23-6446  Budget/Manpower Analyst
23-6446, Length 1 Year: This position will be responsible for managing the internal budget and coordinating with the code 10 financial analyst and the Division Head. They will brief the branch heads on budgetary and financial matters. They are responsible for the development, preparation, justification and execution of the budget. They will also be the Manpower/Billing Program Manager. Working with HQ and HR staff to ensure that all the billet information is up to date. Upgrading TMFMS packages and submitting them to HQ. Replying to all data calls.

Click HERE to apply

23-6447  Administrative/Technical Specialist
23-6447, Length 1 Year: This position is an HR Administrative/Technical Specialist role supporting the Workforce Development (WFD) team within the HR Division. The role involves using Online SharePoint, wiki, and Learning Management (LMS) systems, identifying automation steps for WFD tasks, enhancing WFD Online presence and setting up communication paths to the Command, and supporting WFD Program owners with documentation and surge support. Position responsibilities include: Assist in identifying, evaluating, and implementing automation in WFD tasks, using available tools. Identify and develop, with WFD Supervisor oversight, WFD performance measures. Set up dashboards and automated rules, as appropriate and available. Expand or develop internal wiki/SharePoint pages for WFD Code1016 projects & additional marketing materials for WFD. Update and expand the online presence for WFD and promote WFD programs to a wider Command audience. Create SOPs/desk guides for new processes. Secret Clearance KSAs: -Computer skills -Microsoft applications NT- -Knowledge of diversity, equity, and inclusion -Leadership -Proficiency in written, verbal, and presentation skills -Strong organizational and management skills -Strong communication skills -Strong problem-solving skills -Strong time management skills -Strong attention to detail -Strong interpersonal skills -Strong analytical and research skills

Click HERE to apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email:  dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
23-6448 Protocol Specialist
23-6448, Length 1 year: The primary duties of this position are to serve as the Assistant Protocol Officer for NUWC Division Keyport. Incumbent will be communicating in writing and orally with peers, senior-level DoD military, civilians and distinguished visitors. Duties include event planning, budgeting and development, briefing arrangements, visitor escorts and follow-on actions. Duties may require incumbent to attend events representing NUWC Division, Keyport. Affairs involves development of white papers, templates, story board and other printed materials; PowerPoint briefs, scripts and supports photo and video requests through scheduling and/or taking photos and videos and follow-on editing. Knowledge of and ability to apply DoD and DON protocol policies and procedures. Ability to develop draft agendas, instructions, supplementary material and pertinent correspondence tailored to a specific protocol event or Command-level meeting. Knowledge of local resources and communication systems and tools that are available to accommodate all Command events and visits. Expert knowledge and the style requirements of various publishing media to complete assignments. Knowledge of the concepts, principles, policies and practices of a public affairs program. Ability to professionally and effectively interface with senior leadership and fellow employees within NUWC Division, Keyport, other Department of Navy Protocol offices and public affairs specialists and a variety of subject-matter experts and program officials throughout the military community. Ability to be detail oriented; comfortable with and successful at managing multiple tasks, pressing deadlines and have the ability to respond effectively in a changing environment; ability to effectively work collaboratively, in a team, and independently.

Physical Requirements: Work is generally performed in a typical office setting. Qualifications: Must possess at least a secret security clearance Career Series equivalent to Miscellaneous Administration and Program Series (0301) position.

23-6460 Military Aide
23-6460, Length 1 year: At the Aide-de-Camp to the Assistant Director for Personnel Security (AD/PS), DCSA; facilitate communication at multiple echelons, ensuring tasks and issues are communicated at the appropriate levels. The primary role is direct support to the Assistant Director, enabling him to make timely decisions and coordinate actions and issues across the Personnel Security Directorate and DCSA. Coordinates and communicates actions daily with front offices and offices throughout DCSA. Works with the Office of the Under Secretary of Defense [Intelligence & Security] (OUSDI&S)), and other inter-agency organizations throughout the executive and legislative branches of the US Government. Communicates directly with General Officers/Flag Officers and members of the Senior Executive Service. Coordinates and communicates AD/PS executive issues for action in collaboration with the Personnel Security Front Office Staff and Agency Directorate staffs. Provides guidance and advice on AD/PS priorities to DCSA directorate front office staffs and Personnel Security Directorate staffs. Establishes a continuous working relationship with close working relations with inside DCSA and various Federal Agencies. On behalf of the AD/PS, performs detailed planning relating to a wide variety of complex communications, issues, and messaging initiatives. Personally accountable for the management of the Assistant Director’s schedule. In concert with the PS Front Office staff, works to ensure the AD/PS optimizes time available to meet mission needs. Monitors the progress of assigned tasks throughout the PS Front Office. Coordinates communications and tactfully informs senior leaders of impending deadlines and AD/PS priorities. Relays AD/PS direction and tasks to the PS Front Office. Trusted agent of the AD/PS advises AD/PS on all pertinent issues. Accompanies the Assistant Director on travel and most off-site meetings. Drives the AD/PS to high priority meetings as needed. Reviews correspondence and responds as needed. Establish and contribute to a values-based military culture among Active Duty and Reserve DCSA personnel. Supervise military personnel as needed. Support Protocol office as needed; escort visiting dignitaries as needed. Additional duties as assigned. Qualifications: Aide-de-camp or 2-star+ front office experience.

23-6461 Command Directives & Forms Manager
23-6461, Length 1 year: As the Aide-de-Camp to the Assistant Director for Personnel Security (AD/PS), DCSA; facilitate communication at multiple echelons, ensuring tasks and issues are communicated at the appropriate levels. The primary role is direct support to the Assistant Director, enabling him to make timely decisions and coordinate actions and issues across the Personnel Security Directorate and DCSA. Coordinates and communicates actions daily with front offices and offices throughout DCSA. Works with the Office of the Under Secretary of Defense (Intelligence & Security) (OUSDI&S)), and other inter-agency organizations throughout the executive and legislative branches of the US Government. Communicates directly with General Officers/Flag Officers and members of the Senior Executive Service. Coordinates and communicates AD/PS executive issues for action in collaboration with the Personnel Security Front Office Staff and Agency Directorate staffs. Provides guidance and advice on AD/PS priorities to DCSA directorate front office staffs and Personnel Security Directorate staffs. Establishes a continuous working relationship with close working relations with inside DCSA and various Federal Agencies. On behalf of the AD/PS, performs detailed planning relating to a wide variety of complex communications, issues, and messaging initiatives. Personally accountable for the management of the Assistant Director’s schedule. In concert with the PS Front Office staff, works to ensure the AD/PS optimizes time available to meet mission needs. Monitors the progress of assigned tasks throughout the PS Front Office. Coordinates communications and tactfully informs senior leaders of impending deadlines and AD/PS priorities. Relays AD/PS direction and tasks to the PS Front Office. Trusted agent of the AD/PS advises AD/PS on all pertinent issues. Accompanies the Assistant Director on travel and most off-site meetings. Drives the AD/PS to high priority meetings as needed. Reviews correspondence and responds as needed. Establish and contribute to a values-based military culture among Active Duty and Reserve DCSA personnel. Supervise military personnel as needed. Support Protocol office as needed; escort visiting dignitaries as needed. Additional duties as assigned. Qualifications: FO/GF front office experience preferred.

23-6462 Cyber Security Specialist
23-6462, Length 1 year: This position will work with a team of cyber security specialists supporting the operations for the Tohobyan Army Depot (TYAD). PA. Cyber operations involve the monitoring and reporting of compliance across multiple network enclaves, leveraging indicators, Tactics, Techniques, and Procedures (TTPs), security alerts, threat intelligence, and tool configuration to collect, access and report potential threats and vulnerabilities. Working in direct support to the Tohobyan Army Depot policy and directives while aligning compliance strategies. Should have experience in Enterprise Mission Assurance Support Service (eMASS), Assured Compliance Assessment Solution (ACAS), Plan of Action and Milestones (POA&M), Elastic, and/or Risk Management Framework (RMF) 2.0. This position is a Cyber IT/Cybersecurity Workforce Position. Preferred Army MOS are 1715, 170A/D, 2D5, 2555, or 26B (All other enlisted MOS - including Sister Service - applicants may apply with strong related cybersecurity background) Qualifications: Applicant must have experience in cyber security activities, IAVA/IAVb compliance, possess Secret Clearance, and must be at least DOB 8570.01 IAM 1 qualified.

23-6475 Program Development Specialist
23-6475, Length 1 year: Conduct organizational studies and evaluations, design systems and procedures, conduct work simplification and measurement studies, and prepare operations and procedures manuals to assist in managing operations in a more efficiently and effectively. Includes program analysts and management consultants. Specific tasks include: - Analyze data gathered and develop solutions or alternative methods of proceeding. - Conduct and analyze studies of needed procedures and develop recommendations to improve existing systems, procedures, or organizational changes. - Gather and organize information on problems or procedures. - Interview personnel and conduct on-site observation to ascertain unit functions, work performed, and methods, equipment, and personnel used. - Plan study of work problems and procedures, such as organizational change, communications, information flow, integrated production methods, inventory control, or cost analysis. - Prepare manuals and train workers in use of new forms, reports, procedures, or equipment, according to organizational policy and directives, training, directions, or procedures, or equipment, according to organizational policy and directives, training, directions, or procedures. - Draft agendas, instructions, guides, supplementary material and pertinent correspondence tailored to a specific protocol event or Command-level meeting. Knowledge of local resources and communication systems and tools that are available to accommodate all Command events and visits. Expert knowledge and the style requirements of various publishing media to complete assignments. Knowledge of the concepts, principles, policies and practices of a public affairs program. Ability to professionally and effectively interface with senior leadership and fellow employees within NUWC Division, Keyport, other Department of Navy Protocol offices and public affairs specialists and various subject-matter experts and program officials throughout the military community. Ability to be detail oriented; comfortable with and successful at managing multiple tasks, pressing deadlines and have the ability to respond effectively in a changing environment; ability to effectively work collaboratively, in a team, and independently.

Physical Requirements: Work is generally performed in a typical office setting. Qualifications: Must possess at least a secret security clearance Career Series equivalent to Miscellaneous Administration and Program Series (0301) position.

23-6477 Administrative Specialist
23-6477, Length 161 days: The service member will provide professional 4-star and staff support while scheduling TS and other classified video teleconferences and associated conference rooms. They will work with staff to deconflict schedules and resources in multiple buildings. This requirement is often scheduling TS VTCs at the GOFO level that directly impact CCMD support of national security objectives. Qualifications: TSCI mandatory Certification

23-6479 Command Directives & Forms Manager
23-6479, Length 1 year: The incumbent is designated as the Command Directives and Forms Manager responsible for the effective and efficient implementation of the objectives, policies, standards, and practices of NUWC Division Keyport’s Directives and Forms Management Program. Experience in change management and process improvement. Duties include: - Develop and provide training to personnel at various levels of the organization on Directives and Forms requirements/processes as required. - Gather and evaluating user feedback. - Engage directly with NUWC Division, Keyport leadership and Warfare Center Headquarters, and NAVSEA as required. - Lead and/or participate in cross-functional teams comprised of personnel both internally and externally with varying disciplines and grade levels at the Command, Warfare Center, and NAVSEA levels both orally and in writing. - Research, Assess, and implement opportunities to improve program performance (S365-Power Apps/Power-BI, etc.) using continuous process improvement (LEAN/Agile/Scrum), high velocity learning (HVL), and collaboration with appropriate teams and Communities of Practice or Interest. - Analyze and evaluate qualitatively and quantitatively the effectiveness of Directive/Form program in meeting internal and external or orally and in writing. - Research, Assess, and implement opportunities to improve program performance (S365-Power Apps/Power-BI, etc.) using continuous process improvement (LEAN/Agile/Scrum), high velocity learning (HVL), and collaboration with appropriate teams and Communities of Practice or Interest. - Analyze and evaluate qualitatively and quantitatively the effectiveness of Directive/Form program in meeting internal and external objectives and include trends analysis. Example: Upcoming and overdue directives for review (leading and lagging indicators) Physical Requirements: Work is generally performed in a typical office setting. Qualifications: Must possess at least a secret security clearance Career Series equivalent to Navy Administrative Technical Specialist (0349) position.
23-6481
Construction Control Representative
23-6481, Length 730 days: Will consider a 12W (Construction), 12H (Engineering Supervisor), 12K (Plumber). 23-6482, Length 730 days: Will consider a 12K (Plumber). 23-6483, Length 365 days: Requires employee to serve on rotating shifts, weekends and holidays. 24-6016, Length 1 year: Serves as the Taiwan M1A2T Technical Assistance Field Team (TAFT) Coordinator and Tank Maintenance Advisor. Facilitates communications between Taiwan Army and their supporting TAFT.

23-6482
Operations NCOIC
23-6482, Length 1 year: Establishes procedures to ensure a systematic coordination of effort and an exchange of information among staff sections, Directors, Activity leadership, higher headquarters leadership, external agencies, customers and potential contractors. Responsible to the Commander to provide command visibility across the organization and hosting all operations within higher headquarters guidelines while supervising all current/next operations areas to include long term planning, command directives, program and product management, calendar synchronization, internal/external task completion, oral/written presentations/requests, visitor escort missions Tracks all Command-level significant events and actions from the planning stages to the After Action Report (AAR).

24-6006
Security Coordinator
24-6006, Length 1 year: This position serves as the security advisor and representative to WXS. Ensures Division is in compliance for all security processes Adverse Actions and separation actions. Position will also serve as alternate Unit Reserve Coordinator (URC), assisting in the administration of Individual Reservists assigned to 06-ALC. Qualifications: High School Diploma. Telework 2 days per week; In office 3 days per week.

24-6009
Physical Security Specialist
24-6009, Length 1 year: Candidate will serves as a Physical Security Specialist at the Naval Surface Warfare Center, Philadelphia Division located in Philadelphia, PA. The candidate independently develops, plans, and carries out the day-to-day operations related to the Physical Security of NSWC/PSW buildings and spaces. To accomplish this, the incumbent applies analytical ability, judgment, and substantial knowledge of a wide range of security concepts, principles, and practices. Position is to be directly responsible for project coordination and management. Candidate will evaluate the effectiveness of existing security practices, recommend the type of control requirements, procedures, and facilities needed; assure organization and contractor personnel are adhering to established policy and practices; and recommend appropriate action to correct deficiencies. In consultation with the Physical Security Officer, the incumbent determines the kind and extent of protection required for facilities, personnel, assets and information such as security planning, security procedures, and similar considerations. On a random basis walks through facilities to identify and subsequently report security violations. Candidate will also be responsible for supporting the NSWC/PD Pass & ID office. Will be responsible or processing employee and visitor identification badges and all required administrative paperwork associated. Qualifications: Career Series equivalent to Navy Administrative Technical Specialist (0601) position.

24-6010
Travel Analyst
24-6010, Length 1 year: Working as part of a team within the Comptroller Department, provides all aspects of temporary duty travel (TDR), TDY, and permanent duty travel support. This position requires knowledge of an extensive body of travel and financial regulations, methods, and practices (e.g., Joint Travel Regulations, the Defense Travel System, Travel Charge Card). Must be able to perform a wide variety of travel assignments and resolve conflicts and problems. Knowledge of transportation entitlements and documentation requirements for foreign and domestic relocation travel for DoD military/civilian personnel and their dependents in accordance with the JTR and ODF Financial Management Regulations (FMR). Responsibilities include determining and advising on entitlements or procedures related to house hunting trips, temporary quarters, reimbursement of expenses, baggage allowances, stowage, temporary storage of property, household goods; preparing cost estimates and related documentation. Conveys information in a clear, concise, organized, and detailed manner appropriate for all levels of the organization. Demonstrates problem solving abilities to quickly assist travelers and approving officials, with unique or complex travel issues, often in emergent and/or time-sensitive situations. Gather and analyzes financial or travel specific data in response to data calls or reporting requirements.

24-6012
Software Asset Manager Service Now
24-6012, 365 days: Service Now Software Assistant Manager (SAM) Pro Administrator: Manage inputs and outputs of SAM tool. Normalize the data; conduct tool configuration; create/edit workflows; apply business rules; conduct tool administration and enhance the service catalog. Telework 2 days per week; in office 3 days per week.

24-6013
Software Asset Manager
24-6013, Length 365 days: Review request for new software not currently on the whitelist (approved software list). Collaborate with the Software Asset Managers to determine if there are existing software licenses in the agency that will perform the same function as the requested software. Provide recommendations to Requestors. 24-6014, Length 365 days: Review request for new software not currently on the whitelist (approved software list). Collaborate with the Software Asset Managers to determine if there are existing software licenses in the agency that will perform the same function as the requested software. Provide recommendations to Requestors. 24-6015, Length 365 days: Manage inputs and outputs of HAM tool. Normalize the data; conduct tool configuration; create/edit workflows; apply business rules; conduct tool administration and enhance the service catalog. Telework 2 days per week; In office 3 days per week.

24-6014
IT Hardware Asset Manager
24-6014, 365 days: Manage inputs and outputs of HAM tool. Normalize the data; conduct tool configuration; create/edit workflows; apply business rules; conduct tool administration and enhance the service catalog. Telework 2 days per week; In office 3 days per week.

24-6015
Military Personnel Craftsman
24-6015, Length 1 year: Performs CSS personnel functions. Prepares and processes administrative support actions relating to unit programs such as in and out-processing, evaluations. Manages leave program. Maintains suspense and monitors status changes. Maintains apace of user accounts for ADP/Enterprise applications. Prepares and processes Adverse Actions and separation actions. Position will also serve as alternate Unit Reserve Coordinator (URC), assisting in the administration of individual Reservists assigned to O-602. Qualifications: High School Diploma. Telework 2 days per week; In office 3 days per week.

24-6016
Taiwan Tank Maintenance Advisor
24-6016, Length 1 year: Serves as the Taiwan M1A2T Technical Assistance Field Team (TAFT) Coordinator and Tank Maintenance Advisor. Facilitates communications between Taiwan Army and their supporting TAFT. Advises senior Taiwan Army leaders on all aspects of M1A2T maintenance training and employment. Represents the USA-STATCOM Commander with Taiwan and coordinates with the Regional Security Assistance Command Americas/Pacific (Provisional) to resolve TAFT related issues. Volunteer will reside in a western-standard apartment with a leased vehicle provided. Experience in M1A2 tactical training is desired.

If you are interested in a position, please send your resume and bio to the position you are interested in. Email: dfas.indianapolis.in.msb.pft@mail.mil Website: https://www.dfas.mil/pft
Job Descriptions for Available Tours

24-6017 Explosives Handler
24-6017, Length 1 Year: Moves explosives and components from railroad cars and trucks to production areas. Transports materials and components from temporary storage areas to the production machines, assembly tables, and areas. Moves components and sub-assemblies from operation to operation. Assists explosives operators in performing duties in explosive munitions. Stows and re-stows all types of ammunition and components in accordance with prescribed regulations and procedures. Maintains constant vigilance over the handling of explosives. Inspects magazines and contents for conditions contributing to deterioration of ammunition. Checks for structural defects and leaks: Faulty, unsafe and incompatible storage: Explosion limits: damaged containers; rust and other signs of deterioration. Prepares report of findings. Re-palletizes ammunition and components from light pallets and boxes for lot consolidation. Assures that light boxes are printed and properly identified and light pallets are properly marked.

24-6021 GxIT Specialist
24-6021, Length 1 Year: The Strategic Systems Engineering Division is seeking a highly qualified IT Specialist. The experience required is experience that demonstrates accomplishment of computer project assignments that required a range of knowledge of computer systems and techniques. For example, assignments would show, on the basis of general design criteria provided, experience in developing modifications to parts of a system that required significant revisions in the logic or techniques used in the original development. Operating computer consoles where this involved choosing from various procedures in responding to machine commands or unscheduled halts. Software development of systems having a view to production efficiency. Knowledge of DOD DROMO processes for IT equipment helpful but can be learned thru GxIT. Qualifications: College Degree pref. but not required. Experience with network & server management, workstation deployment and software license management are beneficial past experiences.

24-6022 Project Manager
24-6022, Length 2 Years: Incumbent will support the Readiness Branch and Emergency Operations Center (EOC) managing emergency operations active construction projects. Sacramento District received 240 Levee Rehabilitation requests from 2023 floods. USACE must complete repairs before next flood. Incumbent will be on-site PM to assist with field investigations, which includes an assessment of levee damage and acreages, and crops and buildings involved to determine PL 84-99 rehabilitation/flow risk management. The importance of flood risk management and high risk areas require additional support to the Emergency Operations Center. Duties will consist of scheduling work, tracking milestones, coordinating with the project delivery teams, and managing funding. Responsible for the efficient and effective coordination and accomplishment of the planning, funding acquisition, and coordinate engineer, design, and construction with non-federal sponsor. Support to Emergency Operations as necessary. Qualifications: Project Management Professional (PMP), Preference Post-Command CPT

24-6023 Project Engineer
24-6023, Length 2 Years: DUTY LOCATION: ST. JOSEPH, MO. USACE Project Engineer for Kansas City District, NWK, in support of Bil contracts for Missouri River Restoration. Work includes oversight of contractors making repairs to Missouri River river training structures, dikes and revetments. Specific tasks include but are not limited to; provide leadership for small remote construction team working with schedule management, contract quality assurance, government quality control, upward reporting on progress, briefing of progress and status to district, division, enterprise and river system partners. Will work directly with Administrative Contracting Officer (ACO) and contract CDRs. Qualifications: Army Engineer Officer - USACE experience a plus, contacting experience a plus.

24-6024 Project Engineer
24-6024, Length 2 Years: DUTY LOCATION: GASCONE, MO. USACE Project Engineer for Kansas City District, NWK, in support of Bil contracts for Missouri River Restoration. Work includes oversight of contractors making repairs to Missouri River river training structures, dikes and revetments. Specific tasks include but are not limited to; provide leadership for small remote construction team working with schedule management, contract quality assurance, government quality control, upward reporting on progress, briefing of progress and status to district, division, enterprise and river system partners. Will work directly with Administrative Contracting Officer (ACO) and contract CDRs.

24-6025 Project Engineer Infrastructure Investment & Upgrades
24-6025, Length 2 Years: USACE Project Engineer for Operations & Readiness Division San Francisco District. The incumbent will be required to serve as a liaison between managers within the O&R Division and other SPN divisions to execute non-routine engineering and construction in a civilian environment. Projects range from rehabilitation of components (e.g. gates, drainage structures, etc.) to capital replacement of park headquarters buildings. The incumbent shall have experience with Army, preferable USACE, policies and procedures for property management, safety, security. Qualifications: Army Engineer Officer - USACE experience a plus & Project Management Professional Certified While it would be helpful if the USACE experience and knowledge of systems used, that isn’t specifically necessary. In general, though, the candidates must have an excellent ability to communicate, both written and verbal, and they must be proficient with Microsoft products.

24-6026 Project Engineer
24-6026, Length 3 Years: USACE Project Engineer for San Francisco District. Each of these candidates will work under the Deputy District Engineer for Project Management, or her/his designee, in a 65+ person Division within a 250 person District. Specific position duties include day to day project management of construction projects, operations and maintenance projects, and feasibility studies across the coastline of central and northern California. These positions will also provide integration support across communities of practice and project teams to offer the existing workforce a force multiplier for communication. This is particularly important for our District now more than ever as a large majority of the staff work remotely up to 4 days each week and are only in the office once each week. This permanent hybrid workforce creates communication challenges and, as a result, project execution challenges that didn’t exist prior to COVID-19. These positions may also require frequent public engagement and relationship management with non-Federal sponsors and public officials. Also, additional duties could include the implementation of Army Engineer Manual EM 5-3-11 and general business quality procedures across the entire District. These positions are necessary due to the existing project management workforce being fully maxed out in terms of the work load for the District. Specific projects funded in FY224 that will support our ADOs offices include the following: Crescent City Harbor (O&M funding), Fruitvale Avenue Railroad Bridge Disposition Study (investigations funding), Humboldt Harbor and Bay (O&M funding), Klamath Basin (investigations funding), Oakland Harbor (O&M Funding), Petaluma River (O&M funding), Sacramento River (O&M funding), San Francisco Bay Delta Model (O&M funding), San Joaquin River (O&M funding), Santa Cruz Harbor (O&M funding), South San Francisco Shoreline (Construction funding). Qualifications: Army Engineer Officer - USACE experience a plus & Project Management Professional Certified While it would be helpful if the USACE experience and knowledge of systems used, that isn’t specifically necessary. In general, though, the candidates must have the ability to communicate, both written and verbal, and they must be proficient with Microsoft products (including Word, Outlook, Teams, OneNote, and Excel).

24-6028 Military Pay Technician
24-6028, Length 1 Year: Serves as a Technician or leads the work of Technicians engaged in processing military pay entitlements, bonuses, leave, and other pay related actions for active duty and/or reservists. Typical duties may include reviewing pay authorization documents, determining entitlements, responding to pay inquiries, processing adjustment actions, and reviewing military pay actions. Qualifications: Candidates should be proactive, resourceful, and a fast learner. Candidates should be customer-focused with competencies for arithmetic, flexibility, integrity/honesty, interpersonal skills, computer skills, mathematical reasoning, data interpretation, problem-solving, teamwork, and communication. Knowledge of pay operations, practices, laws, and policies. Candidates should be proactive, resourceful, and a fast learner. Candidates should be customer-focused with competencies for arithmetic, flexibility, integrity/honesty, interpersonal skills, computer skills, mathematical reasoning, data interpretation, problem-solving, teamwork, and communication. Knowledge of pay operations, practices, laws, and policies.

24-6032 Information System Access Control Technician
24-6032, Length 1 Year: The Information System Access Control safeguard– critical information system. This position entails a spectrum of responsibilities, including implementing and maintaining access control policies and procedures, conducting regular access reviews; and collaborating with cross-functional teams to ensure compliance with regulatory standards and best practices. Moreover, the technician will actively participate in the identification and resolution of access-related issues that cannot be handled by Tier 1 support teams. The technician will also be responsible for the resolution of access-related issues that cannot be handled by Tier 1 support teams. The technician will also be responsible for the resolution of access-related issues that cannot be handled by Tier 1 support teams.

24-6033 Tier II Application Support Technician
24-6033, Length 1 Year: Tier 2 Application Support Technician - The Tier 2 Application Support Technician provides specialized technical support to end-users and resolving complex issues that cannot be handled by Tier 1 support teams. The Tier 2 support professionals contribute to building and updating the knowledge base, which contains information about the known issues, workarounds, and solutions for the frequently encountered problems. Qualifications: *Civilian experience will be considered for position eligibility. DOD 8570/8140 Certification required: at least IAT level II (CCNA-Security, CySA+, ** GICSP, GSEC, Security+ CE, CNSS, CISSP, CASP+, CE, CCNP Security, CISSP (or Associate), GCED, GCIA, GCISP)
24-6034 Change Management Technician
24-6034, Length 1 year: The Change Management (CM) Technician is responsible for making sure that all IT Change Requested (CRs) are properly and accurately submitted, and the new CRs are triaged in a timely manner, within SLA guidelines, they also make sure that all artifacts are documented and attached to CRs, along with facilitating approvals from CCB/CAB Stakeholders. Additionally, the CM Manager is responsible for: * Enforcing all policies and procedures relating to the CM process. * Facilitating an up to date support of emergency requests in support of the mission. * Document defects in the workflow and work with the Lead to get the addressed. * Document suggested improvements to the workflow and the lead. * Approving Just-In-Time (JIT) Requests as needed. * Everything relating to supporting CM. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certification required: At least IAT level II+ (CCNA-Security, CySA+ **, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CSA, CISSP (or Associate), GCED, GCH, CCSP) *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certification required: At least IAT level II+ (CCNA-Security, CySA+ **, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CSA, CISSP (or Associate), GCED, GCH, CCSP)

24-6035 Change Management Cyber Reviewer
24-6035, Length 1 Year: The Change Management (CM) Cyber Reviewer is responsible for triaging all daily requests for review and approval. They are directly responsible for ensuring that the requests entered match the approved criteria on an approved Request for Change (RFC) and that the appropriate companies are notified. Additionally, the Lead is responsible: * Maintaining all metrics, data, and reports regarding Change Management Process. * Hosting all Post Implementation Reviews (PIR) when there is a failed deployment. * Managing and supporting improvements and changes to the workflow. * Interfacing and working with other teams in support of the Mission. * Documenting and facilitating any approved exceptions to the process that may emerge. * Ensuring that the Post Change Management (PCM) is entered into the POJ/Requests within 48 hours of the emergency incident being submitted. * Approving Just-In-Time (JIT) Requests as needed. * Manage the workflow and delegate duties as appropriate. * Overseeing everything relating to supporting CM. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certification required: At least IAT level II+ (CCNA-Security, CySA+ **, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CSA, CISSP (or Associate), GCED, GCH, CCSP)

24-6036 Just-In-Time (JIT) Reviewer
24-6036, Length 1 Year: The JIT Reviewer is responsible for triaging all JIT Requests for review and approval. They are directly responsible for ensuring that the requests entered match the approved criteria on an approved CR or Incident, and for approving and rejecting the access requests based on the documented, policies, or procedures established for Change Management. The JIT Reviewer is also responsible for communicating and coordinating with others involved in the process. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certification required: At least IAT level II+ (CCNA-Security, CySA+ **, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CSA, CISSP (or Associate), GCED, GCH, CCSP)

24-6037 Lead Change Management (CM) Manager
24-6037, Length 1 Year: The Lead Change management (CM) Manager is responsible for ensuring the timely processing of change requests (CR) from start to finish. They make recommendations, and enforce all policies, procedures and SLAs relating to CM. They also update and keep our process documentation current and available, along with monthly training and outreach sessions. Additionally, the Lead is responsible: * Maintaining all metrics, data, and reports regarding Change Management Process. * Hosting all Post Implementation Reviews (PIR) when there is a failed deployment. * Managing and supporting improvements and changes to the workflow. * Interfacing and working with other teams in support of the Mission. * Documenting and facilitating any approved exceptions to the process that may emerge. * Ensuring that the Post Change Management (PCM) is entered into the POJ/Requests within 48 hours of the emergency incident being submitted. * Approving Just-In-Time (JIT) Requests as needed. * Manage the workflow and delegate duties as appropriate. * Overseeing everything relating to supporting CM. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certification required: At least IAT level II+ (CCNA-Security, CySA+ **, GICSP, GSEC, Security+ CE, CND, SSCP, CASP+ CE, CCNP Security, CSA, CISSP (or Associate), GCED, GCH, CCSP)

Explosives Safety Specialist
24-6039, Length 1 Year: Assist the management of the ten explosives safety programs to include: - Inspecting magazines, pier and operating buildings at NWC/Division, Keyport IAW INAVSEA 05-S and SDP KFPT-102-01 and other applicable regulations. Document findings in CAPA/ESAMS. - Participate in Command's Explosives Safety (ES) Self-Assessment. Provide the ESO audit support to all departments, detachments, and NSLC for Command inspections, as assigned. Provide technical support to refute or answer findings. - Act as a NUWC Keyport ES representative providing escort and answers to inquiries brought up by external inspectors during biennial Explosives Safety Inspections and other audits. - Act as Pier Safety Loading Officer for ordnance handling for Range Craft loading and off-loading. - Participate in ES team review of all Standard Operating Procedures and Job Hazard Analysis. Provide comment to department developers/technical writers of required revisions and recommendations. - Participate in ES analysis, strategy and solutions sessions. - Stay current with higher level guidance and latest policy changes and conduct review and update of local Keyport directives as required. - Support Explosives Safety Officer and act as a SME while supporting detachment and NSLC oversight inspections. Document findings in CAPA/ESAMS for recording and tracking of non-compliance issues. - Participate on special project teams, project reviews, and joint workplace inspection teams, as needed. - Provide departments ES training on specific programs, on request. - Provide back-reach support to all departments, detachments, and NSLC for assigned programs. - Review ordnance areas for compliance and issuance of hot-work permits.

Military Police/Security Police
24-6040, Length 1 Year: Serves as an Army military police or Air Force security forces in support of the Crane Army Ammunition Activity (CAA) Protection Division. Performs guard duties to control access to the Naval Support Activity (NSA) Crane and CAAA assets. Performs vehicular, walking and bike patrols, and executes random antiterrorism measures (RAM). Serves as a watch stender in the Security Command Operation Center (SOC) and command visitor center; monitors surveillance equipment; conducts physical security checks; and completes associated and documentation. Required to qualify as a member of the NSA Guard Force. Incumbent is required to maintain a Secret Clearance. Non-commissioned officers may be assigned team members and are required to ensure effective leadership and supervision of their subordinates. Qualifications: Army military police (31B) or Air Force security police (3P000). Applicants must have no permanent profiles and be eligible to carry a weapon in the performance of their duties.

Military Police Supervisor/NCOIC
24-6043, Length 1 Year: Serves as the Crane Army Ammunition Activity Protection Division. Leads MP Soldiers in a variety of law and order, security, and police intelligence functions. Serves as Crane military police major unit subject matter expert and is the primary liaison between Navy security personnel and CAAA military police. Leads, trains, and evaluates military police and ensures the wellbeing of subordinates. Represents CAAA Security in inter-agency and interagency agreements.

Executive Assistant
24-6049, Length 1 Year: Responsible for supporting the GICSP lead and department commander and/or deputy commander. Provides administrative support and performs numerous duties, including scheduling, writing correspondence, emailing, handling visitors, calling callers, and answering questions and requests. Plans and organizes office operations to include publications and forms administrative and office administrative procedures. Establishes mail delivery routes and schemes and coordinates for pickup of delivery by messengers. Serves as custodian of classified documents. Signs receipt forms for logs, inventories, files, and secures classified documents. Prepares documents for destruction or other disposition. Ensures proper accountability of documents based upon degree of classification. Additional duties as prescribed by the principal executives to include driver. Qualifications: Secret Clearance required. Highly desires some executive secretary and protocol experience, however not required.

Public Affairs Officer
24-6050, Length 1 Year: Serves as the senior strategic public affairs communications specialist for Defense Logistics Agency Energy (DLA Energy), the single source supplier of fuel for U.S. forces worldwide and provider of energy solutions for the DoD. Supervises the public affairs office personnel including civilians and contractors. Directly responsible to the DLA Energy Commander, Deputy Commander and Chief of Staff, for developing strategic public affairs programs and campaigns, leveraging all available communications conduits and emerging technologies, to integrate commands mission into effective communication strategies to influence opinions or affect policy. Serves as a member of the Directors Personal Staff. Responds to the senior leadership with carefully researched information on command activities/initiatives that directly contribute to overall public communications strategies, to reach targeted audiences through multiple media and public outlets. Responsible for researching, analyzing market strategies, writing, developing, editing and approving diverse multimedia materials pertaining to DLA Energy support activities worldwide. Incumbent is responsible for planning, directing and executing specific coverage of the DLA Energy Commander, including topics and themes, travel in support of Agency objectives and participation in forums to generate greater understanding of DLA Energy role in supporting DoD operations worldwide. Edits and oversees forward development to ensure consistency with command policy, correctness of grammar, spelling and readability. Plans, directs and executes all graphic elements. Supports preparations of Commanders remarks and presentations for both internal and external audiences. Oversees the organizations more than 55 content managers for the public Web site, reviews and approves content for posting and executes annual Web site reviews. Oversees and manages the development, posting and content review of the organizations interagency Web site, including coordinating member participation. Responsible for the quarterly organization magazine development and distribution. Qualifications: Required: DlTMS trained and/or Public Affairs Mos; Secret Clearance
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Photographer/Public Affairs Officer
24-6051, Length 1 Year: Serves as the senior strategic public affairs communications specialist for Defense Logistics Agency Energy (DLA Energy), the single source supplier of fuel for U.S. forces worldwide and provider of energy solutions for the DoD. Supervises the public affairs office personnel including civilians and commanders. Directly responsible to the DLA Energy Commander, Deputy Commander and Chief of Staff, for developing strategic public affairs programs and campaigns, leveraging all available tools and resources to effectively communicate the Agency’s mission, strategy, goals, and objectives. Provides strategic guidance and advises on communication efforts and strategies.

Deputy Branch Chief/Planner 24-6057, Length 1 Year: Conduct screening of identification at main vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation.

Police Officer 24-6060, Length 1 Year: Performs police duties to assure the protection of life, property, and the civil rights of individuals. Patrols DLA installation and property to prevent crime, protect life and property and enforce local regulations and laws. Plans and conducts initial investigations of suspicious activities, security breaches, and crimes. Advises suspects of their Miranda rights prior to questioning. Writes incident and activity reports and detains suspects. Secures and processes the crime scene, conducts preliminary investigations, gathers evidence and obtains witness statements. Acts as first responder to all types of emergencies or volatile situations such as terrorist attacks, hostage/barricaded situations, bomb threats, vehicle accidents, robberies, hazardous material incidents, and other emergencies. Performs fixed post operations located within the interior of DLA installations or at perimeter gates. Controls access to sensitive/restricted areas where there is potential for breach of security, public safety or public health. Performs inspections on outgoing personnel and their packages and vehicles at various gates and checkpoints to detect, detain, or cite those who attempt to steal government property. Provides specialized pedestrian and traffic control services in connection with ceremonies, parades, emergency situations, and similar events. Performs traffic duties including directing traffic, issuing tickets/notices for vehicle operation, and parking violations. Coordinates emergency responses between security, fire, and other emergency units, and receives and acts on calls concerning reports of violations or complaints to include 911 emergency calls. Qualifications: No disciplinary action past 2 years, successfully pass DLA weapons qualification, must possess a valid driver’s license, able to work shifts, weekends and holidays as required, maintain a high level of appearance and hygiene and able to stand and/or sit for extended amounts of time, able to climb into and out of commercial semi-tractor to conduct inspection for contraband, work is primarily performed outside in all types of weather.

Emergency Management Specialist 24-6064, Length 2 Years: Prepare plans that outline operating procedures to be used in response to disasters or emergencies, such as uninhabitable structures, tornadoes, nuclear accidents, and terrorist attacks, and in recovery from these events. Plans include: Capture disaster preparedness functions, customers, and teams. Identify, prioritize, and justify requirements to plan, program, and budget to develop, maintain, exercise, and validate the organization’s continuity capabilities. Maintain documentation of the organization’s COOP budget requests and funding status. Develop, maintain, and initiate quick reaction checklists that support situations such as suspected or actual sabotage, nuclear incidents, natural disasters, aircraft accidents or incidents, evacuations, dispersal, and aerospace anomalies. Prepare and submit operational readiness asset/equipment reports. Conduct realistic COOP tests, training, and exercises (TT&E) program; including communications and information technology (IT) systems to sustain MEF execution for a minimum of 30 days or until normal operations are resumed. Develop, execute, and document corrective action. Qualifications: TS/SCI required Knowledge of continuity of operations and emergency management planning and guidance. Enlisted Experience developing emergency response plans, and/or conducting and/or evaluating emergency response related exercises. Experience providing logistical, analytical or decision support on continuity operations and/or emergency management. Office Experience developing, implementing, and sustaining continuity and/or emergency management programs.

NREN Assessment & Authorization Analyst 24-6065, Length 3 Years: • Develop methods to monitor and measure risk, compliance, and assurance efforts. • Develop specifications to ensure risk, compliance, and assurance efforts conform with security, resilience, and dependability requirements at the software application, system, and network environment level. • Draft statements of preliminary or residual security risks for system operation. • Maintain information systems assurance and accreditation materials. • Monitor and develop a system’s compliance with information technology (IT) security, resilience, and dependability requirements. • Develop and implement cybersecurity independent audit processes for application software/networks/systems and oversee ongoing independent audits to ensure that operational and Research and Design (R&D) processes and procedures are in compliance with organizational and mandatory cybersecurity requirements and accurately followed by Systems Administrators and other cybersecurity staff when performing their day-to-day activities. • Perform validation steps, comparing actual results with expected results and analyze the differences to identify impact and risks. • Provide an accurate technical evaluation of the software application, system, or network, documenting the security posture, capabilities, and vulnerabilities against relevant cybersecurity compliance requirements. • Verify that appropriate security practices and security controls are implemented as stated, documented deviations, and required recommendations to correct those deviations. • Verify that the software application/system accreditation and assurance documentation is current. KSA’s: Technical Knowledge of computer networking concepts and protocols, and network security methodologies. Knowledge of cyber threats and vulnerabilities. Knowledge of cybersecurity principles. Knowledge of cybersecurity principles used to manage risks related to the use, processing, storage, and transmission of information or data. Knowledge of information technology (IT) security principles and methods (e.g., firewalls, demilitarized zones, encryption). Knowledge of known vulnerabilities from alerts, advisories, errata, and bulletins. Knowledge of network security architecture concepts including topology, protocols, components, and Principles (e.g., application of defense in-depth). Knowledge of Risk Management Framework (RMF) requirements. Knowledge of systems diagnostic tools and fault identification techniques. Qualifications: Candidate must have at least one year of experience with the Risk Management Framework (RMF) process within the Department of Defense. Candidate must be able to obtain Cybersecurity Workforce (CW) qualifications. Secret clearance required with eligibility to gain a TS.

Deputy Branch Chief/Planner 24-6067, Length 233 days: Defense Transportation System and transportation planning including JOPES, SMS, TPFD planning and execution for airlift, sealift, and aerial refueling requirements.

Command Judge Advocate 24-6072, Length 1 Year: The Command Judge Advocate (CJA) for the Sierra Army Depot, under the direction and supervision of SIAD Chief Counsel. The individual shall perform duties related to issues arising on Sierra Army Depot, and other duties as assigned. As the senior uniformed legal advisor to the Depot commander, the CJA provides legal support within areas of military justice, and other areas such as operational and administrative law arising on the Depot. The individual will provide counsel, advice and guidance to the SIAD Commander, the command group and Depot organizations on a variety of operational and administrative law issues such as investigations, contract and fiscal law, environmental law, employment law and labor law and other areas. The individual will represent the Depot before administrative tribunals in the personnel and contract areas, and assist with litigation support. The individual will also provide training across the Depot on a variety of issues. There is a close and cooperative working relationship between the SIAD Legal Office and the TAMC Legal Office. The individual will also be responsible to procure assignment for volunteers for the Colorado Multijurisdictional Court. The individual may also serve as a liaison between federal, local and interagency organizations and as requested. The individual will also serve as an ethics counselor and may provide assistance with the execution of the OGE 450 program. Qualifications: Individual must be a licensed attorney and in good standing, in accordance with Army requirements. Further, the individual should also possess, or at a minimum, be eligible for a secret clearance.