<table>
<thead>
<tr>
<th>Tour#</th>
<th>Agency</th>
<th>Activity</th>
<th>Position Title</th>
<th>Branch</th>
<th>Grade</th>
<th>Duty Site</th>
<th>DutyState</th>
<th>DutyCountry</th>
<th>Apply</th>
</tr>
</thead>
<tbody>
<tr>
<td>21-6233</td>
<td>Defense Information Systems Agency</td>
<td>DISA</td>
<td>Tier II DoNNet Support</td>
<td>Army or Air Force</td>
<td>E3:E6:E7:E8</td>
<td>Ft Meade</td>
<td>MD</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6202</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Integrated Logistics Support Manager with Software Support</td>
<td>Army</td>
<td>E7:E8:E9:03:04</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6139</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Engineer NCO</td>
<td>Army</td>
<td>E7:E8:E9</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>22-6140</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Deputy Engineer</td>
<td>Army</td>
<td>O3:04</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>22-6151</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC - 309 AMARG</td>
<td>Nondestructive Tester Technician</td>
<td>Air Force</td>
<td>2E:EE:EE:EE:EE</td>
<td>Davis-Monthan AFB</td>
<td>AZ</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6210</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Physical Security Specialist</td>
<td>Air Force</td>
<td>E5:E6</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6223</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC - 309 SWEG</td>
<td>Computer Scientist</td>
<td>Army or Air Force</td>
<td>02:03:04:05</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6224</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC - 309 SWEG</td>
<td>ELECTRONICS ENGINEER</td>
<td>Army or Air Force</td>
<td>02:03:04:05</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6234</td>
<td>Army Materiel Command</td>
<td>AMCOM-Corpus Christi Army Depot</td>
<td>JAG Lawyer</td>
<td>Army</td>
<td>01:02:03:04:05:06</td>
<td>Corpus Christi</td>
<td>TX</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6245</td>
<td>Army Materiel Command</td>
<td>CECOM</td>
<td>Sexual Harassment/Affair Directorate</td>
<td>Army</td>
<td>O5</td>
<td>Aberdeen Proving Ground</td>
<td>MD</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6260</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC</td>
<td>IT Specialist</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6262</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC</td>
<td>Aircraft Electrical and Environmental Journeyman/Craftsman</td>
<td>Air Force</td>
<td>E5:E6:E7</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6263</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC</td>
<td>Tactical Aircraft Maintenance Journeyman/Craftsman</td>
<td>Air Force</td>
<td>E5:E6:E7</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6264</td>
<td>Air Force Materiel Command</td>
<td>OO-ALC – 309 AMXS – 571 AMXS</td>
<td>Fighter Integrated Avionics or Aircraft Electrical/Environmental Journeyman/Craftsman</td>
<td>Air Force</td>
<td>E5:E6:E7</td>
<td>Hill AFB</td>
<td>UT</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>22-6308</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Quality Control Representative</td>
<td>Army</td>
<td>W2:W3:W4</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>22-6309</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Director of the Case and Contracting Liaison Division</td>
<td>Army</td>
<td>O4:05:06</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>22-6310</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Operation Contracting Branch Chief</td>
<td>Army</td>
<td>O3:04:05</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>22-6328</td>
<td>Defense Logistics Agency</td>
<td>DLA - Energy</td>
<td>Internal Review Evaluator</td>
<td>Army</td>
<td>O3:04</td>
<td>Fort Belvoir</td>
<td>VA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6037</td>
<td>Defense Logistics Agency</td>
<td>DLA - Headquarters</td>
<td>Plans Officer</td>
<td>Army or Air Force</td>
<td>O3:04:05</td>
<td>Fort Belvoir</td>
<td>VA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6051</td>
<td>Defense Logistics Agency</td>
<td>DLA - Energy</td>
<td>Plans and Operations Officer</td>
<td>Army</td>
<td>O3:04</td>
<td>Fort Belvoir</td>
<td>VA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6061</td>
<td>Naval Underwater Warfare Center</td>
<td>Division Keyport</td>
<td>Information Technology/ServiceNow Development</td>
<td>Air Force</td>
<td>E4:E5:E6</td>
<td>Keyport</td>
<td>WA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6073</td>
<td>Army Materiel Command</td>
<td>CELCOM-Tobyhanna Army Depot</td>
<td>Technology Information Specialist (Army)</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Tobyhanna</td>
<td>PA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6076</td>
<td>US Transportation Command</td>
<td>GISTRANSPORTCOM-SDDC-S596th BDE 834th BN</td>
<td>Security Guard</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6080</td>
<td>Defense Information Systems Agency</td>
<td>DISA - II</td>
<td>Implementation Specialist</td>
<td>Army or Air Force</td>
<td>02:03:04</td>
<td>Fort Meade</td>
<td>MD</td>
<td>United States</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>23-6087</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Embedded Behavioral Health Officer</td>
<td>Army</td>
<td>O3</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>23-6094</td>
<td>Defense Logistics Agency</td>
<td>DLA - Energy</td>
<td>Petroleum Lab Technician</td>
<td>Army</td>
<td>E4:E5</td>
<td>Kaiserslautern</td>
<td>Germany</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>23-6095</td>
<td>Defense Logistics Agency</td>
<td>DLA - Energy</td>
<td>Senior Petroleum Lab Technician</td>
<td>Army</td>
<td>E5:E6</td>
<td>Kleber Kasernen</td>
<td>Germany</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>23-6108</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Correspondence Branch NCOIC</td>
<td>Army</td>
<td>E6:E7:E8</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
<tr>
<td>23-6109</td>
<td>Army Materiel Command</td>
<td>USASAC-OPM-SANG</td>
<td>Deputy for Transformation, Force Manager</td>
<td>Army</td>
<td>O3:04:05</td>
<td>Riyadh</td>
<td>Saudi Arabia</td>
<td>Click HERE to apply</td>
<td></td>
</tr>
</tbody>
</table>

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.
Email: dfas.indianapolis-in.sh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
PFI Available Tours

Positions are reviewed weekly and the website is updated as needed.

23-6110 Army Materiel Command USASAC-OPM-SANG Effects Division Chief, SAMS Planner Army 04:05:06 Riyadh Saudi Arabia Click HERE to apply

23-6113 Defense Logistics Agency DLA - Headquarters Deputy Program Manager/Liaison Officer Army or Air Force 03:04:05 Fort Belvoir VA United States Click HERE to apply

23-6120 Army Materiel Command CECOM-Tobyhanna Army Depot Human Resource Assistant (Military) Army 05:56 Tobyhanna PA United States Click HERE to apply

23-6150 Army Materiel Command USASAC-OPM-SANG Light Armored Vehicle Maintenance Advisor Army 06:67:68 Riyadh Saudi Arabia Click HERE to apply

23-6151 Army Materiel Command USASAC-OPM-SANG Armament Maintenance Advisor Army 05:66:67 Riyadh Saudi Arabia Click HERE to apply

23-6152 Army Materiel Command USASAC-OPM-SANG Wheeled Vehicle Maintenance Advisor Army 06:67:68 Riyadh Saudi Arabia Click HERE to apply

23-6153 Army Materiel Command USASAC-OPM-SANG Vehicle Maintenance Advisor Army W2:W3:W4 Riyadh Saudi Arabia Click HERE to apply

23-6154 Army Materiel Command USASAC-OPM-SANG Supply Management Advisor Army 06:67:68 Riyadh Saudi Arabia Click HERE to apply

23-6155 Army Materiel Command USASAC-OPM-SANG Automated Logistics Advisor Army 05:66:67 Riyadh Saudi Arabia Click HERE to apply


23-6159 Army Materiel Command AMCOM-Letterrkenny Army Depot Judge Advocate Army 02:03:04 Chambersburg PA United States Click HERE to apply

23-6160 Army Materiel Command AMCOM-Lettterkenny Army Depot Paralegal Specialist Army 05:66:W1:W2 Chambersburg PA Click HERE to apply

23-6161 Army Materiel Command AMCOM-Corpus Christi Army Depot Military Security Force Army E3:E4:W5 Corpus Christi TX United States Click HERE to apply

23-6179 Defense Information Systems Agency DSA - DD Senior Technical Advisor Team Member Army or Air Force E3:E4:E5:E6:E7:68 Fort Meade MD United States Click HERE to apply

23-6187 Defense Counterintelligence & Security Agency DCUSA IT Accessibility/508 Compliance NCO Army or Air Force 06:67 Quantico VA United States Click HERE to apply

23-6188 Air Force Materiel Command AFSC Shipping Specialist Air Force 04:65:66 Davis-Monthan AFB AZ United States Click HERE to apply

23-6193 Corps of Engineers USACE - Sacramento District (SPK) Occupational Health Nurse Army or Air Force 02:03:04 Sacramento CA United States Click HERE to apply


23-6208 Corps of Engineers USACE - Memphis District (MMV) Construction Control Representative Army 02 Caruthersville MO United States Click HERE to apply

23-6209 Corps of Engineers USACE - Memphis District (MMV) Construction Control Representative Army 02 Wynne AR United States Click HERE to apply

23-6210 Corps of Engineers USACE - Memphis District (MMV) Pumping Plant Operations and Maintenance Supervisor Army E8 Marianna AR United States Click HERE to apply


23-6224 Army Materiel Command AMCOM-Lettermenary Army Depot Military Police Army 02:03:04:25 Chambersburg PA United States Click HERE to apply

23-6230 US Transportation Command USTRANSCOM Administrative Specialist Army or Air Force 04:65 Scott AFB IL United States Click HERE to apply

23-6231 Naval Surface Warfare Center NSWC-Panama City FIAR Lead Army or Air Force 07:E8:E9:01:010:02:03:O W1:W2:W3:W4:W5 Panama City FL United States Click HERE to apply

23-6236 Naval Surface Warfare Center NSWC-Crane Division CPS Task Lead Army or Air Force 06:67:02:03:W1:W2 Crane IN United States Click HERE to apply

23-6238 Corps of Engineers USACE - Pittsburgh District (LRP) Project Manager Army 06:67:68:02:03:04:W2:W3 Pittsburgh PA United States Click HERE to apply

23-6239 Corps of Engineers USACE - Pittsburgh District (LRP) Program Analyst (Project Scheduler) Army 06:67:68:02:03:04:W2:W3 Pittsburgh PA United States Click HERE to apply


23-6247 Defense Counterintelligence & Security Agency DCUSA - FEO Cloud DevOps Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force 07:E8:E9:W1:W2 Fort Meade MD United States Click HERE to apply


23-6249 Defense Counterintelligence & Security Agency DCUSA - FEO Cloud Operations Engineer **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force 07:E8:E9:W1:W2 Fort Meade MD United States Click HERE to apply

23-6251 Defense Counterintelligence & Security Agency DCUSA - FEO Senior Duty NCO **WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED** Army or Air Force 06:67 Fort Meade MD United States Click HERE to apply
<table>
<thead>
<tr>
<th>Position</th>
<th>Agency/Location</th>
<th>Email</th>
<th>Website</th>
</tr>
</thead>
<tbody>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cloud Security Engineer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Analyst</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Auditor</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cloud Machine Learning Engineer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Watch Officer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Security Incident Manager</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Senior Security Specialist</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Auditor</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Watch Officer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Auditor</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Watch Officer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Auditor</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Watch Officer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Auditor</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
<tr>
<td>Defense Counterintelligence &amp; Security Agency: Cyber Security Watch Officer</td>
<td>DCSA - PEO</td>
<td><a href="mailto:dfas.indianapolis-in.zh.mbx.pfi@mail.mil">dfas.indianapolis-in.zh.mbx.pfi@mail.mil</a></td>
<td><a href="https://www.dfas.mil/pfi">https://www.dfas.mil/pfi</a></td>
</tr>
</tbody>
</table>

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
| 23-6326 | Army Materiel Command | ECECOM-Tobyhanna Army Depot | Military Police Officer | Army | E2:E3:E4:E5 | Tobyhanna | PA | United States | Click HERE to apply |
| 23-6329 | Corps of Engineers | USACE - Detroit District (LRE) | Environmental Science/ Bioenvironmental Engineer Officer/Engineering Tech | Army | 02:03:04 | Sault Sainte Marie | MI | United States | Click HERE to apply |
| 23-6330 | Corps of Engineers | USACE - Detroit District (LRE) | Engineering Technician - Survey | Army | E5:E6:E7:E8:W1:W2:W3 | Sault Sainte Marie | MI | United States | Click HERE to apply |
| 23-6334 | Defense Finance and Accounting Service | DFAS-IND-JPO-Disbursing Ops | Deputy Disbursing Officer | Army or Air Force | 07:03 | Indianapolis | IN | United States | Click HERE to apply |
| 23-6335 | Air Force Materiel Command | WR-ALC - 577 SWES (480) | Bldg 530 ISP Install Support | Air Force | 06:07:E8 | South Portland ANG Base | ME | United States | Click HERE to apply |
| 23-6337 | Air Force Materiel Command | DO-ALC - 309 SWEG | Intelligence Analyst | Air Force | 06:E7 | Hill AFB | UT | United States | Click HERE to apply |
| 23-6338 | Defense Logistics Agency | DLA - ASOC | Deployment Operations Force Provider | Army or Air Force | 06:07:E8 | Fort Belvoir | VA | United States | Click HERE to apply |
| 23-6339 | Corps of Engineers | USACE - Sacramento District (SPK) | Project Engineer - Valley Resident Office | Army | 08:02:03:W2 | Sacramento | CA | United States | Click HERE to apply |
| 23-6340 | Corps of Engineers | USACE - Sacramento District (SPK) | Project Engineer - Folsom Resident Office | Army | 08:W2 | Folsom | CA | United States | Click HERE to apply |
| 23-6341 | Corps of Engineers | USACE - Sacramento District (SPK) | Project Engineer - Natomas Resident Office | Army | 08:02:03:W2 | Sacramento | CA | United States | Click HERE to apply |
| 23-6342 | US Transportation Command | USTRANSCOM | Create Decision Advantage Manager | Army or Air Force | 04:05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6344 | US Transportation Command | USSTRASCOM | Deputy Chief, Public Affairs Officer | Army or Air Force | 05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6345 | US Transportation Command | USTRANSCOM | OPLAN Integration Planner | Army or Air Force | 04:05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6346 | US Transportation Command | USTRANSCOM | Cyber Operations Center Watch Officer | Army or Air Force | E5:E6 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6347 | US Transportation Command | USTRANSCOM | Security Specialist | Army or Air Force | E5:E6:E7 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6348 | Corps of Engineers | USACE - Sacramento District (SPK) | Lead Project Manager | Army | 03:04 | Concord | CA | United States | Click HERE to apply |
| 23-6349 | Naval Surface Warfare Center | NSWC-Dahlgren | Procurement Specialist | Army or Air Force | 06:E7:E8 | Dahlgren | VA | United States | Click HERE to apply |
| 23-6352 | Naval Surface Warfare Center | NSWC-Indian Head Division | IT/Software Technical Specialist | Army or Air Force | 04:05:06 | Indian Head | MD | United States | Click HERE to apply |
| 23-6355 | Corps of Engineers | USACE - Pittsburgh District (LRF) | Contracting Specialist | Army | 06:E7:E8:03:04:05 | Pittsburgh | PA | United States | Click HERE to apply |
| 23-6357 | US Transportation Command | USTRANSCOM | Branch Chief, Future Operations | Army or Air Force | 05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6359 | Defense Counterintelligence & Security Agency | DCSA - PEO - NBS | Information System Security Officer (ISSO) **WILL TRANSITION TO DOEMS/ 정보시스템보안관리관 **WILL TRANSITION TO DOEMS | Army or Air Force | E5:E6:E7:W1:W2 | Fort Meade | MD | United States | Click HERE to apply |
| 23-6360 | Army Materiel Command | AMCOM-Corpus Christi Army Depot | Chaplain | Army | 02:03 | Corpus Christi | TX | United States | Click HERE to apply |
| 23-6362 | Naval Surface Warfare Center | NSWC-Crane Division | IT Specialist (INFOSEC) | Army or Air Force | E5:E6:E7 | Crane | IN | United States | Click HERE to apply |
| 23-6367 | Air Force Materiel Command | WR-ALC - 577 SWES (NAVAIR) | 480 ISRW - NAVAIR support positions | Air Force | 06:07:E8 | South Portland ANG Base | ME | United States | Click HERE to apply |
| 23-6370 | Defense Logistics Agency | DLA - Energy | Chief, Plans and Operations | Army or Air Force | 05 | Guam | GU | United States | Click HERE to apply |
| 23-6371 | US Transportation Command | USTRANSCOM | Logistics Operations Officer | Army or Air Force | 05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6372 | US Transportation Command | USTRANSCOM | Senior METOC Officer | Air Force | 05 | Scott AFB | IL | United States | Click HERE to apply |
| 23-6374 | Corps of Engineers | USACE - Fort Worth District (SWF) | Program Manager/Junior | Army | 04:05 | Fort Bliss | TX | United States | Click HERE to apply |

If you are interested in a position, click on the link or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.sh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi
Job Descriptions for Available Tours

21-6233
Tier II DoDNet Support
21-6233, Length 2 years:
DUTIES: Two (2) year unaccompanied overseas tour with the option to extend for the third year. Open to Army and Air Force service members MOS 25B or AFSC 3D. Provide DISA Service Support Environment (SSE)/Global Service Desk (GSD) with minimal critical technical support within a joint classified support area at DISA HQ, Ft. Meade. Perform this position provide immediate Tier II technical support and must have a high aptitude for resolving workstation level technical issues. This is a front-line position requiring professionalism, expert technical skills, and consistent communications with customers and Global Service Desk leadership. A few key duties: installation, modification, and repair of end-devices (laptops, desktops, printers) to restore service and resolve technical issues with Local Area Networks, Wide Area Networks, and other systems. Provide technical assistance and support for incoming calls, software, and hardware. In addition to off-site service restoration support, candidates will actively ensure the security posture of the end-user devices, and as needed provide remediation. Document procedures and coordinate with Tier-I (Regional Support Centers) to improve the agencies ability to achieve First Contact Resolution.

QUALIFICATIONS: Must have an active security + certification and experience working desktop/mobile/service desk environment or Windows Server admin. Requires excellent written and verbal communications. Other IT certifications (HC, Desktop, Av., Network, etc.) are desired, but not required. Active Top Secret / SCI eligible.

Apply

22-6202
Integrated Logistics Support Manager with Software Support
22-6202, Length: 1 Year with opportunity to extend.
1. Knowledge of Integrated Logistics/Product Support (ILS/PS) concepts, principles, policies, and acquisition/construction regulations and their application to a variety of unique systems.
2. Understands ILS/PS elements as they relate to systems acquisition and life cycle management across related disciplines such as systems engineering and designing, reliability, availability, maintainability, production, test & evaluation, computer science, quality assurance, operational deployment, demilitarization, and disposal.
3. Knowledge of software support requirements and processes, as well as IT products and support. Understand Configuration Management for software.
4. Ables to prepare detailed analysis (provisioning, tech pubs, and training).
5. Follow through on ECP incorporation and verification that provisioning, tech pubs, and training reflect the new configuration. 6. Ability to work across branches, divisions, and companies in the planning and execution of acquisition and sustainment logistics functions.

7. Work with the Life Cycle Logistics Competency Lead (LCL) in institutionalizing the logistic discipline and the professional growth of the membership of the logistics community.
8. Desired skills include: Knowledge of software intensive systems acquisition IAW the latest DoD Policy, knowledge of holdings, test and training events support, knowledge of IT procurement, DoD IUID Registry knowledge, and an understanding of Agile software development.
9. Ensure compliance with current NAVSEA and Naval Surface Warfare Center (NSWC) policies, initiatives and regulations. 10. The incumbent must have demonstrated the ability to meet diverse groups and secure their cooperation, confidence and interest.
11. Ability to maintain accurate records on status of all command logistics documentation.

Apply

22-6139
Engineer NCO
22-6139, Length: 420 Days:
Assists the Engineer and Deputy Engineers in daily activities to include oversight of projects. The Engineer NCO will ensure safety regulations, as well as all Standard Operating Procedures are followed. Reviews, provides comments and approves contractors' safety plan and ensures it is in compliance with the most current version of EM 385-1-1. Advises the Project Manager when the plan is acceptable and work can start on site. The position is responsible for performing and coordinating conventional and unconventional inspections at different construction sites throughout the Kingdom of Saudi Arabia. Manages and monitors equipment, staffing, workmanship, safety practices, and analyzes a variety of unusual conditions, problems, or questions.

Apply

22-6140
Deputy Engineer
22-6140, Length: 420 Days:
Works under the general direction of the Division Chief and directly under the Senior EC section lead engineer, through whom broad assignments are made and delegated authority received. Assignments are made in the form of contract documents including plans and specifications covering work to be accomplished by the contractor. Incumbent is expected to ensure that contract scope, contract drawings, shop drawings, specifications, codes, quality management and safety are followed throughout the life of the contract. The follows the day to day work to ensure the contractor is meeting his work schedule as approved. Incumbent is required to assume full responsibility for ensuring that all non-conforming work is properly identified through test reports or observations and that the contractor’s Quality Assurance (QA) team is notified for corrective action. As a subject matter expert, works out problems largely on own initiative. Incumbent acts independently to perform quality assurance and safety assurance functions, and keeps supervisor appraised on any controversial issues and/or policies of an unusual nature.

Apply

22-6151
Nondestructive Tester Technician
22-6151, Length: 180 Days:
The 309th Aerospace Maintenance and Regeneration Group is located at Davis Monthan AFB, AZ. It provides a unique opportunity for exposure to a wide variety of Department of Defense aviation assets unlike any other in the world. Duties would include performing nondestructive testing techniques on those assets and their respective aerospace equipment. Required tasks will include Eddy Current, Magnetic Particle, Liquid Penetrant, Ultrasonic, X-Ray, and JOAP/MCD analysis.

QUALIFICATIONS: Must be 2727 qualified.

Apply

22-6210
Physical Security Specialist
22-6210, Length 1 Year: Naval Surface Warfare Center, Panama City Division, Physical Security Officer. Conducts initial and annual physical security surveys for compliance with Open Storage Areas/Secure Rooms/Restricted Areas (RA), per DoDI 5200.01, Volume 3, DoD Information Security Program. Coordinates with RA Custodians and Host Command Security to ensure the Facilities Department processes work orders for repair of Intrusion Detection Systems (IDS) and Automated Entry Control Systems (AECS). Assists in reviews of drawings and or plans for building remodels and new construction, ensuring physical security measures are in place. Conducts Physical Security training with RA and Security Container Custodians. Inspects security containers to ensure they are empty prior to surplus, ensures custodians are assigned to active security containers, approves container moves and combination change requests, and tracks the locations of the containers. Manages the Command Key Control Program to ensure controlled keys are issued and accounted for. Reviews DD Form 200, Financial Liability Investigation of Property Loss, to determine if sensitive information was involved, identify loss trends, and makes recommendations to reduce future losses. Performs other security duties as assigned.

Work hours are generally Monday through Friday, and situational telework authorized dependent on mission requirements. QUALIFICATIONS: The position is open to enlisted members from Air Force AFSC 3P0K1 or Army ASI H3 Physical Security Operations, with Physical Security/Resources Protection experience. Secret Security Clearance eligibility required.

Apply

22-6218
Information Systems Technician (255S)
22-6218, Length - 2 Years with option to extend:
Plans, directs, implements network systems health checks of multiple networks and programs within DISA. Serves as the lead consultant for all things systems related within network and programs assigned to work on. Provides technical guidance to multiple technical staff. Provides written reports with recommendations for systems health checks. Provides technical and operational changes within networks. Reviews all documentation within networks and programs assigned for health checks. Coordinates across operations centers and programs for network modifications and changes.

**QUALIFICATIONS:** Final TS/SCI clearance required. Expert knowledge in Microsoft product line, with emphasis in Active Directory Domain Services (AD DS) design/deployment, Server 2016/2019 deployment. Must be able to work alone and within a team, in high stress environments. Must think outside of the norm and have excellent written and verbal communication.

Apply

22-6219
Information Protection Technician (255S)
22-6219, Length - 2 Years with option to extend:
Plans, directs, and implements Defensive Cyberspace Operations (DCO) counter measures as part of a Network Health team for multiple networks and programs within the DISA. Serve as the DCO advisor with a firm understanding of vulnerabilities, exploitation techniques, and adversary methodologies. Review all assigned network and program design documentation. Create written reports with DCO recommendations and execute technical and operational changes within networks and programs. Coordinate all changes across operation centers and brief senior-level technical program staff. **QUALIFICATIONS:** Final TS/SCI clearance required. Must be a DoD 8570 IAT II compliant with IAT III recommended. Must have advanced experience with basic operation, custom queries, analytic design, and implementation (Splunk preferred).

Must be highly productive individually or within a team in a high stress environment. Must be a critical thinker and possess excellent written and verbal communication skills.

Apply

22-6223
Computer Scientist
22-6223, Length 1 Year:
Performs professional computer science work by application of advanced theories, concepts, principles, and processes to the acquisition, development, or sustainment of weapon systems, subsystems, and/or support systems. Applies expert knowledge and mastery to ensure assigned projects remain consistent with program objectives, costs, schedules, performance criteria, and existing policies.

Apply

22-6224
ELECTRONICS ENGINEER
22-6224, Length 1 Year:
Serve as a professional electronics engineer with project management, execution, and operational responsibility in assigned area(s). Considered the technical expert for the organization in electronics engineering assignments concerning sensor functional area – i.e., Electronics and Operations Management to ensure project/program success. Work encompasses several phases of the development process in which the employee guides and evaluates the design and development activities of others.

Apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.zh.mbx.pft@mail.mil
Website: https://www.dfas.mil/pft
22-6234 JAG Lawyer

Job Title: JAG Lawyer

22-6234, Length: 1 Year

POSITION OVERVIEW:
Serves as Judge Advocate to handle a variety of civil and administrative law matters, which include jurisdiction issues, Financial Liability, Investigations of Property Loss (FIL), and AR 15-6 Investigation review. EO/loabor/employment/workers compensation claims. Lawyer will work in the Corpus Christi Army Depot Command Group on a wide range of high priority legal projects with Command interest. Anticipate priority of effort will be directed toward work in the areas of logistics, security, legal assistance and installation issues. Officer will serve with other attorneys but must be able to think independently and operate without direct supervision. Attorney must be a member in good standing of a state bar. Minimum of 3 years recent legal experience is desirable. Graduate of JAG advance course a plus.

22-6245 Chief of Staff Fusion Director

22-6245, Length 1 Year

Provides PIT Support to O-01-ALC EN T

Serves as the Chief of Staff/Operations Officer for the Senior Commander''s Sexual Harassment/Sexual Assault (SH/SA) Fusion Directorate. The incumbent is not involved in victim advocacy or case management, however due to the potential for incidental disclosure from victims coming to the Directorate, they must be trained on victim confidentiality and ethics that convey non-mandatory reporting protections to victims. The incumbent serves as the Fusion Directorate Program Support Branch Chief. Responsible for executing program management work under the guidance of the Fusion Director/Lead SRCY and Deputy Director/Supervisory SRCY, coordinating and synchronizing the day-to-day operations of the Directorate, assisting the Fusion Director/Lead SRCY and Deputy Director/Supervisory SRCY in their program support duties as needed, and lastly providing administrative support to the program. The incumbent emphasizes the commitment to maintain a workplace environment that rejects sexual harassment and sexual assault, and attitudes that promote such behaviors. Qualifications: Individuals will be screened in accordance with the following: State and local police records; The Army Substance Abuse Program; Army Inspector General files; Army Criminal Investigation Command/Crime Records Center; the Army Central Registry; the National Sex Offender Registry; and the Army Military Human Resources Command files (Official Personnel Folder), and adverse action files. The position involves duties that are sensitive and confidential in nature. Background checks against all records as required by law, OPM, DoD, and Army policy and regulation will be conducted, prior to entering on duty in the position and, IAW governing regulations, on a recurring basis while employed in the position.

22-6262 Aircraft Electrical and Environmental Journeyman/Craftsman

22-6262, Length 180 days with opportunity to extend.

22-6262, Length 420 Days:

Supports depot-level maintenance/repair/overhaul of F-16 aircraft. Seeking initial tour lengths of 180 days, but will consider shorter tours on a case by case basis. Subsequent tour extensions considered up to 3 years total, as mission requirements and funding permit. Member will be required to perform duty on-site, in-person.

Qualifications: Must hold current 2A960 duty AFSC. A-16 experience preferred, but not required. 7-level (2A676) preferred, but will consider seasoned 5-levels (2A546).

22-6263 Tactical Aircraft Maintenance Journeyman/Craftsman

22-6263, Length 180 days with opportunity to extend.

Supports depot-level maintenance/repair/overhaul of F-16 aircraft. Seeking initial tour lengths of 180 days, but will consider shorter tours on a case by case basis. Subsequent tour extensions considered up to 3 years total, as mission requirements and funding permit. Member will be required to perform duty on-site, in-person.

Qualifications: Must hold current 2A3X3 duty AFSC. F-16 experience preferred, but not required. 7-level (2A373) preferred, but will consider seasoned 5-levels (2A353).

22-6264 Integration Avionics Aircraft/Environmental Journeyman/Craftsman

22-6264, Length 180 days with opportunity to extend. Supports depot-level maintenance/repair/overhaul of A-10 aircraft. Seeking initial tour lengths of 180+ days, but will consider shorter tours on a case by case basis. Subsequent tour extensions considered up to 3 years total, as mission requirements and funding permit. Member will be required to perform duty on-site, in-person.

Qualifications: Must hold current 2A3X4 or 2A6X6 duty AFSC. A-10 experience preferred, but not required. 7-level (2A374 or 2A676) preferred, but will consider seasoned 5-levels (2A354 or 2A656).

22-6308 Quality Control Representative

22-6308, Length 420 Days: Assists the Engineer and Deputy Engineers in daily activities to include oversight of projects. The Quality Control Representative will ensure safety regulations, as well as all Standard Operating Procedures are followed. Reviews, provides comments and approves contractor's safety plan and ensures all work is in compliance with EM 385-1. The position is responsible for performing and coordinating conventional and unconventional inspections at multiple construction sites throughout the Kingdom of Saudi Arabia. Incumbent is to assume full responsibility for ensuring all non-conforming work is properly identified through test reports or observations and ensure corrective action is taken. Manages and monitors equipment, staffing, workmanship, safety practices and analyzes a variety of unusual conditions, problems, or questions. Must have construction project management experience.

22-6309 Director of the Case and Contracting Liaison Division

22-6309, Length 420 Days: 51-series MOS preferred. Serves as the lead advisor to the Ministry of National Guard (MNG), Kingdom of Saudi Arabia on Foreign Military Sales (FMS) and acquisitions. Reports directly to the Program Manager for the Office of the Program Manager Saudi Arabian National Guard (OPM-SANG). Leads the integration, life cycle management, and execution of 59 Foreign Military Sales cases valued at $248. Leads program management and oversight of multi-year support and service contracts valued in excess of $2.6B. Responsible for cost schedules and performance of FMS cases and all system acquisitions. Supervises and leads a team of 10 DoD Civilians, 4 Officers, and 7 Local Nationals. Leads multiple Integrated Product Teams. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense.

22-6310 Operation Contracting Branch Chief

22-6310, Length 420 Days: 51C MOS Preferred. Office of the Program Manager Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Program Manager on costs, schedules, performance and the planning of operational contracting in support of Foreign Military Sales (FMS) systems for the Ministry of the National Guard (MNG). Responsible for contract development for a $248 billion ground and aviation program. Responsible for synchronizing contracting with FMS case development, execution and closure. Advised the Program Manager on matters relating to contracting. Monitors the expenditure of funds and recommends fiscal priorities in support of MNG efforts. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense.

22-6328 Internal Review Evaluator

22-6328, Length 1 Year

Design, organize, conduct and direct reviews, analyses and evaluations related to operations, and management and process controls. Plan, gather and compile data, coordinate and conduct innovative reviews and develop reports including findings and recommendations on programs, operations and systems where there are numerous unknown factors to be identified and analyzed. Develop and present findings and recommendations to the Command staff and Directors related to local program management. Review and analyze work processes, records and structures for internal controls and compliance with applicable laws, regulations and policies, and identify process improvements and recommendations to mitigate risks to ensure economy, efficiency and effectiveness in achieving desired results. Interpret applicable regulations and policies to determine if they have been implemented correctly.

Qualifications: Highly desires completion of Logistics Readiness Officer Course and/or completion of Squadron Officers School or equivalent, but not required. Applicants must have less than 15 years of Active Federal Service and meet military height and weight standards to apply. Applicants must submit the following documents in their application to be considered for the position: Officer Performance Report/OFicer Evaluation Report, Official Military Photo, Last three Military Evaluations, Physical Fitness Test, and Military Biography.

23-6037 Plans Officer

23-6037, Length 180 days: Duty is at the Defense Logistics Agency (DLA) HQ in Fort Belvoir, VA. The primary purpose of this position is to support the DLA Plans Executive Directorate (J35) on analyzing the benefits of merging supply operations and identifying ways to improve business processes that will generate significant improvements in DLA resiliency, productivity, and cost. Duties include coordination with organizations on functions or work processes that interface with others; participating in leading Operational Planning Team (OPT) meetings; developing briefing materials, reports of findings, and recommendations as well as other products as required; and assistance with overall J35 efforts. Performs other duties as required.

Qualifications: Secret clearance required. The work requires a working knowledge of the DLA functions and organizational relationships. Highly proficient with Microsoft applications (Excel, Word, PowerPoint, Teams, etc.). Applicant will participate in lead Operational Planning Team (OPT) meetings; develop briefing materials, reports, as well as other products as required. Desired Army MOS 90A, Air Force AFSC 160/R, 63, or 21R.
plans and operations officer

23-6051 Plans And Operations Officer

23-6051, Length 1 Year: The incumbent serves as the initial point of contact between DLA Energy, the major commands, the Service components, and federal agencies on Class III bulk fuel issues in support of DoD contingencies and global fuel operations. Acts as DLA Energy's crisis manager, analyzing international and domestic situations that may impact DLA Energy’s mission throughout the world. Reviews the Operations Center's incoming classified and unclassified DLA Energy Contingency Business Unit's (CBU) channels critical information through the DLA Energy chain of command, ensuring DLA Energy and DLA Senior Staffs receive timely situational updates. Provides DLA Energy's "Customer Service" support for emergency fuel requirements, fuel quality issues, and continuity of Operations (CQD) tasks/calls down. Accesses Internet sites to collect data needed to prepare briefings, reports and fact sheets. Tracks and validates command petroleum reports (RPOL). Utilizes Microsoft Access DLA Energy CBUs director and senior leadership. Develops and maintains spreadsheets, fact sheets, and specialty briefings as required. Tracks critical petroleum products from load out through delivery to bases throughout combat theatres of operations. Researches and compiles information and performs analysis to determine fuel availability to support DoD real-world and potential contingency operations. Works with CBU, DLA Energy Field Offices, JCS, Service Petroleum Office and Major Command action officers to ensure proactive energy logistics support and customer service is provided for operations, contingencies and exercises. Qualifications: Secret Clearance required. Desired: Advanced Petroleum Course, Desired: Assignments in Petroleum units; Petroleum and Water OfficerCourse (RB)

23-6061 Information Technology/ServiceNow Development

23-6061, Length 1 Year: This position is a SW developer role supporting ServiceNow and IT service management to automate business processes. The role involves designing, configuring, developing, troubleshooting and implementing baseline and custom applications to enhance the platform. Position responsibilities include: - Working with developers to design applications and algorithms. - Producing clean, efficient code based on specifications. - Integrating software components and third-party programming. - Verifying new programming, debugging and updating existing software. - Gathering and evaluating user feedback Experience in software development and Agile development operations. Candidate must be familiar with JavaScript and Angular JS programming languages. This position has been designated as a Cyber IT/Cyberspace Workforce position in specialty area [62] and as a condition of employment incumbents of the position are required to comply with the DoD Cyber IT/CSWF Program requirements of SECNAV M-5239.2, which includes: 1. Earn and maintain appropriate credentials from the Cyber IT/CSWF Certification Matrix described in SECNAV M-5239.2 (described in SECNAV M-5239.2) associated with the specialty area level and commensurate with the scope of major assignments for the position as determined by the Security Assistance Workforce Framework. Perform the primary cyber work role of 62 per the DoD Cyber Workforce Framework. Qualifications: AFSC 500X4 - Must possess at least a secret clearance with a favorable TS investigation.

23-6073 Technology Solution Specialist

23-6073, Length 1 Year: Incumbent serves as a Technology Support Specialist utilizing a basic knowledge of information systems to provide IT troubleshooting and excellent customer support. Primary duties would focus on working tickets on the help desk by resolving tickets through basic troubleshooting and escalating tickets to the appropriate support group. This position works directly with customers via phone, chat, or on the walk-up service desk. The position will involve both software and hardware support for a wide range of end user devices including: desktops, laptops, tablets, printers, scanners, and mobile devices. The position may be involved with project teams that focus on implementing new technology or technology refresh. Qualifications: Secret Clearance required. + Certification Security+ Certification

23-6076 Security Guard

23-6076, Length 1 Year: Will perform fixed post security operations located within the interior of MOTCO installations or at perimeter gates. Controls access to sensitive/restricted areas where there is potential for breach of security, public safety or public health. Check and validate credentials for authorized entry into the installation. Provide security over-watch at control points to ensure safety/security of all MOTCO customers and employees. Perform inspections on outgoing personnel and their packages and vehicles at various gates and checkpoints to detect and/or detain those who appear to attempt to steal government property. Provides specialized pedestrian and traffic control services in connection with ceremonies, parades, emergency situations, and similar events to include directing traffic. Provide effective communications and superior customer service to all personnel within the installation. Be responsible for utilizing a variety of technology based systems and must have sufficient working knowledge of Microsoft Office applications. Qualifications: SECRET level security clearance required.

23-6080 Implementation Specialist

23-6080, Length 2 Years: This position provides essential functions in the planning, management, and implementation of diverse telecommunications network initiatives. These initiatives include extension of transmission network support to DOD customers transitioning service from specific leases or redundant data networks to the Defense Information Systems Network (DISN). This specialist will work with integrated project teams executing DISN projects, and will create and review project planning documents, assist in acquisition, and direct vendor execution. May be involved in network engineering efforts to create and correct documentation necessary to complete new projects. Works with telecommunications service requirements. Must be able to work as a member or manage a team of subject matter experts, including contractors, government civilians, and military to complete various telecommunications projects. Uses the full set of Microsoft Office tools to include SharePoint, Teams, Word, Excel, Powerpoint, Project MS and Visio. Experience is resolving complex problems. Exhibit excellent written and verbal communication and briefing skills. QUALIFICATIONS: Project Management Professional (PMP) or equivalent certification desired but not required. Mastery of project management processes sufficient to make decisions or recommendations significantly changing, interpreting, or developing important policies or standardized procedures.

23-6087 Embedded Behavioral Health Officer

23-6087, Length 420 days: Office of the Program Manager - Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. Plans, directs and administers programs and services relating to mental health and social well being in support of OPM-SANG's Security Assistance mission. Eduscates, and directs unique development on mental and physical health. Secondary mission to advise the Ministry of National Guard (MNG) on the development of their Directorate of Health psychological program. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and quality for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. *To be considered please add the following: ARB/ORR/MRR Military Bio Last 3 DEUR/DEUCRS SSC DA Form 1059 DA Form 705 DA Form 5500/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NS323 DA Form 3506 Security Clearance Verification Memo.

23-6094 Petroleum Lab Technician

23-6094, Length 1 Year: Performs the primary cyber work role of 62 per the DoD Cyber Workforce Framework. Performs the primary cyber work role of 62 per the DoD Cyber Workforce Framework. Qualifications: AFSC 500X4 - Must possess at least a secret clearance with a favorable TS investigation.

23-6095 Senior Petroleum Lab Technician

23-6095, Length 1 Year: Serves as the assistant to the Senior Petroleum Laboratory Technician in the Quality Division, responsible for the execution of documented Defense Logistics Agency Energy Europe & Africa Petroleum Laboratory operating procedures. Responsible for the execution of documented Department of the Army (DA) technical guidance and training to enlisted personnel. While documented DA or DA policy does not exist, proposes appropriate plan of action and documents the agreed upon action. Performs a wide range of tests on petroleum products, including tests on petroleum products, including tests incorporated in the comprehensive A level test series for aviation fuel and ground fuel samples. Provides accurate petroleum test report, identifies sources of contamination and degree of product deterioration and makes initial identification of unknown petroleum products. Enhances the safety & security of Government operations. Develops the skills of living NCOs and civilians by means of structured progressive training opportunities. Take the lead in contacting Military Service customers. Actively participates in biannual testing of inter-laboratory correlations samples. Qualifications: Mandatory: Completed 52L MOS Training Desired: ASTM Aviation Fuels Spec's & Test Methods training, J20 Petroleum In-Plant Quality Assurance training Experience Strongly Recommended: Minimum three years experience in bulk petroleum handling, storage, distribution and quality evaluation with emphasis in chemistry/laboratory operations.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dtas.india@polo.vh.mils.mil
Website: https://www.dtas.mil/ptf
23-6108  
Correspondence Branch NCOC  
23-6108, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for all intergovernmental official correspondence between the United States Government (USG) and the Ministry of National Guard (MNG). This position is responsible for the OPM-SANG Correspondence Branch which coordinates with MNG’s Developmental Programs and other stakeholders in the Saudi Arabian National Guard to generate new requirements for Foreign Military Sales (FMS) cases to build MNG’s capability to enhance regional security. The Transformation Branch sees الوطنية السعودية اليوم في الثاني من أكتوبر لقيادة النجاح من خلال الدور الذي يلعبه.”

23-6109  
Deputy for Transformation, Force Manager  
23-6109, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for capability gap analysis and capability development within the Ministry of National Guard (MNG). The Transformation Branch habitually partners with MNG’s Developmental Programs and other stakeholders in the Saudi Arabian National Guard to generate new requirements for Foreign Military Sales (FMS) cases to build MNG’s capability to enhance regional security. The Transformation Branch seeks to integrate effective FMS, US Army Security Assistance efforts and OPM-SANG into Saudi Arabia’s Vision 2030 and MNG’s 10-year transformation plan. This position is responsible for supervising one Department of Army Civilian (DAC). Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA.

23-6110  
Effects Division Chief, SAMS Planner  
23-6110, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for the planning, synchronization and assessment of the effects of security assistance and security cooperation Lines of Effort (LOE) with a regional partner. Responsible for developing and updating the OPM-SANG Campaign Plan and monitoring Measures of Performance (MoP) and Measures of Effectiveness (MoE). This position supervises the integration of the acquisition of material and services with security cooperation missions, partnerships and systems. The position is responsible for capability development within the Ministry of National Guard (MNG). This position provides leadership for three subordinate branches which includes the Transformation Branch, Fusion Branch and nine Department of Army Civilians (DACs). Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA.

23-6113  
Deputy Program Manager/Liaison Officer  
23-6113, Length 1 Year. Highly motivated and articulate leader and problem solver required. Serves in a highly visible position in the Strategic Business Division as Deputy Program Manager in either Strategic Development Branch or Strategic Integration Branch, Logistics Operations, Headquarters Defense Logistics Agency. • Leader will be providing acquisition and logistics subject matter expertise to multiple flag/general officers in support of a $37B Joint Combat Support Operation Report arriving directly to OSD. • Leader will liaise and develop innovative sustainment solutions (i.e., supplies, warehousing, disposition, transportation, and distribution) for the F-35 and other Major Weapon System programs so that they can leverage DLA’s existing supply chain infrastructure to increase readiness and reduce costs. • Leader’s tasking includes business development with industry providers of weapon system in order to support public private partnerships. These partnerships are expected to drive improvements to meet OSD guidance to increase readiness while reducing costs. • Leader will help coordinate and execute plans, procedures, and policies for operations support to ensure that end-of-life supply of Military GPS User Equipment (MGUE) Increment 1 Lifetime Buy for Application Specific Integrated Circuits (ASIC) will be ready for integration into M-code GPS-compliant receivers that support DoD weapon systems. • Leader will collaborate with OSD Positioning, Navigation and Timing oversight council, policy offices, labs, and program offices to align legacy chip manufacturing windows and deliver with program integration timelines. 
Qualifications: 
• Professional Security Clearance Level: Mandatory (Level II PM and/or Contracting. (i.e., Service Command, Program Office (SPO) on Major Weapon Systems; Prior Staff Experience (MAUCOM), Joint Staff and/or Air Staff) Required: Prior Logistics Experience (i.e., SPO tour at an Air Logistics Complex); Data Science/Analysis, Operations Research; DAWA training in Life Cycle Logistics; MBA or Systems Management experience; JPME Level I + Security Clearance Required: Secret clearance

23-6120  
Human Resource Assistant (Military)  
23-6120, Length 1 Year. Provide guidance and coordinate all actions falling within the military area of responsibility. Authoritative source on DEERS benefit eligibility requirements. Depot Identification and Registration verifying official. Provides technical and regulatory guidance to other directorate employees, managers, supervisors, and depot employees concerning processing of military personnel actions, travel including (PISPS, TDY and PCS. Coordinates all automated requirements for the Military Personnel Division with local and Carlisle Barracks, Military Personnel and Finance Offices. Prepares and monitors the officer and enlisted rating schemes. Conducts or assists in periodic audits of personnel records as required by intra-service Support agreements. Performs other duties as assigned. Qualifications: 
MOS 434A and Secret Clearance required.

23-6150  
Light Armored Vehicle Maintenance Advisor  
23-6150, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to the maintenance, servicing, upgrading, refurbishment and force generation for their Light Armored Vehicle (LAV) units. This position habitually partners with MNG’s Directorate of Logistics and Maintenance and their General Maintenance Support Unit (GMSU). This position supports the readiness of five Light Armored Vehicle (LAV) brigades and standards and practices at several -20, -30 and -40 level maintenance facilities. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please provide the following:** ABR/ORB IMR Military Bio Last 3 OEC/NCOE/SRC DA Form 1059 DA Form 705 DA Form 5050/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NGB23 DA Form 1506 Security Clearance Verification Memo

23-6151  
Armament Maintenance Advisor  
23-6151, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to the maintenance, servicing and upgrading of all small arms, medium caliber weapons and mortars. This position habitually partners with MNG’s Directorate of Logistics and Maintenance. This position supports the readiness of five Light Armored Vehicle brigades, several light infantry brigade equivalents and standards and practices at several -20, -30 and -40 level maintenance facilities. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please provide the following:** ABR/ORB IMR Military Bio Last 3 OEC/NCOE/SRC DA Form 1059 DA Form 705 DA Form 5050/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NGB23 DA Form 1506 Security Clearance Verification Memo

23-6152  
Wheeled Vehicle Maintenance Advisor  
23-6152, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to the maintenance, servicing, upgrading, refurbishment and force generation for their maneuver and support units. This position habitually partners with MNG’s Directorate of Logistics and Maintenance and their General Maintenance Support Unit (GMSU). This position supports the readiness of five Light Armored Vehicle (LAV) brigades, a variety of light infantry brigade equivalents and standards and practices at several -20, -30 and -40 level maintenance facilities. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please provide the following:** ABR/ORB IMR Military Bio Last 3 OEC/NCOE/SRC DA Form 1059 DA Form 705 DA Form 5050/5501 (if required) DD Form 3349 (if applicable) DA Form 5016 or NGB23 DA Form 1506 Security Clearance Verification Memo

23-6153  
Vehicle Maintenance Advisor  
23-6153, Length 420 days. Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to maintenance procedures, repair parts ordering and automated logistics systems in support of maneuver brigades. This position habitually partners with MNG’s Directorate of Logistics and Maintenance and the Your website's text has been redacted for clarity. Visit the full text website here: https://www.dfas.mil/pfi

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in. 
Email: dfas.indianapolis.in.mil.pft@gmail.com
Website: https://www.dfas.mil/pft
23-6154  
**Supply Management Advisor**

Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to supply chain management, supply area organization, commodity ordering and force generation in support of other programs. This position handles all aspects of logistics and transportation. Supports the readiness of five Light Armored Vehicle (LAV) brigades, a variety of light infantry brigade equivalents and standards and practices at several logistics facilities and warehouses. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential work devices. Saudi Arabia is currently recognized as a combat zone and qualified for combat zone tax exclusion, hostile fire, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. 

**Qualifications:** Must be able to maintain qualification and arm with M-9, M-4, and Shotgun. 

**Click HERE to apply**

23-6155  
**Automated Logistics Advisor**

Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. This position is responsible for advising the Ministry of National Guard (MNG) on matters relating to supply chain management, supply area organization, commodity ordering and force generation in support of other programs. This position handles all aspects of logistics and transportation. Supports the readiness of five Light Armored Vehicle (LAV) brigades, a variety of light infantry brigade equivalents and standards and practices at several logistics facilities and warehouses. Members of OPM-SANG are provided a vehicle, fuel card, cell phone and residential work devices. Saudi Arabia is currently recognized as a combat zone and qualified for combat zone tax exclusion, hostile fire, imminent danger pay and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. 

**Qualifications:** Must be able to maintain qualification and arm with M-9, M-4, and Shotgun. 

**Click HERE to apply**

23-6158  
**USAF Security Forces CGO OR SNCO**

Develops and implements the USAF Antiterrorism, Physical Security, and Emergency Management Programs, to include oversight and compliance of all USAF security components with guidelines and procedures. Provides management of physical security reviews, antiterrorism vulnerability assessments of USAF Energy activities, oversight of physical security/site improvement projects, and coordination with appropriate Federal and DoD Agencies, and Military Services. Advises the USAF Energy on issues relating to physical security, antiterrorism, and emergency management effects on Agency operations, new security technology designed to defeat criminals and terrorists, and identification and protection of critical assets. Prepares updates and briefings for senior-level executives regarding the USAF Security Program. 40% During crisis periods assists in clearing personnel for access to information classified up to and including SECRET, based upon modified investigative criteria. Conducts surveys, inspections and inventories to ensure compliance with security directives. Monitors, reviews or conducts inquiries of violations/compromises. Directs investigation and reports compromise of classified information. Prepares instructional material, plans, organizes, conducts training to acquaint/instruct personnel on security matters. Prepares and presents foreign travel briefs and administrates the system for the USAF Security Program (USAF) CONUS personnel. 

**Qualifications:** Requires knowledge of USAF security standards and practices, experience with USAF security programs, and experience in managing and supervising resources for USAF security programs. 

**Click HERE to apply**

23-6159  
**Judge Advocate**

Serves as an attorney advisor for advising and reviewing investigations (i.e., FPIPs and AR 15-6 investigations), contract and fiscal law actions, ethics and standards of conduct inquiries, legal reviews of administrative actions and policies, FOIA and Privacy Act matters, and government information law opinions. Provides direct supervision and training for one paralegal. Assists Chief Counsel with advising and reviewing disciplinary actions and EO matters, as well as employment law litigation before the Equal Employment Opportunity Commission and EEOC. 

**Qualifications:** Requires a law degree, with at least 3 years of legal experience in administrative law prior to VA. 

**Click HERE to apply**

23-6160  
**Paralegal Specialist**

Under general supervision and review of the Counselor guidance, develops recommendations on legal matters involved in the Department programs and missions. Performs legal research and clerical work on a variety of complex and difficult legal problems in providing direct and indirect legal services to the Department, including both matters and technical areas. 

**Qualifications:** Requires a paralegal certificate. 

**Click HERE to apply**

23-6161  
**Military Security Force**

Serves in support of the Combat Forces Command (CFSC) Security Division. Required to qualify as a member of the National Air Security Forces (NASFC) auxiliary security force (ASF). Performs guard duties, vehicle inspections, and public affairs, as directed. 

**Qualifications:** Requires a minimum of 2 years of experience in a leadership role. 

**Click HERE to apply**

23-6179  
**Senior Technical Advisor Team Member**

Serves in support of the Combat Forces Command (CFSC) Security Division. Required to qualify as a member of the National Air Security Forces (NASFC) auxiliary security force (ASF). Performs guard duties, vehicle inspections, and public affairs, as directed. 

**Qualifications:** Requires a minimum of 2 years of experience in a leadership role. 

**Click HERE to apply**

23-6187  
**IT Accessibility/508 Compliance NCO**

The knowledge management IT/business analyst will support the 508 program as the program liaison between the core 508 team, business units, user communities, and IT/digital groups. Through collaboration with all program stakeholders, the IT/business analyst will ensure that the needs of the organization are met, that users are provided with the appropriate level of technology support, that existing IT capabilities are used effectively, and that new IT capabilities are evaluated and implemented in line with business and user needs. Develops, implements, and organizes the technology infrastructure strategy in collaboration with the core team as informed by the goals and objectives of the 508 program. Supports knowledge-related technology needs of 508 program leadership, teams, business-unit leaders, individual networks, and other stakeholders as needed. 

**Qualifications:** Requires knowledge of IT accessibility standards and practices, as well as experience in supporting technology needs of 508 program leadership, teams, business-unit leaders, individual networks, and other stakeholders as needed. 

**Click HERE to apply**

23-6188  
**Shipping Specialist**

Knowledge and access to CMS with supervised ability to input information and process air couriers vehicles for shipments. 

**Click HERE to apply**
23-6193 Occupational Health Nurse

23-6193, Length 5 years: Serves as the Lead Occupational Health Nurse (OHN) for civilian and military personnel assigned to a District or Center. This position provides oversight and implementation of a comprehensive Occupational Health Program which promotes the health, efficiency and well-being of civilian and military personnel assigned to the area of responsibility, and to any outside federal agencies served by the organization. The role of the U.S. Army Corps of Engineers (USACE) Occupational Health Nurse is to deliver services and guidance to ensure safety of civilian and military personnel. The primary duties of this position are to:

1. Deliver services and guidance to ensure safety of civilian and military personnel.
2. Ensure compliance with the Occupational Safety and Health Act (OSHA) and other federal and state regulations.
3. Coordinate and implement programs for the prevention of occupational and environmental hazards.
4. Provide education and training on occupational health and safety issues.
5. Conduct investigations into workplace incidents and provide recommendations for improvements.
6. Maintain accurate records and reports of all activities.
7. Prepare and submit reports to higher headquarters.

Qualifications:

- Bachelor's degree in public health, health management, or a related field.
- Minimum of 3 years of experience in occupational health and safety.
- Knowledge of OSHA standards and regulations.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6203 Electronics Mechanic

23-6203, Length 180 days: Supports the 23-6203, Electronics Mechanic. The primary duties of this position are to:

1. Perform preventive maintenance and repair of electronic equipment.
2. Conduct electrical and electronic troubleshooting.
3. Prepare and review technical documentation.
4. Conduct safety inspections and ensure compliance with regulations.

Qualifications:

- 2 years of experience in electronics maintenance.
- Basic knowledge of electronics theory.
- Good communication and interpersonal skills.

Click HERE to apply

23-6208 Construction Control Representative

23-6208, Length 730 days: USAE Construction Control Representative for the Memphis District. The primary duties of this position are to:

1. Supervise and coordinate construction activities.
2. Ensure compliance with construction specifications and regulations.
3. Coordinate with contractors and subcontractors.
4. Monitor progress and ensure timely completion of projects.

Qualifications:

- Bachelor's degree in construction management or a related field.
- Minimum of 5 years of experience in construction management.
- Knowledge of construction specifications and regulations.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6210 Pumping Plant Operations and Maintenance Supervisor

23-6210, Length 720 days: USAE Pumping Plant Operations and Maintenance Supervisor for the Memphis District. The primary duties of this position are to:

1. Supervise the operation of pumping plants.
2.Ensure compliance with safety regulations.
3. Coordinate with contractors and subcontractors.

Qualifications:

- Bachelor's degree in civil engineering or a related field.
- Minimum of 5 years of experience in pumping plant operations.
- Knowledge of safety regulations.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6213 Senior Watch Officer

23-6213, Length 165 days: Sr Watch Officer (O1-O4 all services intel billet) fills a critical role as half of a two-person intel watch team that fulfills a USTRANSCOM J2 "no fail mission" providing Global Indications and Warning (GINA) for USTRANSCOM Missions, assets, and personnel. - 5 week training pipeline - 24/7 watch operations - USTRANSCOM J2 "no fail mission" providing Global Indications and Warning. 

Qualifications:

- Bachelor's degree in computer science or a related field.
- Minimum of 5 years of experience in intelligence operations.
- Knowledge of global indications and warning systems.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6224 Military Police

23-6224, Length 1 year: Military Police Officer for the Directorate of Emergency Services (DES) as an Army depot service. The primary duties of this position are to:

1. Ensure the safety and security of the depot.
2. Conduct investigations into security incidents.
3. Provide security support for depot operations.

Qualifications:

- Bachelor's degree in criminal justice or a related field.
- Minimum of 5 years of experience in military police.
- Knowledge of security regulations and procedures.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6230 Administrative Specialist

23-6230, Length 168 days: The Administrative Specialist is responsible for providing support to the Director of Emergency Services (DES) in matters related to emergency management and continuity of operations. This position requires a high degree of organizational skills and ability to handle multiple tasks simultaneously.

Qualifications:

- Bachelor's degree in business administration or a related field.
- Minimum of 5 years of experience in administrative support.
- Knowledge of emergency management and continuity of operations.
- Excellent communication and interpersonal skills.

Click HERE to apply

23-6231 FAIR Lead

23-6231, Length 1 year: 1) Ensure readiness of NSWCPCD for audit to include required documentation and implementation of corrective action plans throughout the entire organization. 2) Coordinate and approve responses to financial audit and inspection action items from outside organizations. 3) Manage Comptroller instructions and policies to ensure accurate and timely updates to procedures and documentation.

Qualifications:

- Bachelor's degree in accounting or a related field.
- Minimum of 5 years of experience in financial management.
- Knowledge of financial audit and inspection procedures.
- Excellent communication and interpersonal skills.

Click HERE to apply

If you are interested in a position, click on the position in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pfi

For Available Tours
Job Descriptions

Cloud DevOps Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- Will participate in on-call rotations to provide support outside of normal business hours. This is a critical role in supporting the Agency's mission and ensuring the smooth operation of its systems and services. Candidates with experience in incident response, strong communication skills, and a willingness to work in a fast-paced environment, are encouraged to apply.

- Will be tasked with ensuring that all projects are identified and correctly entered into our integrated project management information system, and that all Project Managers (PMs) use the correct enterprise project architecture/WBS templates to define project scope, sub-products, activities, and milestone events. Incumbents will be tasked with establishing and following policies and procedures for PMs and other PDM members to build and maintain project schedules. You will be tasked with making changes directed by the PM to project schedules, running routine reports and performing financial processes to ensure the project has sufficient funding. You will be asked to report on, build and update project schedules. And you will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Cloud Solutions Architect **WILL TRAIN / TELEWORK AUTHORIZED**

- Responsibilities include managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS).

- Will be tasked with ensuring that all projects are identified and correctly entered into our integrated project management information system, and that all Project Managers (PMs) use the correct enterprise project architecture/WBS templates to define project scope, sub-products, activities, and milestone events. Incumbents will be tasked with establishing and following policies and procedures for PMs and other PDM members to build and maintain project schedules. You will be tasked with making changes directed by the PM to project schedules, running routine reports and performing financial processes to ensure the project has sufficient funding. You will be asked to report on, build and update project schedules. And you will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Cloud Operations Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- The Cloud Solutions Architect is responsible for designing and deploying Amazon Web Services (AWS) based applications and infrastructure to create an infrastructure as code environment using cloud formation templates and other similar technologies. To excel in this role, incumbents must have a deep understanding of the AWS environment and be able to automate and optimize efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams.

- Will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Civilian experience will be considered for position eligibility DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, NSSP, CASP+ CE, CCNP Security, CISA, CISSP (or Associate), GCED, GCN, CCSP) has context menu.

Cloud DevOps Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- The Cloud Operations Engineer will play a critical role in managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS).

- Responsibilities include managing the DevOps pipeline tools, such as Jira, Confluence, GitLab, and Artifactory, to ensure smooth and efficient delivery of code to the cloud. Incumbents will work closely with development and infrastructure teams to create an infrastructure as code environment using cloud formation templates and other similar technologies. To excel in this role, incumbents must have a deep understanding of the AWS environment and be able to automate and optimize efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams. Qualifications: Will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Civilian experience will be considered for position eligibility DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+, GICSP, GSEC, Security+ CE, CND, NSSP, CASP+ CE, CCNP Security, CISA, CISSP (or Associate), GCED, GCN, CCSP) has context menu.

Cloud DevOps Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- The Cloud DevOps Engineer will play a critical role in managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS).

- Responsibilities include managing the DevOps pipeline tools, such as Jira, Confluence, GitLab, and Artifactory, to ensure smooth and efficient delivery of code to the cloud. Incumbents will work closely with development and infrastructure teams to create an infrastructure as code environment using cloud formation templates and other similar technologies. To excel in this role, incumbents must have a deep understanding of the AWS environment and be able to automate and optimize efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams. Qualifications: Will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Cloud DevOps Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- The Cloud DevOps Engineer will play a critical role in managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS).

- Responsibilities include managing the DevOps pipeline tools, such as Jira, Confluence, GitLab, and Artifactory, to ensure smooth and efficient delivery of code to the cloud. Incumbents will work closely with development and infrastructure teams to create an infrastructure as code environment using cloud formation templates and other similar technologies. To excel in this role, incumbents must have a deep understanding of the AWS environment and be able to automate and optimize efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams. Qualifications: Will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.

Cloud Operations Engineer **WILL TRAIN / TELEWORK AUTHORIZED**

- The Cloud DevOps Engineer will play a critical role in managing the continuous integration, delivery, and deployment of applications and infrastructure on Amazon Web Services (AWS).

- Responsibilities include managing the DevOps pipeline tools, such as Jira, Confluence, GitLab, and Artifactory, to ensure smooth and efficient delivery of code to the cloud. Incumbents will work closely with development and infrastructure teams to create an infrastructure as code environment using cloud formation templates and other similar technologies. To excel in this role, incumbents must have a deep understanding of the AWS environment and be able to automate and optimize efficiency. Incumbents should be adept at troubleshooting and problem-solving and possess excellent communication skills to collaborate with cross-functional teams. Qualifications: Will be expected to coordinate schedule updates and inform the team of upcoming milestones. Applicants must possess a PMP and college degree, desired certifications include: ScrumMaster, EIT, PE, CAPM, FMP/CFM, Lean Six Sigma Green/Black Belt. USACE experience a plus.
23-6252 Linux Cloud Administrator **WILL TRAIN / TELEWORK AUTHORIZED**

23-6252, Length 1 Year: The Linux Cloud Administrator will play a key role in managing and maintaining Linux servers and related infrastructure in the Amazon Web Services (AWS) Cloud environment. Incumbents will be responsible for monitoring system performance, ensuring high availability of services and applications, and implementing and maintaining STIGs and best practices to safeguard data and systems. Incumbents will design and implement plans, troubleshoot problems and disaster recovery plans, and work with other teams to ensure seamless integration and communication with other systems and services. Additionally, incumbents will automate repetitive tasks using scripting and configuration management tools to increase efficiency and scalability. To excel in this role, incumbents must have a solid understanding of Linux operating systems, cloud computing, and related technologies. Incumbents should have experience working with AWS and be able to effectively manage and monitor them to ensure optimal performance and availability. Strong problem-solving skills and the ability to work independently are essential. Qualifications: Experience will be considered for team eligibility DoD 8570/8140 Certifications required: at least IAT level I+ (CCNA-Security, CySA**, GCISC, GSEC, Security+ CE, CND, SSCP, CASP+, CE, CCNP Security, CISA, CISSP (or Associate), GEDC, GCHE, CCSP) has context menu. 

Click HERE to apply

23-6254 Security Incident Manager **WILL TRAIN / TELEWORK AUTHORIZED**

23-6254, Length 1 Year: The Security Incident Manager’s primary responsibility will be to ensure the security of our systems and data by monitoring and managing security incidents. The incumbent will work closely with other teams to coordinate incident response and conduct incident investigations. In this position, the incumbent will work closely with the SOC and SIEM engineering teams to implement security measures and ensure our security systems are functioning effectively. Attention to detail, problem-solving skills, and the ability to work in a fast-paced environment will be critical to success in this role. Candidates with experience in incident response, a strong understanding of security best practices, and a commitment to continuous improvement, are encouraged to apply. This is an opportunity to play a critical role in protecting our organization and ensuring the security of our systems and data. Qualifications: Relevant experience will be considered for position eligibility. DoD 8570/8140 Certifications required: at least IAT level I+ (CCNA-Security, CySA**, GCISC, GSEC, Security+ CE, CND, SSCP, CASP+, CE, CCNP Security, CISA, CISSP (or Associate), GEDC, GCHE, CCSP) has context menu. 

Click HERE to apply

23-6255 System Support Analyst**WILL TRAIN / TELEWORK AUTHORIZED**

23-6255, Length 1 Year: The System Support Analyst in the Network Operations Center (NOC), will play a critical role in ensuring the smooth operation of our systems and services. The incumbent will monitor system alerts and dashboards, triage incoming support tickets, and use your knowledge of our systems to route issues and problems to the correct team. The incumbent will also monitor trend tickets to identify late-breaking incidents and problems, and assist the Senior Duty Officer with reporting and information gathering. In addition, the incumbent will continuously improve the system support process to increase user satisfaction and internal efficiency. Candidates with experience in system support, a strong attention to detail, and a willingness to work in a fast-paced environment, are encouraged to apply. This is an opportunity to make a significant impact on our organization and help us deliver high-quality services to our users. Qualifications: Relevant experience will be considered for position eligibility. DoD 8570/8140 Certifications required: at least IAT level I+ (CCNA-Security, CySA**, GCISC, GSEC, Security+ CE, CND, SSCP, CASP+, CE, CCNP Security, CISA, CISSP (or Associate), GEDC, GCHE, CCSP) has context menu. 

Click HERE to apply

23-6259 Special Security Representative (SSR)

23-6259, Length 1 Year: SSRs are responsible for the day-to-day management and implementation of the Sensitive Compartmented Information (SCI) security program for all NSWC HQD SCI facilities. Maintain applicable SCI directives, regulations, manuals, and guidelines to adequately discharge SSR duties and responsibilities. Proprietary work on SCI programs requires access and shall be granted only to authorized SCI personnel. Effective management of SCI personnel, including the assignment and removal of SCI access. Management of SCI records. Knowledge of policy writing, Intelligence Oversight and Operations Security highly desired, but not required. Qualifications: Knowledge of policy writing, Intelligence Oversight and Operations Security highly desired, but not required. 

Click HERE to apply

23-6261 INFOSEC System Administrator

23-6261, Length 1 Year: System administration duties on various platforms that consist of daily operations, to include, but not limited to: Responsible for SCI secure spaces Information Technology, data calls, fiber connectivity, maintenance of hardware, and new SCI builds. Drafts record management reports for review and approval by SIG and SSD. Manages personnel for IWACS systems to ensure access controls and removals are timely and accurate. Submits to ONI Information Technology Review Board software requests approved for IWACS and Configuration Management Requests. Will ensure SCI spaces are IT and Security compliant throughout the construction, usage and end of life. Responsible for IT inventory that includes managing repairs and technical refresh and/or replacement of temporary or permanent equipment. Serves as liaison to ONI and CNOD 10 as needed for all system implementations. -Keeps apprised of current and emerging IT policies as well as the Risk Management Framework (RMF) requirements. -Support SCI VTC by ensuring meetings are scheduled and conducted, and software is operational. -Support SIPPNET VTCs, this includes requesting bridges if needed, support users getting connected to various VTCs while using NMCI SIPPNET assets. -All helpdesk related support on standalone assets. -Controlled Access Programs (CAPs) and Special Access Programs (SAPs) such as software and hardware installs and troubleshooting operating systems. -User support on NMCI (Enterprise Network) systems with MS Teams, data backups, and day to day operations. -Significant, complex or critical access is approved for the Enterprise Network by the Cyber Workforce position in the DoD Cyber Workforce Framework (CWF) as required. -System Administrator proficiency level Intermediate and, as a condition of employment, the incumbent of the position is required to maintain qualifications in accordance with DoD Cyber Workforce Program requirements of SECEA M-529.2.3 Must obtain and maintain SCI level clearance. Must be able to kneel, bend, and maneuver under desks, climb ladder and pull wires. 

Click HERE to apply

23-6262 Multi Media Illustrator

23-6262, Length 1 Year: The 2SM Multimedia Illustrator PFI to aid in the production of graphic artworks and products to use in CACD Strategic Communications, publications, interactive computer-generated visual display products and visual productions. This 2SM will provide support to the CACD Graphic Illustrator and SharePoint Team Lead as they build an interactive spider diagram type product that shows the interconnectivity of stakeholders and mission from CACD Artisan to Big Army. Qualifications: MOSQ 2SM, Relevant experience will be considered for position eligibility. 

Click HERE to apply

23-6265 Network Infrastructure Engineer

23-6265, Length 1 Year: Serves as the Current Operations and Network Infrastructure Engineer Officer for the DISA Central Field Command - maintains situational awareness over all DISA enterprise capabilities and services within the USCENTCOM area of responsibility (AOR). Serves as the lead action officer for all critical Command and Control (C2) systems issues; integrates new DISN and enterprise systems and capabilities within the AOR; deploy as a DISA Liaison Officer (LNO) to Component HQs as required and deploy as part of the Combatant Commander’s advanced party during contingencies and exercises. Serves as the Chief Engineer for special projects within the USCENTCOM AOR. Qualifications: Must be FABN qualified. Degree in Computer Science, Telecommunications, or Electrical Engineering is desired. Completion of performance-based evaluation is required. Strategic communications experience and network management is required; tactical communications background is desired. Military ops and C4ISR systems planning, and D&M experience is essential. 

Click HERE to apply

23-6266 Deputy Director CECOM G1

23-6266, Length 1 Year: Provides expert advice and guidance on human resource programs for both military and civilians. Provides human capital and strategic projects and programs requiring extensive analysis and interpretation for many different programs, processes, and methods, such as advice on revisions to existing policies and programs to meet regulatory requirements. The incumbent is committed to designing, developing, and implementing those models and guides that will attract, develop, and retain quality employees and ensure a high-performing workplace. Maintains close liaison with representatives of the Army Materiel Command, and other Federal agencies to obtain or provide information on high priority personnel programs and to ensure consideration of Agency programs, policies, and recommendations. Implements actions necessary to effect management decisions including early retirement authorizations, separation incentive authorizations, reduction-in-force procedures, and recruitment strategies to fill vacant positions. Advice and guidance cover the full spectrum of human resource. 

Click HERE to apply

23-6270 Operations Analyst

23-6270, Length 635 days: The incumbent will be responsible for tracking actions, due dates, and the POCs responsible for them for the Chief of Staff office, Deputy Technical Director, and Business Director offices and provide further guidance/interpretations and answer any questions/concerns by all parties. He/She will support meetings and initiatives by tracking actions, taking minutes, developing briefs/presentations, maintaining website, tracking and providing IT support, drafting correspondence, and tracking actions due. Incumbent will support in the preparation, logistics coordination, planning and follow up on command hosted visits. Incumbent will work closely with CO and TD action officers to ensure actions and communications are tracked, succinct and coordinated in a timely manner. 

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in. 

Email: dtfas.indianapolis.mbx@mil.mil
Website: https://www.dfas.mil/pf/
23-6276 Project Engineer

23-6276, Length 2 Years: Serves as a Project Engineer, with responsibility of assuring that all repair projects are afforded proper priority, that needed information and resources are available, and that commitments are met. Plans and executes repairs and alterations to navigation locks and dams and flood control structures. Due to the age and uniqueness of these structures, problems are encountered which require changes to the existing principles and techniques; these changes necessitate using original and some-times novel engineering and construction applications. The incumbent submits design sketches to the Chief, Maintenance Section or Project Managers for discussion and cursory review. Instructs the field crews in preparation and completion of O&M repair jobs. Makes field inspections to determine condition of equipment, such as: lock gates, valves, tainter gates, bulkheads, cranes, hydraulic cylinders, related equipment. The incumbent notes conditions and obtains data for planning/scheduling future repairs using it to provide guidance and assistance to field supervisors about difficult, unusual, unprecedented or special problems. The incumbent has sole responsibility for preparation and maintenance of current file for each assigned project. File contains the following data: cost estimates, job orders, job hazard analysis, daily logs, requisitions, contracts, planning requests, photographs, pertinent drawings/as-built drawings, completion report, final cost, and other relevant information. Based on technical knowledge, as well as input from various inspections, provides assistance in the preparation of maintenance packages for annual O&M budget submissions. Prepares technical plans and specifications for supply contracts.

Qualifications: Army Engineer Officer - USACE experience a plus Electrical, Mechanical, or Civil Engineer preferred, degree required Skill identifiers W3, W4, W5, or W6 preferred

Website: https://www.dfas.mil/pfi

Click HERE to apply

23-6280 Software Developer

23-6280, Length 1 Year: Highly motivated and articulate leader. Problem solver skills required. Develop software that would support the F-16 and Joint Simulation Environment. Object Oriented software development activities Modeling and Simulation of real-world aircraft, weapon systems, satellites, radios, messages, etc. Software testing using automated test technology Pipeline development and deployment for Continuous Integration/Continuous Deployment Reducing technical debt by refactoring legacy codebases and updating to modern software development practices Agile Software development techniques to include: daily stand-up, sprint planning, development of minimum viable products and continuous improvement. Qualifications: Professional Skill Level: • Mandatory: Computer Science Degree; Computer Engineering Degree; Electrical Engineering Degree; other engineering degree with focus/experience in programming language • Security Clearance Required: Secret

Website: https://www.dfas.mil/pfi

Click HERE to apply

23-6281 Program Manager

23-6281, Length 1 Year: Program Manager Highly motivated and articulate leader. Problem solver skills required. Work with squadron Project Directors to managed various projects within SWEG. Develop and administer project specific requirements. The individual manages tasks with engineering, program control, and configuration management. They will manage program progress to ensure availability of operable and supportable subsystems. They must know program management procedures pertinent to software development and production. Become familiar with Agile software development and assist in Agile development rituals such as sprint planning, backlog grooming, and program increment planning. Learn Scrum Master Role within Agile software development framework Develop cost estimates, create reports and metrics to measure spend plans and burn rates Develop program schedules, manage critical path. Become familiar with Art of the Possible and implement goals and metrics for Art of the Possible activity Create presentations and status reports for program management reviews Highly motivated and articulate leader. Problem solver skills required. Work with squadron Project Directors to managed various projects within SWEG. Develop and administer project specific requirements. The individual manages tasks with engineering, program control, and configuration management. They will manage program progress to ensure availability of operable and supportable subsystems. They must know program management procedures pertinent to software development and production. Become familiar with Agile software development and assist in Agile development rituals such as sprint planning, backlog grooming, and program increment planning. Learn Scrum Master Role within Agile software development framework Develop cost estimates, create reports and metrics to measure spend plans and burn rates Develop program schedules, manage critical path. Become familiar with Art of the Possible and implement goals and metrics for Art of the Possible activity Create presentations and status reports for program management reviews.

Qualifications: Professional Skill Level: • Mandatory: Level II certification is PM • Desired: Data Science/Analysis, Operations Research; MBA or Systems Management experience; JPME Level I; Project Management Professional (PMP) certification • Security Clearance Required: Secret

Website: https://www.dfas.mil/pfi

Click HERE to apply

23-6282 DAR/DARQ Financial Analyst

23-6282, Length 1 Year: 1) Perform required review of financial records with dormant balances and collaborate with responsible program analyst, accounting, budget, and 107 personnel verbally and/or in writing as needed to release residual balances. 2) Execute required transactions within the financial system clear residual dormant balances. 3) Conduct written and/or verbal communications with applicable points of contact (POC) to determine current status of unexpended funding on purchase orders (PO) and unvisited customer orders (UCFO)/sales orders (SO) and validate priority and non-priority Dormant Account Review Quarterly (DARQ) records within the ADVANA DARQ tool during the review period as a Tester based on status of funding provided by POC. 4) Conduct written and/or verbal communications with applicable points of contact (POC) to determine current status of unexpended funding on POs including UCFOs and SOs for all non-dormancy DARQ records that were not validated within ADVANA during the review period, record status in tracking file for validating of sample in subsequent DARQ review cycle within ADVANA. (5) Initiate DARQ required corrective actions for new DARQ Adjustments and follow-up on outstanding DARQ corrective actions until required action has been completed. 6) Attend DARQ SME and Office hour calls, the ADVANA DARQ working group (WG), and other DARQ-related calls, meetings, and WG sessions. 7) Assemble and maintain DAR and DARQ metrics. Qualifications: Financial Management Series: Accounting background Extensive knowledge and understanding of Fiscal Law as it relates to the time, purpose, and amounts of funding, specifically when funds expire and cancel. Experience reviewing obligation and liquidation within a SAP account to determine if balances have been expended versus when there are unliquidated balances on the purchase orders and sales orders. Experience reviewing budgetary & proprietary ledger balances.

Website: https://www.dfas.mil/pfi

Click HERE to apply

23-6283 Communications Security (COMSEC) Manager

23-6283, Length 1 Year: Serve as an Alternate Communications Security (COMSEC) Account Manager. Manage and maintain proper accountability, handling, storage, packaging, shipment, all incoming/outgoing transfers, signed receipts, hand receipts and administration of COMSEC equipment and materials. The Key Management Infrastructure (KMI) Management Client (MGCC) computer system and the Advanced Key Processor (AKP) which includes generation, issuance, and destruction, of electronic key. Qualifications: must have, or be able to complete, KMI Operating Account Manager (KOMA) Course of Instruction (COI), DINAR A-1C-1340. Top Secret/SCI Security Clearance eligibility required. The position is open to service members who have the minimum background and training necessary to meet the position needs. A DoD, Government certification, formal education, or practical experience in COMSEC account operations. Must have, or be able to complete, KMI Operating Account Manager (KOMA) Course of Instruction (COI), DINAR A-1C-1340. Top Secret/SCI Security Clearance eligibility required. Qualifications: The position is open to service members who have the minimum background and training necessary to meet the position needs. A DoD, Government certification, formal education, or practical experience in COMSEC account operations. Must have, or be able to complete, KMI Operating Account Manager (KOMA) Course of Instruction (COI), DINAR A-1C-1340. Top Secret/SCI Security Clearance eligibility required.

Website: https://www.dfas.mil/pfi

Click HERE to apply

23-6284 Cyber Systems Administrator

23-6284, Length 1 Year: • Cyber/system administrator background and knowledge of the procurement process. Duties would include: Assist the Project ISSO and ISSM with answering Security Control questions. • Work on the Project ISDS and the Project Issuance of the Project ISDS. • Work with the contractor FTEs, the Project ISSO and the Project ISSM to make sure that the system components meets the ATO requirements for the system. • Work with SPC on the SSV Red connection plan for the system. Attend and participate in meetings discussing the current and future ARCHER network plans. • Assist the GJT IT Department. • Be the RO (Responsible Officer) for the projects currently and ongoing and licenses and equipment. • Keep track of project’s Inventory. • Purchasing RTA for the system. These duties include: Research the items that need to be procured, and verify that the equipment meets the project’s needs. • Reach out to the vendors and work with the vendors to acquire quotes. • Submit quotes to GXT procurement folks for purchasing. • Work with the GXT procurement throughout the TIP/SAK submission process. • Track any purchases that are made and work with the Project Analyst and the Task Lead to make sure that there is adequate funding o Track the arrival of purchases and pick up any purchases that the team receives from Shipping and Receiving in Building 3334. • Inventory each of the items the team receives. Qualifications: CompTIA Security + Certification (CEU Version), IT related Bachelor Degree (preferred)

Website: https://www.dfas.mil/pfi

Click HERE to apply

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.ch.mbx@mil.mil
Website: https://www.dfas.mil/pfi
23-6285  
**Cyber Operations**

**23-6285, Length 1 Year**: This position will work with a team of cybersecurity specialist supporting cyber operations for Naval Undersea Warfare Center, Keyport. Cyber Operations involves the monitoring and reporting of compliance across all corporate network enclaves. The Cyber Operations team leverages indicators, Tactics, Techniques, and Procedures (TTPs), security alerts, threat intelligence, and tool configurations to collect, access, and report potential threats. Identified threats generate corrective action plans, for action. Specific tasking includes: - Operation and configuration of compliance monitoring tools - Scanning tools - Endpoint Protection systems - SIEM tools - Data at Rest - Execution of routine compliance checks following approved guidance - Data collection analysis and reporting - Vulnerability reports - IAVA/IAVB compliance - Directed Operational Orders (DOPORDs), Task Orders (TASKORDs), corrective or mitigation tasking to applicable ITD or department IT teams - Tracking remediation to completion and cross walking current and past compliance to avoid resourcing non-compliances - Deepening DoD/DoD policy and aligning compliance strategies - IDS/IPS heuristics and tuning - Executing approved changes to the corporate enclaves Network Address Declaration (NAD) This position has been designated as a Cyber IT/Cyberspace Workforce position in specialty area (411/531) and as a condition of employment incumbents of the position are required to comply with the DON Cyber IT/CSWF Program requirements of SECNAV M-5239.2, which include: 1. Earn and maintain appropriate credentials from the Cyber IT/CSWF Qualification Matrix (described in SECNAV M-5239.2) associated with the specialty area and level commensurate with the scope of major assigned duties for the position to which you are assigned and, 2. Participate in a continuous learning program as described in SECNAVINST 1543.2. A minimum of 40 hours of Cyber IT/CSWF related continuous learning annually documented in a current individual development plan signed by both the employee and supervisor. *This position performs a primary cyber work role of 621 per the DoD Cyber Workforce Framework. Qualifications: Must possess at least a current clearance with a favorable TS investigation.

Click HERE to apply

23-6287  
**Physical Therapist**

**23-6287, Length 420 days**: Office of the Program Manager Saudi Arabian National Guard (OPM-SANG) develops capability in the Saudi Arabian National Guard to initiate, sustain and operate modern military organizations and systems. Plans, directs and administers programs and services relating to physical therapy; these programs promote all aspects of physical fitness and injury prevention in support of OPM-SANG’s Security Assistance mission. Educates, consults and develops policies on physical therapy, injury prevention and health and fitness. Secondary mission is to advise the Ministry of National Guard (MNGG) on the development of their Directorate of Health Affairs clinical physical therapy program. OPM-SANG’s mission is to provide a vehicle, fuel card, cell phone and residential resort living quarters. Saudi Arabia is currently recognized as a combat zone and qualifies for combat zone tax exclusion, hostile fire pay, and COLA. OPM-SANG is the original and premier security assistance organization across the Department of Defense. **To be considered please add the following: ARB/ORB IMR Military Bio Last 3 ORES SCA DF 1059 DA Form DA Form 5016 or NSGC3 DA Form 1506 Security Clearance Verification Memo**

Click HERE to apply

23-6288  
**Contracting Officer/NCO**

**23-6288, Length 2 Years**: Contracting Officer/Specialist to support Civil Work mission across the USACE Seattle District including supplemental projects to include the Infrastructure Supplemental projects and Disaster Relief: Act Mission. Responsible for pre and post award contracting actions below and above the simplified acquisition threshold. Potential to work with FEMA support contracts involving homeland security presidential directive and Homeland Security, FEMA and non-Homeland Security, contract. Incumbent of the position is required to maintain qualifications in accordance with DON Cyber Workforce Program requirements of SECNAV M-5239.2, which include: 1. Earn and maintain appropriate credentials from the Cyber IT/CSWF Qualification Matrix (described in SECNAV M-5239.2) associated with the specialty area and level commensurate with the scope of major assigned duties for the position to which you are assigned and, 2. Participate in a continuous learning program as described in SECNAVINST 1543.2. A minimum of 40 hours of Cyber IT/CSWF related continuous learning annually documented in a current individual development plan signed by both the employee and supervisor. *This position performs a primary cyber work role of 621 per the DoD Cyber Workforce Framework. Qualifications: Must possess at least a current clearance with a favorable TS investigation.

Click HERE to apply

23-6289  
**Project Manager**

**23-6289, Length 2 Years**: Serves as a Project Manager for NWS with responsibility for managing and directing the efficient and effective accomplishment of investigations, planning, scope development, design, and construction of assigned projects in various project areas through a matrix management process. Projects managed are complicated by responsibility for projects in different locations or under the control of different managers; multi-party interest; or compliance with numerous regulatory, procedural and restricted jurisdictions. Identifies, coordinates, integrates and sponsors customer/partner requirements into a comprehensive management plan that is fully coordinated with all contributing agencies and organizations including various functional elements with in Seattle District. Controls and manages assigned project budgets and schedules ensuring that District commitments to the sponsor/customer are met and serves as the point of contact for sponsor/customers and other external agencies for assigned projects. Responsible for the overall management, coordination, schedule, and execution of assigned projects. As the project team leader, implements corporate decisions, guidance laws, regulations, and policy in the development of the project and intermediate products in support of the project. Negotiates and integrates all District functions (i.e., planning, design, cost engineering, construction, real estate, contracting, etc.), sponsor/customer need and other agencies’ commitments in support of assigned project into a comprehensive management plan. Qualifications: Army Engineer Officer - USACE experience a plus Electrical, Mechanical, or Civil Engineer preferred, degree required Skill identifiers W3, W4, W5, or W6 preferred

Click HERE to apply

23-6294  
**Chief, Military Integration & Management**

**23-6294, Length 1 Year**: Establish the Military Integration effort for the Defense Counterintelligence and Security Agency (DCSA) by combining and synchronizing approximately 40 military personnel (currently 10 Active Duty forces and 30 contracted Active) into the a joint force with a combined budget of over $3M that works as a 'single team'. The effort will leverage the resources of the Reserve and National Guard. - Ensure that DCSA sustains Intelligence, Security, Counterintelligence, Training, and Support missions using active and reserve military talent. - Coordinate, prioritize, align, and oversee administration, operations and production support for all Service Members. - Represent DCSA to the Office of the Undersecretary of Defense for Intelligence and Security (OUSD(I&S)), Reserve Component Intelligence Enterprise (RCIE), the Joint Reserve Intelligence Program (JRIP), and all Military Service Reserve Commanders. - Advise Agency leadership on all military matters. - Manage and maintain inter Agency Agreements and adjust where needed, establish Inter Agency Agreements to the Army, Navy, Air Force, and Space Force. - Manage full time civilian and military support staff (current 4) and a Military support budget of $1M. - Conduct preparation work that supports building directly-aligned reserve and active billets that are part of the DCSA structure. - Foster and manage operational and support relationships with outside commands. Qualifications: Open to any military specialty (branch) of the Army Reserve, Air Force Reserve, National Guard. TS SCI clearance. Command time preferred.

Click HERE to apply

23-6303  
**Admin NCO**

**23-6303, Length 1 Year**: Applicants must have no less than 14 years of Active Federal Service and meet military height and weight standards to apply. Applicants must submit the following documents in their application to be considered for the position: Enlisted Record Brief, Official Military Photo, Last three Military Evaluations, Physical Fitness Test, and Military Biography. Secret Clearance Required.

Click HERE to apply

23-6310  
**Telecommunication Project Manager**

**23-6310, Length 3 Years**: Required Skills: *Ability to manage multi-million-dollar IT/Telecommunications projects. *Demonstrated ability & success leading diverse multidisciplinary technical project teams with proven results in meeting cost, schedule, and performance factors on large, complex telecommunication projects. *Demonstrated success in providing customer communication and high-level informational and decision briefing. *Experience and strong background in requirements definition and analysis. *Experience applying quality precepts and managing process improvement. *Documented experience in acquisition of services and products. *Highly skilled in project management, coordination, schedule, and execution of assigned projects. As the project team leader, implements corporate decisions, guidance laws, regulations, and policy in the development of the project and intermediate products in support of the project. Negotiates and integrates all District functions (i.e., planning, design, cost engineering, construction, real estate, contracting, etc.), sponsor/customer need and other agencies’ commitments in support of assigned project into a comprehensive management plan. Qualifications: Army Engineer Officer - USACE experience a plus Electrical, Mechanical, or Civil Engineer preferred, degree required Skill identifiers W3, W4, W5, or W6 preferred

Click HERE to apply

23-6311  
**Visual Information Specialist**

**23-6311, Length 1 Year**: Co-lead/conduct facilities tours. Develop storage systems (electronic and hardcopy) for still photos, videography and graphics products: SpreadSheet NSWCPD facilities signage update with NSWCPD VDI contractor support. Provide logistics support for special events, *virtual* and in-person Coordination video and still photo shoots with NSWCPD VI contractor support, including caption writing, script preparation and protocol support during VIP visits and tours Draft news and feature articles Draft talking points/remarks/speeches for senior leadership QualityStandards: University of Washington (UW) Graduate Program in Visual Information (VISI) QualityStandards: University of Washington (UW) Graduate Program in Visual Information (VISI)

Click HERE to apply

23-6313  
**Cyber Security Analyst /Specialty Penetration Testing**

**23-6313, Length 1 year**: He/She will perform penetration testing against NSWIC HD systems to provide insight to systems security posture. He/She should be familiar with penetration testing, vulnerability management, physical security, and cyber security and risks countermeasures. Penetration testing is authorized by the command ISM and organized to attempt to circumvent or defeat the security features of an information system, network or web application to identify vulnerabilities that an attacker could exploit, allowing unauthorized access to the system, network or application. Penetration testing allows for vulnerability identification and verification, with the purpose to assess the system’s vulnerabilities not found in other assessment methods. He/She will work with both internal/external parties to ensure PENETEST activities will not interfere with operations of the department of the Navy. He/She will interact with Information Technology and Cyber security personnel at NSWC HD to improve the security posture of the organization. He/She will be responsible for documenting authorized PENETEST activities and providing risk reports to the Information Systems Security Manager. Qualifications: This position has been designated as a Cyber Desktop position in the DoD Cyber Workforce Framework (DCWF) role of 513. Cyber Defense Analysis proficiency level intermediate and, as a condition of employment, the incumbent of the position is required to maintain qualifications in accordance with DON Cyber Workforce Program requirements of SECNAV M-5239.2. Must obtain and maintain a secret clearance. CSWF qualifications in link: https://www.cool.osd.mil/usn/cswf/matrix.html#mc=cswf_cda_511

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/pft
Job Descriptions for Available Tours

23-6314
Budget Analyst
23-6314, Length 365 days: The Budget Analyst will perform analytical, technical and administrative support related to MPE budgetary processes. The Budget Analyst will manage and update the cost model using data provided by stakeholders and the MPE team. Incumbent will prepare reports and analyze data as needed in support of monitoring and tracking cost burn down rates. The Budget Analyst will work with the Finance team to track and prepare financial reports for new MPE customers. They will review all customer data and ensure that their efforts are being recorded properly and that their work is in compliance with all federal and state financial regulations. The Budget Analyst will be expected to have experience in budget and financial analysis, requirements gathering, excel and pivot tables, documentation, and stakeholder engagement. Qualifications: Optional but desired - a nationally or federally/DOD recognized certification in Business Analysis (e.g. Professional in Business Analysis (PMBa) or a cert from the International Institute of Business Analysis (IIBA) such as the Certified Business Analysis Professional (CBAP), Agile Analysis Certification (IIBA-ACAg), or Product Ownership Analysis Certification (IIBA-PODA)) in financial analysis and stakeholder management.

23-6315
Business Analyst
23-6315, Length 1 Year: The Business Analyst will ensure that programs and projects are successfully delivered. The Business Analyst will be responsible for gathering and analyzing business requirements, working closely with stakeholders to identify and prioritize needs, and MPE staff. By providing detailed requirements and analysis, they will help to ensure that projects stay on track and that risks are identified and mitigated. The Business Analyst will also ensure that project requirements are completed on time and within budget. The Business Analyst will be expected to have experience in business analyst, requirements gathering, jira and tracking, and project management, and stakeholder engagement. Qualifications: Optional but desired - a nationally or federally/DOD recognized certification in Business Analysis (e.g. Institute of Certified Professional (ICFAP), Certified Financial Analyst (CFA), ICFAP Certified Budget Financial Analyst (CBFA), Project Management Professional (PMP)), or courses under the Cost Estimating Practitioner or Cost Estimating Advanced tracks.

23-6316
Cloud Machine Learning Engineer

23-6317
Cyber Security Engineer
23-6317, Length 1 Year: A Cloud Security Engineer is responsible for implementing and maintaining security measures to protect an organization's data, applications, and infrastructure in the cloud. The incumbent must possess a strong understanding of security principles and work with various AWS security services to ensure the security of the AWS environment. Duties include designing and implementing security measures, conducting security assessments, developing security policies, and monitoring and responding to security incidents. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+ **, GIAC, GSEC, Security+ CE, CND, SSCP, CAPS+ CE, CCNP Security, GSA, CISSP (or Associate), GCED, GIAC, CSSP) has context menu.

23-6318
Cyber Security Auditor
23-6318, Length 1 Year: A Cyber Security Auditor conducts audits and assessments to review privileged accounts, network configurations, compliance documentation, change management processes, and cyber workforce compliance. Incumbent's responsibilities include analyzing security controls, identifying vulnerabilities, providing recommendations for improvement, and ensuring compliance with cybersecurity standards. Cyber Security Auditors also monitor the quality of controls on a periodic basis.

23-6319
Cyber Security Watch Officer
23-6319, Length 1 Year: A Cyber Security Watch Officer protects the National Background Information Services (NBIS) environment from cybersecurity threats. Acting on behalf of the System Owner, the Defense Counterintelligence and Security Agency (DCSA) Cloud Enterprise ISM, and the DCSA Cloud Enterprise Security Operations Center (SOC) lead, you will assist with incident response, track SOC investigations, escalate issues for investigation, review and approve detection and alerting changes, and develop and improve SOPI, TTPs, guidelines, and policies. Incumbents also oversee SOC operations, ensuring effective cybersecurity monitoring and response. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAM level II+ (CAP, CAPS+ CE, CISSP, CISSP (or Associate), GSLC, CISSP, CSSP) has context menu.

23-6320
Project Manager
23-6320, Length 1 Year: Project Manager will help the project teams manage projects and track deliverables. They will support planning meetings, administrative and project activities. The Project Manager will manage and report on risks and update stakeholders and the MPE team on status. They will prepare reports and analyze data. The Project Manager will track and update schedules for new MPE customers. They will review processes and propose alternatives and project strategies. They will work with MPE and customers to create and provide metrics and slide presentations. They will oversee project coordinators responsible for scope, cost and control of multiple projects. The Project Manager will be expected to create spreadsheets and understand schedule and tracking processes. Qualifications: *Required - a nationally or federally/DOD recognized certification in project management (e.g. Project Management Institute (PMI) Project Management Professional (PMP)), PMI Agile Certified Practitioner (ACP), graduate certificate in project management, DAU courses in Project Management.

23-6323
Nellis MILCON/Install Support
23-6323, Length 61 days: Positions will support the installation of telecommunication hardware and infrastructure at assigned locations (Nellis AFB).

23-6325
IT Security Operations
23-6325, Length 1 Year: The individual will perform roles/responsibilities as defined IAW AF1 17-101 and AF1 17-130. Mastery of and skill in applying IT operations related to security of systems, e.g., access control, security audit and accountability, security controls for configuration management, incident response, monitoring and analyzing data, ensuring the scalability, reliability, and security of machine learning solutions. Staying updated with the latest advancements in machine learning is important in this role. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+ **, GIAC, GSEC, Security+ CE, CND, SSCP, CAPS+ CE, CCNP Security, GSA, CISSP (or Associate), GCED, GIAC, CSSP) has context menu.

23-6326
Military Police Officer
23-6326, Length 1 Year: Military Police - Tobyhanna Army Depot, in Northeastern Pennsylvania, seeks military police. Duties include: Will be assigned law enforcement/Security duties to uphold Federal Laws and Regulations, maintain good order and discipline, and support the installation commander's law enforcement and security requirements. Typical duties include foot and motorized patrol and control of pedestrian and vehicle traffic and conductingrandom and coordinated anti-terrorism (PATRO) operations. Qualifications: *Civilian experience will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IAT level II+ (CCNA-Security, CySA+ **, GIAC, GSEC, Security+ CE, CND, SSCP, CAPS+ CE, CCNP Security, GSA, CISSP (or Associate), GCED, GIAC, CSSP) has context menu.

23-6329
Environmental Science/ Bioenvironmental Engineer Officer/Engineering Tech
23-6329, Length 2 Years: Environmental support specialist for the Soo Project Office. Consultant for environmental compliance, implementation, inspection, auditing, monitoring, and reporting responsibilities, including regulatory compliance to Federal, State, and local requirements. Support project safety program specific to environmental compliance and Hazard and Toxic Waste concerns. Participates in the review of plans and specifications for environmental aspects of contracts and provides recommendations. Develops environmental implementation processes, policy and guidance. Develops corrective action plans for non-compliance issues. Qualifications: *Civilian experience a plus. Preferred MOS include 72D.

23-6330
Engineering Technician - Survey
23-6330, Length 2 Years: Performs or reviews all required calculations, reductions, analyses, and processing of hydrographic survey data to complete a variety of cartographic products using CADD, Hydropac, or other 3D data processing software suites. Typical tasks are listed here: dredging volume calculations; disposal area volume capacity calculations; seafloor morphometrics; and before and after dredge completion surveys; statistical shore line analyses; 2D and 3D subsurface model diagrams; and manipulations of digital engineering data, maps, and remote sensing imagery within a Geographic Information System (GIS). Plans and coordinates the activities of the survey field crews engaged in surveying and provide survey and other Geospatial data, in support of design, construction, and operation and maintenance functions in support of navigation locks and dams, disposal facilities, and facility construction. Responsible for planning, directing, coordinating, supervising, and reviewing activities of the field survey crews and survey equipment in accomplishing survey operations which include reconnaissance, preliminary, construction, control and topographic surveys for civil projects in the project office jurisdiction. Works in the field to accomplish tasks when needed. All surveys are completed in an electronic environment using total station digital levels, and global positioning systems (GPS) equipment. Pre-flight planning and ground control establishment. Kinematic ITR preparation and safety inspection, UAS operation as Remote Pilot in Command or Visual Observer, system monitoring during missions, post-flight inspections, and mission debriefing. Utilize appropriate photogrammetric mapping software to post process mission data, video, Light Detection and Ranging (LiDAR) point clouds, and imagery collected during UAS missions to develop surveying, mapping, and engineering products customers requested specifications. Qualifications: Army Engineer Noncommissioned Officer, Warrant Officer, or Commissioned Officer. Preferred MOS include 1IC, 12D, 12G, 12H, 12I, 12T, 12X, 12Z, 1200, & 12D. Other MOS/CNF may be considered. Previous UAS experience highly advantageous.

23-6334
Deputy Disbursing Officer
23-6334, Length 1 Year: The position is responsible for processing daily funding requests and reconciliation of payment agents in the classified side of OISNS L570, 6714 and 8803. The primary purpose of this position is to provide operational support for funding in the Deployable Disbursing System (DDS) and Centralized Disbursement System (CDS) to agents and disbursing activities for numerous 51 sites. Additionally, the position assists in researching and clearing Statement of Differences (SOD)’s and gathering Line of Accountings (LOA)’s for multiple audits. Qualifications: Candidate must have TS/SCI clearance. Finance background and MOS/AFSC.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in. Email: dfas.indianapolis-in.zh.mbx.pfi@mail.mil Website: https://www.dfas.mil/pfi
23-6335 Bldg 530 ISP Install Support

23-6335, Length 55 days: Bldg 530 ISP install support. Positions will support the installation of telecommunication hardware and infrastructure at assigned locations.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6337 Intelligence Analyst

23-6337, Length 1 Year: Incumbent will produce weekly unclassified, secret, and top secret intelligence summaries to 4.4k software and acquisition personnel throughout the department of defense, assist security personnel in improving local area security culture through unclassified cyber security/intelligence briefings, and conduct routine current intelligence briefings to technical and non-technical staff. Incumbent will also assist in defensive cyber operations by providing indicators of compromise to DLA Defense Analysts and conducting research on indicators of malicious identified on local, non-AFIN, software development networks. These efforts also include assisting full time staff to identify attack path analysis and conducting software intrusion and penetration tests with intelligence information. The incumbent will also assist in the development of the emerging USAF Software Directorate’s first software supply chain risk management strategy responsible for peer reviewing locally developed strategy and assisting the area threat for major events (i.e., Air Shows), support for general officer/SES tasks, assisting in manpower, facilities, or system studies and requirements development.

Qualifications: Active TS/SCI Required Strong background in one of the following fields: Information technology support (Tier III), software development, software assurance, systems engineering, offensive or defensive cyber operations, or supply chain risk management. Current certifications are not required, but evidence of past certification is beneficial.

23-6338 Deployment Operations Force Provider

23-6338, Length 1 Year: Executes contingency planning support requirements to ensure DLA support for agencies customers worldwide. Responsible for all operations as they relate to DLA Deployment Support Teams (DSTs) and Immediate Response Force Rapid Deployment Teams (IRF RDTs). Responsible for supporting key components of CCMDs deployments as members of DSTs and IRF RDTs. Customer Support Liaison Operations, Supply Management Council (SMC), Customer Assistance Specialist (CAS), and Emergency Essential (E/E) initiatives. Expert knowledge of DoD Travel systems and process travel authorizations and vouchers as necessary to execute various duties of DoD Travel System, in conjunction with travel responsibilities. Required to analyze travel authorizations and Vouchers to ensure travel compliance in accordance with DoD and Agency travel policies to prevent unauthorized transactions and fraud waste and abuse. Performs Travel Information for all travelers (military and civilian) and gives briefings as required.

Qualifications: Firm knowledge of Defense Travel System (DTS), DTS roles and responsibilities. Excellent writing and briefing skills.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6339 Project Engineer

23-6339, Length 730 Days: Valley Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resource operational degradation may result, critically impacting the mission. Responsible for performing and directing tele full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigned project including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replaces to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR.

Qualifications: Army Engineer Officer - USAE experience a plus.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6340 Project Engineer

23-6340, Length 730 Days: Folsom Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resource operational degradation may result, critically impacting the mission. Responsible for performing and directing tele full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigned project including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replaces to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR.

Qualifications: Army Engineer Officer - USAE experience a plus.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6341 Project Engineer

23-6341, Length 730 Days: Natomas Resident Office. The position this request would be filling is critical to the mission success of SPK. Without successful resource operational degradation may result, critically impacting the mission. Responsible for performing and directing tele full range of field engineering activities associated with construction operations. Plans, schedules, monitors, and controls the full range of construction operations. Compiles data and prepares a variety of correspondence and reports relating to assigned project including status of construction, letters to contractors concerning safety matters, or to resolve difference of opinion over plans and specifications. Replaces to supervisor providing specific technical data on cost, methods, and materials. Takes all actions under an appointed COR.

Qualifications: Army Engineer Officer - USAE experience a plus.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6342 Create Decision Advantage Manager

23-6342, Length 1 Year: Position will immensely contribute to actions required as stated in Command’s Campaign Plan LDE 4, Create Decision Advantage, which is also a command priority that shapes the command’s ability to have and apply data at a time of our choosing to generate information required for situational awareness and accelerating decision making. Position requires a field grade officer that is strategic minded, a critical thinker, and skilled to deliver solutions regarding 5 intermediate military objectives that involves I-Dirs and TCCs with collaboration/coordination from external organizations such as DLA and Joint Staff. Must be a skilled planner able to meet actions and deliver products IAW established timelines and action items - Ability to understand mission requirements, apply analytical thinking, and then translate into battle rhythm events and information flow - Represents the command at numerous working groups such as Joint All Domain Command and Control working groups and related functional capabilities boards - Working knowledge of Microsoft Office Suite including developing briefings, paper summaries, and executive reports - Possesses excellent communication skills since there are numerous briefings to AOs, councils, General Officer Steering Committee, and to the commander level Qualifications: Required Clearance: TS/SCI

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6343 Deputy Chief, Public Affairs Officer

23-6343, Length 351 Days: Deputy Chief of Public Affairs to the Commander of USTRANSCOM. Directs USTRANSCOM’s command information, community engagement and public information programs to a global audience. Promotes the understanding of USTRANSCOM to internal, enterprise and external audiences. Develops and executes comprehensive communication strategies that support USTRANSCOM, DoD, inter-agency and allied business. Coordinates and implements public affairs plans, policies and guidance to synchronize mass communication efforts across USTRANSCOM components, the Combatant Command, the military services, the Joint Chief of Staff, and the Office of the Secretary of Defense as well as the Department of States, Transportation, Homeland Security , Combatant Commands, and others. Provides public affairs consultation services directly to the commander, deputy commander, chief of staff as well as other flag and general officers. Qualifications: Required Clearance - Secret Skill: 44A/35/P/35P4

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6344 OPLAN Integration Planner

23-6344, Length 1 year: Integrate operational plans into Mobility Requirements and forecasting plans. Plan Airlift, Sealift and Aerial Refueling as required to integrate 35/4 and 33. Provide operational inputs into data analytics for operationalizing OPLANS. Backstop one deep 38 positions as required to continue moving forward with 35/4 and 33 Integration. Qualifications: Required Clearance: TS Skill: Mobility/Planner/TRANS

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6345 Cyber Operations Center Watch Officer

23-6345, Length 13 Days: CyOC requirement for watch officer in support of plus-up requirements directly supporting USTRANSCOM exercise support; in addition, position will support three days of 24x7 watch officer coverage during CyOC training day to ensure annual certification requirements are met. Responsibilities: Maintain accurate and timely information assurance (IA), situational awareness (SA), and respond to network and cyber events and incidents on a 24/7 basis. Provide 5A to senior USTRANSCOM leadership via reports, briefings and verbally. Respond to phone and email inquiries regarding a variety of network, system, and cyber events to include scheduled/unscheduled outages and software/hardware upgrades. Perform tasks utilizing automated trouble management system and other monitoring tools. Monitor and respond to network and system event management tools using existing processes and checklists/ideal experience is working at a Level One Service Desk supporting large customer base. Qualifications: Required Clearance: Secret Skill: 1D751, IT1/2, 25B, 0631

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp

23-6346 Senior Mobility Analyst

23-6346, Length 1 Year: Provide analytic support to OSD, Joint Staff, CCMDs, Services, TRANSCOM and TCC involving Modeling & Simulation, data analysis, and staff coordination on mobility problems supporting the National Defense Strategy and supporting strategies. Analysis focus includes Program Budget Review (PBR), Deliberate Planning, force flow planning conferences, and associated mobility studies including the Contested Environment. Mobility analysis includes airlift, sealift, and ground movement of unit equipment, personnel, sustainment, noncombatants, patients, ammunition, and bulk fuel. Contested Environment focuses on adversary capabilities from IC sources. NDS's or those with NDSA like skills are needed for this position. Qualifications: Required Clearance: TS/SCI Skill: 1SA, 49A, D1835

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.in.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/dfp
23-6347 Security Specialist
23-6347, Length 1 Year: To keep up with the increasing demands of bringing the fight to JSOCs, Command Planners, Cyber professionals, and Logisticsian are being required to upgrade their SCI eligibility. Additionally, there is a lifecycle tracking requirement to ensure these new authorizations and existing personnel maintain their SCI status through required reporting and de-confliction of derogatory information reduce the potential for insider threat.

Qualifications: Required Clearance: TS/SCI Skill: 42L/YN/1DO/1N

23-6348 Lead Project Manager
23-6348, Length 5 Years: Incumbent will support the Military Ocean Terminal Concord (MOTCO) managing active construction projects valued at $62M to support MOTCO and SDDC's mission for success of it's national strategic defense mission. Will be lead MILCON PM forward due to shortages at the district which impact the ability to maintain and foster a relationship with SDDC and base personnel. Strategic value of MOTCO and the importance of it project require a full time PM on site. Project Manager within the Army Section of Program Management for the Sacramento District, U.S. Army Corps of Engineers; Responsible for the efficient and effective coordination and accomplishment of the planning, design, acquisition, construction, and assigned projects associated with Military Ocean Terminal Concord footprint; Assigned 14 projects with a program value of $573M ranging from rail infrastructure improvement, access control point construction, and environmental rehabilitation; overview construction closeout of four MILCON and SRM projects; served as a liaison between installation leadership and the USACE MOTCO resident office to improve the efficiency of project execution; served as the main point of contact for all strategic and high visibility visits to MOTCO project sites ensuring that all appropriate messages were relayed to higher echelons of command. Qualifications: Professional Engineer, Preference Post-Command CPT

23-6349 Information System Security Officer
23-6349, Length 730 days: An Information System Security Officer (ISSO) is responsible for managing cybersecurity-related tasks for DoD Information Systems (IS). Incumbent's duties include assessing change requests, Qualifications: General: 1) Ability to communicate both orally and in writing. 2) Basic knowledge of the Federal Acquisition Regulation (FAR). 3) Ability to process procurement actions that may include material screening, purchase requisitioning, ordering, reconciliation, cleanup, and discrepancy reporting. Evaluates material requirements for availability within the Federal Supply System and determines appropriate supply cataloging and classification necessary for accurate procurement in Navy ERP. Executes Purchase Orders that may include Military Standard Requisitioning and Issue Procedures (MILSTRIP) or the Government Purchase Card (GPC), and generates Purchase Requisitions in Navy ERP for procurement vehicles such as MILSTRIP, GPC, Material Contracts, Service Contracts, and Outgoing Funding Documents (ODF). Incumbent coordinates with internal and external customers as well as Federal organizations such as NAVSUP, GSA, DLA, and commercial vendors to expedite accurate processing of critical purchase requirements. Holds a Government Purchase Card and is responsible for monthly reconciliation as well as completion of all the necessary systems transactions. Incumbent follows guidance provided by the Approving Official and adheres to all business rules and practices. Qualifications: GENERAL: 1) Ability to communicate both orally and in writing. 2) Basic knowledge of the Federal Acquisition Regulation (FAR). 3) Ability to process procurement actions that may include material screening, purchase requisitioning, ordering, reconciliation, cleanup, and cleanup. 4) Ability to obtain and maintain a Government Purchase Card. TECHNICAL: 1) One year of experience in Federal Supply screening and cataloging of materials for procurement with up-to-date knowledge of the required sources.

23-6359 Contracting Specialist
23-6359, Length 730 days: Contracting Specialist to support Civil Work mission across the USACE Pittsburgh District including supplemental projects to include the Infrastructure Supplemental projects and Disaster Relief Act Mission. Responsible for pre and post award contracting actions below and above the simplified acquisition threshold. Potential to work with FEMA support contracts involving homeland security presidential directive and ESF#3. Mission includes supplies, services, construction, and AC contracts. Applicants must interview and be selected by the Deputy District Commander. Qualifications: AATC completed, at least 1 year of contracting experience.

23-6357 Branch Chief, Future Operations
23-6357, Length 1 Year: Critical Asset List - Cyber (CAL-C) in order to identify, prioritize and protect the critical mission systems. 5. Maps cyber asset relationships and dependencies to produce a visual depiction in MADSS II to meet DoD architectural standards and facilitate inter-Command information exchange. 6. Provides oversight in entering MADSS II with the Joint Staff directed elements of information to reflect the identified cyberspace-based capabilities/assets & the associated MRT-C maps. 7. Incorporates intelligence supported threats/hazards potentially affecting the MRT-C to produce what-if scenarios identifying likely mission impacts/decisions. 8. Certification/Training/Handbook/Programming a current and effective cyber mission/operation. 9. Cyberwarfare/MADSS II/Training/Handbook/Programming a current and effective cyber mission/operation. 10. Leverages extensive knowledge of the USTRANSCOM Joint Deployment and Distribution and DEP employs knowledge of cyberspace network architectures to guide and prioritize contractor's data collection and transformation efforts in MADSS II. 11. Coordinates internally within the USTRANSCOM staff and externally with DoD and non-DoD mission partners on cyberspace operations. 12. Represents the Cyber Division at cyberspace-dependent MRT-C meetings and conferences locally and DEP from Scott AFB: Qualifications: Required Clearance: TS/SCI Skills: Critical Thinking, Leadership, Communication

23-6358 Information System Security Officer (ISSO) ** WILL TRAIN/SITUATIONAL TELEWORK AUTHORIZED**
23-6358, Length 1 Year: An Information System Security Officer (ISSO) is responsible for managing cybersecurity-related tasks for DoD Information Systems (IS). Incumbent's duties include assessing change requests, accessing ISMS, monitoring compliance with cybersecurity policies, initiating protective or corrective actions in response to incidents, ensuring up-to-date documentation, and periodically assessing security controls. Qualifications: ** Civilian monitoring will be considered for position eligibility. DoD 8570/8140 Certifications required: At least IVM level I or better. CAP, CND, Cloud+, GSLC, Security+ CE, HCISPP, CSEP CE, CISM, CISSP (or Associates), CISSP

23-6360 Chaplain
23-6360, Length 1 Year: Provides extensive ministerial, moral, and ethical support to Corps Christi Army Depot (CCAD) and tenant organizations (both Active, Reserve, ARNG, DOD) and their assigned/attached personnel and Soldiers. Serves a Functional Expert (FE) for the CCAD Prevention, Assistance, and Response (PAR) team and other support elements as required or provided. Advises and provides guidance to the Advisor, CSM and equivalent civilian leaders on all matters pertaining to faith, moral, and morale; provides counseling and encouragement to Army families and DOD civilians and Soldiers. Qualifications: Must be a graduate of the Chaplain Candidate School; a clergy person in a denomination or faith; hold a degree in theological or religious studies; Maintain a national or state level recognized counseling certification; qualified spiritually, morally, intellectually and emotionally to serve as a chaplain; MUST be in the grade/rank of an 0-2/1 LT or 0-3/CPT.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis.zh.mbx.pfi@mail.mil
Website: https://www.dfas.mil/plt
23-6362 IT Specialist (INFOSEC)  
23-6362, Length 1 Year: You will serve as an IT Specialist (INFOSEC) performing Information System Security Officer (ISSO) duties in the Cybersecurity Branch (10431) at Naval Surface Warfare Center Crane Division. You will analyze, assess, and document Cybersecurity capabilities and services of DoD IS to establish compliance with security requirements, identify vulnerabilities, quantify risk and ensure the network, application or IS is authorized to operate. You will draft, review, or validate information security documentation, such as systems security plans, risk assessments, disaster recovery plans, business continuity plans, and user security guides, leading to verified system security certification. You will conduct system security audits that evaluate operational documents and cybersecurity process audits as they relate to DoD, Navy, and NSWC Crane’s cybersecurity requirements and processes and report security incidents. You will audit IT systems and networks to ensure accreditation and/or certification support documentation is developed. You will ensure information systems are operated, used, maintained, and disposed of in accordance with security policies and practices and initiate corrective or protective measures as required. You will validate and verify systems and security products to detect security weaknesses to support information assurance vulnerability management. You will ensure that Assessment and Authorization (AAA) documentation is developed, maintained, and updated as required. This position has been identified as a Cybersecurity Workforce (CWF) position. CWF positions focus on the operation and management of IA capabilities for DoD systems and networks. THE CWF ensure adequate system assets and established IA policies and procedures are applied to all IS and networks. According to SECNAV Directive 5239, this position requires specialist training, certification and tracking. It also requires an appropriate favorable background investigation mandated by the IT or ADP level of the position. Qualifications: Candidate must be Cybersecurity Workforce (CWF) qualified prior to applying IAW SECNAV Directive 5239. Applicant desired to possess 3 years experience in Information Assurance (RMF, POA&M, IAVM/IAVA, STIGs.) Applicant desired to possess MOS/AFSC skill level 25B/30DS53 (or the 17D equivalent) to qualify. Secret clearance required.

23-6367 480 ISWV - NAVAIR support positions
23-6367, Length 88 Days: Cyber Systems Installation. Qualifications: AFSC 1B, 1D, 1N

23-6370 Chief, Plans and Operations  
23-6370, Length 1 year: DLA Energy Indo-Pacific South-West is headquartered in Guam, with requirements stretching from the Indian Sub-continent to Australia and New Zealand. The Chief of Plans and Operations supports the execution of integrated material management and distribution operations of bulk petroleum products and energy services for U.S. forces in 22 nations in the Western Pacific (WESTPAC). Responsible for developing and integrating critical Class III bulk supply chain plans and facility capability models (Fuel Models) for Operational Plans (OPLANS) supporting US Indo-Pacific Command’s (USINDOPACOM) strategic bulk petroleum requirements. Assesses and integrates key civil and commercial capabilities (International Airports, Port Authorities, Refineries, and Transportation Providers) with military service and civil defense capabilities in order to evaluate and implement supporting plans for WESTPAC OPLAN. Assesses and analyzes facility operational capabilities to support OPLAN requirements. Assesses, reviews and monitors inventory requirements for 350 million gallons of physical inventory at seven (7) Defense Fuel Support Points (DFSPs). Assesses petroleum distribution capabilities and assures product integrity for nearly 40 contractor-operated in-plant and bunker facilities in support of exercises and contingency bulk fuel requirements for land, air and sea operations. Assesses and reviews currency and accuracy of operational support supply chain fuels models which includes and integrates support capabilities for five (5) Acquisition Cross Service Agreements (ACSA). Evaluates, orders, and monitors the resupply of DFSPs to assure maintenance of required inventories in accordance with the current DLA Energy Inventory Management Plan (IMP). Ensures support for multiple civilian and military agencies to include USINDOPACOM, service component commands, multiple JTFs, and other DoD agencies, as required. Assures bulk petroleum distribution operations to support identified exercise requirements in the WESTPAC, which include recurring exercises such as Cobra Gold, Valiant Shield, Cope North, Talisman Saber, and Pacific Partnership. Qualifications: Secret Clearance required. - Official passport to facilitate TDY in USINDOPACOM AOR required. - TDY enroute desired, three (3) days at HQ, DLA Energy, 8725 John J. Kingman Road, Fort Belvoir, VA for orientation and indoctrination. Include authorization for travel, per diem, and rental car for TDY. - TDY enroute desired, two (2) days at DLA Energy Indo-Pacific, 1025 Quincy Ave, Bldg 479, Suite 2000, Pearl Harbor for orientation and indoctrination.

23-6371 Logistics Operations Officer  
23-6371, Length 1 year: Joint Mobility Operations Officer for Defense Personal Property Management Office (DPMO) efforts. Primary responsibility will be direct support of the Department of Defense (DOD), USTRANSCOM, DPMO Operations Division. Previous program management experience is preferred to ensure desired outcomes/successes are met. Must possess critical thinking skills, written and verbal communication skills, and ability to brief senior leaders in USTRANSCOM and across DOD organizations. Member will report to 1R-0 Division Chief. Qualifications: Required Clearance: Secret Skill: Logistics/Transportation

23-6372 Senior METOC Officer  
23-6372, Length 30 days: Serves as USTRANSCOM’s Senior METOC Officer (SMO) duties as the USTC METOC Focal Point requests. Duties will include, but not be limited to: Provide daily weather forecasts for land, air and sea operations. Provide daily weather briefings to the J3 focusing on USTC operations and any mission. Support Current Operations Division with constant weather surveillance, forecasting impacts to battle space and assessing executing impacts. Support USTC (UST) METOC cross-program requirements to the J3 for the J3 with other duties as workload allows. Must have a bachelor degree in meteorology. Qualifications: Required - Bachelor's degree in meteorology. Preferred - At least 5 years of experience as METOC officer with planning, operations, and operations planning responsibilities for USTC. - At least 5 years of experience within the Joint Operational Planning or Force Projection environment. - A working knowledge of the U.S. Armed Forces Theater Operations (JFO) and USTC planning process. - A working knowledge of METOC and forecasting models. - A working knowledge of the National Environmental Satellite, Data, and Information Service’s Ocean One and Ocean Two products. - A working knowledge of the Naval Oceanographic Office products. - An understanding of the National Weather Service’s products. - An understanding of gale, wind, and temperature requirements as they relate to the J3 staff in the Western Pacific area of responsibility.

23-6374 Program Manager/Liaison  
23-6374, Length 3 Years: Responsible for managing the efficient and effective coordination and accomplishment of the planning, scope, development, design, construction, and direction of major programs and projects within the Veterans Administration (VA) and military missions at Fort Bliss. Applies an extensive knowledge of Program and Project management concepts, principles, methods, practices, and processes of engineering and science disciplines. Represents interests of the Fort Worth District to the Fort Bliss Directorate of Public Works and the Veterans Administration while integrating their needs into the District’s program execution. Working with the lead program manager, ensures customer requirements and expectations are coordinated with all stakeholders including various functional elements within SWF and the installation. The incumbent is responsible for setting expectations; providing input to assigned project budgets and schedules; assuring that SWF commitments to the sponsor/customer are met; and serve as SWF’s primary point of contact for customer and other external agencies on assigned projects. Qualifications: Ideal candidate would have Project Management Professional (PMP) and/or Professional Engineer certifications. USACE experience is a plus.