<table>
<thead>
<tr>
<th>Tour#</th>
<th>Agency</th>
<th>Activity</th>
<th>Position Title</th>
<th>Branch</th>
<th>Grade</th>
<th>Duty Site</th>
<th>DutyState</th>
<th>DutyCountry</th>
<th>Apply</th>
</tr>
</thead>
<tbody>
<tr>
<td>19-0275</td>
<td>US Transportation Command</td>
<td>TRANSPORTCOM-SDDC-5/86th BDE 854th BN</td>
<td>Security Guard</td>
<td>All Branches</td>
<td>E2:E6</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>21-6146</td>
<td>Army Materiel Command</td>
<td>TACOM/Serra Army Depot</td>
<td>Base Security Force</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Herlong</td>
<td>CA</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>21-6205</td>
<td>US Transportation Command</td>
<td>TRANSPORTCOM-MODICO</td>
<td>Superintendent, Provost Marshal Operations</td>
<td>Army or Air Force</td>
<td>E7:E8</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6008</td>
<td>US Transportation Command</td>
<td>TRANSPORTCOM-SDDC-5/86th BDE 854th BN</td>
<td>Battalion Operations NCO</td>
<td>Army</td>
<td>E6</td>
<td>Concord</td>
<td>CA</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6121</td>
<td>Corps of Engineers</td>
<td>USACE - Headquarters</td>
<td>Special Assistant to the DGI</td>
<td>Army</td>
<td>O2-O3</td>
<td>Washington</td>
<td>DC</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6238</td>
<td>Corps of Engineers</td>
<td>USACE - Huntsville Engineer Center</td>
<td>Project Manager</td>
<td>Army</td>
<td>O5</td>
<td>Washington</td>
<td>DC</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>21-6156</td>
<td>Defense Information Systems Agency</td>
<td>DISA - IE</td>
<td>DMCC-S NCCDC</td>
<td>Army</td>
<td>E6</td>
<td>MacDill AFB</td>
<td>FL</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6020</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Integrated Logistics Support Manager with Software Support</td>
<td>Army</td>
<td>E7:E8:E9:O3:O4</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6021</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Network/IT/IA Design &amp; Eng</td>
<td>Army or Air Force</td>
<td>E4:E5:E6:E7:O3:O4</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6029</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>Cyber Security Specialist</td>
<td>Army</td>
<td>E4:E5:E6:E7</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6030</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Panama City</td>
<td>IT support and Network/System Administration</td>
<td>Army or Air Force</td>
<td>E5:E6:E7</td>
<td>Panama City</td>
<td>FL</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6121</td>
<td>Defense Information Systems Agency</td>
<td>DISA</td>
<td>Tier II DoNNet Support</td>
<td>Army or Air Force</td>
<td>E5:E6:E7:E8</td>
<td>Pearl Harbor</td>
<td>HI</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6125</td>
<td>Defense Finance and Accounting Service</td>
<td>DFAS-IND-ZRF-Manpower Management</td>
<td>Management Analyst</td>
<td>Army or Air Force</td>
<td>E6:E7</td>
<td>Indianapolis</td>
<td>IN</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6199</td>
<td>Army Materiel Command</td>
<td>AMC-Crane Army Ammunition Activity</td>
<td>Personnel Specialist</td>
<td>Army</td>
<td>E4:E5:E6</td>
<td>Aberdeen Proving Ground</td>
<td>MD</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6051</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Crane Division</td>
<td>Division Quality Focal Point</td>
<td>Army</td>
<td>E6:E7:E7</td>
<td>Aberdeen Proving Ground</td>
<td>MD</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6052</td>
<td>Naval Surface Warfare Center</td>
<td>NSWC-Crane Division</td>
<td>Site Security Manager</td>
<td>Army</td>
<td>E5:E6:E7:W2:W3:W4</td>
<td>Fort Meade</td>
<td>MD</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>22-6078</td>
<td>Army Materiel Command</td>
<td>CECDM</td>
<td>Senior Human Resources Sergeant</td>
<td>Army</td>
<td>E7:E8</td>
<td>Aberdeen Proving Ground</td>
<td>MD</td>
<td>United States</td>
<td>Apply</td>
</tr>
<tr>
<td>Position</td>
<td>Agency</td>
<td>Website</td>
<td>Region</td>
<td>Pay</td>
<td>Location</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>----------</td>
<td>--------</td>
<td>---------</td>
<td>--------</td>
<td>-----</td>
<td>----------</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Positions are reviewed weekly and the website is updated as needed.</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**22-619** Defense Information Systems Agency  
DISA - GD  
Information Protection Technician (2555)  
Army  
W1/W2/W3/W4/W5  
Fort Meade  
MD  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6172** Defense Logistics Agency  
DLA - Installation Management  
Police Officer  
Army or Air Force  
E1/E3/E4/E5  
Columbus  
OH  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6174** Defense Logistics Agency  
DLA - Installation Management  
Firefighter/ Paramedic or Firefighter EMT-Basic  
Army or Air Force  
Columbus  
OH  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6010** Naval Surface Warfare Center  
NSWC-Philadelphia  
Administrative Technical Specialist - COMSEC, EKMS, and Information Security  
Army  
E8/E9/O2/O3/O4  
Philadelphia  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6023** Naval Surface Warfare Center  
NSWC-Philadelphia  
HR Specialist/Training and Workforce Development Specialist  
Army  
E7/E8  
Philadelphia  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6024** Naval Surface Warfare Center  
NSWC-Philadelphia  
Instructor / Computer Based (CB) Curriculum Development NCO  
Army  
E7/E8  
Philadelphia  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6104** Naval Surface Warfare Center  
NSWC-Philadelphia  
Inventory Management Specialist  
Army  
E3/E4/E5/E6  
Philadelphia  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6225** Army Materiel Command  
AMCOM-Lettlerkenny Army Depot  
Military Police  
Army  
E3/E4/E5  
Chambersburg  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6236** Defense Logistics Agency  
DLA - Installation Management  
Security Guard  
Army or Air Force  
E3/E4/E5/E6  
Nane Cumberland  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6239** Army Materiel Command  
CECOM-Tobyhanna Army Depot  
Technology Information Specialist  
Army  
E4/E5/E6  
Tobyhanna  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6240** Naval Surface Warfare Center  
NSWC-Philadelphia  
Infrastructure Assessment Coordinator  
Army  
O4/O5  
Philadelphia  
PA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6003** Army Materiel Command  
AMCOM-Corpus Christi Army Depot  
Military Security Force  
Army  
E2/E3/E4  
Corpus Christi  
TX  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6234** Army Materiel Command  
AMCOM-Corpus Christi Army Depot  
JAG Lawyer  
Army  
O3  
Corpus Christi  
TX  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6223** Air Force Materiel Command  
OD-ALC - 309 SWEG  
Computer Scientist  
Army or Air Force  
O2/O3/O4/O5  
Mill AFB  
UT  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6224** Air Force Materiel Command  
OD-ALC - 309 SWEG  
ELECTRONICS ENGINEER  
Army or Air Force  
O2/O3/O4/O5  
Mill AFB  
UT  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6026** Defense Logistics Agency  
DLA - Energy  
Contract Specialist/  1102 Series  
Army or Air Force  
O3/O4/W2/W3  
Fort Belvoir  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6031** Defense Logistics Agency  
DLA - Energy  
Logistics Officer/ Acquisitions Officer  
Army or Air Force  
O2/O3/O4  
Fort Belvoir  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6184** Defense Logistics Agency  
DLA - Installation Management  
Security Management and Programs Analyst Specialist  
Army or Air Force  
Richmond  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6188** Naval Research Laboratory  
NRL  
Cyber Auditor  
Air Force  
Stafford  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6189** Naval Research Laboratory  
NRL  
Network Administrator  
Air Force  
Stafford  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6206** Defense Counterintelligence & Security Agency  
DCSA  
Military Assistant (MA)  
Army or Air Force  
O5  
Quantico  
VA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**22-6166** Naval Underwater Warfare Center  
Division Keyport  
Information Technology/ Cybersecurity  
Air Force  
Keyport  
WA  
United States  
[Read More](https://www.dfas.mil/pfi)  

**20-0142** Defense Security Cooperation Agency  
USASAC - MG-1  
Security Assistance Advisor Trainer  
Army  
E6, E7  
Jeddah  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**20-0143** Defense Security Cooperation Agency  
USASAC - MG-1  
Security Assistance Advisor Trainer  
Army  
E6, E7  
Dammam  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**20-0144** Defense Security Cooperation Agency  
USASAC - MG-1  
Trainer/ Instructor Ranger/5F  
Army  
E8  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**20-0146** Defense Security Cooperation Agency  
USASAC - MG-1  
Trainer/ Instructor Ranger/5F  
Army  
E8, E7  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**21-6137** Army Materiel Command  
USASAC-MDI-MAG  
NCO Training Officer (O3)  
Army  
O2  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**21-6234** Defense Information Systems Agency  
DISA  
Tier II OsiNet Support  
Army or Air Force  
E5/E6/E7/E8  
Bahrain  
Bahrain  
[Read More](https://www.dfas.mil/pfi)  

**22-6139** Army Materiel Command  
USASAC-OPM-SANG  
Engineer NCO  
Army  
E7/E8/E9  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**22-6140** Army Materiel Command  
USASAC-OPM-SANG  
Deputy Engineer  
Army  
O3/O4  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**22-6187** Defense Logistics Agency  
DLA - Indo-Pacific  
Joint Logistics Plans Officer  
Army or Air Force  
O4  
Camp Humphreys  
Korea  
[Read More](https://www.dfas.mil/pfi)  

**22-6201** Army Materiel Command  
USASAC-MDI-MAG-ATAG  
ATAG Program Manager  
Army  
O5  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)  

**22-6202** Army Materiel Command  
USASAC-MDI-MAG-ATAG  
Aviation Operations Officer  
Army  
O4  
Riyadh  
Saudi Arabia  
[Read More](https://www.dfas.mil/pfi)
<table>
<thead>
<tr>
<th>Tour#</th>
<th>Position Title</th>
<th>Duty Description</th>
<th>Apply</th>
</tr>
</thead>
<tbody>
<tr>
<td>19-0275</td>
<td>Security Guard</td>
<td>19-0275 - Length: 1 year Duties: Responsible for protecting life and property and enforcing a wide variety of regulations and instructions as they relate to boat patrol, police officer or gate sentry duties and the Punitive Articles of the Uniform Code of Military Justice, as well as all appropriate local ordinances and regulations. Patrols by vehicle or on foot. Responds to calls/alarms requiring pursuit by stopping persons and/or apprehension of persons; ensures the injured are cared for. Directs traffic including train movements within MOTCO and between Inland and Tidal Areas, as required. Prepares various kinds of reports relating to incidents, safety issues, complaints, and witnesses statements, of which may be used in future legal actions. Controls access to the military installation and buildings by ensuring that vehicles and personnel have the appropriate credentials for entry. Responsible for controlling highly sensitive, restricted areas and waterfront perimeters. Controls access to special military aircraft, ships, classified material, and conventional weapons storage. Conducts waterfront patrols including the responsibility to conduct a thorough security inspection of the waterfront being alert for any fire, flooding, accidental or intentional damage. Performs other security related duties as directed.</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>20-0142</td>
<td>Security Assistance Advisor Trainer</td>
<td>20-0142 - Length: 1 year Duties: Instructor within a Training and Advising Detachment for a Security Cooperation Organization working in the Kingdom of Saudi Arabia (KSA) assisting the Senior Instructor in planning, implementing and executing curricula designed to teach and mentor officers, non-commissioned officers and instructors assigned to the KSA Ministry of Interior (MOI) increasing the MOI capability to protect the KSA's critical infrastructure. Assists with the assessment and provides guidance for U.S. and host nation Primary Instructors, Assistant Instructors, and students for training. Advises, identifies safety hazards, and implements risk mitigation during training. The training Material includes security techniques, physical training, instructional techniques, marksmanship and discipline. Preferred Qualifications: Possess the ability to instruct OR Drill Sergeant or Instructor qualified, rappel master, combatives instructor. 318 preferred, will consider 11B and 12B MOS as well.</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>20-0143</td>
<td>Security Assistance Advisor Trainer</td>
<td>20-0143 - Length: 1 year Duties: Instructor within a Training and Advising Detachment for a Security Cooperation Organization working in the Kingdom of Saudi Arabia (KSA) assisting the Senior Instructor in planning, implementing and executing curricula designed to teach and mentor officers, non-commissioned officers and instructors assigned to the KSA Ministry of Interior (MOI) increasing the MOI capability to protect the KSA's critical infrastructure. Assists with the assessment and provides guidance for U.S. and host nation Primary Instructors, Assistant Instructors, and students for training. Advises, identifies safety hazards, and implements risk mitigation during training. The training Material includes security techniques, physical training, instructional techniques, marksmanship and discipline. Preferred Qualifications: Possess the ability to instruct OR Drill Sergeant or Instructor qualified, rappel master, combatives instructor. 318 preferred, will consider 11B and 12B MOS as well.</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>20-0144</td>
<td>Trainer/Instructor Ranger/SGF</td>
<td>20-0144 - Length: 1 year Duties: Branch Immaterial but 11B's and 18-series will be given strongest consideration. Serve as Instructor of the Ministry of Interior - Military Assistance Group (MOI-MAG) Special Security Forces Training and Advisory Group (SSF-TAG) in Riyadh, Kingdom of Saudi Arabia (KSA) responsible for planning, coordinating, and executing training programs for the Special Security Forces (SSF) and Border Guard (BG) to meet long term strategic interests of KSA domestic security forces, MOI-MAG, and U.S. Department of State Office of Program Management (OPM-MOI). Support the commanders initiatives to engage and collaborate with KSA Program Directors, SSF and BG Commanders, Interagency personnel, and governmental and nongovernmental organizations. Build SSF and BG partner capacity through advisory and assessment, curriculum development, and bilateral military training in areas primarily including, but not limited to, preparing KSA personnel to succeed at US Army Ranger School, and the US Navys Basic Underwater Demolitions / SEAL (BUD/S) Course. Establish SOPS, develop and execute doctrinal POIs and curriculum, manage sustainment $1/S4 functions, synchronize efforts, and ensure fulfillment of all specified and implied tasks of the detachment commander and MOI-MAG HQ, and provide oversight of twelve DOD Maritime Special Operations and DLI English contracted instructors. Advise in the Program Management of SSF Ranger and BUD/S Foreign Military Sales (FMS) cases totaling over $21.5M. Preferred Qualifications: Ranger, Special Forces, or SEAL-qualified (tab or Trident required), 11B/18-series. Two years experience working at the tactical-level, to include Platoon Sergeant/equivalent duty positions. One year experience working with foreign military, Arab or other Islamic culture in a deployed environment -Experience as a Security Cooperation Officer, Security Assistance Training, or closely-related JIIM duties (experience on MITT / ETT / OMLT Teams, etc).</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>20-0146</td>
<td>Trainer/Instructor Ranger/SGF</td>
<td>20-0146: Branch Immaterial but 11B's and 18-series will be given strongest consideration. Serve as Instructor of the Ministry of Interior - Military Assistance Group (MOI-MAG) Special Security Forces Training and Advising Group (SSF-TAG) in Riyadh, Kingdom of Saudi Arabia (KSA) responsible for planning, coordinating, and executing training programs for the Special Security Forces (SSF) and Border Guard (BG) to meet long term strategic interests of KSA domestic security forces, MOI-MAG, and U.S. Department of State Office of Program Management (OPM-MOI). Support the commanders initiatives to engage and collaborate with KSA Program Directors, SSF and BG Commanders, Interagency personnel, and governmental and nongovernmental organizations. Build SSF and BG partner capacity through advisory and assessment, curriculum development, and bilateral military training in areas primarily including, but not limited to, preparing KSA personnel to succeed at US Army Ranger School, and the US Navys Basic Underwater Demolitions / SEAL (BUD/S) Course. Establish SOPS, develop and execute doctrinal POIs and curriculum, manage sustainment $1/S4 functions, synchronize efforts, and ensure fulfillment of all specified and implied tasks of the detachment commander and MOI-MAG HQ, and provide oversight of twelve DOD Maritime Special Operations and DLI English contracted instructors. Advise in the Program Management of SSF Ranger and BUD/S Foreign Military Sales (FMS) cases totaling over $21.5M. Preferred Qualifications: Ranger, Special Forces, or SEAL-qualified (tab or Trident required), 11B/18-series. Two years experience working at the tactical-level, to include Platoon Sergeant/equivalent duty positions. One year experience working with foreign military, Arab or other Islamic culture in a deployed environment -Experience as a Security Cooperation Officer, Security Assistance Training, or closely-related JIIM duties (experience on MITT / ETT / OMLT Teams, etc).</td>
<td>Click HERE to apply</td>
</tr>
<tr>
<td>21-6146</td>
<td>Base Security Force</td>
<td>21-6146 Length 1 year Duties: Patrolls installation perimeter and interior with vehicle, on foot or guard post. Performs a wide range of traffic duties including directing traffic. Provides escorts and coverage for VIPs and visitors to the installation. Patrols government housing areas to preserve peace, prevent crime, protect life and property. Escorts vehicles carrying valuable and/or highly sensitive items; and responds to calls for security/police assistance and emergency help. Controls access of vehicles and personnel to installation or restricted and controlled areas within the installation. Incumbent ensures authorized access by stopping persons and vehicles, establishes and verifying the identity of all persons seeking access by closely reviewing authorized facility issued credentials. Travel orders and other documents are checked to assure visitors are authorized to enter. Denies entrance to personnel who are not authorized, providing directions to visitors as required, and directs personnel without proper credentials to the Pass and Identification Office. Alerts police officers of apparent violations. Collects, accounts for, and delivers badges/passes recovered to the police desk.</td>
<td>Click HERE to apply</td>
</tr>
</tbody>
</table>
21-6156

DMCC-S NCOIC

21-6156: Length 1 Year: Serves as a Joint Cyber Operations System Administrator managing daily network and system operations. Serves as DISANet Windows 10 Systems Administrator, providing installation, maintenance, and technical support for DISA Central Field Command. DoD Mobility Classified Capability - Secret (DMCC-S) provisioner for all classified mobile phones in CENTCOM AOR. Registration Authority for DoD PKI to provide certificates for DoD Mobility Classified Capability - Secret (DMCC-S) users. Builds and administers virtual Windows 2012 R2 Servers to include Domain Name System (DNS), Dynamic Host Configuration Protocol (DHCP), file, deployment, print and backup servers. In addition performs on-call, touch maintenance support for the Regional Node. Ensures that networks are effectively managed by maintaining the configurations for CISCO Catalyst 4500E Series Switches, Palo Alto Firewalls and Tier 1 Support for the CISCO ISR4431 Router. Builds all user and e-mail accounts, assigning the appropriate permissions. Issues Elevated Alt Tokens for network access. Loads all new releases and updates to operating system software, applications, and anti-virus software in accordance with DISANet and Field Command directives. Coordinates all Configuration Management issues with the Command and Control (C2) Systems Manager at the Field Command. Serves as the Virtual Memory System (VMS)/Information Assurance Vulnerability Alert (IAVA) point of contact (POC) for the local network. Qualifications: At least 2 years of college or technical school studies in computer science, IT systems or have 2 years formal training in data communications, UNIX systems, LAN management, telecommunications protocol/internet protocol (TCP/IP) and routers. Experience maintaining and troubleshooting Windows Server 2012 R2/Win 10 PCs, switches, routers, hubs, firewalls and VMware is mandatory. Must have a SECRET clearance. Must have the ability to work effectively with senior personnel in a joint environment.

21-6197

SCO Training Officer (G3)

21-6197, Length 420 Days: Security Cooperation Organization within the Kingdom of Saudi Arabia (KSA). Integrates staff efforts to devise strategy, doctrine, and policy relating to program requirements. Develops, reviews and comments on strategic planning documents. Leads operational planning teams (OPTs), crisis action teams (CATs), and joint planning groups (JPGs) to solve emerging problems, develop long term strategies, and provides input into strategic planning. Responsible for forecasting, planning, coordinating, and assessing future requirements, identifying and recording capability gaps. Advises and recommends current and future command structures, training strategies, policies, and issues concerning Force Management. Preferred Qualifications: > 5 years experience as a future operations or plans officer at Brigade level or higher. Two years' experience working with foreign military, Arab or other Islamic culture in a deployed environment.

21-6205

Superintendent, Provost Marshal Operations

21-6205, Length 1 Year: This position serves as the Superintendent, Provost Marshal Operations for the Military Ocean Terminal Concord Police and Security Division, Concord, CA. The incumbent will oversee security and law enforcement programs to include Conventional Weapons Systems Security, Law Enforcement and Security, Training (Security and Law Enforcement), Resource Protection, Information Protection, Personnel Security, and Industrial Security. Plans and develops policies, and procedures to implement Law Enforcement and Security Programs. Incumbent will serve as the Superintendent, Military Police Unit, and is responsible for the accountability, welfare, physical fitness, administrative actions, and counseling of all Security Servicemembers within the MP and Security Division. The incumbent shall provide leadership, mentorship, and training to all Servicemembers in the Unit. The incumbent shall serve as the principal advisor to the Provost Marshal and Police & Security Chiefs on all military personnel matters such as awards, evaluations, disciplinary actions, and morale.

21-6233

TierII DoDNet Support

21-6223, Length 2 years; DUTIES: Two (2) year unaccompanied overseas tour with the option to extend for the third year. Open to Army and Air Force service members MOS 25B or AFSC 3D1. Provide DISAs Service Support Environment (SSE)/Global Service Desk (GSD) with mission critical technical support within a joint classified support area at DISA HQ, Ft. Meade. Personnel in this position provide immediate Tier-II technical support workstation level technical issues. This is a front-line position requiring professionalism, expert technical skills, and persistent communications with customers and Global Service Desk leadership. A few key duties: installation, modification, and repair of end-devices (laptops, desktops, printers) to restore service and resolve technical issues with Local Area Networks, Wide Area Networks, and other systems. Provide technical assistance and support for incoming queries and issues related to computer systems, software, and hardware. In addition to on-site service restoration support, candidates will actively ensure the security posture of the end-user devices, and as needed provide remediation. Document procedures and coordinate with Tier-I (Regional Support Centers) to improve the agency's ability to achieve First Contact Resolution. Qualifications: Must have an active Security + certification and experience working desktop/mobility/service desk environment or Windows Server admin. Requires excellent written and verbal communications. Other IT certifications (HDI Desktop, A+, Network+, etc...) are desired, but not required. Active Top Secret / SCI eligible.

21-6234

TierII DoDNet Support

21-6234 Length 2 years; DUTIES: Two (2) year unaccompanied overseas tour with the option to extend for the third year. Open to Army and Air Force service members MOS 25B or AFSC 3D1X2. Provide DISAs Service Support Environment (SSE)/Global Service Desk (GSD) with mission critical technical support within a joint classified support area at DISA HQ, Ft. Meade. Personnel in this position provide immediate Tier-II technical support and must have a high aptitude for resolving workstation level technical issues. This is a front-line position requiring professionalism, expert technical skills, and persistent communications with customers and Global Service Desk leadership. A few key duties: installation, modification, and repair of end-devices (laptops, desktops, printers) to restore service and resolve technical issues with Local Area Networks, Wide Area Networks, and other systems. Provide technical assistance and support for incoming queries and issues related to computer systems, software, and hardware. In addition to on-site service restoration support, candidates will actively ensure the security posture of the end-user devices, and as needed provide remediation. Document procedures and coordinate with Tier-I (Regional Support Centers) to improve the agency's ability to achieve First Contact Resolution. Qualifications: Must have an active Security + certification and experience working desktop/mobility/service desk environment or Windows Server admin. Requires excellent written and verbal communications. Other IT certifications (HDI Desktop, A+, Network+, etc...) are desired, but not required. Active Top Secret / SCI eligible.

21-6264

Emergency Management Specialist (Business Continuity Planner)

21-6264, Length 365 Days: The Contingency Planner provides Client Systems program management, training, and guidance by implementing the policies and procedures as directed by the Agency Contingency Planning Office, and Indianapolis Site Support Office. Exercises thorough and detailed knowledge of organizations and locations, classified operations plans, continuity of operations and emergency management regulatory requirements, general policies and procedures. Supports a comprehensive plan aimed at strengthening the security and resilience of the United States. These goals are accomplished through planning, training, and exercises which build and maintain necessary capabilities to prepare, prevent, protect, mitigate, respond to, and recover from emergency incidents. The focus of this position is crisis management, continuity of operations and hazard risk assessment. Qualifications: Completion of all requirements for a bachelor's degree in accounting from an accredited college or university; or a degree in a related field such as business administration, finance, or public administration.
22-6003 Military Security Force

22-6003, Length 1 Year: Serves in support of the Corpus Christi Army Depot (CCAD) Security Division. Required to qualify as a member of the Naval Air Station Corpus Christi (NASCC) auxiliary security force (ASF). Performs guard duties, vehicular inspections, walking patrols, and executes random anti-terrorism measures (RAM) as directed by the Watch Commander or competent authority. As directed, may serve as a watch stander in the CCAD Command Operations Center (COC) and command visitors’ center; monitor surveillance equipment; conduct physical security checks; escort and verify foreign visitors; and compile associated reports and documentation. Qualifications: Must not have any disqualifying factors under the Lautenberg Amendment (Pub.L. 104–208, 18 U.S.C. § 922(g)), Uniform Code of Military Justice (UCMJ) violations in the past 3 years, or any pending or disqualifying civil or criminal actions. Must be able to maintain qualification and arm with M-9, M-4, and Shotgun. **Qualifications:** Must not have any disqualifying factors under the Lautenberg Amendment (Pub.L. 104–208, 18 U.S.C. § 922(g)), Uniform Code of Military Justice (UCMJ) violations in the past 3 years, or any pending or disqualifying civil or criminal actions. Must be able to maintain qualification and arm with M-9, M-4, and Shotgun.

22-6008 Battalion Operations NCO

22-6008, Length 1 Year: This position serves as a Battalion Operations NCO within the Operations Section (S3) of the 834th Transportation Battalion on Military Ocean Terminal Concord, California. The incumbent will serve as a liaison between the Brigade S3, higher headquarters, and the Battalion pertaining to operational orders, fragmentary orders, tasks, inspections, etc. The incumbent will assist in the planning, training, control, and supervision of operations across the Battalion and Installation. The incumbent will assist in the development and maintenance of short-term and long-term plans and calendars. The incumbent assists the Operations NCO in monitoring production indicators and statistics. Analyzes regulatory guidance and prepares staff recommendations. The incumbent will conduct occasional travel to support terminal operations across the 834th Transportation Battalion’s Area of Responsibility.

22-6010 Administrative Technical Specialist - COMSEC, EKMS, and Information Security

22-6010, Length 1 Year: This position is located in the Security Office, Naval Surface Warfare Center, Philadelphia Division (NSWCPD). The incumbent is designated as the Security Specialist responsible for Communications Security (COMSEC). Must have knowledge of COMSEC and the measures taken to deny unauthorized access to information transmitted by the U.S. Government and to ensure the authenticity of such communications. The incumbent develops, tests, procures, fields and sustains cryptographic solutions to secure NSWCPD’s network (tactical up through enterprise). Responsible for management oversight of the overall program including Key Management Infrastructure. The COMSEC program provides guidance and oversight for the development, formulation, installation and management of policy in all matters regarding Electronic Key Management System (EKMS) and Key Management Infrastructure (KMI). He/she will develop, monitor, coordinate, process, control, transmit, and safeguard specialized communications security information. Manage the Local Management Device/Key Processor (LMD/KP), Advanced Key Processor (AKP) and Local COMSEC Management Software (LCMS). Perform inspections and spot-checks to ensure compliance with existing regulations. Train and assist employees in the proper operations of Secure Terminal Equipment (STE) and maintain accountability of all equipment. **Qualifications:** Knowledge of COMSEC and the measures taken to deny unauthorized access to information transmitted by the U.S. Government and to ensure the authenticity of such communications. Knowledge of Information Security manuals, instructions, policies and procedures in order to identify nature of security issues involved, research guidelines to identify applicable policies and procedures, and provide appropriate guidance. Including the ability to interpret laws, regulations, and procedures.

22-6020 Integrated Logistics Support Manager with Software Support

22-6020, Length 1 Year with opportunity to extend. 1. Knowledge of Integrated Logistics/Product Support (ILS/IPS) concepts, principles, policies, and acquisition/contract regulations and their application to a variety of unique and complex systems. 2. Understands ILS/IPS elements as they relate to systems acquisition and life cycle management across related disciplines such as systems engineering and designing, reliability, availability, maintainability, production, test & evaluation, cyber-security, quality assurance, operational deployment, demilitarization, and disposal. 3. Knowledge of software support requirements and processes, as well as IT products and support. Understand Configuration Management for software. 4. Ability to determine logistics impacts to Engineering Change Proposals (ECPs) and provide detailed analysis (provisioning, tech pubs, and training.) 5. Follow through on ECP incorporation and verification that provisioning, tech pubs, and training reflect the new configuration. 6. Ability to work across branches, divisions, and departments in the planning and execution of acquisition and sustainment logistics functions. 7. Work with the Life Cycle Logistics Competency Lead (LCL) in institutionalizing the logistics discipline and the professional growth of members of the logistics community. 8. Ability to interpret laws, regulations, and procedures in order to identify nature of security issues involved, research guidelines to identify applicable policies and procedures, and provide appropriate guidance. Including the ability to interpret laws, regulations, and procedures.

22-6021 Network/IT/IA Design & Eng

22-6021, Length 2 Years: The Coastal and Maritime Systems Branch has need for persons to support the Adaptive Persistent Awareness System with experience with Cisco Identity services, security appliances including Firepower, and RMF knowledge. Experience with conducting on-site, system-level security testing in an operational environment. Experience performing scans with ACAS tool sets and performing manual inspections. Experience performing network security assessments, and the development and maintenance of network protection plans. Experience identifying specific potential vulnerabilities existing in the network infrastructure. Experience with Security Technical Implementation guidance (STIG) and ensuring compliance with all applicable Defense Information System Agency (DISA) STIGs and supporting documents. Experience configuring system video analytics. Experience analyzing, isolating, and repairing network issues. Experience assigning configuration of authentication and authorization of directory services. Experience administering servers, desktop computers, printers, routers, switches, firewalls, phones, personal digital assistants, smartphones, software deployment, security updates and patches. Experience providing cybersecurity-related network support to include the design and implementation of classified and unclassified Local Area Networks (LAN), Wide Area Networks (WAN) and maintaining system security and patching.

22-6023 HR Specialist/Training and Workforce Development Specialist

22-6023, Length 1 Year: Employee development specialist within Workforce Development Branch. The incumbent will work with the team leads to manage, improve and sustain academic cohort programs, tuition assistance program, mentoring program, mandatory training programs (employee and supervisor), individual development plans, on-boarding program, leadership development programs, as well as skills included as a purchase card holder within branch processing command payments for development. **Qualifications:** Education and/or extensive training in employee development and use and understanding of the training purchase card. Minimum education requirement is a Bachelor’s Degree. Equivalent qualifications for an 0201 DoD Series (Human Resources Management)
22-6024, Length 1 Year: Instructor Lead (IL) and Computer Based (CB) Curriculum Development for the Competency Development Program. The incumbent will work with the project manager and subject matter experts to design courses for instructor led deployment, assist in slide deck development for Computer Based training to be delivered to the Contractor for CBT Development, & provide input to/review courses and curriculum for the planning, engineering, scientific and business competency across the command for recommended improvements. The incumbent should be knowledgeable in models, as well as experience in collaborating in the development of deliverables.

Qualifications: Education and/or extensive training in course/curriculum development, learning management systems (LMS) and competency based programs. Minimum education requirement is a Bachelor's Degree. Equivalent qualifications for an O201 DoD Series (Human Resources Management)

22-6026, Length 1 Year: Bulk Petroleum Products mission is to provide the military services, DOD activities and designated Federal agencies with worldwide comprehensive Class III Bulk Petroleum acquisition support. The incumbent will be responsible for cradle-to-grave acquisition of petroleum products and services in support of worldwide DOD requirements. The incumbent will serve a senior contract specialist (with potential progression to contracting officer with unlimited dollar authority) and as the senior military advisor for acquisition programs valued in excess of $6.0 billion annually that directly support peacetime and wartime Class III Bulk Petroleum products and services. Plans and executes contingency support operations utilizing a combination of commercial and military infrastructure in concert with Unified and Joint Commanders to deliver petroleum products and services to support land, air, and sea operations of the military services as set forth in Joint Bulk Petroleum Doctrine (Joint Pub 4-03). Advises the DLA Energy, Director of Bulk Petroleum and other DOD officials on ability to establish commercial contracts to support Military Operations Other than War to minimize logistic “footprint” - establishes, monitors, and reports on the success of such contract actions or advises alternatives as appropriate for the procurement and distribution of bulk petroleum products and services as prescribed by DOD Management of Bulk Petroleum Products, Natural Gas, and Coal (DOD 4140.25M). Coordinates DLA Energy responses to Congressional inquiries, Inspector General reports, and management reviews related to Bulk Petroleum products and specified services. For a full list of job functions and responsibilities please reference Enclosure 1 Bulk Petroleum Products Division Mission and Functions. Qualifications: A minimum of 5 years contracting experience, Defense Acquisition Workforce Improvement Act (DAWIA) Level II or above certified or Federal Acquisition in Contracting Certification (FAC-C) equivalent. If DAWIA Level II certified candidate should be on track towards DAWIA Level III certification within 6 months of assignment. Pre/Post award services contract experience required. Service member’s career classification must be either 51C (Army), AFSC 60C0X1 (Air Force) or be a part of the Acquisition Branch as a commissioned officer/warrant officer. Applicants must have less than 15 Years of Active Federal Service and meet military height and weight standards to apply. Applicants must submit the following documents in their application to be considered for the position; Officer Performance Report/Officer Evaluation Report, Official Military Photo, Last three Military Evaluations, Physical Fitness Test, and Military Biography.

22-6029, Length 1 Year: The Expeditionary System Cybersecurity Branch has a need for a cybersecurity specialist to support the US Navy’s Landing Craft platforms. Any operational experience with Command & Control systems (e.g., C4I, C3I, C4N), Platform Information Technology control systems, PICS, Machinery Control Systems, networking, or related technologies is desired. Cyber Security Job Duties. Specific duties include: Cybersecurity personnel shall meet the position requirements set forth IAW DoD 8570.01-M for IAT Level II. Uses information collected from a variety of sources to identify, analyze, and report events that occur or might occur within the system in order to protect information, information systems, and networks from threats Provides detailed cybersecurity analysis reports as necessary Uses mitigation, preparedness, and response and recovery approaches as needed. Conducts cybersecurity assessments of threats and vulnerabilities, conduct security configuration audits, maintenance, and engineering activities associated with a cybersecurity program IAW Department of Defense Instruction (DoDI) 8500.1. Provides support for assessment and authorization of systems as described in DoDI 8510.01, as well as NIST SP 800-53, and CNSSI 1253. Cybersecurity requirements include, but are not limited to, Annual Security Reviews (ASRs), Information Assurance Vulnerability Bulletin (IAVB/B), Vulnerability Remediation Asset Manager (VRAM), Enterprise Mission Assurance Support Service (eMASS), patch management, software updates/upgrades, ECPs, regression testing, and re-authorization activities. Verify the proper system configuration is configured IAW all applicable DISA Security Technical Implementation Guides (STIGs) and Security Requirement Guides (SRGs). Assist in producing updated system Information Technology (IT) POA&Ms Prepare documentation to support Risk Management Framework. Assist in the management of Ports, Protocols and Services Management (PPSM) Review all IAVA/Bs/OpDirs released by US CYBERCOM to assess applicability to the systems bi-weekly. Coordinate and work with system developers/integrators to incorporate and test changes necessary to implement selected IAVA/Bs/OpDirs to ensure no degradation to the software or system operational requirements All STIG and IA control required configuration settings, which break system functionality, cannot be implemented, or can only be partially implemented, shall be documented to include detailed explanations as well as mitigation strategies. Ensure implementation of BIOS protections IAW NIST SP 800-147 and SP 800-147B on all systems, where appropriate. Qualifications: DoD 8570.01-M for IAT Level II

22-6030, Length 1 Year: Familiar with implementing and configuring CISCO network devices (routers, switches, etc.) Familiar with implementing and configuring wireless network devices and access points. 3. Familiar with managing and securing network devices according to Security Technical Implementation Guidelines (STIG). 4. Develop configuration management documentation for network configurations and requirements changes. Qualifications: AFSC 3D1XX or MOS 25B

22-6031, Four Year 1: Responsible for cradle-to-grave acquisition (requirements determination solicitation, contract award and contract management) of petroleum products in support of world-wide DOD and Federal civilian agency mission requirements. The incumbent serves as the principal contracting officer with unlimited dollar authority and as the senior military advisor for acquisition, programs valued in excess of $2.5 billion annually that directly support peacetime and wartime petroleum requirements at over 980 DOD activities and 1530 Federal Civilian installations. Plans and executes contingency support operations utilizing a combination of commercial and military infrastructure in concert with Unified and Joint Commanders to deliver petroleum products to support land, air and sea operations of the military services as set forth in Joint Bulk Petroleum Doctrine (Joint Pub 4-03). Advises the Director, DLA Energy and other DOD officials on ability to establish commercial contracts to support Military Operations Other than War to minimize logistic “footprint” - establishes, monitors and reports on the success of such contract actions or advises alternatives as appropriate. Proposes and coordinates DOD policy for the procurement and distribution of direct delivery fuels as prescribed by DOD Management of Bulk Petroleum Products, Natural Gas, and Coal (DOD 4140.25M). Acts for the Director with full authority to make decisions and business commitments on behalf of the Direct Delivery Office. Qualifications: Applicants must have less than 15 Years of Active Federal Service and meet military height and weight standards to apply. Applicants must submit the following documents in their application to be considered for the position; Enlisted Record Brief, Official Military Photo, Last three Military Evaluations, Physical Fitness Test, and Military Biography.
Qualifications: 12A Engineer Officer - Applicants must upload the following documents to the “Special Notes” section of your profile in Tour of Duty: - Last 3 Evaluations (OER), ORB, Military Bio, Resume (optional) - A current security clearance verification memo from the S-2 or security manager - Most Recent Passing DA 705 (w/ corresponding DA 5500 if applicable) or if no current DA 705 provide a current DA 5500 to validate HT/WT - A current Retirement Points Worksheet (RPAS) or NGB 23A and B (if ARNG) - Individual Medical Readiness (IMR) report. Must be vaccinated against COVID-19 with documentation in MEDPROS ****This posting is subject to approval of funding****
22-6140 Deputy Engineer
22-6140, Length 420 Days: Works under the general direction of the G4 Division Chief and directly under the Senior EC section lead engineer, through whom broad assignments are made and delegated authority received. Assignments are made in the form of contract documents including plans and specifications covering work to be accomplished by the contractor. Incumbent is expected to ensure that contract scope, contract drawings, shop drawings, specifications, codes, quality management and safety are followed throughout the life of the contract. Follows the day to day work to ensure the contractor is meeting his work schedule as approved. Incumbent is required to assume full responsibility for ensuring that all non-conforming work is properly identified through test reports or observations and that the contractor’s Quality Assurance (QA) team is notified for corrective action. As a subject matter expert, works out problems largely on own initiative. Incumbent acts independently to perform quality assurance and safety assurance functions, and keeps supervisor appraised on any controversial issues and/or policies of an unusual nature.

22-6151 Nondestructive Tester Technician
22-6151, Length: 180 Days: Experienced certified technician able to perform nondestructive testing on aircraft and aerospace equipment. This is a PCS tour.

22-6152 Business Analyst for Command & TPM Ceiling Support
22-6152, Length 1 Year: Serves as a business advisor to organizational managers and program/project managers. Monitors costs for the purpose of comparing plans to actual expenditures, determining status of commitments and obligations and identifying and correcting discrepancies. Formulates, executes, and monitors the budget for programs/projects within the assigned organization. Allocates funds based on cost estimates & budgets. Ability to formulate budgets and cost estimates for large and complex programs. Ability to review and evaluate budget requests, control, and reporting of obligations and expenditures. Ability to analyze and recommend change to improve financial management in programs.

22-6166 Information Technology/Cybersecurity
22-6166, Length 2 Years: This position is for an Information System Security Engineer (ISSE) to provide full life cycle support for the development, delivery, and sustainment of the Risk Management Framework (RMF) life cycle, ensuring systems are properly assessed and receive/maintain authorization. The ISSE will provide independent assessments, conduct reviews, and implement guidance for Department of Defense (DoD) and Department of the Navy (DON) acquisition, financial and Information Technology (IT) policies, laws and regulations. The successful candidate will work under minimal direction applying Information Assurance (IA) standards and regulations to the development and enhancement of IT capabilities in support of the command mission. Qualifications: Experience with DoD Risk Management Framework and compliance auditing. This position has been designated as a Cyber IT/Cybersecurity Workforce position in specialty area (75) and as a condition of employment incumbents of the position are required to comply with the DON-Cyber IT/CSWF Program requirements of SECMAR M-5239.2, which include: 1. Earn and maintain appropriate credentials from the Cyber IT/CSWF Qualification Matrix (described in SECMAR M-5239.2) associated with the specialty area and level commensurate with the scope of major assigned duties for the position to which you are assigned, and; 2. Participate in a continuous learning program as described in SECMARINST 1543.2. A minimum of 40 hours of Cyber IT/CSWF related continuous learning annually documented in a current individual development plan signed by both the employee and supervisor. *This position performs a primary cyber work role of 751 and additional cyber work roles of 722, per the DoD Cyber Workforce Framework.

22-6172 Police Officer
22-6172, Length 1 Year: Conduct screening of identification at main vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation. Conduct contraband searches of commercial vehicles entering the installation. 12 Positions Requested

22-6173 Police Officer GS-0083-06
22-6173, Length 1 Year: The reservist must successfully perform law enforcement and crime prevention duties to maintain law and order during normal and emergency operations. Performs police duties to assure the protection of life, property, and the civil rights of individuals. Patrols DLA installation and property to prevent crime, protect life and property and enforce local regulations and laws. Plans and conducts initial investigations of suspicious activities, security breaches, and crimes. Advises suspects of their Miranda rights prior to questioning. Writes incident and activity reports and detains suspects. Secures and processes the crime scene, conducts preliminary investigations, gathers evidence and obtains witness statements. Acts as first responder to all types of emergencies or volatile situations such as terrorist attacks, hostage/barricaded situations, bomb threats, vehicle accidents, robberies, hazardous material incidents, and other emergencies. Performs fixed post operations located within the interior of DLA installations or at perimeter gates. Controls access to sensitive/restricted areas where there is potential for breach of security, public safety or public health. Performs inspections on outgoing personnel and their packages and vehicles at various gates and checkpoints to detect, detain, or cite those who attempt to steal government property. Provides specialized pedestrian and traffic control services in connection with ceremonies, parades, emergency situations, and similar events. Performs traffic duties including directing traffic, issuing tickets/notices for vehicle operation, and parking violations. Coordinates emergency responses between security, fire, and other emergency units, and receives and acts on calls concerning reports of violations or complaints to include 911 emergency calls. Qualifications: United States Army or other Military Police Academy Certification, no disciplinary action past 2 years, required issued equipment (Bullet Proof Vest), successful weapons qualification DLA, must possess a valid drivers license, able to work shifts, weekends and holidays as required, maintain a high state of appearance and hygiene.
Firefighter/ Paramedic or Firefighter EMT-Basic

22-6174, Length 1 Year: The individual will be working under one of these two DLA Position Description Paramedic qualifications preferred (PD FF040 Firefighter/ Paramedic or FF042 Firefighter EMT basic) PD FF040 Firefighter/ Paramedic: Serves as a fully trained member of a firefighting crew engaged in a full range of emergency services response to include: fire, emergency medical, hazardous materials, specialized rescue, and all hazards response. Responds to natural and man-made emergencies on and off site. Position Designation: This position is considered a “Primary” position within the firefighting Special. Major duties are the control and extinguishment of fires and the use of firefighting apparatus to prevent loss of life, minimize fires, and protect property and the environment. Other duties include; emergency medical treatment, hazardous materials mitigation and specialized rescue response. Medical exam: Individual must complete a pre-employment and an annual medical surveillance exam IAW DoD 6055.05-M. JD 12/10/19 Maximum Entry Age: This position complies with the statutory requirements of Title 5, United States Code, by limiting the maximum entry age to 37. Incumbent will be required to participate in a physical fitness and wellness program during duty hours. Department of Defense (DoD) 6055.06-M, “Fire and Emergency Services Certification Program” identifies the level of performance required for all DoD Fire and Emergency Services personnel. The certifications listed below are the minimum mandatory certification requirements for this position. DoD Incumbents shall possess DoD Certifications, or equivalent accredited certifications from the International Fire Service Accreditation Congress (IFDAC) or the National Professional Qualifications System (Pro-Board): or FF042 Firefighter EMT basic This is a developmental position with promotion potential to the GS-081-09 (Paramedic/Hazardous Material Technician). This PD has been approved for Special retirement coverage under 5 USC 8336(c) & 8412(d) as Primary/Rigorous February 6, 2012. This is related to PD FF040. While in this developmental position, the incumbent independently must: Perform Basic Life Support duties and can only provide assistance to fully trained and certified paramedics when conducting paramedic duties. Serves as a fully trained member of a firefighting crew engaged in a full range of emergency services response to include: fire, emergency medical, hazardous materials, specialized rescue, and all hazards response. Responds to natural and man-made emergencies on and off site. Position Designation: This position is considered a “Primary” position within the firefighter Special/Retirement System. Major duties are the control and extinguishment of fires and the use of firefighting apparatus to prevent loss of life, minimize fires, protect property and the environment. Other duties include; emergency medical treatment, hazardous materials mitigation and specialized rescue response. Medical exam: Individual must complete a pre-employment and an annual medical surveillance exam IAW DoD 6055.05-M. JD 12/10/19 Maximum Entry Age: This position complies with the statutory requirements of Title 5, United States Code, by limiting the maximum entry age to 37. Department of Defense (DoD) 6055.06-M, “Fire and Emergency Services Certification Program” identifies the level of performance required for all DoD Fire and Emergency Services personnel. The certifications listed below are the minimum mandatory certification requirements for this position. DoD Incumbents shall possess DoD Certifications, or equivalent accredited certifications from the International Fire Service Accreditation Congress (IFDAC) or the National Professional Qualifications System (Pro-Board): Qualifications: See duty description for PD FF040 Paramedic or PD FF042 EMT-Basic Reservist should deploy with a full set of firefighter PPE i.e. structural coat, pants, boots, structural gloves, hood, helmet. A replacement structural coat and pants are recommended. SCBA mask along with other ancillary items will be supplied by receiving installation fire department.

Security Management and Programs Analyst Specialist

22-6184, Length 1 year: This position requires experience in managing various security-related programs and security initiatives, along with knowledge of evaluating program effectiveness and recommending process improvement. Requires skill in applying analytical and evaluative methods/techniques to issue studies concerning the efficiency and effectiveness of program operations. Studies and evaluates internal operating policies, procedures, organizational proposals, delegations of authority and other administrative and management requirements. The Reservist will assist Security Specialists in conducting security inspections, assessing security vulnerabilities, developing security mitigation recommendations and publishing reports for supervisory personnel. The work requires skill in preparing project papers and staff reports, briefings and analytical reports for supervisory personnel to encourage understanding and acceptance of findings and recommendations. Position requires extensive knowledge / expertise in the use of Microsoft Word, Excel, PowerPoint, as well as Microsoft Access and Publisher. This position requires a general knowledge of the following functions: physical security, antiterrorism, security and force protection operations, operational security (OPSEC), force protection conditions (FPCONS), electronic security system (ESS), access control operations, vetting and emergency communication operations. Will develop and propose security awareness training initiatives for the DLA civilian workforce after evaluating and assessing installation security program effectiveness. Understanding and organization that drive strategic and accomplishing higher headquarters’ strategic is required. Knowledge and understanding of organizational development, metrics and strategic planning are necessary in order to incorporate and facilitate the integration of research into security program management improvement is required. Safeguards and protects sensitive and classified information against disclosure, including Confidential and Secret documents. Qualifications: See duty description for PD #s A0891, B5460 and H17448 for further details. 4 year college degree and Security Management and/or Physical Security experience. U.S. Army Additional Skills Identifier (AHI) H-3 is sought, but not a requirement.

Joint Logistics Plans Officer

22-6187, Lenth 1 Year+ Joint Logistics Plans Officer for DLA Pacific (DLA P) Korea serves at the Defense Logistics Agency (DLA), a Joint Combat Support Agency reporting directly to the Office of the Secretary of Defense. This position is located in Camp Humphreys, Korea. In coordination with other military and civilian employees (OS/GS-13+) develops, writes, and publishes DLA contingency, exercise, disaster and response plans which formulate DLA support to United States Forces Korea (USFK) and subordinate elements. Develops basic planning policy, planning guidance, instructions, directives, and programs in support of USFK and its components. Participates as the DLA representative at USFK and subordinate component command planning conferences and meetings. Evaluates USFK theater plans and assesses DLA support requirements. Guides and synchronizes the deliberate planning process with planners from USFK, USF PACOM. DLA Pacific Logistics Operations Center, DLA Agency Synchronization Operations Center, and other DLA entities to ensure DLA is prepared to provide appropriate levels of logistics support to USFK exercises, contingencies, humanitarian assistance/disaster relief efforts, and war plans. Resolves operational shortfalls, limitations, and other conditions that may impede DLA’s ability to perform its mission to support USFK strategic logistics objectives. Plans, synchronizes, and executes DLA support and participation in USFK exercises, contingencies, and disaster response operations. Participates in exercises and contingency operations as a core member of the DLA Support Team providing wholesale logistics support to USFK operational forces. Qualifications: Graduate of rank-appropriate Professional Military Education (PME) [required]; Completion of JPME II (Required), Masters Degree (desired).

Cyber Auditor

22-6188, Length 1 Year+ Inspect, evaluate and analyze system logs using enterprise tools to prioritize anomalies and reset baseline thresholds. Record findings and submit recommendations with sound justification following the configuration management program for change management. Perform continuous monitoring tasks to validate audit and accountability (AU) control implementation and compliance.

If you are interested in a position, click on the link in the position or email your resume and bio with the position you are interested in.

Email: dfas.indianapolis-in.jh.mbxf.pfi@mail.mil
Website: https://www.dfas.mil/pfi

Click HERE to apply
Network Administrator

22-6189, Length 1 Year+
Administer information technology (IT) principles, methods, and security products to protect and maintain the availability, integrity, confidentiality, and accountability of information system resources through the planning, analysis, development, implementation, maintenance, and enhancement of information systems security programs, policies, procedures, and tools. Assists in the delivery of customer support services to the organization, which may include configuration, installation, and maintenance of IT equipment and systems such as switches, desktops, laptops and printers as well as any other desktop support work requiring a physical touch. Install, configure, upgrade, and troubleshoot telecommunication or computer hardware, software, and some Local Area Network (LAN) components. Perform system updates and validate vulnerability and STIG compliance using assigned tools including Tenable. Maintain and update hardware and software baselines, fully document baseline changes following a mature configuration management process. Candidate shall comply with the requirements of the certification program and will be required to maintain certification for IAT level II. Certification requirements are outlined in DoD Instruction 8570.01-M. The position is at the Midway Research Center located in Stafford VA next to Quantico Marine Corps Base.
Qualifications: SCI Clearance desired. Will entertain any qualified candidate regardless of grade or service.

Personnel Specialist

22-6199, Length 1 Year
This position is located in the CAAA S1 office and has the responsibility for processing all request for personnel actions, managing employee profile in LMP, data entry, and creating desk procedure of all daily actions.

ATAG Program Manager

22-6201, Length 420 days
Position is responsible for the oversight of the Aviation Training Advisory Group (ATAG) program in Saudi Arabia to include coordinating/collaborating with Saudi counterparts, other US mission partners and State Department personnel on a daily basis. Officer will work to develop a new Foreign Military Sales case to further the partnership with the GSAC. Experience in a Security Cooperation environment and qualified in functional area 48 are preferred. MOS Immaterial. To be considered, please submit the following in ToD: ARB/SRB, Military Bio, MEDPROS IMR, Last 3 OER, DA Form 1059, DA Form 705 DA, Form 5500/5501, DD Form 3349 (if applicable), DA Form 5016, or NGB23, DA Form 1506, Security Clearance Verification Memo.

Aviation Operations Officer

22-6202, Length 420 days
Position is responsible to assist the Program Manager in the development of a new Foreign Military Sales case for the GSAC. Provides aviation expertise to the Program Manager as well as Saudi counterparts and US State Department personnel. A strong background in aviation operations as well as experience with Security Cooperation preferred. To be considered, please submit the following in ToD: ARB/SRB, Military Bio, MEDPROS IMR, Last 3 OER, DA Form 1059, DA Form 705 DA, Form 5500/5501, DD Form 3349 (if applicable), DA Form 5016, or NGB23, DA Form 1506; Security Clearance Verification Memo.

Military Assistant (MA)

22-6206, Length 1 Year
As Military Assistant (MA) to the Director, DCISA, facilitate communication at multiple echelons, ensuring talking points are in-line with DCSA messaging, as well as ensuring tasks and issues are communicated at the appropriate levels. Coordinates daily with offices of the Under Secretary of Defense (Intelligence & Security) (OUSD(I&S)), and other inter-agency organizations throughout the executive and legislative branches of the US Government at the General Officer/Flag Officer/Senior Executive level. Directs and assigns responsibilities for executive actions in coordination with the command group and Agency Directorate staffs. Establishes a close working relationship with the front offices/MAOs of organization inside DoD and other Federal Agencies.
Qualifications: Intelligence/Counterintelligence Unit command or executive officer (EO) experience preferred.

Physical Security Specialist

22-6210, Length 1 Year
Naval Surface Warfare Center, Panama City Division, Physical Security Officer. Conducts initial and annual physical security surveys for compliance with Open Storage Areas/Secure Rooms/Restricted Areas (RA), per DoDI 5200.01, Volume 3, DoD Information Security Program. Coordinates with RA Custodians and Host Command Security to ensure the Facilities Department processes work orders for repair of Intrusion Detection Systems (IDS) and Automated Entry Control Systems (AECS). Assists in reviews of drawings and or plans for building remodels and new construction, ensuring physical security measures are in place. Conducts Physical Security training with RA and Security Container Custodians. Inspects security containers to ensure they are empty prior to surplus, ensures custodians are assigned to active security containers, approves container moves and combination change requests, and tracks the locations of the containers. Manages the Command Key Control Program to ensure controlled keys are issued and accounted for. Reviews DD Form 200, Financial Liability Investigation of Property Loss, to determine if sensitive information was involved, identify loss trends, and makes recommendations to reduce future losses. Performs other security duties as assigned. Work hours are generally Monday through Friday, and situational telework authorized dependent on mission requirements.
Qualifications: The position is open to enlisted members from Air Force AFSC 3P0X1 or Army ASI H3 Physical Security Operations, with Physical Security/Resources Protection experience. Secret Security Clearance eligibility required.

Information Systems Technician (255A)

22-6218, Length - 2 Years with option to extend.
Plans, directs, implements network systems health checks of multiple networks and programs within DISA. Serves as the lead consultant for all systems related within networks and programs assigned to work on. Provides technical guidance to multiple programs technical staff. Provides written reports with recommendations for systems health checks. Provides and executes technical and operational changes within networks. Reviews all design documentation within networks and programs assigned for health checks. Coordinates across operation centers and programs for network modifications and changes. **Qualifications: Final TS/SCI clearance required. Expert knowledge in Microsoft product line, with emphasis in Active Directory Domain Services (AD DS) design/deployment, Server 2016/2019.

Information Protection Technician (255S)

22-6219, Length - 2 Years with option to extend.
Plans, directs, and implements Defensive Cyberspace Operations (DCO) counter measures as part of a Network Health team for multiple networks and programs within the DISA. Serve as the DCO advisor with a firm understanding of vulnerabilities, exploitation techniques, and adversary methodologies. Review all assigned network and program design documentation. Create written reports with DCO recommendations and execute technical and operational changes within networks and programs. Coordinate all changes across operation centers and brief senior-level technical program staff. **Qualifications: Final TS/SCI clearance required. Must be DoD 8570 IAT II compliant with IAM III recommended. Must have SIELM experience with basic operation, custom queries, analytic design, and implementation (SPLUNK preferred). Must be highly productive individually or within a team in a high stress environment. Must be a critical thinker and possess excellent written and verbal communication skills.

Computer Scientist

22-6223, Length 1 Year
Performs professional computer science work by application of advanced theories, concepts, principles, and processes to the acquisition, development, or sustainment of weapon systems, subsystems, and/or support systems. Applies expert knowledge and mastery to ensure assigned projects remain consistent with program objectives, costs, schedules, performance criteria, and existing policies.
<table>
<thead>
<tr>
<th>Position</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ELECTRONICS ENGINEER</td>
<td>22-6224, Length 1 Year. Serve as a professional electronics engineer with project management, execution, and operational responsibility in assigned area(s). Considered the technical expert for the organization in electronics engineering assignments concerning (insert functional area - i.e., Electronic Warfare Systems); employee provides technical leadership and management to ensure program success. Work encompasses several phases of the development process in which the employee guides and evaluates the design and development activities of others.</td>
</tr>
<tr>
<td>Military Police</td>
<td>22-6225, Length 1 Year: MOS: 31B. Military Police Office for the Directorate of Emergency Services (DES) on an Army depot; providing police services/information and selective law enforcement activities which complement the Commander's law enforcement and security mission; responsible for the inspection of all commercial truck traffic entering the depot; perform random searches of vehicles entering the depot; control access to the installation by adhering to the determined physical security measures; patrols Letterkenny Munitions Center (LEMC) area to ensure $7.4 Billion of ammunition is secure.</td>
</tr>
<tr>
<td>Security Monitor</td>
<td>22-6226, Length 1 Year with option to extend. Individuals will act as Security Specialists for a 2600 acre Controlled Area which houses assets for multiple agencies, services, and countries. Primary duties include: day to day operation of the site Entry Control Points, managing the Controlled Area temporary badge and Entry Control List/Letter program, and conducting internal Antiterrorism and Resource Protection/Crime Prevention patrols. Individuals will work closely with the site Security Managers, Control Center, Escorts, and the host installation Security Forces to ensure the safety and security of the personnel and assets on site. Individuals may be required to work 12 hour shifts, man the Control Center, or act as an Escort depending on manning and the nature of the work occurring on site. This position will report to the AMARG Chief of Security.</td>
</tr>
<tr>
<td>IAG Lawyer</td>
<td>22-6234, Length 1 Year: MOSQ-27A. Serves as Judge Advocate to handle a variety of civil and administrative law matters, which include jurisdiction issues, Financial Liability, Investigations of Property Loss (FLIPL) AR 15-6 Investigation review, EEO/labor/employment/workers compensation claims. Lawyer will work in the Corpus Christi Army Depot Command Group on a wide range of high priority legal projects with Command interest. Anticipate priority of effort will be directed toward work in the areas of administrative law, freedom of information inquiries, ethics, security/force protection, legal assistance and installation issues. Officer will serve with other attorneys but must be able to think independently and operate without direct supervision. Attorney must be a member in good standing of a state bar. Minimum of 3 years recent legal experience is desirable. Graduate of JAG advance course a plus.</td>
</tr>
<tr>
<td>Security Guard</td>
<td>22-6236, Length 1 Year: Conduct screening of identification at main vehicle access control point of installation. Conduct screening of identification at commercial vehicle access control point of installation. Conduct contraband searches of commercial vehicles entering the installation.</td>
</tr>
<tr>
<td>Project Manager</td>
<td>22-6238, Length 1 Year: Duty location: Washington DC with TDY to Huntsville required. ADOS position with HNC to synchronize the Zero Emission Vehicle program. USACE received $56M in CW Operations and Maintenance funds as indicated on the J sheet. It looks like USACE will get another $20M next year. From the surface, this looks like a program to install charging stations but success is much more complicated. USACE must have a leader to oversee and synchronize the EXECUTION of this program. This synchronizer position will stay within the scope of the remaining item description, but will need to be thinking about more than just installing charging stations. Incumbent will be vital in coordinating and synchronizing this program between all the USACE internal stakeholders. There are multiple staff sections who are involved in executing this program and this position will be the senior leader with oversight or someone who is looking at ALL the facets of implementation. Civil Works is holding the funding but the responsibilities include Military Programs, Environmental, the Sustainability Program, Directorate of Logistics, USACE Logistics Agency, HNC, GSA, etc. Incumbent will synchronize all the stakeholders in implementing the plan.</td>
</tr>
<tr>
<td>Technology Information Specialist</td>
<td>22-6239, Length 1 Year: Incumbent serves as a Technology Support Specialist utilizing a basic knowledge of information systems to provide IT troubleshooting and excellent customer support. Primary duties would focus on working on tickets on help desk by resolving tickets through basic troubleshooting and escalating tickets to the appropriate support group. This position works directly with customers via phone, chat, or on walk-up service desk. The position will involve both software and hardware support for a wide range of end user devices including: desktops, laptops, tablets, printers, scanners, and mobile devices. The position may be involved with project teams that focus on implementation of new technology or technology refresh. Qualifications: Candidate must demonstrate a customer-focused attitude and competencies for interpersonal skills, computer skills, problem-solving, team-work, and communication. Prior experience providing IT support is needed and A+ and Security+ certifications are preferred but not required. 25B</td>
</tr>
<tr>
<td>Infrastructure Assessment Coordinator</td>
<td>22-6240, Length 6 months: • Provides facility and infrastructure condition assessments for large industrial facilities and associated support complexes. • Compiles factual facility/building/infrastructure data pertinent to condition assessments and cost estimates. • Determines construction/repair requirements and associated cost estimates for large industrial facilities and associated support complexes. • Performs a variety of support duties, such as composing technical correspondence, briefs, reports, etc., locating and assembling information described above. • Prepares and provides briefings to senior leadership with cost estimates and recommended courses of action.</td>
</tr>
</tbody>
</table>