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E.C6. CHAPTER 6

SOFTWARE PROCESS IMPROVEMENT

E.C6.1. SOFTWARE PROCESS IMPROVEMENT OVERVIEW.

E.C6.1.1.  Purpose.  

E.C6.1.1.1.  DFAS has undertaken a number of initiatives to achieve the objectives of reducing life cycle costs, reducing software defect rates, streamlining processing of financial systems, and achieving higher levels of DOD mission capability and interoperability via software.  One of these initiatives is to encourage the establishment of a continuous Software Process Improvement (SPI) program.  DFAS has assigned the responsibility for the SPI initiative to the Infrastructure Services Organization’s (ISO) Systems Engineering Support Directorate.  The purpose of this chapter is to provide a mechanism for organizing, controlling, and coordinating the SPI efforts, whether they are chartered by this chapter, independently chartered, or unchartered efforts undertaken in individual projects.  Those groups not specifically chartered by this regulation will, at a minimum, communicate and coordinate their SPI efforts and results with the Corporate Software Engineering Process Group (SEPG).  The guidance in this chapter includes descriptions of the roles and responsibilities of key personnel; significant SPI requirements, tasks, and procedures; and required SPI documentation.  

E.C6.1.1.2.  DFAS has chosen the Software Engineering Institute’s (SEI’s) Capability Maturity Model (CMM), Version 1.1, as a practical identification and evaluation method for measuring software process maturity.  The guidance in this chapter shall be followed to comply with this model and the procedures that support it.  When a new version of the CMM is released, a decision shall be made on the advisability of converting to the new version.

E.C6.1.2.  Applicability.  The SPI program is considered one program across DFAS, rather than independent programs at each of two Software Engineering Organization (SEO) and Directorates for Information and Technology (I&T) at the five DFAS Centers.  Local SPI efforts must be planned and executed in accordance with this regulation and under the oversight of the ISO.  The SPI program applies to all DFAS migratory automated information systems (AISs). 

E.C6.2.  SPI PROGRAM STRATEGY.  The SPI program has the overall objective of helping DFAS get to a reduced cost with improved system quality.  In order to move toward that objective, the SPI program has outlined specific goals that must be met in order to achieve that overall objective.

E.C6.2.1.  SPI Goals.

E.C6.2.1.1.  To implement all CMM Level 2 Key Process Areas in all DFAS migratory AISs;

E.C6.2.1.2.  To infuse CMM Level 3 processes throughout the organization;

E.C6.2.1.3.  To develop, maintain, and improve standard software processes across the organization;

E.C6.2.1.4.  To develop, maintain, and improve an organizational Process Asset Library (PAL);

E.C6.2.1.5.  To develop, maintain, and improve an organizational metrics repository and standard reporting methodology;

E.C6.2.1.6.  To develop, maintain, and improve training throughout the organization in a standardized approach to product and process engineering practices;

E.C6.2.1.7.  To identify best practices from those in use across the organization and facilitate the spread of those practices throughout the organization. 

E.C6.2.2.  General Information.

E.C6.2.2.1.  A software process is any set of activities, methods, and practices that guide people in the production of software.  This is a very general definition and includes all the life cycle activities, such as project planning, requirements definition, coding, testing, and releasing, as well as cross-functional processes, such as configuration management and software quality assurance (SQA). 

E.C6.2.2.2.  The CMM can be expressed as a series of process groupings which, once established and used, provide for achieving a "Level" of process maturity.  There are 5 milestone "Levels" used by the CMM as stages in maturity with a continuous process improvement infrastructure being the 5th or Optimized Level.  The levels currently being addressed are Levels 2 and 3.  

E.C6.2.2.2.1.  For Level 2, the repeatable level, the software process capability can be summarized as disciplined because planning and tracking of the software project is stable and earlier successes can be repeated.  The key process areas at Level 2 focus on the software project’s concerns related to establishing basic project management controls.  The approach for Level 2 assessment is strictly at the project level where the evaluation would take place.  Key process areas for Level 2 are:

E.C6.2.2.2.1.1.  Requirements Management.  The purpose of Requirements Management is to establish a common understanding between the customer and the software project of the customer’s requirements that will be addressed by the software project.  This agreement with the customer is the basis for planning and managing the software project.  An understanding of the requirements is necessary to build software that will satisfy the customer.  Reviewing the requirements allocated to software and interacting with the customer (whether external or internal) is part of establishing that understanding.  Since the customer’s requirements will frequently evolve and change, documenting and controlling the customer requirements is a prerequisite to using them as the basis for estimating, planning, performing, and tracking the software project’s activities throughout the software life cycle.  See Appendix 1 for DFAS guidance regarding Requirements Management.

E.C6.2.2.2.1.2.  Software Project Planning and Software Project Tracking and Oversight.  These two key process areas have been combined into an area called Project Management Activities.  The purpose of Software Project Planning is to establish reasonable plans for performing the software engineering and for managing the software project.  Reasonable plans are based on developing realistic estimates for the work to be performed and establishing the necessary commitments to perform that work.  They begin with a statement of the work and the constraints and goals that define and bound the software project.  The software planning process includes steps to estimate the size of the software work products and the resources needed, to produce a schedule, to identify and assess software risks, and to negotiate commitments.  The plan is documented and maintained as a necessary tool for managing the software project.  The purpose of Software Project Tracking and Oversight is to provide adequate visibility into actual progress so that management can take effective actions when the software project’s performance deviates significantly from the software plans.  Management of the software project should be based on the software development plan.  Management involves tracking and reviewing the software accomplishments and results against the plan and taking corrective action as necessary based on actual accomplishments and results.  These actions may include revising the software development plan to reflect the actual accomplishments, replanning the remaining work, and/or taking actions to improve the performance.  See Appendix 2 for DFAS guidance regarding Project Management Activities.

E.C6.2.2.2.1.3.  Software Subcontract Management.  The purpose of this key process area is to select qualified software subcontractors and manage them effectively.  Subcontractor selection is based on ability to perform the work, but many factors contribute to the decision to subcontract a portion of the prime contractor’s work.  Subcontractors may be selected based on strategic business alliances, as well as process capability and technical considerations.  The work to be done by the subcontractor and the plans for the work are documented, and the prime contractor monitors performance against these plans.   Appendix 3 contains the DFAS guidance for this key process area.

E.C6.2.2.2.1.4.  Software Quality Assurance.  The purpose of Software Quality Assurance is to provide management with appropriate visibility into the process being used by the software project and of the products being built.  This visibility is achieved by reviewing and auditing the software products and activities to verify that they comply with the applicable standards and procedures.  Compliance issues are first addressed within the software project and resolved there if possible.  For issues not resolved within the software project, the software quality assurance group escalates the issue as appropriate for resolution.  The guidance for Software Quality Assurance is at Appendix 4. 

E.C6.2.2.2.1.5.  Software Configuration Management.  

E.C6.2.2.2.1.5.1.  The purpose of Software Configuration Management is to establish and maintain the integrity of the products of the software project throughout the project’s software life cycle.  Integrity of work products is achieved by identifying the configuration of the software (i.e., selected software work products and their descriptions) at given points in time, systematically controlling changes to the configuration, and maintaining the integrity and traceability of the configuration throughout the software life cycle.  Software baselines are maintained in a software baseline library as they are developed.  Changes to baselines and the release of software products built from the software baseline library are systematically controlled via the change control and configuration auditing functions of Software Configuration Management.  Guidance regarding this key process area is contained in Appendix 5 of this chapter and in Part E, Chapter 2.

E.C6.2.2.2.1.5.2.  Release Management Software Distribution.  The increased use of Local Area Network (LAN), Wide Area Network (WAN) and microprocessor-based servers for operating or interfacing with ISO-supported AISs requires the establishment of guidance for releasing software for end-user execution within these environments.  This guidance (see Appendix 6 of this chapter and Part E, Chapter 2) is applicable to all processing tiers including micro, mini and mainframe processor based systems.

E.C6.2.2.2.2.  For Level 3, the defined level, a standard process or set of processes for developing and maintaining software is documented and used across the organization.  The key process areas at Level 3 address both project and organizational issues, as the organization establishes an infrastructure that institutionalizes effective software engineering and management processes across all projects.  Level 3 key process areas are:

E.C6.2.2.2.2.1.  Organization Process Focus.  The purpose of Organization Process Focus is to establish the organizational responsibility for software process activities that improve the organization’s overall software process capability.  Sustained process improvement involves developing and maintaining an understanding of the organization’s and projects’ software processes and coordinating the activities to assess, develop, maintain, and improve these processes.  The word “coordinating” is deliberately chosen to emphasize that the people implementing the process must be intimately involved with its definition and improvement, although the organization provides the long-term commitments and resources to coordinate the development and maintenance of the software processes across current and future software projects.  Guidance for Organization Process Focus is found at Appendix 7 (combined guidance with Organization Process Definition).

E.C6.2.2.2.2.2.  The purpose of Organization Process Definition is to develop and maintain a usable set of software process assets that improve process performance across the projects and provide a basis for defining meaningful data for quantitative process management.  These assets provide a stable foundation that can be institutionalized via mechanisms such as training.    

Process definition involves developing and maintaining the organization’s standard software process, along with related process assets, such as descriptions of software life cycles, process tailoring guidelines and criteria, the organization’s software process database and resulting software work products, and a library of software process-related documentation.  These assets may be collected in many ways; for example, the descriptions of the software life cycles may be an integral part of the organization’s standard software process.  The taxonomy provided in this key process area outlines the aspects of process definition that need to be addressed.  See Appendix 7 for combined guidance with Organization Process Focus.

E.C6.2.2.2.2.3.  Training Program.  The purpose of Training Program is to develop the skills and knowledge of individuals so they can perform their roles effectively and efficiently.  Training is an organizational responsibility, but the software projects are responsible for identifying their needed skills and providing the necessary training when the project’s needs are unique.  A training program begins by identifying training needs of the organization, projects, and individuals, then developing or procuring training to address the identified needs.  These needs may be specific to the project or individual at a particular time, but required training can be identified based on the roles and responsibilities specified in the organization’s standard software process.  Some skills are effectively and efficiently imparted through informal vehicles, such as, mentoring.  Other skills need more formal training vehicles, such as, classroom training.  See Appendix 8 of this chapter for guidance regarding the Training Program.  Also, see Part E, Chapter 8 for additional details.

E.C6.2.2.2.2.4.  Integrated Software Management.  The purpose of Integrated Software Management is to integrate the software engineering and management activities into a coherent, defined software process that is tailored from the organization’s standard software process and related process assets.  This tailoring is based on the business environment and technical needs of the project.  This key process area is the evolution of Software Project Planning and Software Project Tracking and Oversight at Level 2 to take advantage of the organizational infrastructure established at Level 3.  Satisfying Integrated Software Management means that a software project is planned and managed according to a well-defined process based on organizational software process assets.  See Appendix 2 for the Project Management Activities guidance.

E.C6.2.2.2.2.5.  Software Product Engineering.  The purpose of Software Product Engineering is to perform consistently a well-defined engineering process that integrates all the software engineering activities to produce correct, consistent software products effectively and efficiently.  Software Product Engineering describes the technical activities of the project, for example, requirements analysis, design, code, and test.  These engineering processes involve documenting the software work products and maintaining traceability and consistency between them.  This is necessary to ensure a controlled transition between the stages of the software life cycle and to provide high-quality software products to the customer.  See Appendix 9 for guidance related to Software Product Engineering.

E.C6.2.2.2.2.6.  Intergroup Coordination.  The purpose of Intergroup Coordination is to establish a means for the software engineering group to participate actively with the other engineering groups so the project is better able to satisfy the customer’s needs effectively and efficiently.  The software engineering group must work proactively with other project engineering groups to address system-level requirements, objectives, and issues.  Ideally, this would be some form of integrated product team or concurrent engineering.  In any case, the technical working interfaces and interactions between groups need to be planned and managed to ensure the quality and integrity of the entire system.  All engineering groups should be aware of the status and plans of all the groups, and system and intergroup issues should receive appropriate attention.  Guidance  regarding Intergroup Coordination is at Appendix 10.

E.C6.2.2.2.2.7.  Peer Reviews.  The purpose of Peer Reviews is to remove defects from the software work products early and efficiently.  An important corollary effect is to develop a better understanding of the software work products and of the defects that can be prevented.  The peer review is an important and effective engineering method implementable via inspections, structured walkthroughs, or a number of other collegial review methods.  For guidance related to Peer Reviews, see Appendix 11.

E.C6.2.2.3.  The SPI program, in order to improve and standardize the software development, modification, and re-engineering practices of DFAS, has developed the organization’s standard software processes for these areas.  These standard processes are contained in implementable scenarios, such as the System Modification Scenario (SMS) and the System Development Scenario (SDS), for modification and development, respectively.  These scenarios are living documents which provide task level guidelines for the AISs.  Tailoring of the standard processes by AISs may be performed in accordance with documented tailoring guidelines.

E.C6.2.2.3.1.  Training will be held to familiarize local and Corporate SEPG personnel and AIS management personnel with the contents and details of the CMM and the scenarios.  As a result of this training, implementation plans should be developed which identify what specific actions need to be taken to fully implement the scenarios.

E.C6.2.2.3.2.  Scenario processes are employed by individual AISs across the DFAS.  The first AISs to implement the System Modification Scenario were selected migratory and interim migratory systems.  Now, all DFAS migratory AISs shall undergo scenario implementation.  The implementation schedule for each AIS is determined by AIS managers in coordination with ISO management and the Corporate SEPG, which may recommend changes to ensure availability of training resources to meet AIS needs.  The implementation schedules will consider the corporate improvement objectives as well as AIS conditions, such as release schedules and resource availability.  The Corporate SEPG shall facilitate the sharing of implementation experience across AISs.

E.C6.2.2.3.3.  Implementation shall be supported by the SEPGs at five DFAS Directorates for I&T and two SEOs.  These local SEPGs shall support the AIS managers in implementing scenario processes.  These tasks include maintaining implementation status, documenting evidence of scenario compliance, identifying and referring unresolved scenario problems to the Corporate SEPG, and coordinating scenario training for the AIS.  Local SEPG members shall also facilitate the sharing of implementation experience across AISs and shall identify opportunities for process improvement from implementation experiences.

E.C6.2.2.3.4.  Implementation follow-up reviews shall be held with local and Corporate SEPG personnel, AIS managers and SEO/I&T management, to review progress made against implementation plans.  These follow-up reviews may occur any time, but typically should occur within 2-4 months after training.  Action items from these reviews will be recorded and tracked to completion by AIS managers along with the local and Corporate SEPGs.

E.C6.2.2.3.5.  Local SEPGs shall collect, coordinate, and evaluate proposed changes to the scenarios and forward them to the Corporate SEPG for consideration.  The Corporate SEPG shall track and control all proposed changes to the scenarios, in accordance with a documented procedure, to ensure that all proposed changes are adequately considered.

E.C6.2.2.4.  Scenarios are available via the PAL.  The PAL makes process documentation available to all practitioners via the I&T  Infoweb.  The PAL functions as the organizational process library and will move the organization toward sharing of best practices identified throughout the organization.   

E.C6.2.2.4.1.  Organization-level PAL will contain the standard software processes, organization-level policies, procedures, standards, metrics information, training program information, and CMM model descriptions.  This PAL will also contain a link to the SEO/I&T PALs.

E.C6.2.2.4.2.  PALs at the SEOs/I&Ts will house local policies, procedures, AIS tailored processes, crosswalks between the standard software processes and the AISs’ tailored processes, defined software processes for each AIS, project documentation and artifacts.    

E.C6.2.2.5.  The DFAS training program is being designed, developed, and facilitated for implementation in conjunction with other DFAS organizations making use of the corporate training database.  The portion of the database that relates to SPI issues shall be maintained by the Corporate SEPG.  A training program plan shall be developed and an organizational training plan shall be maintained.  See Appendix 7 of this chapter and Part E, Chapter 7 for additional information.

E.C6.2.2.6.  A separate effort to develop standard metrics collection and reporting is underway at the ISO.  This program will evolve into the future strategy for guiding SPI efforts.  The goal is an organization-wide software process database used to collect and analyze the data available from the organization’s defined software processes.  Software processes are instrumented with well-defined and consistent measurements.  These measurements establish the quantitative foundation for evaluating software processes and products.  See Part H, Chapter 12, for additional information. 

E.C6.2.2.7.  Assessment.   

E.C6.2.2.7.1.  Objectives.

E.C6.2.2.7.1.1.  Determine on a recurrent basis the improvements needed to increase capability maturity in DFAS I&T.

E.C6.2.2.7.1.2.  Measure progress in DFAS I&T by periodic evaluation of process strengths and weaknesses against the CMM.

E.C6.2.2.7.2.  Scope.

E.C6.2.2.7.2.1.  The need to identify and share best practices across DFAS requires that appraisals of SPI progress consider a broader scope.  CMM-Based Appraisal for Internal Process Improvement (CBA IPI) teams will focus on selected AISs in depth, but may also interview practitioners and managers from other projects and/or sites to determine the degree of institutionalization across the organization.  The minimum scope for a CBA-IPI is multiple AISs at one site.  All AISs that have not been approved for SPI waiver by the ISO Director are candidates for in-depth review by the CBA IPI team.  

E.C6.2.2.7.2.2.  Each appraisal will focus on DFAS standard software processes and their implementation by individual projects.  Over time, as more appraisal results become available, DFAS will be able to track progress in SPI across the organization.

E.C6.2.2.7.3.  Entry Criteria.  Internal evaluation, in the form of a Software Capability Evaluation (SCE) or a CBA IPI.

E.C6.2.2.7.4.  Strategy.

E.C6.2.2.7.4.1.  The ISO and sites shall improve processes in accordance with the CMM, the corporate strategy for process improvement, and AIS action plans.

E.C6.2.2.7.4.2.  Periodically, each AIS under development will measure progress with internal evaluations conducted by trained evaluators using Version 3 (or higher) SCE procedures or CBA IPI procedures.  Internal evaluations will normally be performed on single AISs that have completed an action plan for the next higher level of the CMM.  An internal evaluation shall be conducted to determine the acceptability of the corporate processes required for CMM Level 3.

E.C6.2.2.7.4.3.  After the ISO and AISs at a site have achieved the next level from internal evaluations, the Corporate Steering Committee will recommend the performance of scoped CBA-IPIs to the Director, DFAS Information and Technology.

E.C6.2.2.7.4.4.  The CBA-IPI will produce a Key Process Area Profile and a summary of strengths and weaknesses.  Site Directors will decide whether CBA IPIs will determine a level rating on a case-by-case basis.

E.C6.2.2.7.4.5.  Weaknesses and recommendations identified in the CBA IPI will be the basis for ongoing process improvement planning.

E.C6.2.2.7.5.  Appraisal Support.

E.C6.2.2.7.5.1.  The ISO shall provide assessment-planning support for sites by facilitating workshops and planning sessions.

E.C6.2.2.7.5.2.  Site Directors and the ISO Director will develop Lead Assessors, providing the necessary training and experience to achieve authorization through the SEI's Lead Assessor Program.  Each organization will pay for training its own employees to be Lead Assessors.

E.C6.2.2.7.5.3.  Until ISO Lead Assessors are available, Lead Assessors will be contractors.  The ISO will fund Lead Assessors for multi-site appraisals.  Each site will fund its own single-site evaluations.

E.C6.2.2.8.  Performance Measures.  In an effort to continually improve the SPI initiatives, the following methods will be used to evaluate the SPI program.

E.C6.2.2.8.1.  Benchmarking will be used in an effort to compare our productivity and practices against those of our competitors and other organizations engaged in software production and maintenance.

E.C6.2.2.8.2.  Periodic formal assessments using a methodology approved by the Software Engineering Institute will be used in an effort to track our improvement efforts.  Resulting information will be used to develop action plans.

E.C6.2.2.8.3.  Post Implementation Reviews (PIR) will be held following significant SPI initiatives to assess the success of the initiative and gather lessons learned.  These lessons learned will be used to develop action plans to address issues identified during the PIR. 

E.C6.2.2.8.4.  Metrics Analysis will be undertaken on a periodic basis in an effort to gather data on productivity, quality, and determine the return on investment for the SPI program.  Additionally, metrics are used by management to determine how effectively their resources are being used.  Issues arising from metrics analysis will be used to develop action plans to address those problems identified and spread those successes measured.

E.C6.2.3.  General Corporate Responsibilities.

E.C6.2.3.1.  Corporate Authorizing Sponsor.  The Corporate Authorizing Sponsor for software process improvement is the Director of the ISO.  The Corporate Authorizing Sponsor has the full authority and responsibility for the DFAS SPI program.

E.C6.2.3.2.  Corporate Program Sponsor.  The Corporate Program Sponsor for the SPI program is the Director of the ISO’s Systems Engineering Support Directorate.  The Corporate Program Sponsor responsibilities are:

E.C6.2.3.2.1.  To provide corporate oversight of the SPI program for the ISO, the Corporate Steering Committee (CSC), and DFAS Headquarters.

E.C6.2.3.2.2.  To set and direct strategy for continuing SPI  across DFAS.

E.C6.2.3.2.3.  To develop, prioritize, and recommend SPI plans, policies, and high-level processes to the CSC for approval.

E.C6.2.3.3.  CSC.  The CSC for the DFAS SPI program is made up of the following members:


 Directors for each of the I&T Directorates  


 Directors for each SEO


 Director, ISO 


 Director, Systems Engineering Support Directorate, ISO


 Chair, SPI Work Team (WT)

The CSC will also invite the following to attend as non-members when appropriate:


 Corporate SEPG


 SPI WT Members


 SEI Representatives

CSC responsibilities are:

E.C6.2.3.3.1.  To set SPI goals for the organization.

E.C6.2.3.3.2.  To approve SPI plans, policies, and processes.

E.C6.2.3.3.3.  To prioritize the improvements to be made.

E.C6.2.3.3.4.  To set the level of resources to be applied to the plans.

E.C6.2.3.3.5.  To ensure that resources are made available.

E.C6.2.3.3.6.  To publicly recognize and reward high achievers in SPI.

E.C6.2.3.3.7.  To work closely with the Corporate SEPG on all SPI issues.

E.C6.2.3.3.8.  To ensure communication of SPI program objectives, initiatives and plans to all involved personnel.

E.C6.2.3.4.  Corporate SEPG.  The Corporate SEPG was established to provide corporate oversight of the SPI program as well as SPI coordination between the participating locations.  The Corporate SEPG resides within the Systems Engineering Support Directorate of ISO.  Staffing levels are the responsibility of the Director of Systems Engineering Support, who acts as chair of the Corporate SEPG.  Some general Corporate SEPG responsibilities are:

E.C6.2.3.4.1.  To provide corporate oversight of the SPI program for DFAS, the CSC, and DFAS Headquarters.

E.C6.2.3.4.2.  To set and direct strategy for continuing software process improvement across DFAS.

E.C6.2.3.4.3.  To develop, prioritize, and recommend SPI plans, policies, and high-level processes to the CSC for approval.

E.C6.2.3.4.4.  To oversee development, prioritize, and recommend low-level processes to the CSC for approval.

E.C6.2.3.4.5.  To monitor DFAS SPI activities for progress in attaining corporate goals and objectives.

E.C6.2.3.4.6.  To identify the requirement for, schedule and support ISO-directed assessments. 

E.C6.2.3.4.7.  To review and approve local software process requirements submitted by Local SEPGs.

E.C6.2.3.4.8.  To review recommendations of Local SEPG members  and forward them to the CSC for approval.

E.C6.2.3.4.9.  To provide consultation and support to local SEPGs in their SPI efforts.

E.C6.2.3.4.10.  To establish and maintain a formal communication channel with the SEPGs through the Directors for policy, procedural changes, and special assignments.

E.C6.2.3.4.11.  To regularly publish DFAS-level SPI program updates and calendar of events.

E.C6.2.3.5. Local SEPG.  Local SEPGs may have any number of members, depending on the requirements of the local SPI charter.  Each SEPG resource shall be assigned to one or more AISs.  Local SEPG responsibilities are:

E.C6.2.3.5.1.  To provide local oversight of the SPI program for the ISO, and the local management steering committee.

E.C6.2.3.5.2.  To set and direct strategy for continuing SPI in concert with ISO corporate strategy.

E.C6.2.3.5.3.  To develop, prioritize, and recommend SPI plans, policies, and high-level processes to the local management steering committee for approval.

E.C6.2.3.5.4.  To oversee development, prioritize, and recommend low-level processes.

E.C6.2.3.5.5.  To create and maintain the local SPI Program  Plan and supporting action plans.

E.C6.2.3.5.6.  To review and approve local software process requirements and submit them to the ISO SEPG for approval.

E.C6.2.3.5.7.  To integrate the processes defined by the corporate scenarios into local procedures.

E.C6.2.3.5.8.  To regularly provide input for ISO level SPI program updates.

E.C6.2.3.6.  Corporate Metrics Team.  The Corporate Metrics Team was chartered to develop an organizational metrics data base.  This team also facilitates sharing across the I&T organization and is made up of voting members from each location and a voting member from the Corporate SEPG.  Corporate Metrics Team responsibilities are:

E.C6.2.3.6.1.  To create corporate level database for collecting metrics.

E.C6.2.3.6.2.  To create metrics reporting formats.

E.C6.2.3.6.3.  To act as a clearing house for the sharing of metrics ideas.

E.C6.2.3.6.4.  To determine corporate productivity measures. 

E.C6.2.3.6.5.  To measure costs, benefits, and return on investment associated with SPI activities. 

E.C6.2.3.7.  SPI WT.  The SPI WT was chartered to facilitate sharing across the organization and is made up of voting members from each location’s SPI office and a voting member from the Corporate SEPG.  The SPI WT responsibilities are:

E.C6.2.3.7.1.  To provide a consolidated cross-DFAS perspective to SPI issues.

E.C6.2.3.7.2.  To formulate recommendations to resolve barriers and capitalize on leverage points.

E.C6.2.3.7.3.  To offer solutions to problems and provide input to corporate SPI strategy.

E.C6.2.3.7.4.  To recommend actions and priorities to the CSC.

E.C6.2.3.7.5.  To perform specific tasks as assigned by the CSC and SPI Program Manager.

E.C6.2.3.7.6.  To disseminate information and gather input from local site personnel.

(NOTE:  These will become guidance memorandums.)

E.C6 – APPENDIX 1.  Requirements Management Policy.  

1.  Requirements Management involves establishing and maintaining an agreement with the customer on the requirements for the software project. This agreement is referred to as the “system requirements allocated to the software.”  The “customer” may be interpreted as the systems engineering group, the marketing group, another internal organization, or an external customer.  The agreement covers both the technical and non-technical requirements and forms a basis for estimating, planning, performing, and tracking the software project’s activities throughout the software life cycle.  Within the constraints of the project, the software engineering group takes appropriate steps to ensure that the system requirements allocated to software are documented and controlled.  To achieve this control, the software engineering group reviews the initial and revised system requirements allocated to software to resolve issues before they are incorporated into the software project.  Whenever the system requirements allocated to software are changed, the affected software plans, work products, and activities are adjusted to remain consistent with the updated requirements.

     Requirements Management activities shall be implemented by DFAS I&T and SEO Directors throughout the life cycle of all newly developed and currently defined migratory and interim migratory AISs and all legacy AISs with an expected life of more than five 

years is strongly recommended.

2.  Goals.  The goals regarding requirements management are to:    

· Establish guidelines for controlling, documenting and reviewing system requirements allocated to software in order to establish a baseline for software engineering and management use.

· Ensure software plans, products, and activities are kept consistent with the system requirements allocated to software.  

3.  Policy Statements and Responsibilities.

    a.  I&T and SEO Directors shall:

        (1)  Manage all AIS development/maintenance efforts within their purview in accordance with this policy.

        (2)  Provide adequate resources to perform requirements management activities for the AISs within their purview.

    b.  AIS Managers shall:

        (1)  Designate personnel for the requirements management function to be responsible for all requirements management activities for the project/release.

        (2)  Ensure that requirements management activities are specified in the project’s/release’s Software Development Plan (SDP).

        (3)  Ensure that adequate time, resources, training and funding are included to perform the specified requirements management activities.

    c.  Customers/users shall:


   (1)  Document software change requirements via a 

System Change Request (SCR) in the Configuration Management Information System (CMIS) or on DFAS Form 700.


   (2)  Provide the acceptance criteria for evaluation 

and verification of the changed software.


   (3)  Transmit the documented software change requirements and updates when approved, to the SEOs/I&Ts for

implementation.

    d.  Personnel performing the requirements management function for the AIS shall:


    (1)  Review the approved requirements received from the user to determine if all the necessary information is present.  This analysis shall be performed according to the specified standard analysis method for that system.  

        (2)  Document the amplification of those software requirements shall be documented and modify them if additional clarification is received from the user or when other changes are required.

    e.  Requirements management personnel shall participate in the System Requirements Review to ensure that software change specifications correctly describe and result in the intended functionality. 

    f.  Each AIS shall implement requirements management activities to establish a common understanding between the customer and the software project of the customer’s requirements that will be addressed by the software project.  These activities should be tailored appropriately for the scope, complexity and life cycle phases of the AIS, and must support the customer’s as well as the DFAS’s organizational requirements.  Each AIS/project will use a specified method as defined in the SDP and based on the applicable scenario to perform Requirements Management activities.  Planning shall be consistent with the objectives of a continuous improvement program which includes the analysis of identified problem areas and correction of procedures as necessary to prevent problem recurrence.

    g.  In order to perform their work in a consistent manner, all requirements management personnel will be trained to apply requirements management procedures for that AIS project.

E.C6 – APPENDIX 2.  Project Management Activities Policy.  

1.  Project Management involves the areas of project planning, project tracking and oversight, and integrated software management.  It specifically addresses a standard set of processes for estimation, planning, and tracking and oversight activities.

2.  Goals.  The goals regarding project management activities are:

    a.  Software estimates are documented for use in planning and tracking the software project.

    b.  Software project activities and commitments are planned and documented.

    c.  Affected groups and individuals agree to their commitments related to the software project.

    d.  Actual results and progress are tracked against the software plans.

    e.  Corrective actions are taken and managed to closure when actual results and progress deviate significantly from the software plans.

    f.  Changes to software commitments are agreed to by the affected groups and individuals.

3.  Policy statements and responsibilities for project management are:

    a.  The project’s defined software process is a tailored version of the organization’s standard software process.  The project is planned and managed according to the project’s defined software process.
    b.  Each Directorate for I&T and SEO shall implement a project management program for each AIS within its purview.  This program will use the framework established within the applicable scenario (e.g., SMS) to provide management control and oversight of the estimation, planning, and tracking and oversight functions.

    c.  System requirements allocated to software are used as the basis for planning the software project.  The software engineering group uses these allocated requirements as the basis for software plans, work products, and activities.    The allocated requirements are the basis for the software 

  development plan (SDP) and the basis for developing the software requirements.

    d.  The software planning process shall result in the project’s SDP.  This process includes steps to estimate the size of the software work products (i.e., configuration items), estimate the effort and cost, identify critical computer resource requirements, document critical dependencies and critical paths, produce a schedule, identify and assess software risks, and negotiate commitments.  Iterating through these steps may be necessary to establish the SDP for the software release.  The SDP shall provide the basis for performing, managing, and tracking the software project’s/ release's activities and address the commitments to the software project's customer according to the resources, constraints, and capabilities for the software project/release.

    e.  Affected groups review the software project’s software size estimates, effort and cost estimates, schedules, and other commitments.  These affected groups may include software engineering (to include subgroups such as software design), software estimating, system engineering, system test, SQA, software configuration management, contract management, and documentation support.

    f.  The software project’s commitments are negotiated between the project manager, the project software manager, and the other software managers.  Involvement of other engineering groups (such as system engineering, hardware engineering, and system test) in the software activities is negotiated with these groups and is documented.  Changes to software commitments are made with the involvement and agreement of the affected groups.  Senior management reviews all new and changed software project commitments made to individuals and groups external to the organization.

    g.  The project manager is kept informed of the software project’s status and issues.  Corrective actions are taken when the software plan is not being achieved, either by adjusting performance or by adjusting the plans.

    h.  Each project documents its defined software process by tailoring the organization’s standard software process.  The project’s deviations from the organization’s standard software process are documented and approved.  Each project performs its software activities in accordance with the project’s defined software process.

    i.  Each project collects and stores appropriate project measurement data in the organization’s software process database.  The software process database shall be used as a source of data to estimate, plan, track and replan the software project.  A group independent of the software engineering group shall review the procedures for estimating the size of the software work products and provide guidance in using historical data from the organization’s software process database.

    j.  Technical and management lessons learned are documented and provided to ISO for inclusion in the organization’s process asset library.  The technical and management lessons learned from monitoring the activities of other projects in the organization shall be systematically reviewed and used to estimate, plan, track, and replan the software project.

E.C6 – APPENDIX 3.  Software Subcontract Management Policy.  

1.  This Software Subcontract Management Scenario is the standard software process for selecting a software subcontractor, establishing commitments with the subcontractor, and tracking and reviewing the subcontractor’s performance and results.  Subcontract management applies to software engineering contracts which require the contractor to employ their own documented processes.  Subcontract management does not apply to contracts that require the contractor to employ ISO documented processes.

2.  The goals regarding Software Subcontract Management are:

    a.  The prime contractor selects qualified software subcontractors.

    b.  The prime contractor and the software subcontractor agree to their commitments to each other.

    c.  The prime contractor and the software subcontractor maintain ongoing communications.

3.  Policy statements and responsibilities for Software Subcontract Management:

    a.  The ISO Systems Engineering Support Directorate is the responsible group for developing standards and procedures to be used in selecting software subcontractors and managing the software subcontracts.  These standards and procedures shall be maintained in the Software Subcontract Management Scenario.  




    b.  Technical managers or projects managers shall use contractual agreements for managing the subcontract.

    c.  The SEO/I&T Director shall direct and approve any subcontract modifications.

E.C6 – APPENDIX 4.  Software Quality Assurance Policy.  

1.  This key process area specifically addresses a standard set of processes for ensuring software products developed are of a high quality, meet customer expectations, and satisfy requirements.  The SQA program provides management with appropriate visibility of the process being used by the software development organization and of the products being built by that process.  SQA reviews and audits are performed on software products and activities to verify compliance with applicable standards and procedures.  Results are provided to appropriate levels of management.  Non-compliance issues are elevated, as necessary, to achieve agreement and/or approval.  Management support at all levels is essential for effective implementation of the SQA program.

2.  The goals regarding SQA are:

    a.  SQA activities are planned and measured.

    b.  Software development methods and techniques are employed to minimize maintenance costs over the life cycle.

    c.  Appropriate levels of management, and other affected groups and individuals; e.g., SEPG, are appropriately informed of SQA activities and results.

    d.  Adherence to software products and activities to the applicable standards, procedures, and requirements is verified objectively.

    e.  Non-compliance issues that cannot be resolved within the software project are addressed by senior management.

    f.  The SQA Program includes feedback and assessment channels during deployment and operation to measure and perform trend analysis of system effectiveness, error rates, customer satisfaction, and the correction process.

3.  Policy Statements and Responsibilities.

    a.  The DFAS SQA Program will be implemented by DFAS SEO and I&T Directors throughout the life cycle of all newly developed, migratory, interim migratory and legacy Automated Information Systems (AISs).  Contractors in support of DFAS AIS development will also comply with this policy.  SEO/I&T Directors will determine the level of SQA activities necessary for legacy systems depending on life expectancy of the system.  Minimum requirements for systems SQA are described in the applicable DFAS Policies, Guidelines and System Scenarios.

    b.  SEO/I&T Directors shall:

        (1)  Establish and provide oversight of the SQA Program.

        (2)  Appoint designated SQA staff and provide them with adequate resources and training to effectively execute its function.

        (3)  Periodically perform an independent assessment (using either an internal or an external team) of the effectiveness and quality of the SQA element itself.

        (4)  Report status of the SQA Program to the next higher authority within the DFAS ISO.

    c.  The SEO/I&T SQA Staff element shall:

        (1)  Recommend changes and enhancements to the SQA process, standards and procedures documented in the ISO Process Asset Library.

        (2)  Develop the SEO’s/I&T’s overall strategy for implementing the SQA program.

        (3)  Develop the SEO’s/I&T’s overall strategy for training SQA concepts and procedures.

        (4)  Identify appropriate SQA metrics to be collected and provide analysis of those metrics for the SEO/I&T.



   (5)  Perform periodic reviews and audits of software engineering activities (including contract support) to ensure process compliance.

        (6)  Ensure software development products are reviewed for compliance with designated product and process requirements.

        (7)  Report audit and review findings to software engineering staff and senior management.

        (8)  Ensure deviations and areas of non-compliance are documented, reported and tracked to closure according to a documented procedure.

        (9)  Perform periodic evaluation of software testing activities and products to ensure repeatability and effectiveness of the testing process.

        (10)  Perform periodic review of project planning and tracking activities and products to ensure quality results throughout the project life cycle.

        (11)  Perform periodic review of configuration management activities and products to ensure proper management control of configuration items.

        (l2)  Monitor SQA activities at the AIS level to verify the effectiveness of the SQA process.

        (13)  Evaluate effectiveness of SQA program and report to senior management on a specified schedule.

        (14)  Perform periodic review of requirements engineering products to ensure a quality foundation for software engineering and software management.

        (15)  Perform periodic review of software subcontract management activities and products to ensure continued delivery of quality software products.

        (16)  Assist in the development of software engineering standards and procedures such as analysis, design, and coding.

        (17)  Provide feedback to the ISO Corporate SQA element.

    d.  AIS Managers shall:

        (1)  Ensure implementation of an SQA program within their AIS.

        (2)  Support the ISO SQA Program, oversee development of the AIS SQA Plans, and approve AIS SQA  plans and amendments.

        (3)  Perform SQA reviews and audits as milestones for developing, tracking and ensuring a “quality” product for a project (or release).

    e.  The AIS-level SQA Element.  For substantial projects and systems that do not warrant an additional level of quality assurance than that provided by the staff SQA element, SQA functions will be assigned to the SQA element located within the project but independent of the software engineer.  Specific responsibilities will be documented in the project’s SQA Plan, but typically include the following:

        (1)  Develop an SQA Plan and quality objectives at the AIS level for approval by the AIS Manager.

        (2)  Monitor, report and recommend action to ensure compliance with existing standards and procedures.

        (3)  Participate in project level standards development such as analysis, design and coding.

        (4)  Participate in project planning at the AIS level.

        (5)  Conduct and/or participate in reviews/ walkthroughs/inspections.

        (6)  Develop software product checklists and perform software product evaluations accordingly.

        (7)  Perform periodic review of requirements engineering products to ensure a quality foundation for software engineering and software management.

        (8)  Perform defect tracking at the AIS level.

        (9)  Provide feedback to the SQA staff element.

        (10)  Provide SQA metrics as required.

        (11)  Recommend training based on trends and SQA analysis.

        (12)  Perform periodic reviews and audits of software engineering activities (including contract support) to ensure process compliance.

        (13)  Ensure software development products are reviewed for compliance with designated product and process requirements.

        (14)  Report audit and review findings to software engineering staff and senior management.

        (15)  Ensure deviations and areas of non-compliance are documented, reported and tracked to closure according to a documented procedure.

        (16)  Perform periodic evaluation of software testing activities and products to ensure repeatability and effectiveness of the testing process.

        (17)  Perform periodic review of project planning and tracking activities and products to ensure quality results throughout the project life cycle.

        (18)  Perform periodic review of configuration management activities and products to ensure proper management control of configuration items.

        (19)  Perform periodic review of software subcontract management activities and products to ensure continued delivery of quality software products.

        (20)  Assist in the development of software engineering standards and procedures such as analysis, design, and coding.

        (21)  Provide feedback to ISO for Corporate SQA repository.

    f.  ISO Corporate SQA Element.  The ISO Corporate SQA element shall perform reviews, in accordance with an SQA Plan, to verify implementation of ISO standard system scenarios.  These audits shall be scheduled in advance and in coordination with the SEO/I&T Director, SQA Staff Element, and AIS managers.

    g.  ISO Customers may participate in the SQA functions and checkpoints to include reviews, walkthroughs and acceptance testing, at the discretion of the AIS manager and/or the SEO/I&T Director.

    h.  Staffing.  Commensurate with the implementation of any ISO Scenario, each SEO/I&T shall establish an SQA function, located at, or within, a staff element reporting directly to the SEO/I&T Director.  The SQA staff element, Software Quality Management (SQM), will be adequately staffed with journeyman level/senior software engineers, be viewed as a SEO/I&T-wide support function within the software life cycle process and focus primarily on ensuring process compliance with existing standard processes and procedures.  With each phase of the ISO scenario implementation, the SQA support role will be enhanced.  For those systems implementing an ISO scenario, the SEO/I&T will also establish an AIS-level SQA element focusing predominately on software development products.  This function should be independent from the software developer and be provided sufficient authority and scope.  The DFAS ISO scenarios will describe the ISO SQA Program requirements and procedures for its implementation.

    i.  Training.  In order to perform their work in a consistent manner, all SQA personnel will be trained to apply SQA procedures for that AIS/project.

APPENDIX 5 - CONFIGURATION MANAGEMENT POLICY

I.  Purpose:

To establish Software Configuration Management (SCM)

responsibilities and processes for the development, modernization, modification and support of Automated  Information Systems (AISs) over which the Director, Financial Systems Organization (FSO) exercises authority through the Financial Systems Activities (FSAs) and Directorates for Software Engineering (DSEs) for all software projects.  It specifically addresses a standard set of processes for evaluating and controlling Configuration Items (CIs) throughout the software life cycle.

II.  Background.


This policy describes the Defense Finance and Accounting Service (DFAS) FSO SCM program applicable to all DFAS FSAs/DSEs or contractors in support of DFAS AIS software engineering activities.  The SCM Program evolved from a need to establish a formal and common SCM business process across the various elements of the DFAS FSO.  In addition, the FSO determined that this process needed clarification to meet industry standards for effecting software change and control in order to provide DFAS systems with the highest standards of efficiency and quality.

III.  Policy:

A.  Scope.  The DFAS FSO SCM program will be implemented by DFAS FSA Directors and DSEs throughout the life cycle of all newly developed, migratory, interim migratory and legacy AISs.  Contractors in support of DFAS AIS development and maintenance will also comply with this policy.  FSA Directors and DSEs will determine the level of SCM activities necessary for legacy systems depending on life expectancy of the system.  This policy will be used to establish and maintain the integrity of the configuration components of an AIS throughout the AIS's software life cycle by establishing the process by which the configuration items are technically controlled.  Minimum requirements will be described in the applicable DFAS FSO system scenario.

B.  Goals/Objectives.  The SCM process within the FSO/FSAs/DSEs must provide a managed update of the evolving system configuration throughout the AIS life cycle.  SCM shall achieve the following objectives:


1.  SCM activities are planned.


2.  Selected software work products are identified, 

controlled, and available.


3.  Changes to identified software work products are controlled.


4.  Software baselines are periodically audited and affected groups or individuals are informed of the status and content as changes make necessary.


5.  Control and accounting of system functional and physical characteristics are provided for across the entire life cycle.


6.  SCM activities will be periodically examined by the Software Quality Assurance (SQA) element.


7.  SCM activities are reviewed with senior management on a periodic basis.

C.  Responsibilities.

     1.  FSO Director will:

          a.  Establish and publish an SCM configuration management policy that is in compliance with DFAS policy and that provides direction to the FSAs/DSEs in accomplishing AIS support.

          b.  Provide funding necessary to support an SCM 

program.

2.  FSA/DSE Directors will:

          a.  Establish an SCM element within their Activity or within the DSE business area.

          b.  Ensure the configuration management element is 

staffed to accomplish the provisions of this policy.

          c.  Ensure responsibility for SCM for each AIS is explicitly assigned.

          d.  Establish procedures that affirm only approved changes will be made to established baselines. 

          e.  Ensure all AIS development/maintenance efforts within their purview are configuration managed in accordance with this policy.


     f.  Oversee implementation and operation of the CMIS for all users and staff associated with systems under their purview.

     3.  AIS Project Managers will:

          a.  Ensure implementation of the FSO and FSA/DSE SCM program.



b.  Develop an AIS level SCM plan. 



c.  Make recommendations to FSO regarding improvements in the SCM procedures and standards.



d.  Ensure that adequate time, resources, training and funding are included to perform the specified SCM activities.  

D.  Description.  Each FSA shall implement an SCM program 

for the control of all CIs such as documentation, computer 

programs, control language, schemas/subschemas, etc., 

or any other items comprising the AIS products.  The program shall address both the operational and developmental configurations and support environments used to generate, test and operate the product.  The program should be tailored appropriately for the scope, complexity and life cycle phases of the AISs and must support the customer’s as well as the FSO’s organizational requirements.  Planning shall be consistent with the objectives of a continuous improvement program that includes the analysis and correction of identified problem areas.  SCM planning shall include the:


1.  Objectives of the SCM program and each applicable 

CMM Key Practice.


2.  Identification of an SCM group and organization relationships.


3.  Responsibilities and authority of configuration 

managers.

     4.  Identification and selection of appropriate SCM resources (mainframe or LAN, communications, methods, practices, tools).


5.  Drafting or revision of SCM Plan (SCMP) which will address all SCM technical data requirements.


6.  Required directives that support overall SCM objectives.


7.  Use of the Configuration Management Information 

System (CMIS).  This standard DFAS tool will be used to 

accomplish CI identification, control, status accounting and audit.


8.  Other SCM support tools required as necessary.


9.  Problem Management.  This shall encompass:

     
a.  Recording problems in CMIS.

          b.  Maintaining status and updates on all problems reported until final closure.  

          c.  Exercising change control over CIs that resolve problems. 

E.  Training.  In order to perform their work in a consistent manner, all SCM personnel will be trained to apply SCM procedures for that AIS/project.

IV.  References.

A.  SEI Capability Maturity Model, Version 1.1.

B.  DFAS Regulation 8000.1-R, Chapter 9, Configuration Management, and Chapter 11, System Testing.

C.  ANSI/IEEE Std 1042-1987, IEEE Guide to Software Configuration Management, March 10, 1988.  

D.  DFAS FSO Policies, Guidelines, and System Scenarios.  

E.  Configuration Management Information System Procedures Guide.

F.  Configuration Management, Mil Std 973, April 17, 1992.      

V.  Points of contact:  If you have questions or comments, 

the point of contact for this policy is the Software Process 

Improvement Office of the Systems Management Directorate, 

DFAS-FSO/SS, at DSN 699-5927 or commercial 317-549-5927, or 

by fax at DSN 699-5827 or commercial 317-549-5827.








  //signed//


                                   Robert E. Burke

                                   Director

APPENDIX 6.  Financial Systems Organization (FSO) Release Management Software Distribution Policy SM-05

I.  Purpose:  The increased use of Local Area Network (LAN), Wide Area Network (WAN) and microprocessor-based servers for operating or interfacing with FSO supported Automated Information Systems (AIS) requires the establishment of a policy for releasing software for end-user execution within these environments.  This policy is applicable to all processing tiers including micro, mini and mainframe processor based systems.

II.  Description:  This policy recognizes that movement toward a standard method is an evolutionary process.  The process is primarily driven by capabilities of the user to download or accept release format and media.  It would be inappropriate to mandate electronic release of software via LAN or mainframe file transfer to a user who only has stand-alone, first-generation floppy disk data transfer capability.  However, as users migrate toward a higher level capability this policy will serve as a guide for establishing adequate software acceptance facilities.  

III.  Responsibility:  It shall be the release distribution policy of this organization that AIS developed or maintained by FSO organization units - Financial Systems Activities (FSA) will, depending on customer capability:


a.  Be released via electronic transmission including software and documentation. Will be released via transmission of executable production libraries or packaged individual executable modules necessary to meet release requirements.


b.  Be targeted for a maximum of four (4) scheduled releases a year.  Interim Release Packages are intended to release/implement emergency changes/corrections to the applications.  Comptroller General Decisions, and Congressional or Legislative changes will be dealt with as interim releases when scheduled release dates are inappropriate.


c.  Require a minimum of operator intervention (e.g., self-loading, etc.) and include detailed user documentation.


d.  Be released by the responsible Release Control Group within FSO organizational units.  All software and documentation will be released as a single package from the responsible release control group with FSO organizational units.  Prior to being released by the Release Control Group, software will be certified IAW DoD 7920.2-m, Automated Information System Life-Cycle Management, dated March 1990.


e.  Be preceded by appropriate user notification with FSA input.  This notification will include what will be released and when.


f.  Will not include source code.  This is a problem for certain 4GL applications such as MANTIS.  If source code must be used an exception to policy will be requested from the FSO.


g.  Be electronically verified that the release was received and successfully installed at target release points.

IV.  Methods of Release:  Methods of release distribution shall be in accordance with the following:


a.  Mainframe/Miniprocessors.  Electronic file transfer between the responsible FSO organizational units developmental mini/mainframe and target production processor(s).


b.  Microprocessors.  Electronic file transfer between the responsible FSO organizational units developmental environment to target release point LAN/WAN/file servers or Defense Mega Centers (DMC) serving FSO organizational unit customers for execution or further distribution.  This will include distribution via the LAN/WAN at the development FSO organizational unit.  Customers will electronically download from the target release point LAN/WAN or DMC for execution.


c.  A substitute, but less desirable, distribution media will be via floppy disk (3 1/2 inch, 1.44 MB or higher) for those users that cannot establish electronic capability.  Transmission will be via package mailing/delivery to target release points for execution or further distribution. 

V.  Exceptions:  Some organizations such as Army, Navy, Air Force, etc., have unique problems which may impact on an ideal software technology platform, the System Manager will negotiate with the organization to accommodate a more appropriate technological solution.

                              Carl A. Luttman, Jr.

                              Acting Director

E.C6 - APPENDIX 7.  Organization Process Focus and Definition Policy.   

1.  This policy identifies the following scenarios as the DFAS standard software processes:  System Development Scenario (for development), System Modification Scenario (for modification), System Operations Scenario (for emergency modification), and Software Subcontract Management Scenario (for subcontract management).
2.  The goals regarding organization process focus and organization process definition are:

    a.  Continuous software process improvement is supported by a cost-effective infrastructure.

    b.  A tailorable standard software process that improves effectiveness and efficiency in delivery of software services is established and maintained.

    c.  A process asset library that promotes sharing and reuse of process assets is established and maintained.

    d.  A software process metrics database that collects and makes available data on the software processes and resulting software work products is established and maintained.

3.  Policy Statements and Responsibilities.

    a.  ISO shall establish and support a Corporate SEPG.  Some specific responsibilities for this group related to organization process focus and definition are:  

        (1)  Developing and maintaining the organization’s standard software processes based on required changes for compliance with DOD and DFAS policies and standards, to support new technology, and to incorporate improvements recommended by SEOs/I&Ts and AIS Managers.  Attachment 2 to this policy outlines procedures for developing and maintaining these standard processes.  The primary purposes of a standard software process are to maximize the sharing of process assets and experiences across the projects and to provide the ability to define and aggregate a standard set of process measurements from the projects.    

        (2)  Maintaining a process asset library (PAL) which will contain the standard software processes and a usable set of software process assets which improve process performance, improve software products delivered to customers, and provide a basis for cumulative, long-term benefits to the organization.  Attachment 3 contains procedures for developing and maintaining the PAL.    

        (3)  Maintaining and reviewing a software process database of measurement data and related information.  Data shall be provided from project and SEO/I&T levels and the database shall be available at all levels for those who have a need to enter, change, review, analyze, and extract data.  This data shall be reviewed by all appropriate levels of management to ensure its integrity.  Policy regarding metrics is found in Part H, Chapter 12.  
        (4)  Coordinating software process improvement activities with individual SEOs/I&Ts.  

        (5)  Developing and maintaining an organizational training program plan (see Part E, Chapter 7).  This plan shall contain skills and knowledge needed for each software management and technical role and the vehicles for obtaining these skills and knowledge.  The organizational training plan shall contain requirements identified for all SEOs/I&Ts and projects.

    b.  ISO SQA personnel shall be responsible for reviewing and/or auditing the organization’s activities and work products for developing and maintaining the organization’s standard software process and related process assets and reporting the results to ISO management personnel.

    c.  The Director, Systems Engineering Support at ISO shall oversee development, maintenance and publication of the standard software processes and related process assets.  In addition, the Director, Systems Engineering Support shall review and approve AIS’s tailored software processes, which are the tailored versions, to the task level, of the standard software process, for the project’s use and for inclusion in the organization’s PAL.  As necessary, the Director, Systems  Engineering Support shall establish additional work groups to address specific requirements.

    d.  Each SEO/I&T shall establish a local SEPG capability to coordinate process improvement activities with individual AISs.  Each SEPG resource shall be assigned to one or more AISs. 

    e.  SEO/I&T Directors and AIS Managers shall be responsible for tailoring the standard software processes to meet unique customer, development, and execution environment requirements.  The tailored processes must be documented in accordance with the organization’s process definition standard (see Attachment 4) and tailoring guidelines (see Attachment 5).  SEO/I&T Directors shall submit tailored processes to ISO for review and approval.

    f.  SEO/I&T Directors and AIS Managers shall be responsible for ensuring that these approved tailored processes are implemented.  The project’s approved defined software processes, as well as its tools, methods, templates, process and product measurements, lessons learned, and any other useful process-related information shall be provided to the Corporate SEPG who shall make them available to other projects through the PAL.  The Corporate SEPG shall review the collected information for possible improvement to the scenarios.

    g.  SEO/I&T Directors and AIS Managers shall be responsible for capturing applicable SPI measurement data in the appropriate software process database.  This data shall be used for planning and managing software projects.

    h.  SEO/I&T Directors shall develop an SEO/I&T Training Program Plan which outlines training needed to achieve required skills and knowledge for their site.  AIS Managers shall develop a project training plan and submit it the their SEO/I&T Director for consolidation into the SEO/I&T training plan.  The SEO/I&T Training Program Plan shall be submitted to ISO for inclusion in the ISO Training Program Plan.

    i.  A CMM appraisal process has been established by ISO and is incorporated into this chapter (see E.C6.2.2.7).  SEO/I&T Directors shall schedule and conduct appraisals in accordance with the appraisal strategy.  AISs, in coordination with their SEO/I&T Directors, shall prepare action plans for future improvement based on these appraisals.  These action plans shall be submitted to ISO for tracking improvement progress and planning CMM appraisals. 

    j.  A CSC shall exist consisting of the Director of Systems Engineering Support, SEO and I&T Directors, and the Chairperson of the SPI WT.  The CSC provides management guidance for the SPI program and advises the ISO Director in SPI organizational matters.  The CSC shall review and recommend approval for changes to the standard software processes.  (See subparagraph E.C6.2.3.3 for general responsibilities of the CSC.) 
    k.  The SPI WT, composed of a member from each SEO/I&T and a representative from the Corporate SEPG, shall provide recommended actions and priorities to the Corporate SEPG and the CSC for consideration and approval.  The SPI WT shall facilitate the communication and sharing of information on each project’s process, method, and tools. The SPI WT shall be responsible for coordinating corporate software process improvement activities at their SEO/I&T and with their projects.  (See subparagraph E.C6.2.2.7 for additional responsibilities of the SPI WT.)
    l.  As necessary, the Director, Systems Engineering Support shall establish additional work groups to address specific requirements.

5 Attachments

1.  SPI Organization Structure

2.  Procedures for Developing and

    Maintaining Standard Software Processes

3.  Procedures for Developing and Maintaining

    the PAL

4.  Standard Software Process Definition

    Standard

5.  Tailoring Guidelines








PROCEDURES FOR DEVELOPMENT AND MAINTENANCE OF THE

DEFENSE FINANCE AND ACCOUNTING SERVICE'S

STANDARD SOFTWARE PROCESSES 


The DFAS’s standard software processes (or scenarios) are developed and maintained by the Infrastructure Services Organization's (ISO's) Corporate Software Engineering Process Group (SEPG).  An implementable scenario is a set of merged processes to be submitted for Corporate Steering Committee (CSC) review and approval.  These scenarios, or life cycles, contain tasks that satisfy the Software Engineering Institute’s Capability Maturity Model (CMM) key process areas (KPAs).  The Corporate SEPG may assemble ad hoc or virtual teams from throughout the Software Engineering Organizations (SEOs) or Directorates for Information and Technology (I&T), as required, to focus on specific Software Process Improvement (SPI) objectives.  The Corporate SEPG and/or these teams plan for process integration; document the context, expected availability, and expected approval for integrated processes; and plan tasks, deliverables, and scheduled delivery dates of assigned process improvement objectives.  Process integration involves the merging of candidate processes defined by teams into an implementable scenario.  Integration will require adjustments to the scenarios and models, as newly defined or refined processes are merged with those already in use.

The scenarios that are currently in use in DFAS are the System Development Scenario (or development life cycle), the System Modification Scenario (or life cycle for modification/ maintenance), the System Operations Scenario (which currently addresses emergency system modification), and the Software Subcontract Management Scenario (which deals with managing subcontracts).  Scenarios shall be developed and maintained in accordance with the Standard Software Process Definition Standard (see Attachment 4).  A standard software process glossary shall also be developed and maintained to clarify terminology used within the scenarios.  Once a scenario is defined, it will be reviewed by the CSC for approval.  When a  scenario is approved, SEOs and I&Ts are notified via email that it is being released in the Process Asset Library (PAL) for implementation.  

Problems or proposed changes identified by project or other SEO/I&T personnel may be submitted to the Corporate SEPG for consolidation.  The proposals will be reviewed by the SPI Work Team.  If necessary, these changes may require a crosswalk to the common features of the CMM to verify compliance.  On a quarterly basis, the SPI Work Team shall present recommendations to the CSC for review, prioritization and approval for incorporation into the applicable scenario(s).  The Corporate SEPG will make the approved changes and release the revised scenario(s) for implementation.  When a new release of a scenario is approved, SEOs/I&Ts are notified via email of the changes that have been made and that it is available in the PAL for implementation.  All recommendations for change to the standard software processes and the disposition of those recommendations will be recorded in the Suggestion Box of the PAL.

PROCEDURES FOR DEVELOPMENT AND MAINTENANCE OF 

DEFENSE FINANCE AND ACCOUNTING SERVICE’S

PROCESS ASSET LIBRARY 

The Defense Finance and Accounting Service’s (DFAS’s) Process Asset Library (PAL) will be maintained in several parts. The corporate level information will be maintained by the Corporate Software Engineering Process Group (SEPG) and will be updated periodically as required.  At a minimum, the Corporate PAL will contain key process area information for all levels of the CMM, the organization's standard software processes, policies, procedures and guidelines for standard tools and requirements, and periodic newsletters.  

Software Engineering Organization (SEO) and Directorate for Information and Technology (I&T) PALs shall be developed to contain, at a minimum, site-specific standards and policies, each project's tailored software process, its defined software process, and its artifacts.  Additional SEO/I&T and project-specific information may be stored, as well, for easy reference.  Site PALs will be available through the corporate PAL.  A designated representative at each SEO/I&T will maintain their site's PAL segment by creating web pages and transferring them to the I&T Infoweb development area via FTP (see ISO Web Technical Guidance 98-02).  When items in the development area are ready for publication, the PAL Administrator is notified of the specific files or directories that are ready.  The PAL Administrator will review and validate links and standard formats and request that the files be moved to production.

All segments of the PAL will follow the standard style for the I&T Infoweb.  Server site include (SSI) files will be used for standard headers and footers.  The standard header for the I&T Infoweb is I&THDR.TXT.  The standard I&T Infoweb footer (ITXTMENU.TXT) includes links back to the Top of the Page, the I&T Infoweb home page, and all other main areas of the I&T Infoweb.  The HTML command for a server side include statement is "<!--#include virtual="/ssi/i&thdr.txt"-->".  A PAL footer is used just preceding the I&T Infoweb footer on corporate PAL pages that link to the PAL home page, the SPI glossary, SPI lessons learned, and SPI POCs.  


PAL Home | SPI Glossary | SPI POC Lists | SPI Lessons Learned


Each site may create a version of this footer that will link back to their specific site home page:

CO PAL Home | PAL Home | SPI Glossary | SPI POC Lists | SPI Lessons Learned

and their specific project home page:

   DBMS PAL Home | CO PAL Home | PAL Home | SPI Glossary | SPI POC Lists 


   


    SPI Lessons Learned  

Problems or proposed changes identified by project or other SEO/I&T personnel may be submitted to the PAL Administrator via email at pal.admin@dfas.mil.  Editorial and administrative changes will be incorporated into the PAL, as appropriate.  If problems or proposed changes refer to the standard software processes, policies, procedures, charters, etc., recommendations will be consolidated for review by the CSC. 

PAL Alerts will be issued via email to SEO/I&T Directors and SEPG members to notify them of major changes or additions to the PAL.  This information should be disseminated to all interested persons.

STANDARD SOFTWARE PROCESS DEFINITION STANDARD

for SYSTEM MODIFICATION SCENARIO

Purpose

This standard specifies the content and format requirements for all process definitions that will be contained in the DFAS’s standard software processes.  

Goals

· To provide a common framework for process definition.

· To aid in the standardization efforts of the DFAS.

· To allow for tailoring by the individual Automated Information Systems (AISs) to adapt organizational process to unique requirements.

Benefits

The use of a common organizational process definition standard will support greater predictability, consistency and uniformity in the process definitions created by the ISO.  

Approval Procedures:

The ISO Director approves this standard and any changes to it.

Definition of Elements:

Component  -  A component represents the highest level of a scenario.  Each component contains a logically grouped set of tasks that perform a software development function.  All components are considered to be core (required) to the software development process.  Within the component, the ordering of the tasks and  the exclusion of optional tasks are the only tailorable aspects.  Components will include a brief narrative purpose, a list of inputs, a list of outputs, a list of metrics, and a list of associated tasks.  The preferred task ordering will be shown along with task descriptions.

Task  - A task represents a particular activity or set of activities that occur within one or more components.  Tasks will be defined as core or optional within the scenario.  Core tasks are required for software development.  Optional tasks may apply only to certain projects because of customer requirements.  The order in which tasks are performed may be tailored by individual projects.  Tasks contain an EPVX model showing the Entrance criteria, Procedures, Verification activities, and eXit criteria.  

Structure of Standard Software Process Scenarios:

The scenarios will be broken down into 3 major parts: 1) a high-level structure showing the components, 2) a lower-level structure showing the EPVX model for each task, and, 3) a section containing the applicable documentation standards and templates.  The project tailored version contains the detailed procedures to be used by project personnel. 

1. The high-level scenario is made up of the high-level building blocks of the standard software process, called components.  These components can be assembled to build a life cycle model.  Each component definition will contain:

· A  brief narrative description of the component.

· A summary of component inputs and outputs.

· A  list of all tasks related to the component with a brief narrative description of each task and a list referring to the EPVX model and any templates or documentation standards used by it.  The description will identify the task as core or optional.

2. The lower level or task level of the scenario contains the EPVX model for each task.  This model will include:

· Task Number: The numbering for Tasks begins with “T” followed by a abbreviated component name and a three- digit number (Example: T-TD-003) is the third task described within the Technical Design component in the System Modification Scenario.

· Component:  This provides a reference to the component using the task.

· Task Name:  The name of the task is identified.

· Purpose:  A brief description explaining why the task is performed is provided.

· Roles:  This identifies the various resources within the project organization that are required to carry out the task and the responsibilities involved in completing the task

· Entrance Criteria:  This section contains:

· any documents, data, or other products that are required for or used during this task

· those tasks or procedures that must be executed prior to this task  

· the conditions that must apply to any documents, data, or other products needed to complete the task  

· any process or product standards that must be adhered to in completing the task

· Procedures:  This section specifies the major steps that make up the task.  These steps focus on what needs to be accomplished, and not how it will be accomplished.

· Verification Activities:  This section  identifies the activities required to validate that the task has been completed and has fulfilled the necessary exit criteria.  While this primarily involves SQA reviews of processes and audits of products, senior management and customers are included when appropriate.

· Exit Criteria:  This section contains: 

· any documents, data, or other products produced by the task

· the conditions that must apply to any documents, data, or other products produced by the task  

· the identification of any reviews that must be successfully completed during this task.

· Metrics:  This section contains any measures that identify the data collected as a part of this task.

3. The documentation standards section of the scenario contains the documentation standards that define the objects produced or used by tasks within the components of the scenario.  The documentation standards define the minimal essential data to be included in the product generated by executing the tasks.  The documentation standards do not represent a required format, but may be used as a template.

· Documentation Standard Identification:  The numbering for documentation standards begin with “S” followed by an abbreviated category name and a three-digit number.  The category abbreviations used are as follows:

PM  -  Project Management

SE  -   Software Engineering

CM  -  Configuration Management

Tailoring Guidelines

Any variation from the scenario must be written in accordance with the DFAS Standard Software Process Tailoring Guidelines, which are contained in Attachment 5 of this policy, or must have a formal waiver signed by ISO’s Director of Systems Engineering Support. 

Procedure Standards

Procedures are identified in scenario tasks. The procedures for an AIS’s Defined Process may vary from those identified in the scenario depending on agreements with the customer, sequence of the tasks, and other local restrictions.  Each AIS’s or SEO’s/I&T’s defined process must include the references from that procedure to the document that has the detailed description for the procedure. 

Procedures may be collected in a separate manual so long as references are to specific procedure descriptions in sections or paragraphs.  Procedures may be in text format or in the EPVX format outlined in the scenario tasks.  Procedures should also be identified as DFAS standard, DFAS best-practice, SEO/I&T standard, or project-unique procedures.  The ISO will identify DFAS standard procedures and best practices in the PAL.  Projects shall use DFAS standard procedures when identified.  If DFAS standard procedures are not available, SEO/I&T Directors may identify local standard procedures for their projects and for inclusion in the PAL.  Best practice procedures are those that appear to provide the most effective and efficient steps to accomplish specific procedures.  If SEO/I&T or ISO Directors feel that certain site-standard or project-unique procedures would provide significant effectiveness or economy for the entire organization, they may nominate such procedures for best-practice status to the Corporate SEPG.  The Corporate SEPG will consolidate such proposals and submit them to the Corporate Steering Committee.  The Corporate Steering Committee will review these procedures to determine if they would be effective for all projects.  If these procedures are approved as best-practice procedures, ISO will make them available through the PAL with that annotation.

DEFENSE FINANCE AND ACCOUNTING SERVICE’S

STANDARD SOFTWARE PROCESS 

TAILORING GUIDELINES
1.  Background.  The DFAS standard software processes are influenced by customer demands and unique business requirements.  All components defined in the standard software processes (or scenarios) are required for an Automated Information System (AIS).  However, SEOs/I&Ts may not perform all of these components, based on the roles and responsibilities agreed to by the customer.  Tasks within the components may also require tailoring due to unique divisions of responsibilities, tools, operating environments, or platforms.  These tailoring guidelines facilitate the SEO/I&T in defining an AIS Tailored Software Process and an AIS Defined Process.

2.  Deviations.  All tasks within components are considered core (required) and must be included unless annotated as “optional” or approved for deviation.  Deviations are defined as core tasks that are not performed by the SEO/I&T.  These deviations must be documented and approved.  Customers may perform some of the tasks outlined in the scenario.  The SEO/I&T must request approval for not performing a core task within the scenario.  The final approval for all deviations is granted by the ISO’s Director of Systems Engineering Support using the approval procedure outlined in paragraph 4.

3.  AIS Tailored Software Process.  The scenario contains all of the components used in the modification of software.  The order in which the tasks within the components are executed may vary because of individual AIS or customer requirements.  The AIS may include any optional tasks or new tasks that suit its business practices, as agreed to by their customers.  Using a copy of the scenario, the AISs should arrange the tasks to best suit the customer and business needs, mark through any tasks that are not performed, note any changes to the ordering of tasks, and add any AIS-specific tasks.  The Documentation Standards Section of the scenario represents the minimum essential data to be included in the products.  The documentation standards do not represent a required format, but may be used as a template.  This marked version of the scenario becomes the AIS Tailored Software Process.

4.  Approval Procedures.  The documented AIS Tailored Software Process is submitted to the ISO using these Approval Procedures.

· The local SQA staff reviews the Tailored Software Process document to ensure it is in accordance with these guidelines and in compliance with site standards.

· The SEO/I&T Director reviews and approves the AIS Tailored Software Process.

· The document is forwarded to the ISO Director of Systems Engineering Support.

· The ISO Director of Systems Engineering Support reviews and approves the AIS Tailored Software Process by examining the proposed document and granting any waivers.  

Tailoring is allowed as follows:

1. To continue use of current development tools other than specified in DFAS organizational policies.

2. To develop software for current unique operating environments or target platforms.

3. To accommodate unique customer requirements or agreements.

5.  AIS Defined Process.  The AIS Defined Process is derived from the approved AIS tailored software process.  The AIS Defined Process contains the roles, criteria, timeframes, and procedures for how the tasks are completed in the AIS's day-to-day operations.  The procedures may vary from those identified in the scenario depending on agreements with the customer, sequence of the tasks, and other local restrictions.  The procedures identified in scenario Tasks must contain references to particular parts of a local document, i.e., the AIS Defined Process, or be defined by a set of detailed procedures.  The detailed procedures definition may be narrative or may use the EPVX model outlined in the scenario tasks.  The AIS Defined Process will be included in the site's segment of the Process Asset Library (PAL).  Procedures will be annotated as project-unique, site standard, DFAS standard, or DFAS best practice.  Procedure documentation or descriptions must include the name of the procedure as documented in the scenario task.

APPENDIX 8 - TRAINING PROGRAM POLICY


1.  Purpose.  This Defense Finance and Accounting Service (DFAS) Training Policy establishes a corporate training plan and program which is designed to develop the skills and knowledge of all DFAS employees so they can effectively and efficiently provide software services to customers through the daily performance of their roles.







2.  Scope.  This document defines the ISO Training Policy and 
  establishes the intent and parameters of the Training program.  This policy governs the planning, delivery, and evaluation of all training needed to provide and manage current and future software services to DFAS customers.








3.  Goals.

     a.  Quality software engineering services to customers are sustained by cost effective, timely and consistent training. 

     b.  Training resources are managed at all levels of the 
  organization.

4.  Policy Statements.  This policy directs the creation of a DFAS corporate training program maintained under the direction of ISO Systems Engineering Support Directorate.  The Training program shall include the identification and definition of all standard software roles within the organization and the competencies associated with each role.  It shall identify and make available the training required to achieve role competencies.  The Training program shall establish and execute a plan to provide for the continued definition of software roles, competencies and required training.  The functions and responsibilities of this policy are: 

     a.  Define and maintain core competencies for all standard 
  DFAS software engineering, managerial and support roles.  Definition and maintenance of competencies for standard roles is the responsibility of ISO Systems Engineering Support Directorate.  Competencies shall be defined for project-unique roles by the automated information system project officer and approved by the Director for Information and Technology (I&T) or the Director of Software Engineering Organization (SEO).

    b.  Establish a record for each FSO employee that contains the employee’s software role requirements, competencies, and training needs.  ISO Systems Management Directorate will coordinate the establishment and maintenance of a training records repository.  Training records will be maintained by FSA/DSE managers and training coordinators and will be used for planning purposes. An employee may be waived from mandated training provided the employee can demonstrate working skill and knowledge in the subject area.  Waivers for mandated training must be approved by the employee’s manager and by the Director of the FSA/DSE.

    c.  Develop an annual plan identifying each FSO employee’s 
 training requirements for their software role and competencies.  Each software manager is responsible for creating a training plan for the professional development and growth of each subordinate.

    d.  Determine training priorities and funding requirements 
  to support annual plan for each FSO employee.  Each level of management will establish priorities within his/her organization and will forward summarized requirements to the next higher level of management.  Detailed training information will be furnished to training coordinators.

    e.  Establish an annual corporate training plan indicating the types of training courses required by group(s) or 


  individual(s).  FSO Systems Management Directorate will consolidate annual training requirements, coordinate recommended priorities for FSO Director approval, coordinate sharing of courses, recommend sources to FSA/DSE Directors and to training coordinators. FSO Systems Management Directorate will utilize DFAS and OPM training programs whenever possible.

    f.  Conduct or acquire training in accordance with the annual corporate training plan.  FSO Systems Management Directorate will monitor the execution of the corporate training plan.  FSA/DSE Directors, Software support managers, and AIS managers are responsible for ensuring FSO employees are trained in accordance with the plan.

    g.  Maintain an inventory of effective training resources.  The FSO Systems Management Directorate will collect and consolidate course evaluations and recommend preferred training resources to FSA/DSE Directors and training coordinators.

    h.  Establish organizational standards for courseware,   instruction media, schedules, and certifications.   FSO Systems Management Directorate is responsible for establishing and monitoring these standards for all FSO-developed courseware.

    i.  Store Training program processes and procedures in the 
  Process Asset Library.  FSO Systems Management Directorate is responsible for ensuring that the Training program process definition and procedural documentation is developed, maintained, and accessible to users.  

    j.  Establish measurement for the status and quality of the Training program.  The FSO Systems Management Directorate is responsible to create measurement criteria and monitor the status and quality of the Training program.  It is the responsibility of each FSO employee to provide accurate input and feedback regarding the Training program.

    k.  Establish periodic reviews and evaluations of the Training program.  The FSO Systems Management Directorate shall ensure that the Training program activities and processes are evaluated and reviewed on a periodic basis by senior management and by an independent group(s).   
 

5.  References.

    a.  Capability Maturity Model Level 3 Training Program

    b.  DFAS-FSO Training Policies  12-18-95

    c.  OPM/DFAS Career Plans

    d.  5 USC 4107

    e.  DFAS 8000.1-R, Chapters 6 and 7.

6.  Point of Contact.  The Director, Systems Management and members of the Corporate SEPG may be contacted regarding this policy.  They may be reached at DSN 699-5927 or commercial 

317-510-5927. 

E.C6 – APPENDIX 9.  Software Product Engineering Policy.

1.  This policy provides for the consistent performance of a well-defined engineering process that integrates all the software engineering activities to produce correct, consistent software products effectively and efficiently.

2.  The Software Product Engineering goals are:

    a.  The software engineering tasks are defined, integrated, and consistently performed to produce the software.

    b.  Software work products are produced so they are consistent with each other.

3.  Policy Statements and Responsibilities for Software Product Engineering.

    a.  AIS Managers and software engineers shall ensure that software engineering tasks are performed in accordance with the project’s defined software process. 

    b.  AIS Managers shall ensure software products are built and maintained using appropriate software life cycles:  development (System Development Scenario), modification (System Modification Scenario for routine modification or System Operation Scenario for emergency modification), and subcontract management (Software Subcontract Management Scenario).

    c.  Tools to support the software engineering tasks are available.  These tools include:  workstations, database management systems, on-line help aids, graphics tools, interactive documentation tools, word processing systems, requirements tracking tools, specification tools, prototyping tools, modeling tools, simulation tools,  program design languages, editors, compilers, cross-reference generators, printers, configuration management tools, test management tools, test generators, test drivers, test profilers, symbolic debuggers, and test coverage analyzers.  SEO/I&T Directors shall ensure that adequate tools are available and used to build and maintain the software products.
    d.  AIS Managers and software engineers shall ensure that software plans, tasks, and products are traceable to the system requirements allocated to software.  This shall be accomplished by performing peer reviews of the software requirements document, the software design document, the code, the test plan, test procedures, and test cases, and the documentation to be used to operate and maintain the software.  In addition, several levels of testing shall be performed to demonstrate that the software satisfies its requirements.

    e.  Required testing is performed and results are documented in reports at each test level (i.e., integration, system and acceptance) and placed under configuration management.

    f.  Documentation used to operate and maintain software will be placed under configuration management. 

    g.  Measurements that determine the functionality and quality of software products and the status of software product engineering activities are established and used.

    h.  Reviews of software product engineering activities will be held by senior and project management on a periodic and event driven basis.

E.C6 – APPENDIX 10.  Intergroup Coordination Policy.   

1.  This policy provides the requirement for the software engineering group to actively participate with other engineering groups so the project is better able to satisfy the customer’s needs effectively and efficiently.


2.  The goals regarding intergroup coordination are:

    a.  All affected groups agree to the customer’s requirements.

    b.  All affected groups agree to the commitments between the engineering groups.

    c.  Intergroup issues are identified, tracked and resolved by the engineering groups.
3.  Policy Statements and Responsibilities for Intergroup Coordination:

    a.  The system requirements, system specifications, and project-level objectives for the project are reviewed by all affected groups.  These affected groups include software engineering, software estimating, system test, SQA, software configuration management, Technical Architecture Review Board, contract management, and documentation support.

    b.  Any engineering groups involved in the definition and review of system requirements, system specifications, and  project-level objectives shall document these plans and activities.

    c.  AIS Managers and SEO/I&T Directors shall establish and maintain an environment to facilitate interaction, coordination, support, and teamwork between the project’s engineering groups, between the project and the customer or end users, as appropriate, and throughout the organization.

    d.  Managers, leaders, and software engineering groups will receive training and orientation in teamwork and the processes, methods, and standards used by other engineering groups.

    e.  Projects shall document and consistently follow a procedure for identifying, negotiating, and tracking critical dependencies between the project engineering groups. 

    f.  All unresolved intergroup issues shall be handled according to a documented procedure.
    g.  Measurements to determine the status of intergroup coordination activities shall be established and used.
    h.  Reviews of the intergroup coordination activities are conducted with senior and project management on a periodic and event driven basis.
E.C6 – APPENDIX 11.  Peer Reviews Policy.  

1.  This policy establishes the requirement for a methodical examination of software work products by the producer’s peers to identify defects and areas where changes are needed and to develop a better understanding of the software products and of the defects that might be prevented.


2.  The goal for Peer Reviews is plan and schedule peer review activities to detect and remove errors as early as possible in the life cycle.

3.  Policy Statements and Responsibilities for Peer Reviews are:

    a.  The software work products that will undergo peer review are identified in the tasks of the selected scenarios.  A standard set of these software work products is attached to this chapter.  The project manager may identify other software work products that will be subject to peer review.  These software work products will be recorded in the project plan and the SDP.

    b.  Peer reviews are led by trained peer review leaders.  These peer review leaders shall be trained in peer reviews through courses approved by the SEO/I&T Director.  ISO Systems Engineering Support Directorate shall maintain information on acceptable/recommended peer review courses.  


c.  After having received the proper training, peer review leaders shall identify the objectives, principles, and methods of the peer review; plan and organize the peer review; distribute review materials to review participants in advance of peer review; evaluate and enforce readiness and completion criteria for the peer review; assign roles for the peer review, such as recorder, mediator, etc.; conduct and facilitate the peer review; report the results of the peer review to appropriate personnel; track and confirm rework to address the actions identified in the peer review; and collect and report the data required for the peer review.

    d.  Peer reviews focus on the software work product being reviewed and not on the producer.  Results of the peer reviews are not used by management to evaluate the performance of individuals.

    e.  Data on the conduct and results of the peer reviews shall be collected and recorded in accordance with the standard software process metrics specification.  Examples of data include:  identification of the software work product reviewed, size of the software work product, size and composition of the review team, preparation time per reviewer, length of the review meeting, types and numbers of defects found and fixed, and rework effort.  Additional measurements to be captured are number of peer reviews performed compared to the plan, overall effort expended on peer reviews compared to the plan, and the number of work products reviewed compared to the plan.  These measurements will be used to determine the status of the peer review activities.
Attachment to Peer Reviews Policy

STANDARD WORK PRODUCTS FOR PEER REVIEW


Risk Management Plan


Software Process Improvement Plan


Functional Analysis Section of SCR


Technical Analysis Section of SCR


Pseudocode


Program/System Specifications


Screen Layouts


Report Layouts


JCL


Estimation


Test Procedures


Test Scripts


Test Data
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