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KEY PROCESS AREA DOCUMENTATION                                                   

The purpose of Software Configuration Management is to establish and maintain the integrity of the products of the software project throughout the project's software life cycle.                                   

    Software Configuration Management involves identifying the configuration of the software (i.e., selected software work products and their descriptions) at given points in time, systematically controlling changes to the configuration, and maintaining the integrity and traceability of the configuration throughout the software life cycle.  The work products placed under software configuration management include the software products that are delivered to the customer (e.g., the software requirements document and the code) and the items that are identified with or required to create these software products (e.g., the compiler).                                                                  

    A software baseline library is established containing the software baselines as they are 

developed.  Changes to baselines and the release of software products built from the software baseline library are systematically controlled via the change control and configuration auditing 

functions of software configuration management.                        

    This key process area covers the practices for performing the software configuration management function.  The practices identifying specific configuration items/units are contained in the key process areas that describe the development and maintenance of each configuration item/unit.

GOALS                                                            

1
Software configuration management activities are planned.                                                         

2
Selected software work products are identified, controlled, and available.                                       

3
Changes to identified software work products are controlled.                                                      

4
Affected groups and individuals are informed of the status and content of software   

             baselines.

COMMITMENT 

1
The project follows a written organizational policy for implementing software 
configuration management (SCM).            


This policy typically specifies that:                            

             1.  Responsibility for SCM for each project is explicitly assigned.                                         


2.  SCM is implemented throughout the project's life cycle.                                                       


3.  SCM is implemented for externally deliverable software products, designated internal 
 
     software work products, and designated support tools used inside the project (e.g., 
  
     compilers).                        


4.  The projects establish or have access to a repository for storing configuration items/ 

     units and the associated SCM records.                              


     The contents of this repository are referred to as the "software baseline library" in 
 
     these practices.                                                 



The tools and procedures for accessing this repository are referred to as the 


     "configuration management library system" in these practices.                                        


     Work products that are placed under configuration management and treated as a 
 
     single entity are referred to as configuration items.                                                     


   
 Configuration items are typically decomposed into configuration components, 
 
     and configuration components are typically decomposed into units.  In a hardware/ 
 
     software system, all of the software may be considered as a single configuration item, 
 
     or the software may be decomposed into multiple configuration items.  In these 
 
     practices, the term "configuration items/units" is used to refer to the elements under 

     configuration management.                                                


5.  The software baselines and SCM activities are audited on a periodic basis.

POLICY  - SM-10, CONFIGURATION MANAGEMENT 

April 7, 1997

I.  Purpose:

To establish Software Configuration Management (SCM) responsibilities and processes for the development, modernization, modification and support of Automated  Information Systems (AISs) over which the Director, Financial Systems Organization (FSO) exercises authority through the Financial Systems Activities (FSAs) and Directorates for Software Engineering (DSEs) for all software projects.  It specifically addresses a standard set of processes for evaluating and controlling Configuration Items (CIs) throughout the software life cycle.

II.  Background.


This policy describes the Defense Finance and Accounting Service (DFAS) FSO SCM program applicable to all DFAS FSAs/DSEs or contractors in support of DFAS AIS software engineering activities.  The SCM Program evolved from a need to establish a formal and common SCM business process across the various elements of the DFAS FSO.  In addition, the FSO determined that this process needed clarification to meet industry standards for effecting software change and control in order to provide DFAS systems with the highest standards of efficiency and quality.

III.  Policy:

A.  Scope.  The DFAS FSO SCM program will be implemented by DFAS FSA Directors and DSEs throughout the life cycle of all newly developed, migratory, interim migratory and legacy AISs.  Contractors in support of DFAS AIS development and maintenance will also comply with this policy.  FSA Directors and DSEs will determine the level of SCM activities necessary for legacy systems depending on life expectancy of the system.  This policy will be used to establish and maintain the integrity of the configuration components of an AIS throughout the AIS's software life cycle by establishing the process by which the configuration items are technically controlled.  Minimum requirements will be described in the applicable DFAS FSO system scenario.

B.  Goals/Objectives.  The SCM process within the FSO/FSAs/DSEs must provide a managed update of the evolving system configuration throughout the AIS life cycle.  SCM shall achieve the following objectives:


1.  SCM activities are planned.


2.  Selected software work products are identified, controlled, and available.


3.  Changes to identified software work products are controlled.


4.  Software baselines are periodically audited and affected groups or individuals are informed of the status and content as changes make necessary.


5.  Control and accounting of system functional and physical characteristics are provided for across the entire life cycle.


6.  SCM activities will be periodically examined by the Software Quality Assurance (SQA) element.


7.  SCM activities are reviewed with senior management on a periodic basis.

C.  Responsibilities.

     1.  FSO Director will:

          a.  Establish and publish an SCM configuration management policy that is in compliance with DFAS policy and that provides direction to the FSAs/DSEs in accomplishing AIS support.

          b.  Provide funding necessary to support an SCM program.

2.  FSA/DSE Directors will:

          a.  Establish an SCM element within their Activity or within the DSE business area.

          b.  Ensure the configuration management element is staffed to accomplish the provisions of this policy.

          c.  Ensure responsibility for SCM for each AIS is explicitly assigned.

          d.  Establish procedures that affirm only approved changes will be made to established baselines. 

          e.  Ensure all AIS development/maintenance efforts within their purview are configuration managed in accordance with this policy.


     f.  Oversee implementation and operation of the CMIS for all users and staff associated with systems under their purview.

     3.  AIS Project Managers will:

          a.  Ensure implementation of the FSO and FSA/DSE SCM program.

          b.  Develop an AIS level SCM plan. 

          c.  Make recommendations to FSO regarding improvements in the SCM procedures and standards.

          d.  Ensure that adequate time, resources, training and funding are included to perform the specified SCM activities.  

D.  Description.  Each FSA shall implement an SCM program for the control of all CIs such as documentation, computer programs, control language, schemas/subschemas, etc., or any other items comprising the AIS products.  The program shall address both the operational and developmental configurations and support environments used to generate, test and operate the product.  The program should be tailored appropriately for the scope, complexity and life cycle phases of the AISs and must support the customer’s as well as the FSO’s organizational requirements.  Planning shall be consistent with the objectives of a continuous improvement program that includes the analysis and correction of identified problem areas.  SCM planning shall include the:

1.  Objectives of the SCM program and each applicable CMM Key Practice.

2.  Identification of an SCM group and organization relationships.

3.  Responsibilities and authority of configuration managers.

4.  Identification and selection of appropriate SCM resources (mainframe or LAN, communications, methods, practices, tools).

5.  Drafting or revision of SCM Plan (SCMP) which will address all SCM technical data requirements.

6.  Required directives that support overall SCM objectives.

7.  Use of the Configuration Management Information System (CMIS).  This standard DFAS tool will be used to accomplish CI identification, control, status accounting and audit.

8.  Other SCM support tools required as necessary.

9.  Problem Management.  This shall encompass:

     a.  Recording problems in CMIS.

     b.  Maintaining status and updates on all problems reported until final closure.  

     c.  Exercising change control over CIs that resolve problems. 

E.  Training.  In order to perform their work in a consistent manner, all SCM personnel will be trained to apply SCM procedures for that AIS/project.

IV.  References.

A.  SEI Capability Maturity Model, Version 1.1.

B.  DFAS Regulation 8000.1-R, Chapter 9, Configuration Management, and Chapter 11, System Testing.

C.  ANSI/IEEE Std 1042-1987, IEEE Guide to Software Configuration Management, March 10, 1988.  

D.  DFAS FSO Policies, Guidelines, and System Scenarios.  

E.  Configuration Management Information System Procedures Guide.

F.  Configuration Management, Mil Std 973, April 17, 1992.      

V.  Points of contact:  If you have questions or comments, the point of contact for this policy is the Software Process Improvement Office of the Systems Management Directorate, 

DFAS-FSO/SS, at DSN 699-5927 or commercial 317-549-5927, or by fax at DSN 699-5827 or commercial 317-549-5827.








  //signed//






                                   Robert E. Burke

                                   



         Director

POLICY - SM-05, RELEASE MANAGEMENT SOFTWARE DISTRIBUTION    February 14, 1995

I.  Purpose:  The increased use of Local Area Network (LAN), Wide Area Network (WAN) and microprocessor-based servers for operating or interfacing with FSO supported Automated Information Systems (AIS) requires the establishment of a policy for releasing software for end-user execution within these environments.  This policy is applicable to all processing tiers including micro, mini and mainframe processor based systems.

II.  Description:  This policy recognizes that movement toward a standard method is an evolutionary process.  The process is primarily driven by capabilities of the user to download or accept release format and media.  It would be inappropriate to mandate electronic release of software via LAN or mainframe file transfer to a user who only has stand-alone, first-generation floppy disk data transfer capability.  However, as users migrate toward a higher level capability this policy will serve as a guide for establishing adequate software acceptance facilities.  

III.  Responsibility:  It shall be the release distribution policy of this organization that AIS developed or maintained by FSO organization units - Financial Systems Activities (FSA) will, depending on customer capability:


a.  Be released via electronic transmission including software and documentation. Will be released via transmission of executable production libraries or packaged individual executable modules necessary to meet release requirements.


b.  Be targeted for a maximum of four (4) scheduled releases a year.  Interim Release Packages are intended to release/implement emergency changes/corrections to the applications.  Comptroller General Decisions, and Congressional or Legislative changes will be dealt with as interim releases when scheduled release dates are inappropriate.


c.  Require a minimum of operator intervention (e.g., self-loading, etc.) and include detailed user documentation.


d.  Be released by the responsible Release Control Group within FSO organizational units.  All software and documentation will be released as a single package from the responsible release control group with FSO organizational units.  Prior to being released by the Release Control Group, software will be certified IAW DoD 7920.2-m, Automated Information System Life-Cycle Management, dated March 1990.


e.  Be preceded by appropriate user notification with FSA input.  This notification will include what will be released and when.


f.  Will not include source code.  This is a problem for certain 4GL applications such as MANTIS.  If source code must be used an exception to policy will be requested from the FSO.


g.  Be electronically verified that the release was received and successfully installed at target release points.

IV.  Methods of Release:  Methods of release distribution shall be in accordance with the following:


a.  Mainframe/Miniprocessors.  Electronic file transfer between the responsible FSO organizational units developmental mini/mainframe and target production processor(s).


b.  Microprocessors.  Electronic file transfer between the responsible FSO organizational units developmental environment to target release point LAN/WAN/file servers or Defense Mega Centers (DMC) serving FSO organizational unit customers for execution or further distribution.  This will include distribution via the LAN/WAN at the development FSO organizational unit.  Customers will electronically download from the target release point LAN/WAN or DMC for execution.


c.  A substitute, but less desirable, distribution media will be via floppy disk (3 1/2 inch, 1.44 MB or higher) for those users that cannot establish electronic capability.  Transmission will be via package mailing/delivery to target release points for execution or further distribution. 

V.  Exceptions:  Some organizations such as Army, Navy, Air Force, etc., have unique problems which may impact on an ideal software technology platform, the System Manager will negotiate with the organization to accommodate a more appropriate technological solution.







      //signed//




                              
Carl A. Luttman, Jr.

                              



Acting Director

ABILITY TO PERFORM

1      
A board having the authority for managing the project's software baselines (i.e., a 


software configuration control board (SCCB) exists or is established.                  

          
The SCCB:                                                        

          
1.  Authorizes the establishment of software baselines and the identification of  

 
     configuration items/units.         

          
2.  Represents the interests of the project manager and all groups who may be affected 
 
     by changes to the software baselines.                                          


     Examples of affected groups include:                       

              
-  hardware quality assurance                            

              
-  hardware configuration management                     

              
-  hardware engineering                                  

              
-  manufacturing engineering                             

              
-  software engineering (including all subgroups, such as software design)                              

              
-  system engineering                                    

              
-  system test                                           

             
-  software quality assurance                            

             
-  software configuration management                     

              
-  contract management                                   

              
-  documentation support                                 

          
3.  Reviews and authorizes changes to the software baselines.                                                   

          
4.  Authorizes the creation of products from the software baseline library.                                            

2
A group that is responsible for coordinating and implementing SCM for the project 
(i.e., the SCM group) exists.                                                          


A group is the collection of departments, managers, and individuals who have 
responsibility for a set of tasks or activities.  A group could vary from a single individual 
assigned part time, to several part-time individuals assigned from different departments, 
to several individuals dedicated full time.  Considerations when implementing a group 
include assigned tasks or activities, the size of the project, the organizational structure, 
and the organizational culture.  Some groups, such as the software quality assurance 
group, are focused on project activities, and others, such as the software engineering 
process group, are focused on organization-wide activities.                              

          
The SCM group coordinates or implements:                         

          
1.  Creation and management of the project's software baseline library.                                            

          
2.  Development, maintenance, and distribution of the SCM plans, standards, and 
 
     procedures.                        

          
3.  The identification of the set of work products to be placed under SCM.                                            


     A work product is any artifact from defining, maintaining, or using a software process.                  

          
4.  Management of the access to the software baseline library.                                                     

          
5.  Updates of the software baselines.                           

          
6.  Creation of products from the software baseline library.                                                     

          
7.  Recording of SCM actions.                                    

          
8.  Production and distribution of SCM reports.                  

3
Adequate resources and funding are provided for performing the SCM activities.                                   

          
1.  A manager is assigned specific responsibilities for SCM.                                                         

          
2.  Tools to support the SCM activities are made available.                                                   


     Examples of support tools include:                         

             
-  workstations                                            

              
-  database programs                                       

              
-  configuration management tools                          

4         
Members of the SCM group are trained in the objectives, procedures, and methods 
of performing their SCM activities.                                                      


     Examples of training include:                              

              
-  SCM standards, procedures, and methods                  

              
-  SCM tools                                               

5         
Members of the software engineering group and other software-related groups are 
trained to perform their SCM activities.                                                      


     Examples of other software-related groups include:                                                   

              
-  software quality assurance                              

              
-  documentation support                                   

          
     Examples of training include:                              

              
-  the standards, procedures, and methods to be followed for SCM activities 


   performed inside the software engineering group and other software-related 


   groups                           

              
-  the role, responsibilities, and authority of the SCM group

ACTIVITIES PERFORMED

1
A SCM plan is prepared for each software project according to a documented 

procedure.


This procedure typically specifies that:


1.  The SCM plan is developed in the early stages of, and in parallel with, the overall 


     project planning.


2.  The SCM plan is reviewed by the affected groups.


3.  The SCM plan is managed and controlled.


     “Managed and controlled” implies that the version of the work product in use at a given 
     time (past or present) is known (i.e., version control) and changes are incorporated in 
  
     a controlled manner (i.e., change control).


     
If a greater degree of control than is implied by “managed and controlled” is 
  
     desired, the work product can be placed under the full discipline of configuration 
  
     management, as is described in this key process area.


2
A documented and approved SCM plan is used as the basis for performing the 
SCM activities.


The plan covers:


1.  The SCM activities to be performed, the schedule of activities, the assigned 
 
  
     responsibilities, and the resources required (including staff, tools, and computer 
 
     facilities).


2.  The SCM requirements and activities to be performed by the software engineering


     group and other software-related groups.

3
A configuration management library system is established as a repository for the 


software baselines.


This library system:


1.  Supports multiple control levels of SCM.


     Examples of situations leading to multiple levels of control include:



- differences in the levels of control needed at different times in the life cycle



  (e.g., tighter control as product matures)



- differences in the levels of control needed for software-only systems vs. 



  systems which include both hardware and software


2.  Provides for the storage and retrieval of configuration items/units.


3.  Provides for the sharing and transfer of configuration items/units between the affected 
 
     groups and between control levels within the library.


4.  Helps in the use of product standards for configuration items/units.


5.  Provides for the storage and recovery of archive versions of configuration items/units.


6.  Helps to ensure correct creation of products from the software baseline library.


7.  Provides for the storage, update, and retrieval of SCM records.


8.  Supports production of SCM reports.


9.  Provides for the maintenance of the library structure and contents.


     Examples of library maintenance functions include:



- backup/restoring of library files, and



- recovery from library errors.

4
The software work products to be placed under configuration management are 
identified.


1.  The configuration items/units are selected based on documented criteria.


     Examples of software work products that may be identified as configuration items/units 
     include:



- process-related documentation (e.g., plans, standards, or procedures),



- software requirements,



- software design,



- software code units,



- software test procedures,



- software system build for the software test activity,



- software system build for delivery to the customer or end user,



- compilers, and



- other support tools.


2.  The configuration items/units are assigned unique identifiers.


3.  The characteristics of each configuration item/unit are specified.


4.  The software baselines to which each configuration item/unit belongs are specified.


5.  The point in its development that each configuration item/unit is placed under 
 
  
     configuration management is specified.


6.  The person responsible for each configuration item/unit (i.e., the owner, from a 
 
     configuration management point of view) is identified.

5
Change requests and problem reports for all configuration items/units are initiated, 
recorded, reviewed, approved,   and tracked according to a documented procedure.

6
Changes to baselines are controlled according to a documented procedure.   


This procedure typically specifies that:   


1.  Reviews and/or regression tests are performed to ensure that changes have not 
 
     caused unintended effects on the baseline.   


2.  Only configuration items/units that are approved by the SCCB are entered into the 
 
     software baseline library.   


3.  Configuration items/units are checked in and out in a manner that maintains the 

     correctness and integrity of the software baseline library.   


     Examples of check-in/out steps include:   

  

- verifying that the revisions are authorized 



- creating a change log   

   

- maintaining a copy of the changes   

  

- updating the software baseline library   

   

- archiving the replaced software baseline 

7 
Products from the software baseline library are created and   their release is 
controlled according to a documented procedure.   


This procedure typically specifies that:   


1.  The SCCB authorizes the creation of products from the software baseline library.   


2.  Products from the software baseline library, for both internal and external use, are built 
     only from configuration items/units in the software baseline library.

8
The status of configuration items/units is recorded according to a documented 
procedure.   


This procedure typically specifies that:   


1.  The configuration management actions are recorded in sufficient detail so that the 

     content and status of each configuration item/unit are known and previous versions 
 
     can be recovered.   


2.  The current status and history (i.e., changes and other actions) of each configuration 

     item/unit are maintained.

9
Standard reports documenting the SCM activities and the contents of the software 
baseline are developed and made available to affected groups and individuals.   


     Examples of reports include:   

     

-   SCCB meeting minutes   

   

-   change request summary and status   

   

-   trouble report summary and status (including fixes)   

   

-   summary of changes made to the software baselines   

   

-   revision history of configuration items/units   

   

-   software baseline status   

   

-   results of software baseline audits

10
Software baseline audits are conducted according to a documented procedure.   


This procedure typically specifies that:   


1.  There is adequate preparation for the audit.   


2.  The integrity of software baselines is assessed.   


3.  The structure and facilities of the configuration management library system are 
 
     reviewed.   


4.  The completeness and correctness of the software baseline library contents are 
 
     verified.   


5.  Compliance with applicable SCM standards and procedures is verified.   


6.  The results of the audit are reported to the project software manager.   


7.  Action items from the audit are tracked to closure.

MEASUREMENT 

1
Measurements are made and used to determine the status of the SCM activities.                                           


     Examples of measurements include:                          



-  number of change requests processed per unit time                                               

              
-  completions of milestones for the SCM activities compared to the plan                         

              
-  work completed, effort expended, and funds expended in the SCM activities.                         

VERIFICATION 

1 
The SCM activities are reviewed with senior management on a periodic basis.                                             


     The primary purpose of periodic reviews by senior management is to provide 
 
 
     awareness of and insight into software process activities at an appropriate level of 
 
     abstraction and in a timely manner.  The time between reviews should meet the needs 
     of the organization and may be lengthy, as long as adequate mechanisms for 


     exception reporting are available.                                                 


     Refer to Verification 1 of the Software Project Tracking and Oversight key process 
 
     area for practices covering the typical content of senior management oversight 
 
     reviews.                                                   

2 
The SCM activities are reviewed with the project manager on both a periodic and 


event-driven basis.                       


     Refer to Verification 2 of the Software Project Tracking and Oversight key process 
 
     area for practices covering the typical content of project management oversight 
 
     reviews.                                                   

3 
The SCM group periodically audits software baselines to verify that they conform 
to the documentation that defines them.                                                    

4 
The software quality assurance group reviews and/or audits the activities and work 
products for SCM and reports the results.                                             


     Refer to the Software Quality Assurance key process area.                                              


At a minimum, the reviews and/or audits verify:                  

          
1.  Compliance with the SCM standards and procedures by:         

                  - the SCM group                                              

                  - the SCCB                                                   

                  - the software engineering group                             

                  - other software-related groups                              

          
2.  Occurrence of periodic software baseline audits.

PHASE 1.0 - CHANGE INITIATION

Purpose:  The modification cycle starts as soon as a person discovers a potential problem with the system or determines a need to change the system.  If a potential problem is encountered, a Problem Trouble Report (PTR) is created.  If a solution to the problem is found during analysis of the potential problem and no system change is required, then the PTR is closed.  If during the analysis of the problem, it is determined that a system change is required, then the PTR is converted to an System Change Request (SCR).  A preliminary system impact analysis of the SCR is completed.  The decision to continue work on the SCR is determined by the functional or technical proponent.  If a functional or technical change to the system is requested, then an SCR is created. 

This Phase contains the following Subphases:
    1.1  CHANGE/PROBLEM DEFINITION

    1.2  PROBLEM (PTR) DOCUMENTATION AND DISPOSITION

    1.3  CHANGE (SCR) INITIATION, REVIEW, APPROVAL AND RANKING

SUBPHASE 1.2 - PROBLEM (PTR) DOCUMENTATION AND DISPOSITION

Purpose:  Create a Problem Trouble Report (PTR).  A PTR is used to identify, document, and resolve a problem for an Automated Information System (AIS).  A PTR will always be closed but may or may not be converted to a System Change Request (SCR) before closure.

Process:  After a problem has been discovered, a Problem Trouble Report (PTR) is created.  Analysis is performed to discover if an actual problem occurs (requiring a system change) or if the problem is with the utilization/operation of the system.  If a problem requires a system change, an SCR is created, and then the PTR is closed.  If the problem is with the system utilization/operation, then all parties are informed of the resolution and the PTR is closed.  Either way, no work is performed on the system or any of its Configuration Items (CIs) without a formal SCR being created.  

This Subphase contains the following Tasks:
    1.2.1  FUNCTIONAL PTR INITIALIZATION

    1.2.2  TECHNICAL PTR INITIALIZATION

    1.2.3  FUNCTIONAL PROBLEM TROUBLE REPORT SYMPTOM DOCUMENTATION

    1.2.4  TECHNICAL PROBLEM TROUBLE REPORT SYMPTOM DOCUMENTATION

    1.2.5  FUNCTIONAL PTR ANALYSIS

    1.2.6  TECHNICAL PTR ANALYSIS

    1.2.7  FUNCTIONAL PROBLEM TROUBLE REPORT (PTR) DISPOSITION

    1.2.8  TECHNICAL PROBLEM TROUBLE REPORT (PTR) DISPOSITION

TASK 1.2.2 - TECHNICAL PTR INITIALIZATION

Purpose:  Once a problem has been determined, a PTR Form is completed, the information is entered into CMIS and the resolution is tracked using the PTR process.  The majority of the work performed in this task generally is the responsibility of the FSA.

This  Task uses/creates the following Products:
    USES

CATEGORIZED CHANGE/PROBLEM REQUIREMENT

    CREATES

PROBLEM TROUBLE REPORT (PTR)

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:
    COMPUTER EXPERTISE

This Task contains the following Subtask:
    1.2.2.1  PROBLEM TROUBLE REPORT DATA ENTRY

SUBTASK 1.2.2.1 - PROBLEM TROUBLE REPORT DATA ENTRY

Description:  Create a problem record for disposition and tracking.  Use the CMIS PTR data entry screen to add a new PTR to CMIS.  Refer to CMIS Procedures Guide for mandatory PTR entries.  If CMIS is not available, perform the following steps manually and record.

PROCEDURE 1.2.2.1.1 - PTR NUMBER ENTRY

Description:  PTR numbers should be unique.

PROCEDURE 1.2.2.1.2 - PTR RELEASE NUMBER ENTRY

Description:  Identify the release in production when the problem was reported to the receiving organization.

PROCEDURE 1.2.2.1.3 - PTR STATUS ENTRY

Description:  Initial status should be "pending".

PROCEDURE 1.2.2.1.4 - PTR TITLE ENTRY

Description:  Record a descriptive title for the problem.  While it may be cryptic, it should adequately describe the problem encountered by caller.

PROCEDURE 1.2.2.1.5 - PTR SYSTEM ENTRY

Description:  Record the acronym of the AIS currently being accessed.

PROCEDURE 1.2.2.1.6 - PTR SUB-SYSTEM ENTRY

Description:  Record the subsystem impacted by the PTR.

PROCEDURE 1.2.2.1.7 - PTR PRIORITY ENTRY

Description:  Record a code identifying the priority of the PTR.

PROCEDURE 1.2.2.1.8 - PTR REPORTING ACTIVITY ENTRY

Description:  Record the organizational identification of the reporting activity.

PROCEDURE 1.2.2.1.9 - PTR CUSTOMER CONTROL NUMBER ENTRY

Description:  Record a Customer Control Number relative to a customer's PTR tracking system.

PROCEDURE 1.2.2.1.10 - PTR PROBLEM TYPE ENTRY

Description:  Record a Problem Type code valid for this AIS.

PROCEDURE 1.2.2.1.11 - PTR UIC ENTRY

Description:  Record the customer's Unit Identification Code.

PROCEDURE 1.2.2.1.12 - PTR POC ENTRY

Description:  Record the customer's Point of Contact.

PROCEDURE 1.2.2.1.13 - PTR REQUESTED COMPLETION DATE ENTRY

Description:  Record a customer's Requested Completion Date.

PROCEDURE 1.2.2.1.14 - PTR CODE ENTRY

Description:  Record the customer's organizational code.

PROCEDURE 1.2.2.1.15 - PTR PHONE DSN/COMM ENTRY

Description:  Record either the originator's DSN or commercial telephone number or both numbers.

PROCEDURE 1.2.2.1.16 - PTR RECEIVED BY ENTRY

Description:  CMIS displays the name of the user from the UserId record.  The user may type over the displayed data but cannot leave the field blank.  The name of the person who received the PTR should be in this field.

PROCEDURE 1.2.2.1.17 - PTR DATE/TIME ENTRY

Description:  CMIS displays the current system date and time; the user may type over these fields.  The date and time must be in a valid format - date: mm/dd/yy, time: hh:mm.

PROCEDURE 1.2.2.1.18 - PTR DESCRIPTION ENTRY

Description:  Record a brief description of the problem.  This description is mandatory.

 TASK 1.2.4 - TECHNICAL PROBLEM TROUBLE REPORT SYMPTOM 


         DOCUMENTATION

Purpose:  Define the symptoms associated with a technical PTR.  A technical problem may be defined in a Problem Trouble Report (PTR).  The majority of the work performed in this task generally is the responsibility of the FSA.

This Task uses/creates the following Products:
    USES

PROBLEM TROUBLE REPORT (PTR)




SYSTEM DOCUMENTATION

    CREATES

UPDATED PROBLEM TROUBLE REPORT

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

This Task contains the following Subtask:
    1.2.4.1  TECHNICAL PTR DOCUMENTATION

SUBTASK 1.2.4.1 - TECHNICAL PTR DOCUMENTATION

Description:  The actions preceding, during and after a problem occurrence are examined.

PROCEDURE 1.2.4.1.1 - PROBLEM BEFORE ACTIONS

Description:  The actions preceding a problem occurrence are examined.

PROCEDURE 1.2.4.1.2 - PROBLEM DURING ACTIONS

Description:  The actions during a problem occurrence are examined.

PROCEDURE 1.2.4.1.3 - PROBLEM AFTER ACTIONS

Description:  The actions after a problem occurrence are examined.

PROCEDURE 1.2.4.1.4 - EXISTING SCR EXAMINATION

Description:  Examine existing SCR for identical problem.

 TASK 1.2.8 - TECHNICAL PROBLEM TROUBLE REPORT (PTR) DISPOSITION

Purpose:  This task completes a Problem Trouble Report (PTR) by resolving and closing it or by converting it to a System Change Request (SCR).  A PTR is converted to an SCR when it will result in a change to an AIS CI.  The SCR contains the PTR identity.  Generally, the majority of the work performed in this task is the responsibility of the FSA.

This Task uses/creates the following Products:
    USES

CATEGORIZED CHANGE/PROBLEM REQUIREMENT




PROBLEM TROUBLE REPORT (PTR)

    CREATES

CLOSED PROBLEM TROUBLE REPORT




PTR-GENERATED SYSTEM CHANGE REQUEST

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:
    COMPUTER EXPERTISE

This Task contains the following Subtask:
    1.2.8.1  PTR FINALIZATION - CMIS

SUBTASK 1.2.8.1 - PTR FINALIZATION - CMIS

Description:  The CMIS PTR screen may be used to close out the PTR by transferring to the SCR process for any resolution/cancellation of the PTR.  These are the close-out procedures for CMIS PTR processing.

PROCEDURE 1.2.8.1.1 - PTR CLOSE OUT - OUTCOME

Description:  Record the investigative results of the PTR evaluation.

PROCEDURE 1.2.8.1.2 - PTR CLOSE OUT - REFER

Description:  Refer the PTR to appropriate FSA staff.  

        Record:   Referred To:        Name 

                       Referred Code:    Organizational Code 

                       Referred Date:     mm/dd/yy

PROCEDURE 1.2.8.1.3 - PTR CLOSE OUT - SCR CROSS-REFERENCE

Description:  Identify any existing SCR cross-reference.  In order to cross-reference an SCR to the displayed PTR, record the SCR number.

PROCEDURE 1.2.8.1.4 - PTR CLOSE OUT - ADD

Description:  Add a new SCR.  CAUTION: This option generates a new SCR using the data in the displayed PTR.  CMIS automatically assigns an SCR number and cross-references the PTR to the newly created SCR.

PROCEDURE 1.2.8.1.5 - PTR RESOLUTION NOTIFICATION

Description:  Notify the originator and other appropriate parties of problem resolution.  Notification should be made immediately upon PTR disposition.

SUBPHASE 1.3 - CHANGE (SCR) INITIATION, REVIEW, APPROVAL AND 


       RANKING

Purpose:  Document a System Change Request (SCR).  An SCR identifies a requirement to make a change to a system baseline.  The SCR is the vehicle to communicate requests to the appropriate approval authority and to transmit actions to development/design activities to change an Automated Information System (AIS).  Change requirements defined in an SCR may pertain to the functionality of the AIS or to the AIS's critical computer resources (CCR) or other technical system aspects.  CCR requirements may be the result of functional requirements.  In such cases, the CCR (technical) requirements are contained within the originating SCR and may not necessitate the generation of a separate SCR.  If the CCR requirement is not associated with a specific functional requirement, an SCR must be created to initiate the CCR (technical) change.  Regardless of SCR orientation, functional or CCR, all SCRs execute the same tasks, subtasks, and procedures.  Functional changes are generally the responsibility of the functional community and technical changes are generally the responsibility of the FSA.

This Subphase contains the following Tasks:
    1.3.1  SYSTEM CHANGE REQUEST (SCR) FUNCTIONAL INITIATION

    1.3.2  SYSTEM CHANGE REQUEST (SCR) TECHNICAL INITIATION

    1.3.3  PRELIMINARY FUNCTIONAL REVIEW AND APPROVAL

    1.3.4  PRELIMINARY TECHNICAL REVIEW AND APPROVAL

    1.3.5  SCR RANKING   

 TASK 1.3.2 - SYSTEM CHANGE REQUEST (SCR) TECHNICAL INITIATION

Purpose:  Initiate the requirements for a System Change Request (SCR), including the SCR initiation date, reporting organization, title, SCR category, and point of contact.  The SCR description and requester benefits are briefly defined in this task.  A critical computer resource (CCR) SCR includes changes to the AIS's CCRs or supporting ancillary and other technical AIS components.  Requirements for a CCR SCR may be initiated by non-DFAS organizations such as DMCs, or may be the result of technological changes internal to the DFAS organization.  Requirements from non-DFAS organizations are often communicated to the AIS by phone, official electronic notice of change, or memorandum.  Until a more suitable mechanism is established, DFAS Directorate of Technology Infrastructure (DTI) will provide change (SCR) information to the AIS through the established chain of command by memorandum.  Upon notification of CCR change, the AIS developer will obtain all required information for an SCR and enter it into either DFAS Form 700 or CMIS.  The project CM should be informed of all SCRs containing CCR requirements in order to provide configuration management continuity and serve as an AIS point of contact for CCR changes.  If the requirement description indicates an expansion or change to the operating environment (all hardware and software required to support the AIS), the AIS must comply with the guidance established in Systems Management policies.  The majority of the work performed in this task generally is the responsibility of the FSA.

This Task uses/creates the following Products:
    USES

CATEGORIZED CHANGE/PROBLEM REQUIREMENT




PTR-GENERATED SYSTEM CHANGE REQUEST

    CREATES

INITIALIZED SYSTEM CHANGE REQUEST

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

    SYSTEMS MANAGEMENT POLICY SM-04, TARB POLICY

    SYSTEMS MANAGEMENT POLICY SM-09, TAG

Primary Skills required:
    COMPUTER EXPERTISE

This Task contains the following Subtask:
    1.3.2.1  TECHNICAL SCR DATA RECORDING

SUBTASK 1.3.2.1 - TECHNICAL SCR DATA RECORDING

Description:  Basic data for the SCR is recorded, such as initiation date, requesting organization, title, category, point of contact, description, and requester benefits.  If CMIS is not available, perform the following steps manually and record using DFAS Form 700.

PROCEDURE 1.3.2.1.1 - SYSTEM CHANGE REQUEST INITIATION DATE 




      IDENTIFICATION

Description:  Record the SCR initiation date.

PROCEDURE 1.3.2.1.2 - SYSTEM CHANGE REQUEST REPORTING 





      ORGANIZATION IDENTIFICATION

Description:  Record the SCR requesting organization.

PROCEDURE 1.3.2.1.3 - SYSTEM CHANGE REQUEST TITLE IDENTIFICATION

Description:  Record the SCR title.

PROCEDURE 1.3.2.1.4 - SCR CATEGORY DETERMINATION

Description:  The SCR initiator determines and records the category of SCR in accordance with instructions in DFAS 8000.1-R, Chap 9, Configuration Management.  Categories include Emergency, Mandatory/Regulatory, Policy (DOD Policies and Procedures), Enhancement, Enhancement/Migration, Technical, and Maintenance.

PROCEDURE 1.3.2.1.5 - SYSTEM CHANGE REQUEST POINT OF CONTACT 




      DETERMINATION

Description:  Record the system change request point of contact: location, name and phone number.

PROCEDURE 1.3.2.1.6 - SYSTEM CHANGE REQUEST DESCRIPTION DEFINITION

Description:  Record the system change request description.

PROCEDURE 1.3.2.1.7 - REQUESTER BENEFITS DEFINITION

Description:  Determine and record requester benefits information.

 TASK 1.3.4 - PRELIMINARY TECHNICAL REVIEW AND APPROVAL

Purpose:  Obtain preliminary approval or disapproval of a System Change Request.  This preliminary approval may take place in the context of a CCB.  This approval takes place prior to submission to the FSA.  The majority of the work performed in this task may or may not be the responsibility of the FSA.

Process:  After an SCR is initiated but before extensive definition and analysis work is performed, the SCR is routed and reviewed by all appropriate functional and/or technical personnel.  With information contained on the SCR and remarks made by functional and technical personnel, the functional or technical manager approves the SCR for further definition and analysis work.  This preliminary review and approval process may occur during a CCB.

This Task uses/creates the following Products:
    USES

REVIEWED SYSTEM CHANGE REQUEST

    CREATES

CANCELLED SYSTEM CHANGE REQUEST




PRE-APPROVED SYSTEM CHANGE REQUEST

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, 17 APRIL 1992

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

This Task contains the following Subtask:
    1.3.4.1  TECHNICAL SYSTEM CHANGE REQUEST APPROVAL

SUBTASK 1.3.4.1 - TECHNICAL SYSTEM CHANGE REQUEST APPROVAL

Description:  The appropriate authority either approves, disapproves or cancels the system change request.  The originator is notified of the resolution.

PROCEDURE 1.3.4.1.1 - TECHNICAL PROPONENT SYSTEM CHANGE REQUEST 



      REVIEW

Description:  The appropriate technical personnel review the system change request before it is approved for extensive definition and analysis work.

PROCEDURE 1.3.4.1.2 - TECHNICAL PROPONENT SYSTEM CHANGE REQUEST 



      APPROVAL

Description:  The appropriate authority approves the system change request for further work.

PROCEDURE 1.3.4.1.3 - TECHNICAL PROPONENT SYSTEM CHANGE REQUEST 



      DISAPPROVAL

Description:  The appropriate authority disapproves the SCR for further action or cancels it.

PROCEDURE 1.3.4.1.4 - TECHNICAL SYSTEM CHANGE REQUEST RESOLUTION 



      NOTIFICATION

Description:  Notify the originator and other appropriate parties of change resolution.  Notification should be made immediately upon SCR disposition.

PHASE 4.0 - CHANGE APPROVAL AND PLANNING

Purpose:  The results of this phase will be a release package plan.  It will identify the SCRs to be included in that release and the price estimates for the release package.  Price estimates may be identified for each SCR.  The release package, which contains all work which will be released for implementation, will be sent to the Configuration Control Board (CCB), headed by the Functional Manager/Program Manager, for finalization, planning, funding and approval.

This Phase contains the following Subphases:

    4.1  PROPOSED RELEASE PACKAGE DEVELOPMENT

    4.2  RELEASE PLANNING MIPR PREPARATION AND ACCEPTANCE

    4.3  RELEASE PLANNING

    4.4  CONFIGURATION CONTROL BOARD (CCB) REVIEW AND APPROVAL

    4.5  DEVELOPMENT MIPR PREPARATION AND ACCEPTANCE

 SUBPHASE 4.3 - RELEASE PLANNING

Purpose:  The software development organization is provided with a plan to track release progress.  If this subphase is executed during the Change Approval and Planning Phase, then the proposed Release Package is used to produce the SDP; if performed in the Change Development Phase, the approved Release Package is used.  Also, the AIS Configuration Management Plan, Software Quality Assurance Plan, and testing plans are created or updated as required.  Portions of this subphase are optional within the Change Approval and Planning Phase but are mandatory in the Change Development Phase, if not already performed.

This Subphase contains the following Tasks:

    4.3.1  RELEASE PACKAGE ANALYSIS

    4.3.2  RESOURCE AVAILABILITY DETERMINATION

    4.3.3  PROJECT SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION

    4.3.4  PROJECT SOFTWARE QUALITY ASSURANCE PLAN MODIFICATION

    4.3.5  PROJECT TEST AND EVALUATION MASTER PLAN MODIFICATION

    4.3.6  PROJECT SOFTWARE ACCEPTANCE TEST PLAN DEVELOPMENT

    4.3.7  PROJECT SOFTWARE QUALIFICATION TEST PLAN DEVELOPMENT

    4.3.8  PROJECT SOFTWARE INTEGRATION TEST PLAN DEVELOPMENT

    4.3.9  SOFTWARE DEVELOPMENT PLAN (SDP) PREPARATION

    4.3.10  SOFTWARE QUALITY ASSURANCE RELEASE PLANS CERTIFICATION

 TASK 4.3.3 - PROJECT SOFTWARE CONFIGURATION MANAGEMENT PLAN 

          MODIFICATION

Purpose:  A Software Configuration Management Plan (SCMP) will exist for each AIS.  This plan includes objectives, responsibilities, and the approach to be used.  It is the blueprint for implementing SCM effectively.  It documents what SCM is to be done, how it is to be done (including how it fits with the supported activity), who is responsible, and when it is to happen.  In essence, the plan should address the SCM operational concept over the product life cycle; the identification, traceability, control, audit, review, and transfer of the specified baseline; and the SCM process itself.  The plan is a living document updated to keep current with the product life cycle phase and the project management approach.  The structure and content of an SCM Plan is standard.  Some basic criteria must be included.  As a minimum, the SCM plan should contain the following: 

     o A description of the plan's purpose, scope of application, and key terms and objectives.  

     o An identification of the responsibilities and authorities for accomplishing the planned activities.  

     o A description of all project activities to be performed in applying SCM.  

     o An identification of tools, and physical and personnel resources required for plan execution.  

     o A description of how SCMP information will be kept current.

The following template is recommended as a guide in preparing an SCM Plan.  Alternative templates that capture the essence of this information may be used.  If an alternative template is used, a documented procedure is required.  This template has been taken from the IEEE STD 1042-1987 Guide to Software Configuration Management.  

     1.  SCM Plan Introduction 

          1.1 SCM Plan Purpose 

          1.2 SCM Plan Scope 

          1.3 SCM Plan Definitions and Mnemonics 

               1.3.1 SCM Plan Definitions 

               1.3.2 SCM Plan Mnemonics 

          1.4 SCM Plan References 

     2.  SCM Plan Management 

          2.1 SCM Plan Organization

          2.2 SCM Plan SCM Responsibilities 

               2.2.1 SCM Plan Configuration Identification 

               2.2.2 SCM Plan Configuration Control 

               2.2.3 SCM Plan Status Accounting

               2.2.4 SCM Plan Audits

               2.2.5 SCM Plan Configuration Control Board (CCB) 

          2.3 SCM Plan Interface Control 

          2.4 SCM Plan SCMP Implementation 

               2.4.1 SCM Plan Configuration Control Board 

               2.4.2 SCM Plan Configuration Baselines 

               2.4.3 SCM Plan Schedules & Procedures for SCM Revws & Audits

               2.4.4 SCM Plan CM of Software Development Tools 

          2.5 SCM Plan Applicable Policies, Directives, & Procedures 

     3.  SCM Plan Activities 

          3.1 SCM Plan Configuration Identification 

               3.1.1 SCM Plan Documentation 

               3.1.2 SCM Plan Software Parts 

               3.1.3 SCM Plan CI of the Functional Baseline 

               3.1.4 SCM Plan CI of the Allocated Baseline 

               3.1.5 SCM Plan CI of the Developmental Baselines 

               3.1.6 SCM Plan CI of the Product Baseline 

          3.2 SCM Plan Configuration Control 

               3.2.1 SCM Plan Function of the Configuration Control Board 

               3.2.2 SCM Plan The System/Software Change Request 

               3.2.3 SCM Plan Software Change Authorization 

               3.2.4 SCM Plan Change Control Automated SCM Tools 

          3.3 SCM Plan Configuration Status Accounting 

          3.4 SCM Plan Audits and Reviews 

               3.4.1 SCM Plan Functional Configuration Audit 

               3.4.2 SCM Plan Physical Configuration Audit 

               3.4.3 SCM Plan Reviews 

     4.  SCM Plan Tools, Techniques, and Methodologies

          4.1 SCM Plan Configuration Control Tools

     5.  SCM Plan Supplier Control 

          5.1 SCM Plan Vendor Provided Software 

          5.2 SCM Plan Subcontracted Software 

          5.3 SCM Plan Vendor and Subcontractor Software 

     6.  SCM Plan Records Collection and Retention

The majority of this task is generally the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

PROPOSED APPROVED RELEASE PLAN




SOFTWARE CONFIGURATION MANAGEMENT PLAN

    CREATES

REVISED SOFTWARE CONFIGURATION MANAGEMENT PLAN

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER EXPERTISE

    FUNCTIONAL EXPERTISE

This Task contains the following Subtasks:

    4.3.3.1  SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION

    4.3.3.2  SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION 
  

 
      CHECKLISTS

SUBTASK 4.3.3.1 - SOFTWARE CONFIGURATION MANAGEMENT PLAN 



         MODIFICATION

Description:  Modifications that need to be made to the Software Configuration Management Plan include the sections for introduction, management, activities, tools, techniques and methodologies, supplier control, records collection, and certification.

PROCEDURE 4.3.3.1.1 - SCM PLAN INTRODUCTION MODIFICATION

Description:  This section of the SCM Plan briefly describes the purpose, scope, definitions, mnemonics and references used for the configuration management of the system and all its components.

PROCEDURE 4.3.3.1.2 - SCM PLAN MANAGEMENT MODIFICATION

Description:  This has the theme of relating the elements of the SCM discipline to specific activities of the project's management organization.  It also provides an opportunity to specify budgetary, schedule and resource requirements necessary to carry out the Plan.  Included in this section are topics such as project organization, SCM responsibilities, interface control, SCM Plan implementation, and all applicable policies, directives, and procedures used for configuration management.

PROCEDURE 4.3.3.1.3 - SCM PLAN ACTIVITIES MODIFICATION

Description:  Modify who has responsibilities for software configuration management.  Describe how groups accomplish their responsibilities of configuration identification, configuration control, configuration status accounting, and audits and reviews.  

PROCEDURE 4.3.3.1.4 - SCM PLAN TOOLS, TECHNIQUES AND METHODOLOGIES 


      MODIFICATION

Description:  The tools, techniques, and methods used to implement SCM are usually discussed in terms of a (set of) libraries and the methods and techniques used to capture, store, and promote or release the items of each type of library in a controlled manner.  This section of the SCM Plan describes the tools, techniques, and methods used for the project's configuration management.

PROCEDURE 4.3.3.1.5 - SCM PLAN SUPPLIER CONTROL MODIFICATION

Description:  This section identifies how to place configuration management on a computer program over which you have no direct configuration management control.  Configuration management issues for subcontractors and vendors are defined in this section of the SCM Plan.

PROCEDURE 4.3.3.1.6 - SCM PLAN RECORDS COLLECTION MODIFICATION

Description:  If there is a change in the type of data retention plan information to be kept (for example, a new regulation is passed to require risk assessment), add description to the plan.  In case of a change in the records location or retention, the current requirement must be documented in the SCM Plan.  Also, there may be a need to change who can or should use the data which has been collected for configuration management purposes.

PROCEDURE 4.3.3.1.7 - SCM PLAN CERTIFICATION

Description:  The SCM Plan is evaluated by designated software engineering management personnel, staff and project SCM personnel, with final review and certification by the Project Manager.  The completed or updated SCM plan is evaluated by software engineering managers for accuracy and completeness.  Staff SCM personnel evaluate the plan for compliance with the procedures outlined in the FSO scenario processes.  The plan is then reviewed by the Project Manager for feasibility and correctness.  Any discrepancies or deficiencies are noted and the plan returned to the originator for correction.  The SCM Plan is certified as complete when all designated reviewers have completed their evaluations and deficiencies have been corrected or resolved.

SUBTASK 4.3.3.2 - SOFTWARE CONFIGURATION MANAGEMENT PLAN 



         MODIFICATION CHECKLISTS

Description:  Use the following checklists as a guide in preparing for the SCM Plan modification or in reviewing the modification.

PROCEDURE 4.3.3.2.1 - SCMP CONFIGURATION IDENTIFICATION CHECKLIST

Description:  The identification checklist assists the process which identifies, labels, and captures characteristics of AIS data. 

1.  Does the SCMP identify the documentation that will be controlled? Are SCRs and contract deliverable items addressed? 

2.  Does it identify the numbering and marking system (i.e., version numbers, document changes, SCR numbers)? 

3.  Does it identify the documents to be used to define the baseline (i.e., functional description, system specifications)? 

4.  Have all deviations from application documentation been identified in the SCMP? 

5.  Is the release system adequate to control documentation? 

6.  Does it identify any internal programming standards documents by the service provider?

PROCEDURE 4.3.3.2.2 - SCMP CONFIGURATION CONTROL CHECKLIST

Description:  A checklist covers the process by which changes to baseline configurations are requested, evaluated, approved, disapproved, and if applicable, implemented.  These procedures discuss methods of controlling CIs residing in AIS libraries.  

Specific questions related to developing an SCMP include the following: 

1.  Are all change definitions adequately identified? 

2.  Is there a proper procedure for change processing including forms and flow diagrams? Is the method of change proposal, internally and externally, defined? 

3.  Is the level of control adequate? Will automated libraries be utilized for control? 

4.  Does the SCMP identify the procedures to be used to control software/software and hardware/software interfaces?

PROCEDURE 4.3.3.2.3 - SCMP STATUS ACCOUNTING CHECKLIST

Description:  The Status Accounting Checklist covers the recording and reporting status of AIS configuration items throughout the system life cycle.  Status accounting is normally conducted on a release basis.  The level of detail required may vary according to the AIS or customer's information needs.  

1.  Does the SCMP identify the data required for configuration status accounting and the methods for recording it? Does the SCR provide the data? What kind of data elements are to be tracked and reported? 

2.  Does it identify the status accounting reports required and state their frequency and distribution? 

3.  Do the status accounting procedures account for service provider information? This is particularly important where cross-FSA support is present.  

4.  Are required reports clearly identified and included? Do the various status accounting reports, that can be obtained in CMIS in a fixed format, adequately support the release status accounting requirements.  

5.  Has the responsibility for tracking, controlling and reporting of status accounting data been identified?

PROCEDURE 4.3.3.2.4 - SCMP AUDIT CHECKLIST

Description:  Audits cover verification and validation activities to determine the extent the CI entity reflects the physical and functional status and content.  The functional audit is performed on the CI after acceptance tests have been completed.  The physical audit of the CI is performed to verify the final listings and final version of the specifications conform to the built CI.  The user/customer and other designated personnel participate in the audits and reviews.  Audits are performed as an SQA function; however, an SCM audit is periodically performed.  

The following checklist is to support the audit functions from a Software Configuration Management (SCM) perspective.  

1.  Have you indicated when and what kind of audits will be conducted? 

2.  Have you indicated whether incremental audits will be conducted? 

3.  Is a review/audit conducted prior to release packaging to verify that only approved CIs are released? 

4.  Who will make up the audit team? Are all interested/affected areas represented? List the participants, schedules, and organizational responsibilities.  

5.  Have you described the general procedure for conducting audits? 

6.  What documentation will result from the audit? 

7.  Have you specifically indicated the customer involvement in the audit? Have you identified the chair/co-chair? List the requirements and procedures for conduct of meetings.  

8.  Does the SCMP identify any requirements for field audits once the system is in production? Are the procedures and responsibilities clearly identified? 

9.  Has any documentation/report required for the audit been identified? Has this requirement been given to the group being audited? 

10.  Is there a process for identifying deficiencies, taking corrective action and follow-up action?

PROCEDURE 4.3.3.2.5 - SCMP GENERAL CHECKLIST

Description:  General Checklist 

1.  Does the SCMP reflect the documentation required for the system? 

2.  Does it address all areas required for AIS baseline changes? 

3.  Does the plan agree with the phasing identified in the System Modification Scenario (SMS)? 

4.  Does it identify how release management will ensure configuration verification from UT to SIT, from SIT to SQT, from SQT to SAT, and from SAT to production? 

5.  Does it identify the support necessary to ensure adequate configuration management?

PROCEDURE 4.3.3.2.6 - SCMP PROGRAM PHASING CHECKLIST

Description:  Phasing Checklist 

1.  Have the appropriate release milestones been included, such as: CCB approval data, release locking data, CI change completion data, SIT/SQT/SAT beginning/ending dates, field test dates, release dates? Actual milestones for a release will be reflected in the Software Development Plan (SDP).

PROCEDURE 4.3.3.2.7 - SCMP SERVICE PROVIDER CHECKLIST

Description:  Service Provider Checklist 

1.  Have you adequately described your method of ensuring compliance with your SCM requirements by your service provider?

2.  Will you invoke the same SCM requirements on your service provider as your customer has invoked on you? 

3.  Are you preparing a notification of your SCM requirements to your service providers? Will it be submitted to your customer? 

4.  Does the notification reflect your method of ensuring adequate identification, control, and status accounting of the work done by your service providers? 

5.  Have you indicated how integration of service providers SCM data and CIs will be accomplished? 

6.  Have you required your service provider to use CMIS?  If so, have you provided training and access to CMIS?

 PHASE 5.0 - CHANGE DEVELOPMENT


Purpose:  During this phase, modifications are made to the system's design, documentation, test scripts, test data, and to the software engineering and testing environments.  In addition, changes to the system are coded and tested as required.  Test results are analyzed and certification to perform the next test and/or implement the system is given.  

This Phase contains the following Subphases:
    5.1  RELEASE PLANNING

    5.2  SYSTEM DOCUMENTATION MODIFICATION

    5.3  DETAILED SOFTWARE ACCEPTANCE TEST (SAT) DEFINITION

    5.4  DETAILED SOFTWARE QUALIFICATION TEST (SQT) DEFINITION

    5.5  SYSTEM/SUBSYSTEM DESIGN & CSU SPECIFICATIONS DEVELOPMENT

    5.6  DETAILED SOFTWARE INTEGRATION TEST (SIT) DEFINITION

    5.7  DETAILED UNIT TEST (UT) DEFINITION

    5.8  UNIT CODING AND UNIT TESTING (UT)

    5.9  SOFTWARE INTEGRATION TEST (SIT) EXECUTION AND CERTIFICATION

    5.10  SOFTWARE QUALIFICATION TEST (SQT) EXECUTION AND CERTIFICATION

    5.11  SOFTWARE ACCEPTANCE TEST (SAT) EXECUTION AND CERTIFICATION

    5.12  SOFTWARE BASELINE AUDITS

SUBPHASE 5.1 - RELEASE PLANNING


Purpose:  The software development organization is provided with a plan to track release progress.  If this subphase is executed during the Change Approval and Planning Phase, then the proposed Release Package is used to produce the SDP; if performed in the Change Development Phase, the approved Release Package is used.  Also, the AIS Configuration Management Plan, Software Quality Assurance Plan, and testing plans are created or updated as required.  Portions of this subphase are optional within the Change Approval and Planning Phase but are mandatory in the Change Development Phase, if not already performed.

This Subphase contains the following Tasks:
    5.1.1  RELEASE PACKAGE ANALYSIS

    5.1.2  RESOURCE AVAILABILITY DETERMINATION

    5.1.3  PROJECT SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION

    5.1.4  PROJECT SOFTWARE QUALITY ASSURANCE PLAN MODIFICATION

    5.1.5  PROJECT TEST AND EVALUATION MASTER PLAN DEVELOPMENT

    5.1.6  PROJECT SOFTWARE ACCEPTANCE TEST PLAN DEVELOPMENT

    5.1.7  PROJECT SOFTWARE QUALIFICATION TEST PLAN DEVELOPMENT

    5.1.8  PROJECT SOFTWARE INTEGRATION TEST PLAN DEVELOPMENT

    5.1.9  SOFTWARE DEVELOPMENT PLAN (SDP) PREPARATION

    5.1.10  SOFTWARE QUALITY ASSURANCE RELEASE PLANS CERTIFICATION

 TASK  5.1.3 - PROJECT SOFTWARE CONFIGURATION MANAGEMENT PLAN 

           MODIFICATION


Purpose:  A Software Configuration Management Plan (SCMP) will exist for each AIS.  This plan includes objectives, responsibilities, and the approach to be used.  It is the blueprint for implementing SCM effectively.  It documents what SCM is to be done, how it is to be done (including how it fits with the supported activity), who is responsible, and when it is to happen.  In essence, the plan should address the SCM operational concept over the product life cycle; the identification, traceability, control, audit, review, and transfer of the specified baseline; and the SCM process itself.  The plan is a living document updated to keep current with the product life cycle phase and the project management approach.  The structure and content of an SCM Plan is standard.  Some basic criteria must be included.  As a minimum, the SCM plan should contain the following: 

     o A description of the plan's purpose, scope of application, and key terms and objectives.  

     o An identification of the responsibilities and authorities for accomplishing the planned activities.  

     o A description of all project activities to be performed in applying SCM.  

     o An identification of tools, and physical and personnel resources required for plan execution.  

     o A description of how SCMP information will be kept current.

The following template is recommended as a guide in preparing an SCM Plan.  Alternative templates that capture the essence of this information may be used.  If an alternative template is used, a documented procedure is required.  This template has been taken from the IEEE STD 1042-1987 Guide to Software Configuration Management.  

     1.  SCM Plan Introduction 

          1.1 SCM Plan Purpose 

          1.2 SCM Plan Scope 

          1.3 SCM Plan Definitions and Mnemonics 

               1.3.1 SCM Plan Definitions 

               1.3.2 SCM Plan Mnemonics 

          1.4 SCM Plan References 

     2.  SCM Plan Management 

          2.1 SCM Plan Organization

          2.2 SCM Plan SCM Responsibilities 

               2.2.1 SCM Plan Configuration Identification 

               2.2.2 SCM Plan Configuration Control 

               2.2.3 SCM Plan Status Accounting

               2.2.4 SCM Plan Audits

               2.2.5 SCM Plan Configuration Control Board (CCB) 

          2.3 SCM Plan Interface Control 

          2.4 SCM Plan SCMP Implementation 

               2.4.1 SCM Plan Configuration Control Board 

               2.4.2 SCM Plan Configuration Baselines 

               2.4.3 SCM Plan Schedules & Procedures for SCM Revws & Audits

               2.4.4 SCM Plan CM of Software Development Tools 

          2.5 SCM Plan Applicable Policies, Directives, & Procedures 

     3.  SCM Plan Activities 

          3.1 SCM Plan Configuration Identification 

               3.1.1 SCM Plan Documentation 

               3.1.2 SCM Plan Software Parts 

               3.1.3 SCM Plan CI of the Functional Baseline 

               3.1.4 SCM Plan CI of the Allocated Baseline 

               3.1.5 SCM Plan CI of the Developmental Baselines 

               3.1.6 SCM Plan CI of the Product Baseline 

          3.2 SCM Plan Configuration Control 

               3.2.1 SCM Plan Function of the Configuration Control Board 

               3.2.2 SCM Plan The System/Software Change Request 

               3.2.3 SCM Plan Software Change Authorization 

               3.2.4 SCM Plan Change Control Automated SCM Tools 

          3.3 SCM Plan Configuration Status Accounting 

          3.4 SCM Plan Audits and Reviews 

               3.4.1 SCM Plan Functional Configuration Audit 

               3.4.2 SCM Plan Physical Configuration Audit 

               3.4.3 SCM Plan Reviews 

     4.  SCM Plan Tools, Techniques, and Methodologies

          4.1 SCM Plan Configuration Control Tools

     5.  SCM Plan Supplier Control 

          5.1 SCM Plan Vendor Provided Software 

          5.2 SCM Plan Subcontracted Software 

          5.3 SCM Plan Vendor and Subcontractor Software 

     6.  SCM Plan Records Collection and Retention

The majority of this task is generally the responsibility of the FSA.

This Task uses/creates the following Products:
    USES

PROPOSED APPROVED RELEASE PLAN




SOFTWARE CONFIGURATION MANAGEMENT PLAN

    CREATES

REVISED SOFTWARE CONFIGURATION MANAGEMENT PLAN

This Task uses the following references and/or standards:
    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:
    COMPUTER EXPERTISE

    FUNCTIONAL EXPERTISE

This Task contains the following Subtasks:
    5.1.3.1  SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION

    5.1.3.2  SOFTWARE CONFIGURATION MANAGEMENT PLAN MODIFICATION 
 
 
         CHECKLISTS

SUBTASK  5.1.3.1 - SOFTWARE CONFIGURATION MANAGEMENT PLAN 



          MODIFICATION


Description:  Modifications that need to be made to the Software Configuration Management Plan include the sections for introduction, management, activities, tools, techniques and methodologies, supplier control, records collection, and certification.


PROCEDURE  5.1.3.1.1 - SCM PLAN INTRODUCTION MODIFICATION


Description:  This section of the SCM Plan briefly describes the purpose, scope, definitions, mnemonics and references used for the configuration management of the system and all its components.


PROCEDURE  5.1.3.1.2 - SCM PLAN MANAGEMENT MODIFICATION


Description:  This has the theme of relating the elements of the SCM discipline to specific activities of the project's management organization.  It also provides an opportunity to specify budgetary, schedule and resource requirements necessary to carry out the Plan.  Included in this section are topics such as: project organization, SCM responsibilities, interface control, SCM Plan implementation, and all applicable policies, directives, and procedures used for configuration management.


PROCEDURE  5.1.3.1.3 - SCM PLAN ACTIVITIES MODIFICATION


Description:  Modify who has responsibilities for software configuration management.  Describe how groups accomplish their responsibilities of configuration identification, configuration control, configuration status accounting, and audits and reviews.  


PROCEDURE  5.1.3.1.4 - SCM PLAN TOOLS, TECHNIQUES AND 





       METHODOLOGIES MODIFICATION


Description:  The tools, techniques, and methods used to implement SCM are usually discussed in terms of a (set of) libraries and the methods and techniques used to capture, store, and promote or release the items of each type of library in a controlled manner.  This section of the SCM Plan describes the tools, techniques, and methods used for the project's configuration management.


PROCEDURE  5.1.3.1.5 - SCM PLAN SUPPLIER CONTROL MODIFICATION


Description:  This section identifies how to place configuration management on a computer program over which you have no direct configuration management control.  Configuration management issues for subcontractors and vendors are defined in this section of the SCM Plan.

PROCEDURE  5.1.3.1.6 - SCM PLAN RECORDS COLLECTION MODIFICATION


Description:  If there is a change in the type of data retention plan information to be kept (for example, a new regulation is passed to require risk assessment), add description to the plan.  In case of a change in the records location or retention, the current requirement must be documented in the SCM Plan.  Also, there may be a need to change who can or should use the data which has been collected for configuration management purposes.


PROCEDURE  5.1.3.1.7 - SCM PLAN CERTIFICATION


Description:  The SCM Plan is evaluated by designated software engineering management personnel, staff and project SCM personnel, with final review and certification by the Project Manager.  The completed or updated SCM plan is evaluated by software engineering managers for accuracy and completeness.  Staff SCM personnel evaluate the plan for compliance with the procedures outlined in the FSO scenario processes.  The plan is then reviewed by the Project Manager for feasibility and correctness.  Any discrepancies or deficiencies are noted and the plan returned to the originator for correction.  The SCM Plan is certified as complete when all designated reviewers have completed their evaluations and deficiencies have been corrected or resolved.

SUBTASK  5.1.3.2 - SOFTWARE CONFIGURATION MANAGEMENT PLAN 



          MODIFICATION CHECKLISTS


Description:  Use the following checklists as a guide in preparing for the SCM Plan modification or in reviewing the modification.


PROCEDURE  5.1.3.2.1 - SCMP CONFIGURATION IDENTIFICATION CHECKLIST


Description:  The identification checklist assists the process which identifies, labels, and captures characteristics of AIS data. 

1.  Does the SCMP identify the documentation that will be controlled? Are SCRs and contract deliverable items addressed? 

2.  Does it identify the numbering and marking system (i.e., version numbers, document changes, SCR numbers)? 

3.  Does it identify the documents to be used to define the baseline (i.e., functional description, system specifications)? 

4.  Have all deviations from application documentation been identified in the SCMP? 

5.  Is the release system adequate to control documentation? 

6.  Does it identify any internal programming standards documents by the service provider?

PROCEDURE  5.1.3.2.2 - SCMP CONFIGURATION CONTROL CHECKLIST


Description:  A checklist covers the process by which changes to baseline configurations are requested, evaluated, approved, disapproved, and if applicable, implemented.  These procedures discuss methods of controlling CIs residing in AIS libraries.  

Specific questions related to developing an SCMP include the following: 

1.  Are all change definitions adequately identified? 

2.  Is there a proper procedure for change processing including forms and flow diagrams? Is the method of change proposal, internally and externally, defined? 

3.  Is the level of control adequate? Will automated libraries be utilized for control? 

4.  Does the SCMP identify the procedures to be used to control software/software and hardware/software interfaces?


PROCEDURE  5.1.3.2.3 - SCMP STATUS ACCOUNTING CHECKLIST


Description:  The Status Accounting Checklist covers the recording and reporting status of AIS configuration items throughout the system life cycle.  Status accounting is normally conducted on a release basis.  The level of detail required may vary according to the AIS or customer's information needs.  

1.  Does the SCMP identify the data required for configuration status accounting and the methods for recording it? Does the SCR provide the data? What kind of data elements are to be tracked and reported? 

2.  Does it identify the status accounting reports required and state their frequency and distribution? 

3.  Do the status accounting procedures account for service provider information? This is particularly important where cross-FSA support is present.  

4.  Are required reports clearly identified and included? Do the various status accounting reports, that can be obtained in CMIS in a fixed format, adequately support the release status accounting requirements.  

5.  Has the responsibility for tracking, controlling and reporting of status accounting data been identified?


PROCEDURE  5.1.3.2.4 - SCMP AUDIT CHECKLIST


Description:  Audits cover verification and validation activities to determine the extent the CI entity reflects the physical and functional status and content.  The functional audit is performed on the CI after acceptance tests have been completed.  The physical audit of the CI is performed to verify the final listings and final version of the specifications conform to the built CI.  The user/customer and other designated personnel participate in the audits and reviews.  Audits are performed as an SQA function; however, an SCM audit is periodically performed.  

The following checklist is to support the audit functions from a Software Configuration Management (SCM) perspective.  

1.  Have you indicated when and what kind of audits will be conducted? 

2.  Have you indicated whether incremental audits will be conducted? 

3.  Is a review/audit conducted prior to release packaging to verify that only approved CIs are released? 

4.  Who will make up the audit team? Are all interested/affected areas represented? List the participants, schedules, and organizational responsibilities.  

5.  Have you described the general procedure for conducting audits? 

6.  What documentation will result from the audit? 

7.  Have you specifically indicated the customer involvement in the audit? Have you identified the chair/co-chair? List the requirements and procedures for conduct of meetings.  

8.  Does the SCMP identify any requirements for field audits once the system is in production? Are the procedures and responsibilities clearly identified? 

9.  Has any documentation/report required for the audit been identified? Has this requirement been given to the group being audited? 

10.  Is there a process for identifying deficiencies, taking corrective action and follow-up action?


PROCEDURE  5.1.3.2.5 - SCMP GENERAL CHECKLIST


Description:  General Checklist 

1.  Does the SCMP reflect the documentation required for the system? 

2.  Does it address all areas required for AIS baseline changes? 

3.  Does the plan agree with the phasing identified in the System Modification Scenario (SMS)? 

4.  Does it identify how release management will ensure configuration verification from UT to SIT, from SIT to SQT, from SQT to SAT, and from SAT to production? 

5.  Does it identify the support necessary to ensure adequate configuration management?


PROCEDURE  5.1.3.2.6 - SCMP PROGRAM PHASING CHECKLIST


Description:  Phasing Checklist 

1.  Have the appropriate release milestones been included, such as: CCB approval data, release locking data, CI change completion data, SIT/SQT/SAT beginning/ending dates, field test dates, release dates? Actual milestones for a release will be reflected in the Software Development Plan (SDP).

PROCEDURE  5.1.3.2.7 - SCMP SERVICE PROVIDER CHECKLIST


Description:  Service Provider Checklist 

1.  Have you adequately described your method of ensuring compliance with your SCM requirements by your service provider?

2.  Will you invoke the same SCM requirements on your service provider as your customer has invoked on you? 

3.  Are you preparing a notification of your SCM requirements to your service providers? Will it be submitted to your customer? 

4.  Does the notification reflect your method of ensuring adequate identification, control, and status accounting of the work done by your service providers? 

5.  Have you indicated how integration of service providers SCM data and CIs will be accomplished? 

6.  Have you required your service provider to use CMIS? If so, have you provided training and access to CMIS?

 SUBPHASE  5.3 - DETAILED SOFTWARE ACCEPTANCE TEST (SAT) 



       DEFINITION


Purpose:  In this subphase, the Software Acceptance Test (SAT) plan, data, and architectures are developed and scripts modified to reflect the detailed functional requirements for a System Change Request (SCR).  The SAT is a user test conducted in an operational environment, on target hardware using production and created data, manual and automated interface data, as well as process generated data.  The SAT testing process should include users representing every aspect of the system.  The SAT includes testing of training, user manuals, operations manual, and the procedures for implementing the new system.  A formal signing of a document accepting the software is mandatory and this usually occurs upon completion of the SAT.  A successful SAT establishes a new software product baseline.  Modifications to this baseline will be controlled through the use of version numbers and each release of a new version will be subject to a SAT.

This Subphase contains the following Tasks:
    5.3.1  SOFTWARE ACCEPTANCE TEST (SAT) PLAN EVALUATION AND 



          CERTIFICATION

    5.3.2  SOFTWARE ACCEPTANCE TEST (SAT) SCRIPTS MODIFICATION

    5.3.3  SOFTWARE ACCEPTANCE TEST (SAT) SCRIPTS EVALUATION & 
  
 
          
          CERTIFICATION

    5.3.4  SOFTWARE ACCEPTANCE TEST (SAT) DATA DEVELOPMENT

 TASK  5.3.3 - SOFTWARE ACCEPTANCE TEST (SAT) SCRIPTS EVALUATION & 


CERTIFICATION


Purpose:  Evaluate and approve the Software Acceptance Test (SAT) scripts.  The test scripts are evaluated to ensure inclusion of the narrative description, all defined input transactions and required file records, the expected results, and completion of the trace matrix before approval.  This task is the responsibility of the user.

Process:  The Software Acceptance Test (SAT) scripts are evaluated and approved in this task.  The scripts are evaluated for inclusion of the narrative description for testing an aspect of the user requirement, redefining the parameters for test transaction values, and redefining files which will be accessed or affected by inputting of the test transactions.  The evaluation process also covers inclusion of the expected results description from inputting the test transactions and completion of the traceability matrix involving mapping individual test scripts to user requirements.  Scripts not meeting approval are returned for modification and reevaluation.

This Task uses/creates the following Products:
    USES

TEST SCRIPTS

    CREATES

APPROVED TEST SCRIPTS




TEST SCRIPTS EVALUATION NOTICE

This Task uses the following references and/or standards:
    DFAS 8000.1-R, CHAP 11, SYSTEM TESTING

Primary Skills required:
    PROJECT MANAGEMENT

    RELEASE MANAGEMENT

    TESTING

This Task contains the following Subtasks:
    5.3.3.1  TEST SCRIPTS EVALUATION

    5.3.3.2  TEST SCRIPTS CERTIFICATION

    5.3.3.3  TEST CM LIBRARY UPDATE

 SUBTASK  5.3.3.3 - TEST CM LIBRARY UPDATE


Description:  Upon approval, the scripts are returned to the appropriate library.


PROCEDURE  5.3.3.3.1 - CI MIGRATION NOTICE


Description:  The primary activity involved in managing libraries is using library management software to migrate CIs between the various libraries and make the CIs available for testing.  Migrating CIs consists of the actions necessary to move the CIs, update the release baseline, and migrate CIs between libraries.  The primary output is an updated test environment.  This migration is controlled by Release Management personnel.

 SUBPHASE  5.4 - DETAILED SOFTWARE QUALIFICATION TEST (SQT) 


       DEFINITION


Purpose:  Develop the Software Qualification Test (SQT) plan, data, architecture, and modify scripts for functional requirements specifications.  The SQT is mandatory and is used to determine if the system satisfies functional and technical requirements when executed on the target hardware using copies of operational data files and copies of user-prepared input data.

Process:  In this subphase, the Software Qualification Test (SQT) plan, data, and architecture are developed and scripts modified to reflect the detailed functional requirements for a System Change Request (SCR).  The SQT should be performed by an independent third party organization consisting of functional and technical personnel of an element of the DFAS Center especially established to manage and control testing or an ad hoc group formed to test a specific system.  A comprehensive SQT should include a performance test, an interface test, a logic test, a volume test, stress testing, operability test, security and control tests, disaster recovery test, and if applicable, a data conversion test.  The user documentation should be part of the SQT and there should be a validation that a user can, with the aid of the documentation, complete all functions of the system.

This Subphase contains the following Tasks:
    5.4.1  SOFTWARE QUALIFICATION TEST (SAT) PLAN EVALUATION AND 



 CERTIFICATION

    5.4.2  SOFTWARE QUALIFICATION TEST (SAT) SCRIPTS MODIFICATION

    5.4.3  SOFTWARE QUALIFICATION TEST (SAT) SCRIPTS EVALUATION & 
  
 
          
 CERTIFICATION

    5.4.4  SOFTWARE QUALIFICATION TEST (SAT) DATA DEVELOPMENT

 TASK  5.4.3 - SOFTWARE QUALIFICATION TEST (SAT) SCRIPTS EVALUATION 

& CERTIFICATION


Purpose:  Evaluate and approve the Software Acceptance Test (SAT) scripts.  The test scripts are evaluated to ensure inclusion of the narrative description, all defined input transactions and required file records, the expected results, and completion of the trace matrix before approval.  This task is the responsibility of the user.

Process:  The Software Acceptance Test (SAT) scripts are evaluated and approved in this task.  The scripts are evaluated for inclusion of the narrative description for testing an aspect of the user requirement, redefining the parameters for test transaction values, and redefining files which will be accessed or affected by inputting of the test transactions.  The evaluation process also covers inclusion of the expected results description from inputting the test transactions and completion of the traceability matrix involving mapping individual test scripts to user requirements.  Scripts not meeting approval are returned for modification and reevaluation.

This Task uses/creates the following Products:
    USES

TEST SCRIPTS

    CREATES

APPROVED TEST SCRIPTS




TEST SCRIPTS EVALUATION NOTICE

This Task uses the following references and/or standards:
    DFAS 8000.1-R, CHAP 11, SYSTEM TESTING

Primary Skills required:
    PROJECT MANAGEMENT

    RELEASE MANAGEMENT

    TESTING

This Task contains the following Subtasks:
    5.4.3.1  TEST SCRIPTS EVALUATION

    5.4.3.2  TEST SCRIPTS CERTIFICATION

    5.4.3.3  TEST CM LIBRARY UPDATE

 SUBTASK  5.4.3.3 - TEST CM LIBRARY UPDATE


Description:  Upon approval, the scripts are returned to the appropriate library.


PROCEDURE  5.4.3.3.1 - CI MIGRATION NOTICE


Description:  The primary activity involved in managing libraries is using library management software to migrate CIs between the various libraries and make the CIs available for testing.  Migrating CIs consists of the actions necessary to move the CIs, update the release baseline, and migrate CIs between libraries.  The primary output is an updated test environment.  This migration is controlled by Release Management personnel.

 SUBPHASE  5.5 - SYSTEM/SUBSYSTEM DESIGN & CSU SPECIFICATIONS 


       DEVELOPMENT


Purpose:  Determine detailed system/subsystem design and specifications for computer software units which will satisfy the functional requirements as defined in the SCR.  Included in this subphase is the modification of the implementation plan with technical requirements.  Program/data conversion plans are modified to include tasks, milestones, and timeline information.  If design activities have already been performed, they need not be performed again.

This Subphase contains the following Tasks:
    5.5.1  DETAILED DESIGN & CSU SPECS TRACKING & OVERSIGHT

    5.5.2  IMPACT ANALYSIS REVIEW

    5.5.3  DETAILED SYSTEM DESIGN

    5.5.4  CRITICAL DESIGN REVIEW

    5.5.5  DETAILED COMPUTER SOFTWARE UNIT SPECIFICATIONS DEVELOPMENT

    5.5.6  RELEASE IMPLEMENTATION PLAN DEVELOPMENT

 TASK  5.5.6 - RELEASE IMPLEMENTATION PLAN DEVELOPMENT


Purpose:  Make necessary modification to an existing Software Implementation Plan (SIP), if one exists and the Automated Information System (AIS) is currently being implemented, or if a plan is necessary to create an implementation for the associated release package.  Modifications may include changes to schedules and should include all considerations affecting implementation of the release.  A Release Implementation Plan is only developed when the magnitude of considerations associated with the release requires special planning guidance.  Additional items to think about in developing the SIP: Post-SAT, Library Migration, Training Requirements/Plans, Database Conversions, Interface Impacts/Changes, Release Documentation, User Implementation Procedures, Hardware Upgrades and other modifications to the operating environment or critical computer resources, SQA/T&E Tracking, Other System Changes, etc.  The majority of the work performed is generally the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

SOFTWARE IMPLEMENTATION PLAN (SIP), IF REQUIRED

    CREATES

MODIFIED SOFTWARE IMPLEMENTATION PLAN (SIP), IF 




     REQUIRED




RELEASE IMPLEMENTATION PLAN

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

This Task contains the following Subtasks:

    5.5.6.1  RELEASE IMPLEMENTATION PLAN CONSIDERATIONS

SUBTASK  5.5.6.1 - RELEASE IMPLEMENTATION PLAN CONSIDERATIONS


Description:  These considerations will be included in the planning for the implementation of the Release Package and will be brought to the attention of the appropriate staff: training, software library, hardware upgrades or any other critical computer resource modifications, database conversion, documentation, user procedural changes, and operations procedural changes.


PROCEDURE  5.5.6.1.1 - RELEASE TECHNICAL/FUNCTIONAL TRAINING 




       CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.


PROCEDURE  5.5.6.1.2 - RELEASE SOFTWARE LIBRARY CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.


PROCEDURE  5.5.6.1.3 - RELEASE HARDWARE UPGRADE CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.  The project Configuration Manager will act as the AIS point of contact and will provide coordination regarding release hardware upgrade modifications and considerations.


PROCEDURE  5.5.6.1.4 - RELEASE DATABASE CONVERSION CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.


PROCEDURE  5.5.6.1.5 - RELEASE DOCUMENTATION CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.  The project Configuration Manager will act as the AIS point of contact and will provide coordination for the preparation and review of all documentation related to critical computer resource changes.

PROCEDURE  5.5.6.1.6 - RELEASE USER PROCEDURAL CHANGE 





       CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.  The project Configuration Manager will act as the AIS point of contact and will provide coordination for preparation of special information/instructions regarding operations procedural changes as they pertain to release critical computer resource modifications.


PROCEDURE  5.5.6.1.7 - RELEASE OPERATIONS PROCEDURAL CHANGE 




       CONSIDERATIONS


Description:  Included will be those considerations that must be specially identified, brought to the attention of the appropriate staff, and planned for in the implementation of the Release Package.

SUBPHASE  5.6 - DETAILED SOFTWARE INTEGRATION TEST (SIT) 



       DEFINITION


Purpose:  Develop the Software Integration Test (SIT) plan, scripts, data and architecture to reflect detailed technical requirements specifications for a System Change Request.  These specifications encompass changes made to critical computer resources as a result of changes contained within the release package.  The SIT combines the previously tested Computer Software Units (CSU) to produce the fully operational product.  

This Subphase contains the following Tasks:

    5.6.1  DETAILED SIT DEFINITION TRACKING AND OVERSIGHT

    5.6.2  SOFTWARE INTEGRATION TEST (SIT) PLAN EVALUATION AND CERTIFICATION

    5.6.3  SOFTWARE INTEGRATION TEST (SIT) SCRIPTS MODIFICATION

    5.6.4  SOFTWARE INTEGRATION TEST (SIT) SCRIPTS EVALUATION & CERT

    5.6.5  SOFTWARE INTEGRATION TEST (SIT) DATA DEVELOPMENT

 TASK  5.6.4 - SOFTWARE INTEGRATION TEST (SIT) SCRIPTS EVALUATION & 


CERT


Purpose:  This task contains the evaluation and approval, in accordance with the Software Development Plan (SDP), of the Software Integration Test (SIT) scripts, previously developed.  Each section is evaluated for completeness and applicability and approved if acceptable.  The majority of the work performed in this task is generally the responsibility of the FSA.

Process:  Submit the Software Integration Test (SIT) test scripts to the approving authority as documented.  If scripts are rejected, they will be corrected and resubmitted within the required timeframes.

This Task uses/creates the following Products:

    USES

SOFTWARE DEVELOPMENT PLAN




TEST SCRIPTS

    CREATES

APPROVED TEST SCRIPTS




TEST SCRIPTS EVALUATION NOTICE

This Task uses the following references and/or standards:

    DFAS 8000.1-R, CHAP 11, SYSTEM TESTING

Primary Skills required:

    PROJECT MANAGEMENT

    RELEASE MANAGEMENT

    TESTING

This Task contains the following Subtasks:

    5.6.4.1  TEST SCRIPTS EVALUATION

    5.6.4.2  TEST SCRIPTS CERTIFICATION

    5.6.4.3  TEST CM LIBRARY UPDATE

 SUBTASK  5.6.4.3 - TEST CM LIBRARY UPDATE


Description:  Upon approval, the scripts are returned to the appropriate library.


PROCEDURE  5.6.4.3.1 - CI MIGRATION NOTICE


Description:  The primary activity involved in managing libraries is using library management software to migrate CIs between the various libraries and make the CIs available for testing.  Migrating CIs consists of the actions necessary to move the CIs, update the release baseline, and migrate CIs between libraries.  The primary output is an updated test environment.  This migration is controlled by Release Management personnel.

 SUBPHASE  5.8 - UNIT CODING AND UNIT TESTING (UT)


Purpose:  Finalize the Unit Test (UT) environment, code the executable modules, execute the actual UT, and evaluate and certify the results.  This subphase encompasses planning the test, designing the test, test execution, evaluating the results, and developing and maintaining the test environment.  CIs are modified or created to meet detailed functional requirements defined in the System Change Requests (SCRs).

This Subphase contains the following Tasks:

    5.8.1  UNIT CODING AND UNIT TESTING TRACKING AND OVERSIGHT

    5.8.2  UNIT BASELINE/LIBRARY MAINTENANCE

    5.8.3  UNIT CODING

    5.8.4  UNIT TEST SCRIPTS, DATA, AND INFRASTRUCTURE FINALIZATION

    5.8.5  UNIT TEST (UT) TESTBED DATA INITIALIZATION

    5.8.6  UNIT TEST (UT) RESOURCE MODIFICATION

    5.8.7  UNIT TEST (UT) EXECUTION

    5.8.8  UNIT TEST (UT) EVALUATION      

 TASK  5.8.2 - UNIT BASELINE/LIBRARY MAINTENANCE


Purpose:  This task results in the establishment of a development environment that consists of those Configuration Items (CIs) identified as Computer Software Units (CSUs) which are necessary to accomplish modification tasks in support of a release package.  These CSUs are migrated at the discretion of the development staff from the production or Software Integration Test (SIT) environments to ensure the correct CSU version will be modified.  There unit coding and testing are performed until compliance with the SCR is met.  The modified CSUs then go to the SIT environment.  Release Management (RM) staff monitors and supports the process.  The majority of the work performed in this task is the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

DESIGN SPECIFICATIONS




PRODUCTION BASELINE




SYSTEM CHANGE REQUEST

    CREATES

UNIT TESTING BASELINE

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER EXPERTISE

This Task contains the following Subtasks:

    5.8.2.1  UT COMPUTER SOFTWARE UNIT (CSU) CHECK OUT

SUBTASK  5.8.2.1 - UT COMPUTER SOFTWARE UNIT (CSU) CHECK OUT


Description:  The Configuration Items (CIs) identified as Computer Software Units (CSUs), and maintained under Release Management (RM) control, are migrated from the Production or Software Integration Test (SIT) environment to the Development/Maintenance environment by the Development/Maintenance staff as necessary.  A notification message is sent via CMIS when this is accomplished.  If CMIS is not available, perform this task manually and record.


PROCEDURE  5.8.2.1.1 - UT MIGRATION CHECK OUT


Description:  Migration is at the discretion of the development staff and under the control of the Release Manager to migrate CIs into the Development/Maintenance environment.  If automated tools are used to facilitate check out and other library management functions, including library reconstruction, procedures documenting all aspects of tool use are required.

 TASK  5.8.8 - UNIT TEST (UT) EVALUATION


Purpose:  The Unit Test (UT) produces a Test Results Certification to certify the Computer Software Unit (CSU) has completed unit testing and is ready to be released for Software Integration Test (SIT).  The majority of the work performed is the responsibility of the FSA.

Process:  Evaluate actual results against expected results. 

Certification - A component of "Feedback" from the testing process, certification is a written notice stating the Computer Software Unit (CSU) tested produced the expected results and satisfies functional and technical user requirements.

This Task uses/creates the following Products:

    USES

TEST RESULTS

    CREATES

CI DELIVERY NOTICE




TEST RESULTS CERTIFICATION

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 11, SYSTEM TESTING

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    APPLICATION SYSTEMS PROGRAMMING

This Task contains the following Subtasks:

    5.8.8.1  TEST RESULTS ANALYSIS

    5.8.8.2  TEST CERTIFICATION

    5.8.8.3  UT COMPUTER SOFTWARE UNIT (CSU) CHECK-IN

 SUBTASK  5.8.8.3 - UT COMPUTER SOFTWARE UNIT (CSU) CHECK-IN


Description:  In this subtask, the Configuration Items (CIs) identified as Computer Software Units (CSUs), and maintained under Release Management (RM) control, are migrated from the Unit Testing (UT) environment to the Software Integration Test (SIT) environment by RM staff when necessary.  A notification message is sent to RM via CMIS to alert the RM staff that migration is required.  If CMIS is not available, perform the following step manually and record.


PROCEDURE  5.8.8.3.1 - UT MIGRATION CHECK IN


Description:  Migration is at the discretion and under the control of the Release Management (RM) staff to check in the CIs into the Software Integration Test (SIT) environment.  If automated tools are used to facilitate check in and other library management functions, including library reconstruction, procedures documenting all aspects of tool use are required.

SUBPHASE  5.9 - SOFTWARE INTEGRATION TEST (SIT) EXECUTION AND 


       CERTIFICATION


Purpose:  Execute and certify the Software Integration Test (SIT).  The SIT environment is established with all hardware, supporting software, and communication components needed to support the test.  The SIT is then executed, results analyzed, and finally certified as ready for Software Qualification Testing (SQT).

Process:  During this subphase, the Software Integration Test is performed and the system is readied for Software Qualifications Testing (SQT).  The SIT plans, scripts, data and architecture are finalized, databases and files are configured and initialized, resources developed, and a Test Readiness Review (TRR) conducted prior to test execution.  The developers' hardware and developed test data, executed on previously tested software units, are finalized and approved before SIT execution.  The SIT is executed and results reviewed by the technical and/or testing staff.  The system is finally certified as being ready for the Software Qualifications Test (SQT).

This Subphase contains the following Tasks:

    5.9.1  SOFTWARE INTEGRATION TEST TRACKING AND OVERSIGHT

    5.9.2  SOFTWARE INTEGRATION TEST (SIT) BASELINE/LIBRARY MAINTENANCE

    5.9.3  SIT PLAN, SCRIPTS, AND DATA FINALIZATION

    5.9.4  SOFTWARE INTEGRATION TEST (SIT) PREPARATION

    5.9.5  SOFTWARE INTEGRATION TEST (SIT) TESTBED DATA INITIALIZATION

    5.9.6  SOFTWARE INTEGRATION TEST (SIT) RESOURCE MODIFICATION

    5.9.7  SOFTWARE INTEGRATION TEST (SIT) READINESS REVIEW

    5.9.8  SOFTWARE INTEGRATION TEST (SIT) EXECUTION

    5.9.9  SOFTWARE INTEGRATION TEST (SIT) EVALUATION

    5.9.10  SOFTWARE INTEGRATION TEST (SIT) CERTIFICATION

 TASK  5.9.2 - SOFTWARE INTEGRATION TEST (SIT) BASELINE/LIBRARY 


MAINTENANCE


Purpose:  This task coordinates the SIT environment, including libraries and the migration of CIs between libraries.  The RM staff accepts the CIs, verifies it is the complete and correct version, and compiles it, when necessary.  The primary result is an updated test environment baseline available for SIT.  CIs migrate from the development library to the test library prior to the execution of the SIT.  The majority of the work performed is the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

CMIS CI DELIVERY NOTICE




MIGRATING CONFIGURATION ITEM




SOFTWARE DEVELOPMENT PLAN




TEST DISCREPANCY REPORT (TDR)

    CREATES

ACCEPTANCE/REJECTION NOTICE




SYSTEM INTEGRATION TEST (SIT) BASELINE

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER SPECIALIST SKILLED IN LIBRARY MGT FOR A PARTICULAR OS

    COMPUTER SPECIALIST SKILLED IN RELEASE CNTRL FOR A PARTICULAR OS

This Task contains the following Subtasks:

    5.9.2.1  SIT CI RECEIPT

    5.9.2.2  SIT CI VERIFICATION

    5.9.2.3  SIT CI MIGRATION

SUBTASK  5.9.2.1 - SIT CI RECEIPT


Description:  The Release Management (RM) staff receives a notice to migrate Configuration Items (CIs) to the SIT environment.


PROCEDURE  5.9.2.1.1 - SIT RELEASE MANAGEMENT NOTICE RECEIPT


Description:  Release Management acts as a conduit between development and testing.  RM must be notified by the appropriate development staff authority when a development task has been started to make the correct version of the CI available to the developer.  The RM must be notified when a development CI delivery is processed, then take action to complete the delivery -process.  RM records the completion date (in CMIS) and informs the test group the CI is ready for testing.  The CI must be identified and tracked between the test group and developers when it is returned for rework.  RM returns the correct version to the developers, records the delivery, and performs any necessary library functions, etc.  For reworked CIs, the RM will migrate the reworked version of the CI from the developer to the test group.  Reference CMIS for actions and messages performed by RM, the developers, test group and automatically by CMIS.

Complete the RM Delivery Process within CMIS for this CI by entering an RM Completion Date.  CMIS sends Delivery Notification to the SIT testing group.

If automated tools are used to facilitate the migration of CIs, procedures documenting all aspects of tool use are required.

PROCEDURE  5.9.2.1.2 - SIT DELIVERY NOTICE RECEIPT


Description:  Receive CI delivery notice through CMIS.  


PROCEDURE  5.9.2.1.3 - SIT LIBRARY VERIFICATION


Description:  Verify CIs in library.


PROCEDURE  5.9.2.1.4 - SIT REJECTION NOTICE


Description:  Send rejection notice if CI not in library.

SUBTASK  5.9.2.2 - SIT CI VERIFICATION


Description:  The Release Management (RM) staff verifies the Configuration Items (CIs) prior to test environment migration.


PROCEDURE  5.9.2.2.1 - SIT RELEASE MANAGEMENT VERSION VERIFICATION


Description:  Configuration Management allows a user to specify alternative configurations of the software system through the selection of appropriate versions.  This is supported by associating attributes with each software version, and then allowing a configuration to be specific (and constructed) by describing the set of desired attributes.  

Version control and change control are not the same thing.  

The object to be changed is "checked out" of the project database and the change is made.  The object is then "checked in" to the database.  

The "check-in" and "check-out" process implements two important elements of change control - access control and synchronization control.  Access control governs which software engineers have the authority to access and modify a particular configuration item.  Synchronization control helps ensure parallel changes, performed by two different people, do not overwrite one another.

SUBTASK  5.9.2.3 - SIT CI MIGRATION


Description:  Configuration Items (CIs) are migrated under the control of the Release Management (RM) staff into the test environment.

PROCEDURE 5.9.2.3.1 - SIT RELEASE CONTROL LIBRARY MANAGEMENT 


 Description:  The primary activity involved in managing libraries is using library management software to migrate CIs between the various libraries and make the CIs available for testing.  Migrating CIs consists of the actions necessary to move the CIs, update the release baseline, and migrate CIs between libraries.  The primary output is an updated test environment.  If automated tools are used to facilitate the migration of CIs, and other library functions, procedures documenting all aspects of tool use are required.

 SUBPHASE  5.10 - SOFTWARE QUALIFICATION TEST (SQT) EXECUTION 


         AND CERTIFICATION


Purpose:  Execute and certify the Software Qualification Test (SQT).  The SQT is a mandatory test.  The SQT should test for performance, volume, stress, operability, security and control, disaster recovery, and, if applicable, data conversion testing.

Process:  During this subphase, the Software Qualification Test (SQT) is performed.  The SQT is a mandatory test.  The SQT plans, scripts, data, and architectures are finalized.  The SQT environment is established on target hardware using copies of operational data files and copies of user prepared input data.  All test databases/files are configured and initialized, resources developed, and a Test Readiness Review is conducted prior to actual test execution.  The SQT is executed and results reviewed by both functional and technical personnel.  The SQT is certified as complete and the system is readied for the Software Acceptance Test (SAT).

This Subphase contains the following Tasks:

    5.10.1  SOFTWARE QUALIFICATION TEST TRACKING AND OVERSIGHT

    5.10.2  SOFTWARE QUALIFICATION TEST (SQT) BASELINE/LIBRARY MAINTENANCE

    5.10.3  RELEVANT RELEASE DOCUMENTATION IMPLEMENTATION

    5.10.4  SQT PLAN, SCRIPTS, AND DATA FINALIZATION

    5.10.5  SOFTWARE QUALIFICATION TEST (SQT) PREPARATION

    5.10.6  SOFTWARE QUALIFICATION TEST (SQT) TESTBED DATA INITIALIZATION

    5.10.7  SOFTWARE QUALIFICATION TEST (SQT) RESOURCE MODIFICATION

    5.10.8  SOFTWARE QUALIFICATION TEST (SQT) READINESS REVIEW

    5.10.9  SOFTWARE QUALIFICATION TEST (SQT) EXECUTION

    5.10.10  SOFTWARE QUALIFICATION TEST (SQT) EVALUATION

    5.10.11  SOFTWARE QUALIFICATION TEST (SQT) CERTIFICATION

 TASK  5.10.2 - SOFTWARE QUALIFICATION TEST (SQT) BASELINE/LIBRARY 


 MAINTENANCE


Purpose:  Coordinates the SQT environment, including the migration of CIs between libraries.  Certification of tested changes is based on execution of a successful process.  This certification will be used by the Release Management (RM) staff as an authorization to begin SAT or prepare the release for implementation.  The majority of the work performed is the responsibility of the FSA.

Process:  The Release Management (RM) staff accepts the Configuration Items (CIs), verifies the correct version, and when necessary, it compiles.  The primary result is an updated test environment baseline available for SQT.

This Task uses/creates the following Products:

    USES

MIGRATING CONFIGURATION ITEM (CI)




MIGRATION NOTICE




SOFTWARE DEVELOPMENT PLAN




SYSTEM INTEGRATION TEST (SIT) BASELINE




TEST DISCREPANCY REPORT (TDR)

    CREATES

ACCEPTANCE/REJECTION NOTICE




SYSTEM QUALIFICATION TEST (SQT) BASELINE

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER SPECIALIST SKILLED IN LIBRARY MGT FOR A PARTICULAR OS

    COMPUTER SPECIALIST SKILLED IN RELEASE CNTRL FOR A PARTICULAR OS

This Task contains the following Subtasks:

    5.10.2.1  SQT CI RECEIPT

    5.10.2.2  SQT CI MIGRATION

SUBTASK  5.10.2.1 - SQT CI RECEIPT


Description:  The Release Management staff receives notice the SIT has been successfully completed and migrates the Configuration Items to an SQT environment.


PROCEDURE  5.10.2.1.1 - SQT RELEASE MANAGEMENT NOTICE RECEIPT


Description:  The Release Manager prepares a CI Delivery Notice for SQT through CMIS.


PROCEDURE  5.10.2.1.2 - SQT RELEASE MANAGEMENT CI VERIFICATION


Description:  Upon receipt of the notice, the RM staff ensures the correct CIs are in the SQT environment.  The primary output of this activity is to verify that the SQT process may start.

SUBTASK  5.10.2.2 - SQT CI MIGRATION


Description:  In this subtask, Configuration Items (CIs) are migrated under the control of the Release Management (RM) into an SQT environment.  The SQT environment may be the target hardware environment or a simulation of the production environment.


PROCEDURE  5.10.2.2.1 - SQT RELEASE CONTROL LIBRARY MANAGEMENT


Description:  The primary activity involved in managing libraries is using library management software to migrate CIs between the various libraries and make the CIs available for testing.  Migrating CIs consists of the actions necessary to move the CIs, update the release baseline, and migrate CIs between libraries.  The primary output is an updated test environment.  Procedures for library management software and/or automated tool(s) are required.  Regardless of which environment has been chosen, procedures for migrating with or without the use of library management software and/or automated tool(s) use are required.

TASK  5.10.3 - RELEVANT RELEASE DOCUMENTATION IMPLEMENTATION


Purpose:  This task assembles and distributes the documentation for a software release.  Documentation requirements are defined and identified in Military Standard 498/Joint Standard 016.  This process includes Implementation Guidance, which has detailed, STEP-by-STEP procedures to install the change package in the prescribed manner by the DMC or a designated systems administrator.  The implementation guidance is contained in the release package and must be fully tested.  The scheduled software release guidance normally precedes the software release by 30 days.  Detailed operational procedures may include control inputs, operating instructions, output reports, special handling, diagnostic messages and recovery/restart procedures.  The majority of the work performed in this task is the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

RELEASE IMPLEMENTATION PLAN




SOFTWARE DEVELOPMENT PLAN

    CREATES

IMPLEMENTATION GUIDANCE OUTPUT PROCEDURES

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER EXPERTISE

This Task contains the following Subtasks:

    5.10.3.1  RELEASE DOCUMENTATION PREPARATION

SUBTASK  5.10.3.1 - RELEASE DOCUMENTATION PREPARATION


Description:  A review will be made of the Software Development Plan and the Release Implementation Plan in order to determine initial documentation requirements.  This documentation will be assembled in various manuals.  Implementation guidance will be documented and distributed to appropriate personnel.


PROCEDURE  5.10.3.1.1 - SOFTWARE DEVELOPMENT PLAN REVIEW


Description:  In order to send out documentation required for the release, the Software Development Plan (SDP) should be reviewed to determine initial documentation requirements.


PROCEDURE  5.10.3.1.2 - RELEASE IMPLEMENTATION PLAN REVIEW


Description:  The release implementation plan should be reviewed to determine what release guidance and documentation need to be provided to the users.  During the review of the release implementation plan, items to be reviewed include such things as: date of release, authorizing personnel, training requirements, documentation requirements, etc.


PROCEDURE  5.10.3.1.3 - DOCUMENTATION RELEASE IDENTIFICATION


Description:  Prior to the release of a system, documentation such as users manuals, operators manuals, training manuals, etc., should be sent out to the users.  During this subtask, these documentation requirements should be identified.


PROCEDURE  5.10.3.1.4 - DOCUMENTATION RELEASE ASSEMBLY


Description:  The gathering and assembling of all documentation needed for the release is to be performed during this subtask.  Documentation may include such items as: users manuals, operators manuals, training manuals, etc.


PROCEDURE  5.10.3.1.5 - RELEASE IMPLEMENTATION GUIDANCE CREATION


Description:  Procedures to be used in implementing the release should be documented during this subtask.  This includes any hardware, supporting software, or communication requirements that need to be met in order to implement the release.  This also gives step-by-step instructions for actually implementing the release.

PROCEDURE  5.10.3.1.6 - RELEASE IMPLEMENTATION GUIDANCE AND 




         DOCUMENTATION SHIPMENT


Description:  The release implementation guidance and documentation are shipped prior to the release of the system.  This information should be sent approximately 30 days prior to the release in order to assure that all personnel understand the ramifications of the new release.

 SUBPHASE  5.11 - SOFTWARE ACCEPTANCE TEST (SAT) EXECUTION AND 


         CERTIFICATION


Purpose:  Execute and certify the Software Acceptance Test (SAT).  The SAT is the final testing step.  The SAT is a user test conducted in a field environment using a production database and executed on target hardware.  Users representing every aspect of the system must be included in the testing process.  The completion of the SAT should result in the formal signing of a document accepting the software (CERTIFICATION).

Process:  During this subphase, the Software Acceptance Test (SAT) is performed.  The SAT plans, scripts, data, and architecture are finalized.  The SAT environment is established on target hardware using copies of operational data files and copies of user-prepared input data.  All test databases and files are configured and initialized, resources are developed, and a Test Readiness Review is conducted prior to test execution.  The SAT is executed by/for the users and the results reviewed by functional personnel.  The SAT is then certified as complete and the system is readied for implementation.

This Subphase contains the following Tasks:

    5.11.1  SOFTWARE ACCEPTANCE TEST TRACKING AND OVERSIGHT

    5.11.2  SOFTWARE ACCEPTANCE TEST (SAT) BASELINE/LIBRARY MAINTENANCE

    5.11.3  SAT PLAN, SCRIPTS, AND DATA FINALIZATION

    5.11.4  SOFTWARE ACCEPTANCE TEST (SAT) PREPARATION

    5.11.5  SOFTWARE ACCEPTANCE TEST (SAT) TESTBED DATA INITIALIZATION

    5.11.6  SOFTWARE ACCEPTANCE TEST (SAT) RESOURCE MODIFICATION

    5.11.7  SOFTWARE ACCEPTANCE TEST (SAT) READINESS REVIEW

    5.11.8  SOFTWARE ACCEPTANCE TEST (SAT) EXECUTION

    5.11.9  SOFTWARE ACCEPTANCE TEST (SAT) EVALUATION

    5.11.10  SOFTWARE ACCEPTANCE TEST (SAT) CERTIFICATION

 TASK  5.11.2 - SOFTWARE ACCEPTANCE TEST (SAT) BASELINE/LIBRARY 


 MAINTENANCE


Purpose:  Coordination of the SAT environment, including libraries, and the migration of CIs between libraries.  The majority of the work performed in this task is the responsibility of the user.

Process:  The Release Management (RM) staff accepts the Configuration Items (CIs), verifies the correct version, and when necessary, compiles it.  The primary result is an updated production environment baseline which is available for Software Acceptance Test (SAT).  

A Pre-Production environment will be used to support the SAT and test any operational end user functions.  All migration of CIs between libraries will be under the control of Release Management.

This Task uses/creates the following Products:

    USES

MIGRATION NOTICE




SOFTWARE DEVELOPMENT PLAN




SQT CERTIFICATION




SYSTEM QUALIFICATION TEST (SQT) BASELINE




TEST DISCREPANCY REPORT (TDR)

    CREATES

ACCEPTANCE/REJECTION NOTICE




SYSTEM ACCEPTANCE TEST (SAT) BASELINE

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER SPECIALIST SKILLED IN LIBRARY MGT FOR A PARTICULAR OS

    COMPUTER SPECIALIST SKILLED IN RELEASE CNTRL FOR A PARTICULAR OS

This Task contains the following Subtasks:

    5.11.2.1  SAT CI RECEIPT

    5.11.2.2  SAT CI MIGRATION

SUBTASK  5.11.2.1 - SAT CI RECEIPT


Description:  Release Management (RM) receives notice to migrate the Configuration Items (CIs) to the pre-production environment or SAT.


PROCEDURE  5.11.2.1.1 - SAT RELEASE MANAGEMENT NOTICE RECEIPT


Description:  The Release Manager prepares a CI Delivery Notice for SAT through CMIS at the time of CI migration.

SUBTASK  5.11.2.2 - SAT CI MIGRATION


Description:  Configuration Items (CIs) are migrated under the control of Release Management (RM) into the production environment.


PROCEDURE  5.11.2.2.1 - SAT RELEASE CONTROL LIBRARY MANAGEMENT


Description:  Migration of the SAT environment will be on target hardware.  If automated tools are used to facilitate check in and other library management functions, including library reconstruction, procedures documenting all aspects of tool use are required.

 SUBPHASE  5.12 - SOFTWARE BASELINE AUDITS


Purpose:  Conducting audits of the software baseline supports the software process engineering objective that the Software Configuration Management (SCM) Group periodically audits software baselines to verify that they conform to the documentation that defines them.  Implementation of this process is accomplished through the execution of two formal audits, the Functional Configuration Audit (FCA) and the Physical Configuration Audit (PCA).  This subphase will provide a documented procedure for accomplishing the audits.  The software baseline audit (SBA) seeks to verify traceability of approved functional requirements in the product baseline.  The physical implementation is achieved through changes to the software configuration items (CIs) and related documentation (FCA).  The audit should determine the correct version of the CIs (PCA) and verify compliance with applicable SCM standards and procedures.  The SBA process applies to scheduled releases by an Automated Information System (AIS) which fall under the purview of the DFAS FSO.

This Subphase contains the following Tasks:

    5.12.1  SOFTWARE BASELINE AUDIT PROCESS

TASK  5.12.1 - SOFTWARE BASELINE AUDIT PROCESS


Purpose:  The purpose of this process is to outline the responsibilities for performing software baseline audits (SBA).  The audits are usually performed before every major baseline change, normally associated with a scheduled release, so as to ensure integrity of the software baselines.  They may be performed at any time against baselines that are created during and as a result of the software engineering process.  The audit team consists of qualified technical personnel who may or may not be involved in the specific tasks being audited.  These audits verify that changes to the baseline are implemented as intended.  Audit artifacts may be provided on-line, if available, so that the entire audit group can simultaneously view the information.  The PCA should be performed prior to a release to verify that the correct configuration items are contained within the release.  It may also be used post-release to ensure that what has been fielded (the production baseline) does truly represent what is in production and that the fielded environment can be recreated by the AIS for PTR driven emergency maintenance.  Use of FSA or AIS procedures that augment or further define these processes is possible.  This is also true of locally developed checklists.  An SQA process review of the Physical Configuration Audit is recommended.  See the Periodic Processes Phase for procedures for this review.  The majority of the work performed in this task is the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

CONFIGURATION ITEM LISTS ASSOCIATED WITH EACH SCR




DATABASE SPECIFICATIONS (IF CHANGED)




DOCUMENTED TEST RESULTS FROM SIT/SQT/SAT (LAST TEST 




CYCLE ONLY)




FILE COMPARISONS




RELEASE MANAGEMENT PROCEDURES




SELECTED SYSTEM CHANGE REQUESTS




SOFTWARE DEVELOPMENT PLAN




SOFTWARE ENGINEERING DESIGN DOCUMENTS ASSOCIATED 




WITH SCRs




SOURCE AND EXECUTABLE LIBRARY CATALOG (PROD AND 




CURRENT RELEASE)




USER DOCUMENTATION ASSOCIATED WITH SCRs

    CREATES

SOFTWARE BASELINE AUDIT FINDINGS REPORT

This Task contains the following Subtasks:

    5.12.1.1  SOFTWARE BASELINE AUDIT PREPARATION/PLANNING

    5.12.1.2  SOFTWARE BASELINE AUDIT EXECUTION

    5.12.1.3  SOFTWARE BASELINE AUDIT REPORTING

    5.12.1.4  SOFTWARE BASELINE AUDIT FOLLOW-UP

    5.12.1.5  SOFTWARE BASELINE AUDIT METRICS TABULATION

SUBTASK  5.12.1.1 - SOFTWARE BASELINE AUDIT PREPARATION/PLANNING


Description:  The Software Configuration Management (SCM) Lead will perform the following to prepare for the SBA.

PROCEDURE  5.12.1.1.1 - FUNCTIONAL CONFIGURATION AUDIT PREPARATION


Description:  To prepare for the Functional Configuration Audit, perform the following:

    - Select a number of SCRs, representative of the release, from those available for the release.

Criteria could include:  over 40 hours work time, batch versus on-line, importance of the CCO-associated CI to the AIS core functionality.

    - Review the Configuration Items (CIs) that are associated with the selected SCRs.    

    - Create a list of products to be reviewed associated with the selected SCRs and CIs.

    - Determine best methods of review for each electronic or hard copy product and make arrangements for availability during the audit.

    - Notify all personnel involved with the audit of necessary details regarding items to be reviewed, artifacts or products needed, and audit time/location.


PROCEDURE  5.12.1.1.2 - PHYSICAL CONFIGURATION AUDIT PREPARATION


Description:  To prepare for the Physical Configuration Audit, perform the following:

        - Collect all SCRs for the release.

        - Review the Configuration Items (CIs) that are associated with the SCRs.

        - Create a list of products to be reviewed associated with the SCRs and CIs.

        - Determine best methods of review for each electronic or hard copy product and make arrangements for availability during the audit.

        - Notify all personnel involved with the audit of necessary details regarding items to be reviewed, artifacts or products needed, and audit time/location.

SUBTASK  5.12.1.2 - SOFTWARE BASELINE AUDIT EXECUTION


Description:  SBAs will be performed on both the functional and the physical baselines.


PROCEDURE  5.12.1.2.1 - FUNCTIONAL CONFIGURATION AUDIT


Description:  The SBA Team will evaluate the artifacts and products to ensure:

    - Each requirement from the selected SCRs and described in the Design Specifications or Program Documentation is represented in source code

    - A System Integration Test (SIT) Plan or Test Scripts accurately represent the functional requirements, as specified in the selected SCRs

    - There is evidence that the Test Plan or Test Scripts were successfully executed during the SIT and requirements specified in the selected SCRs have been demonstrated

    - Documentation to be released has been updated to reflect the functional changes represented in the selected SCRs.


PROCEDURE  5.12.1.2.2 - PHYSICAL CONFIGURATION AUDIT


Description:  The SBA Team will examine the software baseline to be released and verify the integrity of it by:

    - Reviewing the configuration management library update process to determine if it is adequate to maintain integrity of the baseline

    - Determining if that process was followed for every Configuration Item (CI) requiring update that is associated with the selected SCRs for this audit

    - Verifying that version update has occurred for those CIs requiring update and that it has not occurred for those CIs not being updated 

    - Verifying that traceability can be shown to ensure that the updated CIs represented in the release library are consistent with the CIs tested during the SIT process

    - Reviewing compliance with applicable SCM  plans, procedures and standards for maintaining and updating software baseline libraries.

SUBTASK  5.12.1.3 - SOFTWARE BASELINE AUDIT REPORTING


Description:  Informal reporting of discrepancies will occur immediately as they are found.  A Software Baseline Audit Findings Report will be prepared that lists the selected SCRs and resulting CIs reviewed.  It will identify any discrepancies found during the audit, corrective action to be taken, and the individual responsible for that action.  The Audit Report will be reviewed by the SCM and SQA Leads (if not already a part of the audit team).  Results of the audit will then be reported to the AIS Project Manager. 

SUBTASK  5.12.1.4 - SOFTWARE BASELINE AUDIT FOLLOW-UP


Description:  Discrepancies noted in the Audit Report will be tracked to closure by the SCM Lead.  Status of CI discrepancies will be reported to the AIS Project Manager until resolved.  Procedural changes to software engineering processes, identified as a result of the SBA, will be addressed by the AIS Project Manager.  The Project Manager will decide if the change should be coordinated with the SEPG for consideration by other AIS managers or as an organizational process enhancement.

SUBTASK  5.12.1.5 - SOFTWARE BASELINE AUDIT METRICS TABULATION


Description:  The following items could be collected as metrics:

       Number of errors found

       Number of SCRs reviewed

       Number of CIs reviewed in FCA

PHASE 6.0 - CHANGE IMPLEMENTATION

Purpose:  Release the system for implementation.  Just prior to implementation, the documentation is sent to all users.  Any training needed to allow users to utilize the functional or technical changes is also provided prior to implementation.  Finally, the system is released (usually to the Defense Mega Center (DMC)) for implementation.  A post-implementation review is performed to verify the completeness and correctness of the system, its documents, and training.

This Phase contains the following Subphases:

    6.1  RELEASE IMPLEMENTATION

    6.2  POST RELEASE IMPLEMENTATION REVIEW

    6.3  POST-RELEASE PHYSICAL CONFIGURATION AUDIT

SUBPHASE 6.1 -   RELEASE IMPLEMENTATION

Purpose:  Provide to the functional users and data processing personnel the necessary information, and technical and user training, for system implementation.  This subphase also accomplishes the installation of a previously tested system change and achieves operational status at additional sites.  All documentation changed by the release is sent out.  This includes such documentation as operator's and user's manuals.  Technical and user training is conducted prior to actual implementation.

This Subphase contains the following Tasks:

    6.1.1  RELEASE IMPLEMENTATION TRACKING AND OVERSIGHT

    6.1.2  RELEASE IMPLEMENTATION PLAN FINALIZATION

    6.1.3  TRAINING PLAN FINALIZATION

    6.1.4  TECHNICAL TRAINING

    6.1.5  FUNCTIONAL TRAINING

    6.1.6  NON-SOFTWARE CONFIGURATION ITEM DISTRIBUTION

    6.1.7  RELEASE PACKAGE IMPLEMENTATION

 TASK 6.1.2 - RELEASE IMPLEMENTATION PLAN FINALIZATION

Purpose:  To put into final form each task required for the installation of a system change.  Each task shall be identified with the organization that will accomplish this task, usually either the user, computer operations, or the developer.  This task list or description shall include such items to be accomplished as: Implementation Procedures, applicable manuals, technical assistance, scheduling processing, provide comprehensive support, fulfill prerequisites prior to implementation date, identify implementation team personnel and facilities, provide computer support and priority scheduling to ensure adequate turn around.  The majority of the work performed in this task is generally the responsibility of the FSA.

This Task uses/creates the following Products:

    USES

IMPLEMENTATION GUIDANCE OUTPUT PROCEDURES




RELEASE IMPLEMENTATION PLAN




SOFTWARE DEVELOPMENT PLAN




SOFTWARE IMPLEMENTATION PLAN (SIP), IF REQUIRED

    CREATES APPROVED RELEASE IMPLEMENTATION PLAN

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER EXPERTISE

This Task contains the following Subtask:

    6.1.2.1  RELEASE IMPLEMENTATION PLAN REVIEW

SUBTASK 6.1.2.1 - RELEASE IMPLEMENTATION PLAN REVIEW

Description:  The release implementation plan is reviewed to determine its status.  Implementation tasks and schedule are finalized.  Authorization for release is obtained from all appropriate personnel and final approval is documented.

PROCEDURE 6.1.2.1.1 - IMPLEMENTATION PLAN REVIEW

Description:  A pre-finalization review is performed to determine the status of the Implementation Plan and generate consensus on what remains to be accomplished for finalization.

PROCEDURE 6.1.2.1.2 - IMPLEMENTATION TASKS FINALIZED

Description:  Tasks related to implementing the Release Package are finalized for any late emerging developments.  At this time, all tasks at all levels should be contained in the plan.

PROCEDURE 6.1.2.1.3 - IMPLEMENTATION SCHEDULE FINALIZED

Description:  Of particular importance is the identification and coordination requirements of any schedule changes to an existing Automated Information System (AIS) implementation.  Any latent changes to a schedule involving multiple operational processing or user sites are included and the schedule is considered firm.

PROCEDURE 6.1.2.1.4 - SYSTEM IMPLEMENTATION AUTHORIZATION

Description:  Authorization is obtained from the Automated Information System (AIS) functional proponent.

PROCEDURE 6.1.2.1.5 - AUTHORIZING PERSONNEL CONFIRMATION

Description:  Authorizing personnel are confirmed at all levels of technical, operational and functional activity.

PROCEDURE 6.1.2.1.6 - AUTHORIZATION

Description:  Authorization is obtained from each person confirmed as required for authorization.

PROCEDURE 6.1.2.1.7 - PRE-IMPLEMENTATION MESSAGE DEVELOPED

Description:  Develop a pre-release implementation message to functional user and DMC personnel, as appropriate, containing "get ready" and timeliness information.

PROCEDURE 6.1.2.1.8 - RELEASE VERIFICATION AND APPROVAL

Description:  Authorizations are included in the plan and final approval indicated.

 TASK 6.1.6 - NON-SOFTWARE CONFIGURATION ITEM DISTRIBUTION

Purpose:  The purpose of this task is to distribute, electronically or in hard copy, the release notification letter and the functional/ technical guidance necessary for advance information or planning related to a release.  It usually identifies the functional changes being released as well as any system environmental changes necessary for implementation of the release package.  It does not contain actual Configuration Software Units (CSUs) or Configuration Items (CIs) of documentation associated with the release (i.e., User Manual, Operations Manual, etc).  The majority of the work performed is generally the responsibility of the FSA.  This task will be further defined in a future release.  Refer to FSO Release Management Distribution Policy.

TASK 6.1.7 - RELEASE PACKAGE IMPLEMENTATION

Purpose:  Transmit the release package for implementation.  The majority of the work performed is the responsibility of the FSA.

Process:  This process includes the Implementation Guidance, which has detailed step-by-step procedures to build and implement a release package.  The package finalizes steps and timeframes associated with implementation.  The tasks will be to verify and approve the release contents, and transmit the release package to the Defense Mega Center (DMC), place the release into production and certify the release.

This Task uses/creates the following Products:

    USES

IMPLEMENTATION GUIDANCE PROCEDURES




SOFTWARE DEVELOPMENT PLAN

    CREATES

PRODUCTION BASELINE




SOFTWARE IMPLEMENTATION PLAN (SIP), IF REQUIRED

This Task uses the following references and/or standards:

    ANSI/IEEE GUIDE TO SOFTWARE CONFIGURATION MGT, STD 1042-1987

    CONFIGURATION MANAGEMENT, MIL STD 973, APRIL 17, 1992

    CONFIGURATION MGT INFORMATION SYSTEM (CMIS) PROCEDURES GUIDE

    DFAS 8000.1-R, CHAP 9, CONFIGURATION MANAGEMENT

Primary Skills required:

    COMPUTER SPECIALIST SKILLED IN LIBRARY MGT FOR A PARTICULAR OS

    COMPUTER SPECIALIST SKILLED IN RELEASE CNTRL FOR A PARTICULAR OS

This Task contains the following Subtasks:

    6.1.7.1  RELEASE PACKAGE CONFIGURATION ITEM ASSEMBLY

    6.1.7.2  RELEASE PACKAGE TRANSMIT

    6.1.7.3  RELEASE PACKAGE IMPLEMENTATION VERIFICATION

SUBTASK 6.1.7.1 - RELEASE PACKAGE CONFIGURATION ITEM ASSEMBLY

Description:  The process of building the release package consists of a complete or partial update of the production environment.  This follows certification by the appropriate SQT and SAT authorities that the release met test criteria.  Release Management (RM) will migrate CIs to the production environment either as packaged changes or a library overlay.

PROCEDURE 6.1.7.1.1 - ASSEMBLE RELEASE CONFIGURATION ITEMS

Description:  Assemble contents into a scheduled release.

PROCEDURE 6.1.7.1.2 - VERIFY RELEASE CONFIGURATION ITEMS

Description:  Certifying a release package is a process where all updated CIs to be released have been certified by the testing staff, ensuring the package has met the test requirements as documented by SQA.  Then the release package is approved by both the Project Officer and Program Manager.  The individual authorized to release the package certifies the release.

PROCEDURE 6.1.7.1.3 - BUILD CONFIGURATION ITEMS INTO RELEASE 




      PACKAGE

Description:  The process of building the release package consists of a complete or partial update of the production environment.  Release Management (RM) will migrate CIs to the production environment either as packaged changes or a library overlay.

SUBTASK 6.1.7.2 - RELEASE PACKAGE TRANSMIT

Description:  The release is transmitted either electronically or non-electronically.  Usually, the release package is transmitted to the Defense Mega Centers (DMC) electronically.  In some cases, the release is placed into production at each of the DMCs according to their policies and procedures as constrained by customer requirements.  The result of this activity is the updated production release, ready for use, which is the primary output of Configuration Management (CM) and Release Management (RM).  (See FSO Release Management Distribution Policy.)

PROCEDURE 6.1.7.2.1 - RELEASE MAINFRAMES/MINIPROCESSORS

Description:  Methods of release distribution shall be in accordance with the following: Mainframes/Miniprocessors: Electronic file transfer between the responsible FSA developmental mini/mainframe and target production processors.

PROCEDURE 6.1.7.2.2 - RELEASE MICROPROCESSORS/LOCAL AREA NETWORK 


      (LAN)

Description:  Methods of release distribution shall be in accordance with the following: 

Microprocessors: Electronic file transfer between the responsible FSA developmental environment to target release points LAN/WAN/file servers or Defense Mega Centers (DMCs) serving FSA customers for execution or further distribution.  This will include distribution via the LAN/WAN at the development FSAs.  Customers will electronically download from the target release points LAN/WAN or DMC for execution.

PROCEDURE 6.1.7.2.3  RELEASE-PC

Description:  Methods of release distribution shall be in accordance with the following: 

PCs: A substitute, but less desirable, distribution media will be via floppy disk (3 1/2 inch, 1.44 MB or higher) for those users that cannot establish electronic capability.  Transmission will be via package mailing/delivery to target release points for execution or further distribution.

SUBTASK 6.1.7.3 - RELEASE PACKAGE IMPLEMENTATION VERIFICATION

Description:  Verification and approvals are included in the Release Package and final approval is indicated.

PROCEDURE 6.1.7.3.1 - VERIFICATION OF A SUCCESSFUL RECEIPT

Description:   

SUBPHASE 6.3 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT

Purpose:  A Post-Release Physical Configuration Audit is periodically (not necessarily associated with a release cycle) performed to ensure that what has been fielded (the production baseline) represents what is in production and that the fielded environment can be recreated by the AIS for PTR driven emergency maintenance.

This Subphase contains the following Tasks:

    6.3.1  POST-RELEASE PHYSICAL CONFIGURATION AUDIT PREPARATION/PLANNING

    6.3.2  POST-RELEASE PHYSICAL CONFIGURATION AUDIT EXECUTION

    6.3.3  POST-RELEASE PHYSICAL CONFIGURATION AUDIT REPORTING

    6.3.4  POST-RELEASE PHYSICAL CONFIGURATION AUDIT FOLLOW-UP

    6.3.5  POST-RELEASE PHYSICAL CONFIGURATION AUDIT METRICS TABULATION

TASK 6.3.1 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT 

  
          PREPARATION/PLANNING

Purpose:  The Software Configuration Management (SCM) Lead will perform the following to prepare for the SBA:


- Determine best methods of review for each electronic or hard copy product and make arrangements for availability during the audit.


- Notify all personnel involved with the audit of necessary details regarding items to be reviewed, artifacts or products needed, and audit time/location.


- Ensure availability of fielded configuration item identifiers for comparison to baseline production library.

TASK 6.3.2 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT 
  
  
          EXECUTION

Purpose:  The SBA Team will examine the software baseline that has been released and is in operational use to verify the integrity of it by:


- Reviewing the configuration management library update process to determine if it is adequate to maintain integrity of the baseline


- Determining if that process was followed for every Configuration Item (CI) requiring update that is associated with the SCRs for this audit


- Verifying that version update has occurred only for those CIs requiring update and that it has not occurred for those CIs not being updated 


- Verifying that traceability can be shown to ensure that the updated CI represented in the release library is consistent with the CI resident at the production site


- Reviewing compliance with applicable SCM plans, procedures and standards for maintaining and updating software baseline libraries.

TASK 6.3.3 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT 
 
 
          REPORTING

Purpose:  Informal reporting of discrepancies will occur immediately as they are found.  A Software Baseline Audit Findings Report will be prepared.  It will identify any discrepancies found during the audit, corrective action to be taken, and the individual responsible for that action.  The Audit Report will be reviewed by the SCM and SQA Leads (if not already a part of the audit team).  Results of the audit will then be reported to the AIS Project Manager.  

TASK 6.3.4 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT       


          FOLLOW-UP

Purpose:  Discrepancies noted in the Audit Report will be tracked to closure by the SCM Lead.  Status of CI discrepancies will be reported to the AIS Project Manager until resolved.  Procedural changes to software engineering processes, identified as a result of the SBA, will be addressed by the AIS Project Manager.  The Project Manager will decide if the change should be coordinated with the SEPG for consideration by other AIS managers or as an organizational process enhancement. 

TASK 6.3.5 - POST-RELEASE PHYSICAL CONFIGURATION AUDIT METRICS 
 
          TABULATION

Purpose:  The following items could be collected as metrics:


Types of configuration items reviewed


Number of CIs reviewed in each type


Number of errors found


Time elapsed to correct

GLOSSARY

ABILITY TO PERFORM

See COMMON FEATURES
ACCESS CONTROL
Those attributes of the software that provide for an audit of the access of software and data.

ACCEPTANCE CRITERIA

The criteria that a system or component must satisfy in order to be accepted by a user, customer, or other authorized entity.  (IEEE-STD-610)

ACCEPTANCE TESTING

A test of an application software system that is performed for the purpose of enabling the system sponsor to decide whether or not to accept the system.  For a given release of an application software system, an acceptance test may or may not be conducted, at the sponsor’s option.  In cases where an acceptance test is conducted, it is not conducted in lieu of a system test but in addition to a system test.  Formal testing conducted to determine whether or not a system satisfies its acceptance criteria and to enable the customer to determine whether or not to accept the system.  (IEEE-STD-610)

ACCOUNTING SYSTEMS

See FINANCIAL SYSTEMS

ACCURACY
Those attributes of the software that provide the required precision in calculations and outputs.

ACTION ITEM

- A unit in a list that has been assigned to an individual   

  or group for disposition

- An action proposal that has been accepted

ACTIVITIES PERFORMED
See COMMON FEATURES

ACTIVITY

Any step taken or function performed, both mental and physical, toward achieving some objective.  Activities include all the work the managers and technical staff do to perform the tasks of the project and organization (see TASK for contrast).

ADHERENCE

Following a prescribed and accepted procedure or process.

AGENCY

An executive department, military department, independent agency, government corporation, government controlled corporation, or other establishment in the executive branch of the government (OMB Circular A-127, 7/93).  The term DOD Component is also used to mean Agency.
AIS

See AUTOMATED INFORMATION SYSTEM

ALLOCATED REQUIREMENTS

See SYSTEM REQUIREMENTS ALLOCATED TO SOFTWARE

APPLICATION

A group of interrelated components of financial systems or mixed systems which supports one or more functions and has the following (OMB Circular A-127):


a.  A common database


b.  Common data element definitions


c.  Standardized processing for similar types of transactions


d.  Common version control over software.

APPLICATION EXECUTION ENVIRONMENT

This is the physical environment in which the production application software is executed or utilized.  In the personal computer arena, there may be thousands of environments possible and the most appropriate will have to be selected for utilization in the testing process.

ARTIFACT

A tangible product or by-product created during the act of performing a process.  By-products include status reports, memos, completed forms or checklists, briefing slides and notes.

ASSESSMENT

See SOFTWARE PROCESS ASSESSMENT

AUDIT

An independent examination of system records and activities, the adequacy and effectiveness of data security and data integrity procedures, and ensuring compliance with established policy and operational procedures.  An independent examination of a work product or set of work products to assess compliance with specifications, standards, contractual agreements, or other criteria (IEEE-STD-610).

AUTHORITY

The ability to influence the direction and behavior of an organization, either given by right (assignment by others in authority) or by permission (specific knowledge and skills).

AUTOMATED INFORMATION SYSTEM (AIS)

A combination of  computer hardware and computer software, data and/or telecommunications, that performs functions such as collecting, processing, transmitting, and displaying information.  Excluded are computer resources, both hardware and software, that are:  physically part of, dedicated to, or essential in real time to the mission performance of weapon systems; used for weapon system specialized training; simulation, diagnostic test and maintenance, or calibration; or used for research and development of weapon systems.  

BASELINE

A configuration identification document or a set of documents formally designated by the Government at a specific time during a configuration item’s life cycle.  Baselines, plus approved changes from those baselines, constitute the current configuration identification.  For configuration management, there are three baselines, which are established sequentially, as follows:


Functional Baseline.  The initially approved documentation describing a system’s or configuration item’s functional characteristics and the verification tests required to demonstrate the achievement of those specified functional characteristics.


Allocated Baseline.  The initially approved documentation describing a configuration item’s interface characteristics that are allocated from those of the higher level configuration item or those to a lower level, interface requirements with interfacing configuration items, additional design constraints, and the verification tests required to demonstrate the achievement of those specified functional and interface characteristics.


Product Baseline.  The initially approved documentation describing all of the necessary physical and functional characteristics of the configuration item, including manufacturing processes and procedures, materials, any required joint and combined operations interoperability characteristics of a configuration item (including a complete summary of other service and allied interfacing configuration items or systems and equipments); the selected physical characteristics designated for production acceptance testing and tests necessary for production and support of the configuration item.  (DODD 5010.19, CM, 10/87)

CAPABILITY MATURITY MODEL

A description of the stages through which software organizations evolve as they define, implement, measure, control and improve their software processes.  This model provides a guide for selecting process improvement strategies by facilitating the determination of current process capabilities and the identification of the issues most critical to software quality and process improvement.

CATEGORY

Indicates the status of review defects or deficiencies:  missing (items to be reviewed that are not provided); extra (items provided for review that are not needed); or wrong (items provided for review that are wrong).

CCB

See CONFIGURATION CONTROL BOARD

CDR

See CRITICAL DESIGN REVIEW

CI

See CONFIGURATION ITEM

CMM

See CAPABILITY MATURITY MODEL

COMMITMENT

An agreement by a person or team to do something for someone else.  An effective commitment has the following characteristics:  (1) those making the commitment do so willingly, (2) the resources, work, and schedule are carefully considered, (3) all parties agree on what is to be done, (4) the commitment is made publicly, (5) the person(s) try to meet the commitment, and (6) if it is clear the commitment cannot be made, advance notice is given and a new commitment is made.  A pact that is freely assumed, visible, and expected to be kept by all parties.

COMMERCIAL OFF-THE-SHELF (COTS)
Commercial items that require no unique government modifications or maintenance over the life cycle of the product to meet the needs of the procuring agency.

COMMITMENT TO PERFORM

See COMMON FEATURES

COMMON FEATURES

The subdivision categories of the CMM key process areas.  The common features are attributes that indicate whether the implementation and institutionalization of a key process area is effective, repeatable, and lasting.  The CMM common features are the following:


COMMITMENT TO PERFORM - The actions the organization must take to ensure that the process is established and will endure.  Commitment to Perform typically involves establishing organizational policies and senior management sponsorship.


ABILITY TO PERFORM - The preconditions that must exist in the project or organization to implement the software process competently.  Ability to Perform typically involves resources, organizational structures, and training.


ACTIVITIES PERFORMED - A description of the roles and procedures necessary to implement a key process area.  Activities Performed typically involve establishing plans and procedures, performing the work, tracking it, and taking corrective actions as necessary.


MEASUREMENT AND ANALYSIS - A description of the need to measure the process and analyze the measurements.  Measurement and Analysis typically includes examples of the measurements that could be taken to determine the status and effectiveness of the Activities Performed.


VERIFYING IMPLEMENTATION - The steps to ensue that the activities are performed in compliance with the process that has been established.  Verification typically encompasses reviews and audits by management and software quality assurance.

COMPLETENESS

Those attributes of the software that provide full implementation of the functions required.
COMPUTER FIRMWARE

Programs or instructions that are stored in read-only memory; firmware is software in unalterable form  (DODD 5010.19 10/87)

COMPUTER PROGRAM

A series of instructions or statements in a form acceptable to a computer, designed to cause the computer to execute an operation  (DODD 5010.19, 10/87).

COMPUTER SOFTWARE

A combination of associated computer programs and data required to enable the computer hardware to perform computational or control functions.

The combination of computer programs, computer software documentation, and computer databases  (DODD 5010.19, 10/87).

COMPUTER SOFTWARE CONFIGURATION ITEM

This term usually means a higher level collection of computer software which generally comprise at least a subsystem.  The software which makes up a weapons or radar system embedded in a tank or plane is a good example.  They are placed under configuration management control at that level of definition.

COMPUTER SOFTWARE UNIT

This is the official DOD terminology for an independently executable piece of software.  The term used to be applied to what was thought of as the “program or module level” but is now being used to describe combinations of the lowest level structures also.

CONFIGURATION

In configuration management, the functional and/or physical characteristics of hardware and/or computer firmware and computer software as set forth in technical documentation and achieved in a product  (IEEE-STD-610; DODD 5010.19, 10/87).

CONFIGURATION AUDIT
The verification of the configuration item’s conformance to specifications and other contract requirements.


Functional Configuration Audit (FCA).  The formal examination of functional characteristics of a configuration item, prior to acceptance, to verify that the item has achieved the performance specified in its functional configuration identification (FCI) and/or allocated configuration identification (ACI).


Physical Configuration Audit (PCA).  The formal examination of the “as-built” configuration of a configuration item against its technical documentation to establish the configuration item’s initial product configuration identification (PCI).

CONFIGURATION CHANGE

A general term which signifies that the configuration of an AIS has been or will be changed through the configuration control process.  It is the product of an approved systems change request for deviation or waiver that affects the configuration of an AIS.

CONFIGURATION CONTROL

The systematic justification, preparation, submission, coordination, evaluation, approval or disapproval of a proposed change, and the implementation of a configuration change after formal establishment of an AIS’s configuration baseline.  An element of configuration management consisting of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formal establishment of their configuration identification (IEEE-STD-610).  The systematic proposal, justification, evaluation, coordination, approval or disapproval, and implementation of all approved change in the configuration item after formal establishment of the baseline (DODD 5010.19, 10/87).

CONFIGURATION CONTROL BOARD (CCB)

- A board composed of technical and administrative advisers who evaluate proposed changed to approved system baselines and recommend approval or denial to the deciding Chairperson (DODD 5010.19, 10/87).  The primary function of the CCB is to control baselines, review changes in view of DFAS goals and objectives for systems, and make investment decisions that improve efficiencies and effectiveness of those systems (DFAS 7920.3-R, 5/93).

- A Software Configuration Control Board is a group responsible for evaluating and approving or disapproving proposed changes to configuration items, and for ensuring implementation of approved changes.

CONFIGURATION IDENTIFICATION

An element of configuration management consisting of selecting the configuration items for a system and recording their functional and physical characteristics in technical documentation (IEEE-STD-610).  The selection of the documents to comprise the baselines for the systems and configuration items involved, the documents themselves, the information in the documents, the numbers and other identifiers affixed to the configuration items and documents.  The documents identify and define the configuration item’s functional and physical characteristics in the form of specifications, drawings, associated lists, logic diagrams, flow charts, technical manuals, interface control documents, test and evaluation plans and reports, and documents referenced therein.  The configuration identification is developed and maintained through three separate evolutionary, increasing levels of detail, each used for establishing a specific baseline.  The three levels of configuration identification are:


Allocated Configuration Identification (ACI).  The approved allocated baseline plus approved changes.


Functional Configuration Identification (FCI).  The approved functional baseline plus approved changes.


Product Configuration Identification (PCI).  The approved product baseline plus approved changes.

(DODD 5010.19, 10/87)

CONFIGURATION ITEM (CI)

- A CI is any discrete entity related to the software application for which change control must be exercised.  It may be software code, documentation, test entities, physical machines, etc.  An aggregation of hardware, software, or both, that is designated for configuration management and treated as a single entity in the configuration management process  (IEEE-STD-610).  An aggregation of hardware, computer firmware, or computer software or any of their discrete portions, which satisfies an end use function and is designated by the Government for separate configuration management.  CIs may vary widely in complexity, size, and type, from an aircraft, electronic, or ship system to a test meter or round of ammunition.  During development and manufacture of the initial (prototype) production configuration, CIs are those items whose performance parameters and physical characteristics must be separately defined (specified) and controlled to provide management insight needed to achieve the overall end use function and performance.  Any item required for logistic support and designated for separate procurement is a CI  (DODD 5010.19, 10/87).

- A software configuration item (SCI) is a configuration item for software within the total system architecture.

CONFIGURATION MANAGEMENT

The discipline applied to the activities performed in developing and maintaining the products of a software project.  CM shall be described as a management tool which applies technical and administrative direction and oversight to:  identify and document the functional characteristics of AISs; control changes to AISs and their related documentation; and record and report information needed to manage AISs effectively, including the status of proposed changes and the implementation status of approved changes.

CONFIGURATION MANAGEMENT LIBRARY SYSTEM

The tools and procedures to access the contents of the software baseline library.

CONFIGURATION MANAGEMENT PLAN

See SOFTWARE CONFIGURATION MANAGEMENT PLAN

CONFIGURATION MANAGER

The functional configuration manager is responsible for the establishment and maintenance of all configuration control procedures and for the administrative processing and tracking of all change proposed within DFAS.  The technical configuration manager within the service provider is concerned with the physical software baseline.

CONFIGURATION STATUS ACCOUNTING (CSA)

The recording and reporting of the information that is needed to manage configuration effectively, including a listing of the approved configuration identification, the status of proposed changes, waivers, and deviations to configuration, and the implementation status of approved changes  (DODD 5010.19, 10/87).

CONFIGURATION UNIT

The lowest level entity of a configuration item or component that can be placed into, and retrieved from, a configuration management library system.

CONGRESSIONAL

Laws passed by the Congress of the United States.

CONSISTENCY

Those attributes of the software that provide uniform design and implementation techniques and notation.  The degree of uniformity, standardization, and freedom from contradiction among the documents or parts of system or component  (IEEE-STD-610).

CONSTRAIN

To compel or direct in a specified manner.

COORDINATION

Refers to the staffing of a document, plan, or other item to managers throughout the software development organization, and its customers as appropriate, for comment/revision so that all affected groups/individuals are aware of any commitments for their group/themselves contained within the document.  Concurrence with the item being staffed is generally obtained as a result of this process.

CORRECTNESS

Application systems are written to perform user requirements.  The correctness factor measures the ability of the system to perform those functions correctly, assuming that the proper input is entered, and that the output is properly interpreted.  Correctness is a factor which represents the ability of the system to process perfect input correctly, and produce the defined output correctly.  The quality factor is used to measure the ability of the data processing personnel to implement the defined specifications.

CRITICAL COMPUTER RESOURCE

The parameters of the computing resources deemed to be a source of risk to the project because the potential need for those resources may exceed the amount that is available.  Examples include target computer memory and host computer disk space.  A critical computer resource estimate is based on:  memory capacity; DASD; processor requirements use (compiles, test runs, support tools, print support, other processor support); telecommunication requirements (communication channel capacity, LAN/WAN availability and support, client/server, topology, other telecommunications support); identified risks; design, coding, testing, documentation and implementation requirements; host availability; and other criteria as appropriate.

CRITICAL DESIGN REVIEW

A formal technical review held when the detailed design is substantially complete to determine that the design satisfies the performance and engineering requirements of the high level specifications.

CRITICAL PATH

A series of dependent tasks for a project that must be completed as planned to keep the entire project on schedule.

CUSTOMER

The individual or organization that is responsible for accepting the product and authorizing payment to the developing organization.

DEFECT

A flaw in a system or system component that causes the system or component to fail to perform its required function.  A defect, if encountered during execution, may cause a failure of the system.

DEFINED LEVEL

See MATURITY LEVEL

DELIVERABLES

Specific product or services required to be delivered under terms of contract.  Deliverables are described by name, model number, size, etc.

DEPENDENCY ITEM

A product, action, piece of information, etc., that must be provided by one individual or group to a second individual or group so that the second individual or group can perform a planned task.

DETAILED DESIGN SPECIFICATIONS

Document written at the unit level describing the particular requirements such as inputs, outputs, data elements, software relationships, data retention, and a detailed description of the processing performed by the software unit.

DEVELOPMENT TEST AND EVALUATION (DT&E)

Test and evaluation conducted to assist the engineering design and development process and to verify attainment of technical performance specifications and objectives.  It includes test and evaluation of components, subsystems, hardware/software integration, related software, and prototype or full-scale engineering development models of the system.  Test and evaluation of compatibility and interoperability with existing or planned equipment and systems are also included.

DEVIATION

A noticeable or marked departure from the appropriate norm, plan, standard, procedure, or variable being reviewed.

DISCREPANCY

Any issue that fails verification on an SQA checklist (Minor).

DT&E

See DEVELOPMENT TEST AND EVALUATION (DT&E)

EFFICIENCY

Measures the cost of developing application systems.  The cost can be translated into the entire effort needed to develop computer programs to perform specific user tasks.  However, the factor is normally more meaningful when it is put in relationship to the other factors.  For example, the resources involved to provide correct results, to provide reliable results, etc.

END USER

The individual or group who will use the system for its intended operational use when it is deployed in its environment.

ENVIRONMENTAL CHANGE

A change in the configuration of hardware, software or communication that is external to the application which can create a potential change to the application environment (which can include development, testing, and production).  See also CRITICAL COMPUTER RESOURCE.
EVALUATION

A systematic determination of the extent to which an entity meets its specified criteria (see also 

SOFTWARE CAPABILITY EVALUATION).

EVENT-DRIVEN REVIEW/ACTIVITY

A review or activity that is performed based on the occurrence of an event within the project (e.g., a formal review or the completion of a life cycle stage) (see PERIODIC REVIEW/ACTIVITY for contrast).

EXTERNAL INTERFACES

Relate to another system’s data entering the subject system for use and/or storage.

EXTRA
Items that are provided for review that are not required.

FCA

See CONFIGURATION AUDIT

FINANCE SYSTEM

See FINANCIAL SYSTEMS

FINANCIAL MANAGEMENT SYSTEMS

The financial systems and the financial portions of mixed systems necessary to support financial management  (OMB Cir A-127, 7/93)

FINANCIAL SYSTEMS

An information system that supports the financial functions required to track financial events, provide financial information significant to the financial management of the agency, and/or required for the preparation of financial statements.  It includes the automated and manual processes, procedures, controls, data, hardware, software, and support personnel dedicated to the operation and maintenance of system functions.  A financial system may include multiple applications that are integrated through a common database or are electronically interfaced, as necessary, to meet defined data and processing requirements.  Such requirements include:  collecting, processing, maintaining, transmitting, and reporting data about financial events; supporting financial planning or budgeting activities; accumulating and reporting cost information; or supporting the preparation of financial statements.  For management purposes, financial systems are further separated into two types:


Automated Systems:  recording, classifying, and summarizing information on financial position and operations.


Finance Systems:  all other systems used to manage and process financial transactions (i.e., military and civilian pay, retired pay, commercial accounts, and transportation payments).  (OMB Cir A-127, 7/93)

FINDINGS

The conclusions of an assessment, evaluation, audit, or review that identify the most important issues, problems, or opportunities within the area of investigation.

FIRM FIXED PRICE (FFP)

Includes  program development costs and IPC costs associated with development of a specific SCR.

FIRMWARE

See COMPUTER FIRMWARE
FORMAL REVIEW

A structured examination of an AIS module or group of modules performed by a review team, requiring previously prepared checklists and resulting in a written report on the status of the product reviewed.  Upon completion, all attendees must decide whether to (1) unconditionally accept the product, (2) reject the product, or (3) accept the product provisionally.  A formal meeting at which a product is presented to the end user, customer, or other interested parties for comment and approval.  It can also be a review of the management and technical activities and of the progress of the project.

FUNCTION

A set of related actions, undertaken by individuals or tools that are specifically assigned or fitted for their roles, to accomplish a set purpose or end.

FUNCTIONAL CONFIGURATION AUDIT (FCA)

See CONFIGURATION AUDIT

FUNCTIONAL DESCRIPTION (FD)

A document normally prepared for any system requiring a basis for mutual understanding between the development group and the user group of a proposed AIS.  It reflects the definition of the system requirements and provides the ultimate users with a clear statement of the operational capability to be developed.
FUNCTIONAL MANAGER (FM)

The Functional Manager is defined as the authority responsible for policy and procedures associated with systems within a given functional area.  The FM chairs the functional level CCB and carries out other responsibilities delineated in regulations.

The DFAS Deputy Directors for Finance, General Accounting and Business Funds who provide executive management oversight and advice on all issues within their functional area (DFAS CONOPS Memo, 1/4/93)

FUNCTIONAL PROPONENT

The functional proponent is the functional system  manager at the local level.  The functional proponent is the senior manager responsible for the functionality of a given system(s).  This term is not to be confused with the functional manager which resides at the DFAS-HQ Deputate level.  Centers must assign managers for each finance or accounting system in the Center’s System Inventory Database.  Functional proponents must establish, maintain, review, improve and report upon their assigned system(s).  They are normally the system manager’s immediate supervisor and subordinate to their respective Configuration Control Board Chairperson  (DFAS IGCM, 4/94).

FUNCTIONAL REQUIREMENT

A user definition of what they want the system to do.  It may be implemented in hardware, software, or documentation or by some other means.

GOALS

A summary of the key practices of a key process area that can be used to determine whether an organization or project has effectively implemented the key process area.  The goals signify the scope, boundaries, and intent of each key process area.

GROUP
The collection of departments, managers, and individuals who have responsibility for a set of tasks or activities.  A group could vary from a single individual assigned part time, to several part-time individuals assigned from different departments, to several individuals dedicated full time.

GUIDANCE

Key role of leadership; establishing direction and actively leading others.

HARDWARE

Computers and associated peripherals; does not include computer programs, nor technical documentation.

HOUSEKEEPING

Data necessary for logging, recording, and to have a point of contact regarding an SCR.

IMPLEMENTATION PROCEDURES

A document prepared for directing the installation or implementation of an AIS at locations other than the test site after testing of the AIS has been completed.  It may also be used to direct the implementation of major modifications or enhancements of an AIS which has already been installed.

INFORMAL REVIEW

Impromptu critique of a product by someone other than the developer.  Usually applied to small projects or portions of a large project.

INITIAL LEVEL

See MATURITY LEVEL

INPUT

Specialized tasks containing data which enters the subject system used to maintain internal files or execute a process.

INSPECTIONS

Technique used to evaluate the correctness of a single product against a set of predefined criteria by a person or group other than the author to detect faults, violations or development standards, and other problems.

INTEGRATION

See SOFTWARE INTEGRATION

INTEGRATION TEST

A test of an application software subsystem.

INTEGRITY

The amount of protection that must be afforded the system resources.  This factor involves control over access and use of the system resources.  Included within this factor would be the need to protect information because of its importance, because of the need to preserve the privacy of the information, and the need to prevent unauthorized manipulation of the data. 

INTERFACE 

A common boundary between two or more AISs.  The boundary may be physical (mechanical or electrical) and/or functional.

INTERNAL FILES

A group of data maintained within the subject system.

KEY PRACTICES

The infrastructures and activities that contribute most to the effective implementation and institutionalization of a key process area.

KEY PROCESS AREA

A cluster of related activities that, when performed collectively, achieve a set of goals considered important for establishing process capability.  The key process areas have been defined to reside at a single maturity level.  They are the areas identified by the SEI to be the principal building blocks to help determine the software process capability of an organization and understand the improvements needed to advance to higher maturity levels.  The Level 2 key process areas in the CMM are Requirements Management, Software Project Planning, Software Project Tracking and Oversight, Software Subcontract Management, Software Quality Assurance, and Software Configuration Management.  The Level 3 key process areas in the CMM are Organization Process Focus, Organization Process Definition, Training Program, Integrated Software Management, Software Product Engineering, Intergroup Coordination, and Peer Reviews.  The Level 4 key process areas are Quantitative Process Management and Software Quality Management.  The Level 5 key process areas are Defect Prevention, Technology Change Management, and Process Change Management.

LIFE CYCLE

See SOFTWARE LIFE CYCLE

MAINTAINABILITY

The ease with which problems in the system can be corrected and routine changes can be installed.  Maintenance is defined as the nonstructural changes to the application system.  For example, changing variables within the system, names of reports, and other similar changes can be made without affecting the structure of the computer system.

MAINTENANCE

The process of modifying a software system or component after delivery to correct faults, improve performance or other attributes, or adapt to a changed environment  (IEEE-STD-610).

MAINTENANCE MANUAL

Manual presenting information on the applications software.  It is written for personnel who are responsible for the maintenance of the applications software.  It will describe this software in a detailed, technical presentation to assist maintenance personnel.  Charts and narrative information may be included to relate the system as delivered to the requirements contained in any specification documents.

MAJOR

A defect or deviation that will prevent the user from getting work done.

MANAGE
To measure and track the progress of activities against a plan, and take corrective action if necessary.

MANAGED AND CONTROLLED

The process of identifying and defining software work products that are not part of a baseline and, therefore, are not placed under configuration management but that must be controlled for the project to proceed in a disciplined manner.  “Managed and controlled” implies that the version of the work product in use at a given time (past or present) is known (i.e., version control), and changes are incorporated in a controlled manner (i.e., change control).

MANAGED LEVEL

See MATURITY LEVEL

MANAGER

A role that encompasses providing technical and administrative direction and control to individuals performing tasks or activities within the manager’s area of responsibility.  The traditional functions of a manager include planning, resourcing, organizing, directing, and controlling work within an area of responsibility.

MANDATORY SYSTEM CHANGE REQUEST

System modifications necessary to meet Congressional and regulatory requirements.


Regulatory refers to requirements imposed by regulations, directives, or instructions issued by the Department of Defense or other departments or agencies of the executive branch.


Congressional refers to laws passed by the Congress of the United States.  (DFAS IGCM, 4/94; DFAS ITSB, 5/94)

MATURITY LEVEL

A well-defined evolutionary plateau toward achieving a mature software process.  The five maturity levels in the SEI’s Capability Maturity Model (CMM) are:


initial - The software process is characterized as ad hoc, and occasionally even chaotic.  Few processes are defined, and success depends on individual effort.


repeatable - Basic project management processes are established to track cost, schedule, and functionality.  The necessary process discipline is in place to repeat earlier successes on projects with similar applications.


defined - The software process for both management and engineering activities is documented, standardized, and integrated into a standard software process for the organization.  All projects use an approved, tailored version of the organization’s standard software process for developing and maintaining software.


managed - Detailed measures of the software process and product quality are collected.  Both the software process and products are quantitatively understood and controlled.


optimizing - Continuous process improvement is enabled by quantitative feedback from the process and from piloting innovative ideas and technologies.

MEASURE

A unit of measurement (such as source lines of code or document pages of design).

MEASUREMENT

The dimension, capacity, quantity, or amount of something (e.g., 300 source lines of code or 7 document pages of design).

METHOD

A reasonably complete set of rules and criteria that establish a precise and repeatable way of performing a task and arriving at a desired result.

METHODOLOGY

A collection of methods, procedures, and standards that defines an integrated synthesis of engineering approaches to the development of a product.

MIGRATION SYSTEM CHANGE REQUEST

Modifications to enhance the functionality of migration systems or interim systems, to build an interface required to meet migration system or interim migration system requirements, or to consolidate legacy “to be replaced” systems with their migration system or interim migration system.  These system change requests must be reviewed and approved by the Program Manager’s Configuration Control Board and funds certified on the Information Technology Service Authorization or Acceptance form by the appropriate authority.  (DFAS IGCM, 4/94)

MILESTONE

Milestones are scheduled events for accomplishment of specific activities for which some individual is accountable and that is used to measure progress.

MILITARY INTERDEPARTMENTAL PURCHASE REQUEST (MIPR)

A DOD document used to transfer funds from one activity to another.

MINOR

A defect or deviation that is noticeable, but doesn’t interfere with work.

MIPR

See MILITARY INTERDEPARTMENTAL PURCHASE REQUEST (MIPR)
MISSING

Items that are to be reviewed but that are not provided.

NON-COMPLIANCE ISSUE

A practice or process that is not done despite standards and prescribed processes outlined in any applicable policy, procedure, or plan.
OPEN ITEM
Any unresolved action item, related to established reviews or audits, of products or processes.  The established reviews are FRR, SRR, CDR, RER, TRR, PIR, TAR, AEE and SEE.  The audits of reviews are KPA activities for RM, PM, CM and SQA.

OPERABILITY

Those attributes of the software that determine operation and procedures concerned with the operation of the software.

OPERATIONAL TEST ENVIRONMENT

That portion of the software environment (SDE) which is structured to simulate as closely as possible the production environment and is used for SIT and possible SQT.

ORGANIZATION

A unit within a company or other entity (e.g., government agency or branch of service) within which many projects are managed as a whole.  All projects within an organization share a common top-level manager and common policies.

OPERATIONAL TEST AND EVALUATION (OT&E)

Test and evaluation conducted to estimate a system’s operational effectiveness and operational suitability, identify needed modifications, and provide information on tactics, doctrine, organization, and personnel requirements.

OPTIMIZING LEVEL

See MATURITY LEVEL

ORGANIZATION’S MEASUREMENT PROGRAM

The set of related elements for addressing an organization’s measurement needs.  It includes the definition of organization-wide measurements, methods and practices for collecting and analyzing organizational measurement data, and measurement goals for the organization.

ORGANIZATION’S SOFTWARE PROCESS ASSETS

A collection of entities, maintained by an organization, for use by projects in developing, tailoring, maintaining, and implementing their software processes.  These software process assets typically include:

    - the organization’s standard software process.

    - descriptions of the software life cycles approved for use.

    - the guidelines and criteria for tailoring the organization’s standard software process.

    - the organization’s software process database.

    - a library of software process-related documentation.

Any entity that the organization considers useful in performing the activities of process definition and maintenance could be included as a process asset.

ORGANIZATION’S SOFTWARE PROCESS DATABASE

A database established to collect and make available data on the software processes and resulting software work products, particularly as they relate to the organization’s standard software process.  The database contains or references both the actual measurement data and the related information needed to understand the measurement data and assess it for reasonableness and applicability.  Examples of process and work product data include estimates of software size, effort, and cost; actual data on software size, effort, and cost; productivity data; peer review coverage and efficiency; and number and severity of defects found in the software code.

ORGANIZATION’S STANDARD SOFTWARE PROCESS

The operational definition of the basic process that guides the establishment of a common software process across the software projects in an organization.  It describes the fundamental software process elements that each software project is expected to incorporate into its defined software process.  It also describes the relationships (e.g., ordering and interfaces) between these software process elements. 

OT&E

See OPERATIONAL TEST AND EVALUATION (OT&E)

OUTPUT

A system product generated by a process to send data and control information outside the system.

OVERSIGHT

To have visibility into, and awareness of, the actions and behaviors of others.

PCA

See CONFIGURATION AUDIT

PEER

Co-workers at or near the same position within an organization and having similar responsibilities.  Usually a member of the same project, group, or team.

PEER REVIEW

A review of a software work product, following defined procedures, by peers of the producers of the product for the purpose of identifying defects and improvements.

PERIODIC REVIEW

A review or activity that occurs at specified regular time intervals.

PHYSICAL CONFIGURATION AUDIT

See CONFIGURATION AUDIT

PIR

See POST IMPLEMENTATION REVIEW (PIR)

PLAN

As used here, any plan relevant to the conduct of application software testing, including software development plans, release plans, and test plans.

PM

See PROGRAM MANAGER

PO

See PROJECT OFFICER

POLICY

A guiding principle, typically established by senior management, which is adopted by an organization or project to influence and determine decisions.

POLICY SYSTEM CHANGE REQUEST

System modifications resulting from changes to DFAS finance or accounting policy  (DFAS IGCM, 4/94).

PORTABILITY

The ease with which the application system can be transported from one piece of computer hardware to another, or from one piece of operating software to another (e.g., moving to a new version of an operating system).  The design characteristics of a computer system, the language used to implement that system, as well as the instructions within that language will vary on the need to potentially move the application to another operating environment.  The portability factor indicates the portability of such movement, and possible indications of the type of operating environment changes that may occur.

POST IMPLEMENTATION REVIEW (PIR)

Review designed to improve the quality of the software products and the process that produces them.  A PIR is conducted after completion of the first system execution cycle following a scheduled release or as agreed upon by SQA and the FSA Project Manager/Officer.  The PIR validates implementation procedures, the quality of software changes, user training if applicable, user documentation updates, and FSA responsiveness.

PROBLEM DESCRIPTION

An explanation of the overall problem and background details.

PROBLEM REPORTS

Reports describing problems detected in the development/ maintenance process, AIS design, AIS software or AIS documentation that has been placed under configuration control.

PROCEDURE or DOCUMENTED PROCEDURE

A written description of a course of action to be taken to perform a given task  (IEEE-STD-610).

PROCESS

A set of activities.  A sequence of steps performed for a given purpose; for example, the software development process  (IEEE-STD-610).

PROCESS DESCRIPTION

The operational definition of the major components of a process.  Documentation that specifies, in a complete, precise, verifiable manner, the requirements, design, behavior, or other characteristics of a process.  It may also include the procedures for determining whether these provisions have been satisfied.  Process descriptions may be found at the task, project, or organizational level.

PROCESS DEVIATION 

Any part of the process that is being performed but is not in compliance with applicable procedures, standards, or plans.
PROCESS OVERVIEW

How the current system works and how the proposed system will work including an outline of key point changes.

PRODUCT

See SOFTWARE PRODUCT or SOFTWARE WORK PRODUCT

PRODUCT DEFECT

Any flaw in the product being reviewed that causes the function to not be performed as required.  These flaws can be categorized as missing (items to be reviewed that are not provided), extra (items provided for review that are not needed), or wrong (items provided for review that are wrong).  These categories of defects can be further identified by severity:  major (will prevent the user from getting work done); minor (noticeable, but doesn’t interfere with work).
PROFILE

A comparison, usually in graphical form, of plans or projections versus actuals, typically over time.

PROGRAM

A formally documented project to acquire new, additional, or expanded AIS resources, or to remove specified resources in order to satisfy a requirement.  The terms program and project tend to be used synonymously, in general usage, within DOD.  Projects, however, may be the whole or a part of a program.

A directed and funded automated information system effort, to include all migration systems, that is designed to provide a new or improved capability in response to a validated need.

PROGRAM MANAGER

- The principal official responsible for planning, directing, and managing the AIS program activities during the “Concept Exploration and Definition,” “Demonstration and Validation,” “Development,” and “Production and Deployment” LCM phases.  The automated information system PM must meet the qualification stated in DOD 5000.52-M. 

- A formally designated official who manages the modification/new development of a DOD migration finance and accounting system and implements that system throughout the DOD as a standard system.

PROJECT

An undertaking requiring concerted effort, which is focused on developing and/or maintaining a specific product.  The product may include hardware, software, and other components.  Typically, a project has its own funding, cost accounting, and delivery schedule.

PROJECT MANAGEMENT

Project management is the coordinated action that results in the application of resources to fulfill a stated need, and for automation efforts; the organized effort to provide equipment and software to meet stated requirement(s) outside of routine day-to-day efforts.

PROJECT MANAGER

The role with total business responsibility for an entire project; the individual who directs, controls, administers, and regulates a project building a software or hardware/software system.  The project manager is the individual ultimately responsible to the customer.

PROJECT OFFICER

Individual who manages, develops, modifies, and maintains an automated finance and accounting system, subsystem, or module.

PROJECT SOFTWARE MANAGER

The role with total responsibility for all the software activities for a project.  The project software manager is the individual the project manager deals with in terms of software commitments and who controls all the software resources for a project.

PROPOSAL

Any offer or other submission used as a basis for pricing a contract, contract modification, or termination settlement or for security payments.

QUALITY

The degree to which a system, component, or process meets specified requirements, or customer or user needs or expectations.

QUALITY FACTORS

The characteristics used to formulate measures of assessing information system quality.

REGRESSION ACCEPTANCE TEST

It may be necessary to execute a planned acceptance, integration, string, system, or unit test more than once, either because the initial execution did not proceed successfully to its conclusion or because a flaw was discovered in the system or subsystem being tested.  The first execution of a planned test, whether or not successful, is termed an initial test.  Subsequent executions, if any, are termed regression tests.

REGULATORY

Requirements imposed by regulations, directives, or instructions issued by the Department of Defense or other departments or agencies of the executive branch.

RELEASE

The official promulgation of a new version of an application software system.

RELEASE PLAN

A formal work plan to guide the development of a particular release of an application software system.  A release plan:  (1) identifies the system change requests (SCRs) to be implemented via the subject release, (2) defines the specific development and testing tasks to be executed in constructing the release, (3) establishes the scheduled start and completion dates for each defined task, and (4) identifies personnel responsible for accomplishing each defined task.

RELIABILITY

Automated applications are not run in a sterile environment.  Busy people prepare input and make mistakes in input preparation.  Forms are misinterpreted, instructions are unknown, and users of systems experiment with input transactions.  People operate the system and make mistakes, such as using wrong program versions, not including all of the input or adding input which should not be included, etc.  Outputs may be lost, mislaid, misdirected, and misinterpreted by the people that receive them.  All of these affect the correctness of the application results.  The reliability factor measures the consistency with which the system can produce correct results.  For example, if an input transaction is entered perfectly, and the system can produce the desired result correctly, then the correctness quality factor would be rated perfect.  On the other hand, that same system which processed using imperfect input may fail to produce correct results.  Thus, while correctness would score high, reliability may score low.

REPEATABLE LEVEL

See MATURITY LEVEL 

REVIEW

A method to measure progress and determine that milestone requirements are met during the information system project’s life cycle.  (See FORMAL REVIEW or INFORMAL REVIEW)

RISK
Possibility of suffering loss.

RISK MANAGEMENT

An approach to problem analysis which weighs risk in a situation by using risk probabilities to give a more accurate understanding of the risks involved.  Risk management includes risk identification, analysis, prioritization, and control.

RISK MANAGEMENT PLAN

The collection of plans that describe the risk management activities to be performed on a project.

ROLE

A unit of defined responsibilities that may be assumed by one or more individuals.

SAT

See SOFTWARE ACCEPTANCE TEST (SAT)

SCE

See SOFTWARE CAPABILITY EVALUATION

SCM

See SOFTWARE CONFIGURATION MANAGEMENT

SCR

See SYSTEM CHANGE REQUEST (SCR)

SCRIPT

A test script is the collection of information and instructions necessary to create, execute and evaluate a test of computer software units.  Multiple scripts may be used for any given level of testing in order to accomplish all the tests defined for that level.

SDP

See SOFTWARE DEVELOPMENT PLAN

SEE

See SOFTWARE ENGINEERING ENVIRONMENT

SENIOR MANAGEMENT

A manager whose primary focus is the long-term viability of the organization, rather than short-term project and contractual concerns and pressures.

SENIOR MANAGER

A management role at a high enough level in an organization that the primary focus is the long-term vitality of the organization, rather than short-term project and contractual concerns and pressures.  In general, a senior manager for engineering would have responsibility for multiple projects.

SEPG

See SOFTWARE ENGINEERING PROCESS GROUP

SEVERITY

Indicates the degree of importance of a review defect or deficiency:  major (will prevent the user from getting work done; minor (noticeable, but doesn’t interfere with work).

SIT

See SOFTWARE INTEGRATION TEST

SMS

See SYSTEM MODIFICATION SCENARIO

SOFTWARE ACCEPTANCE TEST (SAT)

The Software Acceptance Test is used to test effectiveness of the documentation, the training plan, environmental impact on the operating systems, and security.  In this test phase, the user is involved in validating the acceptability of the system against acceptance criteria using the operational test environment.  Establishing the test in the operational environment requires coordination between the System Developer and the Information Processing Centers and is used to validate any additional impacts to the operating environment.  The completion of the SAT should result in the formal signing of a document accepting the software and establishes a new baseline.

SOFTWARE BASELINE AUDIT

An examination of the structure, contents, and facilities of the software baseline library to verify that baselines conform to the documentation that describes the baselines.

SOFTWARE BASELINE LIBRARY

The contents of a repository for storing configuration items and the associated records.

SOFTWARE CAPABILITY EVALUATION

An appraisal by a trained team of professionals to identify contractors who are qualified to perform the software work or to monitor the state of the software process used on an existing software effort.

SOFTWARE CONFIGURATION MANAGEMENT

The process of applying administrative and technical procedures throughout the software life cycle to:  identify, define, and baseline configuration items for software in a system; control modifications and releases of the items; record and report the status of the items and modification requests; ensure the completeness, consistency, and correctness of the items; and control storage, handling, and delivery of the items.

SOFTWARE CONFIGURATION MANAGEMENT PLAN
The document which defines how configuration management will be implemented, including policies and procedures, for a particular AIS.

SOFTWARE DEVELOPMENT PLAN

The collection of plans that describe the activities to be performed for the software project.  It governs the management of the activities performed by the software engineering group for a software project.  It is not limited to the scope of any particular planning standard, such as DOD-STD-2167A and IEEE-STD-1058, which may use similar terminology.

SOFTWARE ENGINEERING ENVIRONMENT (SEE)

The software engineering environment is that in which the software is initially developed or changes are applied.  It may or may not physically exist on the same hardware with the production software.

SOFTWARE ENGINEERING GROUP

The collection of individuals (both managers and technical staff) who have responsibility for software development and maintenance activities (i.e., requirements analysis, design, code, and test) for a project.  The designers are those who develop application software.  Groups performing software-related work, such as the software quality assurance group, the software configuration management group, and the software engineering process group, are not included in the software engineering group.

SOFTWARE ENGINEERING PROCESS GROUP (SEPG)

A group of specialists who facilitate the definition, maintenance, and improvement of the software process used by the organization.  In the key practices, this group is generically referred to as “the group responsible for the organization’s software process activities.”

SOFTWARE ENGINEERING STAFF

The software technical people (e.g., analysts, programmers, and engineers), including software task leaders, who perform the software development and maintenance activities for the project, but who are not managers.

SOFTWARE INTEGRATION
A process of putting together selected software components to provide the set or specified subset of the capabilities the final software system will provide.

SOFTWARE INTEGRATION TEST (SIT)

Test which verifies that interfaces and interdependencies of products, modules, subsystems, and systems have been properly designed and implemented.

SOFTWARE LIFE CYCLE

The period of time that begins when a software product is conceived and ends when the software is no longer available for use.  The software life cycle typically includes a concept phase, requirements phase, design phase, implementation phase, test phase, installation and checkout phase, operation and maintenance phase, and sometimes retirement phase.  (IEEE-STD-610)

SOFTWARE MANAGER

Any manager, at a project or organizational level who has direct responsibility for software development and/or maintenance.  Key FSA personnel such as project managers, project officers, or task managers.

SOFTWARE PARTS
Software configuration items, components, and units identified by unique identification labels (IEEE STD 1042-1987, IEEE Guide to Software Configuration Management)

SOFTWARE PROCESS

A set of activities, methods, practices, and transformations that people use to develop and maintain software and the associated products (e.g., project plans, design documents, code, test cases, and user manuals).

SOFTWARE PROCESS ASSESSMENT

An appraisal by a trained team of software professionals to determine the state of an organization’s current software process, to determine the high-priority software process-related issues facing an organization, and to obtain the organizational support for software process improvement.

SOFTWARE PROCESS ASSETS

See ORGANIZATION’S SOFTWARE PROCESS ASSETS

SOFTWARE PRODUCT

The complete set, or any of the individual items of the set, of computer programs, procedures, and associated documentation and data designated for delivery to a customer or end user (IEEE-STD-610).  (See SOFTWARE WORK PRODUCT for contrast.)

SOFTWARE PROJECT

An undertaking requiring concerted effort, which is focused on analyzing, specifying, designing, developing, testing, and/or maintaining the software components and associated documentation of a system.  A software project may be part of a project building a hardware/software system.

SOFTWARE QUALIFICATION TEST (SQT)

This test phase verifies compliance with the system design objectives and tests each module/program/system against the functional specifications using the system test environment.  The SQT should include a performance test, a volume test, stress testing, operability tests, security and control tests, disaster recovery tests, and, if applicable, a data conversion test.

SOFTWARE QUALITY ASSURANCE (SQA)

- A planned and systematic pattern of all actions necessary to provide adequate confidence that a software work product conforms to established technical requirements.

- A set of activities designed to evaluate the process by which software work products are developed and/or maintained.

SOFTWARE QUALITY ASSURANCE PLAN (SQAP)

Plan which indicates the means by which the SQA requirements are met during the information system’s life cycle.

SOFTWARE QUALITY GOAL

Quantitative quality objectives defined for a software work product.

SOFTWARE REQUIREMENT

A condition or capability that must be met by software needed by a user to solve a problem or achieve an objective.

SOFTWARE WORK PRODUCT

Any artifact created as part of defining, maintaining, or using a software process, including process descriptions, plans, procedures, computer programs, and associated documentation, which may or may not be intended for delivery to a customer or end user.  See

SOFTWARE PRODUCT

for contrast.

SOFTWARE-RELATED GROUP

A collection of individuals (both managers and technical staff) representing a software engineering discipline that supports, but is not directly responsible for, software development and/or maintenance.  Examples of software engineering disciplines include software quality assurance and software configuration management.

SPECIFICATION

A document which describes the functional and/or physical requirements for AISs, materials, or services.

SQA

See SOFTWARE QUALITY ASSURANCE

SQT

See SOFTWARE QUALIFICATION TEST

SRR

See SYSTEM REQUIREMENTS REVIEW

STAFF

The individuals, including task leaders, who are responsible for accomplishing an assigned function, such as software development or software configuration management, but who are not managers.

STANDARD

Mandatory requirements employed and enforced to prescribe a disciplined uniform approach to software development.  An approved set of criteria used to determine the adequacy of an action or object.

STATEMENT OF WORK (SOW)

A description of all the work required to complete a project, which is provided by the prime contractor.

SUBCONTRACTOR

Commercial contractors of other government agencies to which work is subcontracted.  An individual, partnership, corporation, or association that contracts with an organization (i.e., the prime contractor) to design, develop, and/or manufacture one or more products.

SUBJECT MATTER MANAGER (SMM)

An individual or organization with expertise in a particular subject matter (i.e., Human Resources Directorate for training or the System Manager for a particular automated information system).

SYSTEM

A composite of subsystem, modules, routines, assemblies, skills, tools and techniques capable of performing or supporting a complete function.  A complete system includes related facilities, items, material, software, software services, hardware, personnel, training, and life cycle management required for its operation to the degree that it can be considered a self-sufficient unit in its intended environment.  A collection of components organized to accomplish a specific function or set of functions.

SYSTEM CHANGE REQUEST (SCR)
- A formal request for a change to the automated information system (AIS).  The change may be for either a “fix” to a problem or an enhancement.  Requests are submitted on either an official paper form DFAS Form 700 or the Configuration Management Information System (CMIS).

- The document that communicates a requirement to change an automated information system’s baseline through the appropriate approval authority to the development/design activity.  The SCR is a concise statement of work that supports the establishment of a firm fixed contract with the development activity and must include details sufficient for the developer to make an accurate price quote.  The SCR approval constitutes a valid requirement but not a work order or a commitment of DFAS resources.  Design/development activities will commence work on DFAS systems only upon acceptance of an approved SCR or group of SCRs, accompanied by an approved Military Interdepartmental Purchase Request (MIPR).

SYSTEM ENGINEERING GROUP

The collection of individuals (both managers and technical staff) who have responsibility for specifying the system requirements; allocating the system requirements to the hardware, software, and other components; specifying the interfaces between the hardware, software, and other components; and monitoring the design and development of these components to ensure conformance with their specifications.  Those persons are responsible for the technical environment in which the application runs.

SYSTEM MANAGER

This term is specific to the lowest level of management as distinguished from the Functional Proponent, CCB Chairperson, Program Manager, Business Activity Manager and Functional Manager.


Operations Manager:  The principal official responsible for directing and managing the operation and maintenance of an automated information system following its designation as a fully operational system.  This individual also manages modification to an operational legacy system “not scheduled to be replaced.”


Developing System Manager:  The person directly responsible for managing the development of a new system or modifications to an operational legacy “to be replaced” system.  (DFAS CONOPS Memo, 1/4/93)

SYSTEM MODIFICATION SCENARIO

A software engineering process, defined by DFAS FSO, in support of the software life cycle maintenance phase.

SYSTEM REQUIREMENT

A condition or capability that must be met or possessed by a system or system component to satisfy a condition or capability needed by a user to solve a problem.

SYSTEM REQUIREMENTS REVIEW (SRR)

A formal review of the functional requirements for an information system.

SYSTEM REQUIREMENTS ALLOCATED TO SOFTWARE

The subset of the system requirements that are to be implemented in the software components of the system.  The allocated requirements are a primary input to the software development plan.  Software requirements analysis elaborates and refines the allocated requirements and results in software requirements which are documented.

SYSTEM TEST

A test of an entire application software system conducted to ensure that the system meets all applicable user and design requirements.

TABLES

A type of internal file.

TAILOR

To modify a process, standard, or procedure to better match process or product requirements.

TARGET HARDWARE

The computer on which delivered software is intended to operate.

TASK
(1)  A sequence of instructions treated as a basic unit of work, (2) a well-defined unit of work in the software process that provides management with a visible checkpoint into the status of the project.  Tasks have readiness criteria (preconditions) and completion criteria (postconditions).  See ACTIVITY for contrast.

TEAM

A collection of people, often drawn from diverse but related groups, assigned to perform a well-defined function for an organization or a project.  Team members may be part-time participants of the team and have other primary responsibilities.

TECHNICAL REQUIREMENTS

Any requirements related to software, development, or maintenance work (e.g., response time).  Those requirements that describe what the software must do and its operational constraints.  Examples of technical requirements include functional, performance, interface, and quality requirements.

TECHNICAL REVIEWS

A series of system engineering activities by which the technical progress on a project is assessed relative to its technical and/or contractual requirements.  The reviews are conducted at logical transition points in the development effort to identify and correct problems resulting from the work completed thus far before the problems can disrupt or delay the technical progress.  The reviews provide a method for the contractor and Government to determine that the development of a configuration item and its identification have met contract milestone requirements.  (DODD 5010.19, 10/87).

TECHNICAL SYSTEM CHANGE REQUEST (SCR)

System modifications which require a change to the technical baseline, but not the functionality of the application.  This category includes system modifications required by changes to the existing operating environment.  This could include changes required due to the implementation of a new operating system, database management system, file handling or sorting software, etc.

TECHNOLOGY

The application of science and/or engineering in accomplishing some particular result.

TEMP
See TEST AND EVALUATION MASTER PLAN

TEST

A set of one or more test runs which in combination demonstrate that the subject application software entity meets all applicable user and design requirements.

TEST ANALYSIS REPORT

This report describes the status of the computer software system after testing and presents deficiencies for review by staff and management personnel.

TEST AND EVALUATION MASTER PLAN (TEMP)

A broad plan relating test objectives to required system characteristics and critical issues, and integrate objectives, responsibilities, resources, and schedules for all T&E to be accomplished.
TEST ARCHITECTURE

The high-level design of a planned application software test.  A test architecture includes:  (1) a structural blueprint, i.e., a hypothetical user environment intentionally constructed to be sufficiently diverse and complex to support execution of all relevant test cases, (2) a definition of the test time dimension (the time span covered by the test and the division of that time span into discrete periods, and (3) a definition of the overall processing sequence for the test.

TEST CASE

An assertion concerning the functioning of an application software entity, the truth of which must be demonstrated through testing in order to conclude that the entity meets established user/design requirements.

TEST JCL

A set of job control or execution control language statements required to execute an application software test run.

TEST PLAN

- A tool for directing the AIS testing which contains the orderly schedule of events and list of materials necessary to effect a comprehensive test of a complete AIS.  Those parts of the document directed toward the user staff personnel should be presented in noncomputer-oriented language, and those parts of the document directed toward other personnel should be presented in suitable terminology.

- A formal or informal plan for carrying out a particular test that:  (1) defines tasks to be performed, (2) specifies sequential dependencies among the tasks, (3) defines resources required to accomplish each task, (4) schedules task starts and completions, and (5) links, via an initial traceability matrix, test tasks to pertinent user/design requirements.

TEST READINESS REVIEW (TRR)

Review held to determine whether the programmer test procedures are complete and to ensure that the item is ready for formal testing.  The completed TRR represents the end of the coding phase and the approval to proceed into formal testing.

TEST REQUIREMENTS

A description of the test which must be executed to verify a system/software requirement.  This is part of the traceability matrix.  Test requirements should generally exist at levels corresponding to the requirements.

TEST RESULTS

The output of a test run, including both normal production output and required additional output required for test evaluation.

TEST RUN

An execution of application software that begins at a predefined point with files and databases in a predefined set-up state and, if successful, proceeds uninterrupted to a predefined end point.

TEST SCRIPT

The design specification for a test run.  It defines the test cases to be executed, required set up procedures, required execution procedures, and required evaluation procedures.

TEST TASK

A task defined in a test plan.

TEST TOOL

An application software package that provides integrated support for test design, execution, and/or evaluation.

TESTABILITY

- The resources that need to be utilized to test the system to ensure the specified quality has been achieved.  Testing, like the other quality factors, should be discussed and negotiated with the user responsible for the application.  However, the amount of resources allocated to testing can vary based on the degree of reliability that the user demands from the project.

- (1)  The degree to which a system or component facilitates the establishment of test criteria and the performance of tests to determine whether those criteria have been met.  (2)  The degree to which a requirement is stated in terms that permit establishment of test criteria and performance of tests to determine whether those criteria have been met  (IEEE-STD-610).

TRACEABILITY

Those attributes of the software that provide a thread from the requirements to the implementation with respect to the specific development and operational environment.  The degree to which a relationship can be established between two or more products of the development process, especially products having a predecessor-successor or master-subordinate relationship to one another (IEEE-STD-610).

TRACEABILITY MATRIX

A matrix prepared for a specific test to demonstrate that the test plan and/or test design for the test are fully responsive to applicable user/design requirements.  A traceability matrix may be either any initial traceability matrix or a completed traceability matrix.

TRAINING

Those attributes of the software that provide transition from current operation or initial familiarization.

TRAINING PROGRAM

The set of related elements that focus on addressing an organization’s training needs.  It includes an organization’s training plan, training materials, development of training, conduct of training, training facilities, evaluation of training, and maintenance of training records.

TRR
See TEST READINESS REVIEW

UNIT

(1)  A separately testable element specified in the design of a computer software component.

(2)  A logically separable part of a computer program.

(3)  A software component that is not subdivided into other components. 

(IEEE-STD-610)

UNIT TEST
A test of an application software unit.

USER

See END USER

USER MANUAL

Manual written to serve the needs of the user group.  The first two sections present general and specific information on a specific computer software system, and are directed toward an organization’s general management and staff  personnel who have no need for detailed technical information concerning system implementation or operation.  Sections three and four address staff personnel, but are more detailed in the discussion about how to provide input to the system; respond to system requests for information; and use system outputs.

VALIDATE 

To compare the contents of a product to the end-user’s requirements.

VALIDATION

The process of evaluating software during or at the end of the development process to determine whether it satisfies specified requirements  (IEEE-STD-610).

VALUE

A fundamentally accepted intrinsic principle seldom challenged or discussed, and often used to judge behavior.

VERIFICATION

The process of evaluating software to determine whether the products of a given development phase satisfy the conditions imposed at the start of that phase  (IEEE-STD-610).

VERIFY

To compare the properties of a product against a standard for products of this type.

VERIFYING IMPLEMENTATION

See COMMON FEATURES

WALKTHROUGH

A presentation of developed material to an audience with a broad cross-section of knowledge about material being presented.  There is no required preparation on the part of the audience and limited participation.  A walkthrough gives assurance that no major oversight lies concealed in the material.

WRONG

Items that are provided for review that are wrong.
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