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SOFTWARE REQUIREMENTS DESCRIPTION

1.  Purpose.  This document specifies the requirements for software and data items to be met by this application system for Release X.Y (Insert appropriate release number). This requirements description is used as the basis for design and test.

2.  Scope.  This paragraph describes the scope of requirements covered by this document.  It must specify the identification of the application system including release and version information.  It should also depict the context of the covered requirements with respect to other related and interfacing systems to illustrate what requirements are not covered herein.  

3.  Documentation Conventions.  This section provides a list of notational and other document conventions used within the document.  Include a depiction of symbology used in diagrams along with the meaning of each symbol.  Provide a description of special text usage such as fixed width fonts, alert, and warning icons.  A good example of text for this section is shown below.

This document frequently uses the words shall, must, will, should, and may.  Shall specifies that a requirement is binding or mandatory.  Applications must satisfy requirements specified with shall.  Must and shall are synonyms when specifying requirements.  Should and may express non-mandatory provisions.  Should, or the adjective recommended, mean that there may exist valid reasons in particular circumstances to ignore a particular item, but the full implications must be understood and carefully weighed before choosing a different course.  An underlined should (should) indicates that the requirement may become mandatory in a future version of this document.  May or the adjective optional mean that an item is truly optional.  The developer or vendor has the discretion to choose.  One developer or vendor may choose to include the item because a particular marketplace requires it or because the vendor feels that it enhances the product while another developer or vendor may omit the same item.  An implementation, which does not include a particular option, MUST be prepared to inter-operate with another implementation, which does include the option, though perhaps with reduced functionality.  In the same vein, an implementation which does include a particular option MUST be prepared to inter-operate with another implementation which does not include the option (except, of course, for the feature the option provides).  Will may be used to express a declaration of purpose by the organizations responsible for managing and operating the system.  For example, “The Program Office will prepare a Test and Evaluation Master Plan.”  Will may also be used in cases where the simple future tense is required. 

4.  System Overview and Identification.  This paragraph shall briefly state the purpose of the system to which this document applies.  It shall describe the general nature of the system; summarize the history of system development, operation, and maintenance; identify the project sponsor, acquirer, user, developer, and support agencies; and identify current and planned operating and user sites.  This paragraph can be taken from paragraph 4 in the System Requirements Specification (SRS) and modified to identify the release.

5.  Functional and Performance Requirements. This paragraph shall identify the required system capabilities (or “functions”) and shall itemize and uniquely identify the requirements associated with each capability.  If the capability can be more clearly specified by dividing it into constituent sub-capabilities, the constituent sub-capabilities shall be specified in subparagraphs.  The functional requirements shall specify required behavior of the system and shall include applicable parameters, such as response times, throughput times, other timing constraints, sequencing, accuracy, capacities (how much/how many), priorities, continuous operation requirements, and allowable deviations based on operating conditions.  The requirements shall include, as applicable, required behavior under unexpected, unallowed, or "out of bounds" conditions, requirements for error handling, and any provisions to be incorporated into the system to provide continuity of operations in the event of emergencies.

6.  External Software Interface Requirements. This paragraph shall identify the required external interfaces of the system, that is, other systems that provide information to or receive information from this system, and the characteristics of the exchanged information.  The below table should have previously been prepared and at least partially populated during development of the system-level requirements.  During the more detailed software requirements definition process, this table should be completely populated.  The Program has the option of (1) showing the complete IER table here and placing the System Interface Memoranda of Understanding (MOUs) in an appendix, or (2) placing just the table here and placing the System Interface 
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IER #  –  Unique sequence number used to identify each IER

DFAS Function – The DFAS function that requires this information exchange

Event / Action – The event or action that triggers the need for the information exchange

Information Description – Name of the information or data element(s) that is to be exchanged

Sending System – Name of the sending system

Receiving System – Name of the receiving system

Size - The average size of the transfer, e.g. 350-500 bytes

Frequency - The number of times per time period that this exchange is expected to occur, e.g., 75 times per hour, once per day, once per month, etc.

Timeliness – The speed with which the exchange is required to occur (e.g., 2 sec., 5 min., overnight)

Media – Describes the medium of exchange as electronic, tape, disk, etc.

Format - the protocol or data format used to pass the data to/from the other system

Security Level – E.g., unclassified, sensitive but unclassified, secret

Assumptions - Any assumptions about the data being received or sent, such as its definition, units, or validation status

Functional Characteristics

Performance Requirements

DFAS System Information Exchange Requirements

MOUs in a separate Software Interface Design Description document.

7.  Requirements for Services from the Infrastructure. This section shall list requirements to be met by infrastructure components.  Examples of such components include: operating systems, database management systems, communications/network software, utility software, input and equipment simulators, test software, and manufacturing software. The correct nomenclature, version, and documentation references of such software items shall be provided. This data is helpful in developing the Infrastructure Requirements Description (IRD) and Infrastructure Services Request (ISR).

8.  Security and Privacy Specifications (including those related to compromise of sensitive information). This paragraph shall specify the software requirements, if any, concerned with maintaining security and privacy.  The requirements shall include, as applicable, the security/privacy functions that the software must perform, the type and degree of security or privacy to be provided, the security/privacy risks the system must withstand, required safeguards to reduce those risks, the security/privacy policy that must be met, the security/privacy accountability the system must provide, and the criteria that must be met for security/privacy certification/accreditation.

9.  Human-Factors Engineering (Ergonomics) Requirements. This paragraph shall specify the software requirements, if any, to accommodate the input/output screens or the number, skill levels, duty cycles, training needs, or other information about the personnel who will use or support the system.  Examples include requirements for built-in help and training features.  Also included shall be the human factors engineering requirements, if any, imposed on the system, such as the use of specific colors for certain screen objects or messages, or specific icons or buttons for certain functions, or specific auditory signals.

10.  Internal Data Definition and Database (including installation-dependent data for adaptation needs).  This section describes the logical data model in more detail than was presumably presented in the System Requirements Specification.  It should contain a list of entities, attributes, and relationships, which will be transformed into the physical database.  Lengthy lists should be moved into an appendix.

Usage of each entity and attribute by functions shall be provided in the form of a CRUD matrix. Primary and unique identifiers shall be provided for each entity listing the attributes that comprise each identifier and the sequence in which each appears in the identifier.

11.  Software Quality Characteristics. This paragraph shall specify the requirements, if any, pertaining to software quality factors.  Examples include quantitative requirements concerning software functionality (the ability to perform all required functions), reliability (the ability to perform with correct, consistent results -- such as mean time between failure for software modules), maintainability (the ability to be easily repaired, corrected, or maintained), availability (the ability to be accessed and operated when needed), flexibility (the ability to be easily adapted to changing requirements), portability of software (the ability to be easily modified for a new environment), reusability (the ability to be used in multiple applications), testability (the ability to be easily and thoroughly tested), usability (the ability to be easily learned and used, and other attributes.

12.  Design and Implementation Constraints. This paragraph shall specify the requirements, if any, that constrain the design and construction of the software.  These requirements may be specified by reference to appropriate commercial or military standards and specifications.  Examples include requirements concerning:

· Use of a particular system architecture or requirements on the architecture, such as required subsystems; use of standard, military, or existing components; or use of Government/acquirer-furnished property (equipment, information, or software)

· Use of particular design or construction standards; use of particular data standards, use of a particular programming language; workmanship requirements and production techniques

· Flexibility and expandability that must be provided to support anticipated areas of growth or changes in technology, threat, or mission

13.  Computer Communications Requirements. This paragraph shall specify the additional requirements, if any, concerning the computer communications that must be used by, or incorporated into, the system.  Examples include geographic locations to be linked; configuration and network topology; transmission techniques; data transfer rates; gateways; required system use times; type and volume of data to be transmitted/received; time boundaries for transmission/reception/response; peak volumes of data; and diagnostic features.

14.  Precedence and Criticality of Requirements. This paragraph shall specify, if applicable, the order of precedence, criticality, or assigned weights indicating the relative importance of the requirements in this specification.  Examples include identifying those requirements deemed critical to safety, to security, or to privacy for purposes of singling them out for special treatment.  If all requirements have equal weight, this paragraph shall so state.

15.  Requirements Traceability.  

     15.1.  Traceability from Software Requirements to System Requirements. This section provides traceability from each software requirement in this specification to the system requirement it addresses.

NOTE:  Each level of system refinement may result in requirements not directly traceable to higher-level requirements.  For example, a system architectural design that creates two subsystems may result in requirements about how the subsystems will interface, even though these interfaces are not covered in system requirements.  Such requirements are generally called “Derived Requirements”, and shall be so noted in the traceability matrix.

     15.2.  Traceability from System Requirements to Software Requirements. This section provides traceability from each system requirement that has been allocated to software to the software requirements that address it.  All system requirements allocated to software for a given release shall be accounted for.  Those system requirements that trace to software requirements contained in the IRD for the release shall reference that IRD.

16.  Rationale. This section is optional and may provide a discussion of the decision process and considerations undertaken in making the requirements decomposition and data modeling choices that were made to produce the requirements statement contained in this document.  It should be organized into a subsection for each requirement in which multiple alternatives existed and a particular alternative was chosen.

17.  Change History.  This section shall provide a running history of changes applied to the SRD by version number.

SOFTWARE REQUIREMENTS DESCRIPTION

APPENDIX A - ACRONYMS

Describe the acronyms as they are used in the description. 
APPENDIX B - DEFINITIONS

Describe the key terms as they are used in the description.  
APPENDIX C - REFERENCES

Provide a complete list of documents referenced in the text of the description.  Each reference shall contain document number, title, revision number and date.
Policy and Regulation:  Policies or laws that give rise to the need for this description
DFAS Policy and Standards:  DFAS policies and standards that give rise to the need for this description

Other Life Cycle Documents:  Other plans or task descriptions that elaborate details of this description
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