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SYSTEM REQUIREMENTS SPECIFICATION

1.  Purpose.  This document specifies the requirements for the (insert system or application name) and the methods to be used to ensure that each requirement has been met.

2.  Scope.  This paragraph describes the scope of requirements covered by this document. It shall depict the context of the covered requirements with respect to other related and interfacing systems to illustrate what requirements are not covered herein.

3.  Documentation Conventions.  This section provides a list of notational and other document conventions used within the document. Include a depiction of symbology used in diagrams along with the meaning of each symbol. Provide a description of special text usage such as fixed width fonts, alert, and warning icons.  A good example of text for this section is shown below.

This document frequently uses the words shall, must, will, should, and may.  Shall specifies that a requirement is binding or mandatory.  Applications must satisfy requirements specified with shall.  Must and shall are synonyms when specifying requirements.  Should and may express non-mandatory provisions.  Should, or the adjective recommended, means that there may exist valid reasons in particular circumstances to ignore a particular item, but the full implications must be understood and carefully weighed before choosing a different course.  An underlined should (should) indicates that the requirement may become mandatory in a future version of this document.  May, or the adjective optional, means that an item is truly optional.  The developer or vendor has the discretion to choose.  One developer or vendor may choose to include the item because a particular marketplace requires it or because the vendor feels that it enhances the product while another developer or vendor may omit the same item.  An implementation which does not include a particular option MUST be prepared to inter-operate with another implementation, which does include the option, though perhaps with reduced functionality.  In the same vein, an implementation which does include a particular option MUST be prepared to inter-operate with another implementation which does not include the option (except, of course, for the feature the option provides).  Will may be used to express a declaration of purpose by the organizations responsible for managing and operating the system.  For example, “The Program Office will prepare a Test and Evaluation Master Plan.”  Will may also be used in cases where the simple future tense is required. 

4.  System Identification and Overview.  This paragraph shall briefly state the purpose of the system to which this document applies.  It shall describe the general nature of the system; summarize  the history of system development, operation, and maintenance; identify the project sponsor, acquirer, user, developer, and support agencies; and identify current and planned operating and user sites.  This information may be taken from the Operational Requirements Document (ORD) and from the Milestone A and Decision Review presentations.

5.  Required States and Modes.  If the system is required to operate in more than one state or mode having requirements distinct from other states or modes, this paragraph shall identify and define each state and mode.  Examples of states and modes include: idle, ready, active, post-use analysis, training, degraded, emergency, backup, wartime, peacetime.  The distinction between states and modes is arbitrary.  A system may be described in terms of states only, modes only, states within modes, modes within states, or any other scheme that is useful.  If no states or modes are required, this paragraph shall so state, without the need to create artificial distinctions. If states and/or modes are required, each requirement or group of requirements in this specification shall be correlated to the states and modes.  The correlation may be indicated by a table or other method in this paragraph, in an appendix referenced from this paragraph, or by annotation of the requirements in the paragraphs where they appear.

6.  Requirements.

     6.1.  Functional. This paragraph shall be divided into subparagraphs to itemize the requirements associated with each capability of the system.  A "capability" is defined as a group of related requirements.  Each capability shall be uniquely numbered.  The word "capability" may be replaced with "function," "subject," "object," or other term useful for presenting the requirements.  Potential sources for functional requirements include the business process model, the Blue Book, the ORD, and user interviews.  Each sub-paragraph shall identify a required system capability and shall itemize and uniquely identify the requirements associated with the capability.  If the capability can be more clearly specified by dividing it into constituent capabilities, the constituent capabilities shall be specified in subparagraphs.  The requirements shall specify required behavior of the system and shall include applicable parameters, such as response times, throughput times, other timing constraints, sequencing, accuracy, capacities (how much/how many), priorities, continuous operation requirements, and allowable deviations based on operating conditions.  The requirements shall include, as applicable, required behavior under unexpected, unallowed, or "out of bounds" conditions; user roles responsible for performing functions; requirements for error handling; and any provisions to be incorporated into the system to provide continuity of operations in the event of emergencies. 

          6.1.1.  Function # 1.

          6.1.2.  Function # 2.

          6.1.3.  Function #n.

     6.2  Performance and Capacities.  This paragraph shall specify timing, throughput and capacity requirements to which the system must conform.  Sample requirements might include “The system shall process a Payment Request within 2 seconds”, or “The system shall be able to process 500 Payment Requests per hour”, or "The system shall be able to have 500 users logged on simultaneously”, or “The system shall be able to store 200,000 Payment Request transactions in its database”.  Each requirement shall be uniquely numbered.

     6.3.  Organizational.  This paragraph shall specify user organizations, locations, roles and other user attributes and the functional requirements that each must execute.

     6.4.  Security and Privacy Protection. This paragraph shall specify the system requirements, if any, concerned with maintaining security and privacy.  These requirements shall include, as applicable, the security/privacy environment in which the system must operate, the type and degree of security or privacy to be provided, the security/privacy risks the system must withstand, required safeguards to reduce those risks, the security/privacy policy that must be met, the security/privacy accountability the system must provide, access instructions for user roles, and the criteria that must be met for security/privacy certification/accreditation.  Information from this section should come from the System Security Authorization Agreement (SSAA).

     6.5.  Human-Factors Engineering (Ergonomics). This paragraph shall specify the system requirements, if any, included to accommodate the number, skill levels, duty cycles, training needs, or other information about the personnel who will use or support the system.  Examples include requirements for number of simultaneous users and for built-in help or training features.  Also included shall be the human factors engineering requirements, if any, imposed on the system.  These requirements shall include, as applicable, considerations for the capabilities and limitations of humans; foreseeable human errors under both normal and extreme conditions; and specific areas where the effects of human error would be particularly serious.  Examples include requirements for color and duration of error messages, physical placement of critical indicators or keys, and use of auditory signals.

     6.6.  Operations and Maintenance. This paragraph shall state requirements associated with operations and maintenance such as system availability, backup and recovery, monitoring and tuning, installation and configuration, auditing, batch scheduling, support, enhancement, and defect repairs.

     6.7.  System External Interface. This paragraph shall identify the required external interfaces of the system, that is, other systems that provide information to or receive information from this system, and the characteristics of the exchanged information.  The below table should be created and populated to the extent known at this point.  The completely populated system information exchange requirements table will be published either in the Software Requirements Description or 

the Software Interface Design Description.
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IER #  

–  Unique sequence number used to identify each IER

DFAS Function – The DFAS function that requires this information exchange

Event / Action – The event or action that triggers the need for the information exchange

Information Description – Name of the information or data element(s) that is to be exchanged

Sending System – Name of the sending system

Receiving System – Name of the receiving system

Size - The average size of the transfer, e.g. 350-500 bytes

Frequency - The number of times per time period that this exchange is expected to occur, e.g., 75 times per hour, once per day, once per month, etc.

Timeliness – The speed with which the exchange is required to occur (e.g., 2 sec., 5 min., overnight)

Media – Describes the medium of exchange as electronic, tape, disk, etc.

Format - the protocol or data format used to pass the data to/from the other system

Security Level – E.g., unclassified, sensitive but unclassified, secret

Assumptions - Any assumptions about the data being received or sent, such as its definition, units, or validation status

Functional Characteristics

Performance Requirements

DFAS System Information Exchange Requirements


     6.8.  Computer Resource.

          6.8.1.  Computer Hardware. This paragraph shall specify the requirements, if any, regarding computer hardware that must be used by the system.  The requirements shall include, as applicable, number of each type of equipment, type, size, capacity, and other required characteristics of processors, memory, input/output devices, auxiliary storage, communications/network equipment, and other required equipment.

          6.8.2.  Computer Hardware Resource (including utilization requirements). This paragraph shall specify the requirements, if any, on the system's computer hardware resource utilization, such as maximum allowable use of processor capacity, memory capacity, input/output device capacity, auxiliary storage device capacity, and communications/network equipment capacity.  The requirements (stated, for example, as percentages of the capacity of each computer hardware resource) shall include the conditions, if any, under which the resource utilization is to be measured.

          6.8.3.  Computer Software. This paragraph shall specify the requirements, if any, regarding computer software that must be used by, or incorporated into, the system.  Examples include operating systems, database management systems, communications/network software, utility software, input and equipment simulators, test software, and manufacturing software.  The correct nomenclature, version, and documentation references of each such software item shall be provided.

          6.8.4.  Computer Communications. This paragraph shall specify the additional requirements, if any, concerning the computer communica​tions that must be used by the system.  Examples include geographic locations to be linked; configuration and network topology; transmission techniques; data transfer rates; gateways; required system use times; type and volume of data to be transmitted/received; time boundaries for transmission/reception/response; peak volumes of data; and diagnostic features.

     6.9.  Internal Data.  This paragraph shall specify the requirements, if any, imposed on data internal to the system.  Included shall be requirements, if any, on databases and data files to be included in the system.  If all decisions about internal data are left to the design, this fact shall be so stated.  Potential sources of internal data requirements include business data model (DoD Finance and Accounting Data Model (DFADM)) and existing legacy databases.  If there is a data model already developed for this system, it should be provided as an attachment to this specification.

     6.10.  Personnel, Training, and Logistics.  

Personnel-related requirements.  This paragraph shall specify the personnel and skill requirements needed to use, operate, and maintain the system.  Examples include system managers, business analysts, computer operators, network engineers, security specialists, database administrators, system administrators, and end-users.

Training-related requirements.  This paragraph shall specify the system requirements, if any, pertaining to training.  Examples include training software to be included in the system.

Logistics-related requirements.  This paragraph shall specify the system requirements, if any, concerned with logistics considerations.  These considerations may include:  system maintenance, software support, system transportation modes, supply‑system requirements, impact on existing facilities, and impact on existing equipment.

     6.11.  Distribution and Installation.  This section shall specify the requirements, if any, for labeling, installation, and handling the system for delivery (for example, delivery in files compressed in a certain way).  Applicable military specifications and standards may be referenced, if appropriate.  

     6.12.  Precedence and Criticality. This paragraph shall specify, if applicable, the order of precedence, criticality, or assigned weights indicating the relative importance of the requirements in this specification.  Examples include identifying those requirements deemed critical to safety, security, or privacy for purposes of singling them out for special treatment.  If all requirements have equal weight, this paragraph shall so state.  Requirements could also be ranked using the MoSCoW method. Each requirement is designated as Must have, Should have, Could have, or Won’t have.  This provides a basis for moving requirements to later releases as necessary.

7.  System Quality Characteristics. This paragraph shall specify the system requirements, if any, concerned with software quality factors identified in the contract or derived from a higher level specification.  Examples include quantitative requirements regarding system functionality (the ability to perform all required functions), reliability (the ability to perform with correct, consistent results), maintainability (the ability to be easily corrected), availability (the ability to be accessed and operated when needed), flexibility (the ability to be easily adapted to changing requirements), portability (the ability to be easily modified for a new environment), reusability (the ability to be used in multiple applications), testability (the ability to be easily and thoroughly tested), usability (the ability to be easily learned and used), and other attributes.

8.  Requirements Traceability.

     8.1.  Traceability from System Requirements to Operational Requirements.  This section provides traceability from each system requirement in this specification to the operational requirement it addresses.  Operational requirements are those specified in the ORD.

     8.2.  Traceability from Operational Requirements to System Requirements.  This section provides traceability from each operational requirement to the system requirement that address it.  All operational requirements specified in the ORD shall be accounted for.

9.  Change History.  This section shall provide a running history of changes applied to this System Requirements Specification by version number.

SYSTEM REQUIREMENTS SPECIFICATION

APPENDIX A -  ACRONYMS

This section shall provide a glossary of acronyms used in the document along with their definitions. 
APPENDIX B - DEFINITIONS

This section shall provide a glossary of key terms used in the document along with their definitions..
APPENDIX C - REFERENCES

This section lists references used in the creation of the document as well as those that are deemed useful for a reader of the document to aid in understanding the requirements contained herein or the general business area covered by the application system.  As a minimum the references shall include "A Guide to Federal Requirements for Financial Management Systems (Blue Book), Mission Needs Statements (MNS), ORD, SSAA, and the Test and Evaluation Master Plan (TEMP).

Policy and Regulation:  Policies or laws that give rise to the need for this specification
DFAS Policy and Standards:  Defense Finance and Accounting Service policies and standards that give rise to the need for this specification

Other Life Cycle Documents:  Other plans or task descriptions that elaborate details of this plan
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