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OPERATIONAL ARCHITECTURE

1. Introduction.  This section establishes the context for the operational architecture identifying the associated business line/product line(s) being addressed by the architecture. It should provide an overview of the scope, purpose, intended users, and other information that enable a top-level understanding of the operational environment.

     1.1.  Identification of Operational Views.  The Operational Architecture (OA) consists of a set of operational views as defined in the C4ISR Architecture Framework Version 2.0 that relates to a business line/product line(s). Each Operational View (OV) has an associated product. Some OV products are considered "essential" while other OVs are considered "supporting" and may be needed to support the essential OV products. The OV products are listed below and individually addressed in the C4ISR Architecture Framework Version 2.0 with examples:

· (OV-1) High-Level Operational Concept Graphic (Essential)

· (OV-2) Operational Node Connectivity Description (Essential)

· (OV-3) Operational Information Exchange Matrix (Essential)

· (OV-4) Command Relationships Chart (Supporting)

· (OV-5) Activity Model (Essential)

· OV-6a Operational Rules Model (Supporting)

· OV-6b Operational State Transition Description (Supporting) 

· OV-6c Operational Event/Trace Description (Supporting)

· OV-7 Logical Data Model (Essential)

This section identifies the OV products that comprise the operational architecture for the business line/product line(s) being addressed.

     1.2.  High-Level Operational Concept Graphic (OV-1).  Depicts a general description of the key top-level relationships within the operational environment. The purpose of this graphic is to communicate to high-level decision makers a general understanding of the operational environment. It should convey, in simple terms, what the architecture description is about, and present the overall idea of the players involved, the actions each takes, and the information flows among them. (Refer to section 4.2.1.3, page 4-7, of C4ISR Architecture Framework Version 2.0 for additional guidance). 

2.  Operational Node Connectivity Description (OV-2).  This section identifies operational nodes (feeder organizations, DFAS organizations, and other external organizations), the needlines between them, and the characteristics of the information exchange.  It is important to note that the arrows on the diagram represent needlines only.  This means that each arrow indicates only that there is a need for some kind of information transfer between the two connected nodes.  There may be a one-to many relationship between needlines and information exchanges, that is, a single needline arrow on the Operational Node Connectivity Diagram is a roll-up of multiple individual information exchanges.(Refer to section 4.2.1.4, page 4-10, of C4ISR Architecture Framework Version 2.0 for additional guidance).

3.  Operational Information Exchange Table (OV-3). This section contains Information Exchange Requirements (IERs).  IERs identify who exchanges what information with whom, and why the information is necessary. Each IER identifies the automated information system (AIS) that produces the information and the AIS that consumes the information.  See below format for the IER table.

Information exchange requirements (IERs) characterize a system’s exchange of external information.  IERs identify who exchanges what information with whom, why the information is necessary, and how the exchange must occur.  For purposes of the IER table, the DCD is considered only a data store and should not be identified as a source or destination of information.  The “source” column should identify the original system that produces the information, i.e., the DFAS or non-DFAS system that creates or updates the information.  Similarly, the “destination” column should identify the system that ultimately uses the information.  At times, a DCD-related application, such as SGL, CEFT, GET, or DCW, may act as an information source or destination and should be so identified.  DFAS Type III applications do not need to include local data stored in the DCD that is not exchanged with other applications.

Below is the format for a DFAS IER table.

· IER # – Unique sequence number used to identify each IER

· UJTL # – Associated task number from the DoD Universal Joint Task List

· DFAS Function – The DFAS function that requires this information exchange

· Event / Action – The event or action that triggers the need for the information exchange

· Information Description – Name of the information or data element(s) that is to be exchanged

· Sending System – Name of the sending system

· System Owner – Federal Agency or DoD Component which owns the sending system (e.g., DFAS, Army, Treasury)

· Receiving System – Name of the receiving system

· System Owner – Federal Agency or DoD Component which owns the receiving system (e.g., DFAS, Army, Treasury)

· Criticality – The relative level of criticality that this information exchange plays in achieving the Finance & Accounting mission; measured as High, Medium, or Low

· Media Format – Describes the exchange as data, image, voice, etc.

· Transaction Size – The average size of the information exchange (transaction), measured in bytes

· Timeliness – The speed with which the exchange is required to occur (e.g., 2 sec., 5 min., overnight)

· Frequency – The frequency or volume with which this transaction occurs (e.g., 1000/hr, 1/day, 1/month)

· Security Level – E.g., unclassified, sensitive but unclassified, secret

· Integrity Checks? – A Yes or No (Y or N) indicating whether or not appropriate integrity checks must be made on the transaction

· Authorization Assurance? – A Yes or No (Y or N) indicating whether or not checks must be made to assure user authorization to send or receive

· Policy / Constraints – A description of any policy, legal, or doctrine constraints (e.g., legal restrictions on information protection or dissemination that must be observed; sending party cannot give their location away as a result of participating in the information exchange)
4. Common Relationships Chart (OV-4).  This section is optional for DFAS systems, and illustrates the relationships among organizations or resources in the associated business line/product line(s). (Refer to section 4.2.2.1, page 4-36, of C4ISR Architecture Framework Version 2.0 for additional guidance).

5. Activity Model (OV-5).  The Activity Model describes the business process associated with this architecture.  It includes the business activities, the information exchanged between activities, and the information exchanged with other activities outside the scope of this model (i.e., external exchanges).  The Activity Model should be shown in IDEF 1X format, and should be decomposed down to the level that can easily be related to system functions (at least three levels).  (Refer to section 4.2.2.21, page 4-39, of C4ISR Architecture Framework Version 2.0 for additional guidance).

6. Operational Rules, States, and Events (OV-6a,b,c). This section is optional for DFAS systems, and contains the Operational Rules Model (OV-6a), the Operational State Transition Description (OV-6b), and the Operational Event / Trace Description (OV-6c).  (Refer to section 4.2.2.3, page 4-47, of C4ISR Architecture Framework Version 2.0 for additional guidance).

     6.1.  Operational Rules Model.  This subsection specifies the rules and statements the define or constrain some aspect of the enterprise. (Refer to section 4.2.2.3.1, page 4-47, of C4ISR Architecture Framework Version 2.0 for additional guidance).

     6.2.  Operational State Transition Description.  This subsection specifies response of a system or business process to events. (Refer to section 4.2.2.3.2, page 4-52, of C4ISR Architecture Framework Version 2.0 for additional guidance).

     6.3.  Operational Event/Trace Description.  This subsection allows the tracing of actions in a scenario or critical sequence of events. (Refer to section 4.2.2.3.3, page 4-55, of C4ISR Architecture Framework Version 2.0 for additional guidance).

7.  Logical Data Model (OV-7).  The Logical Data Model (LDM) is used to document the data requirements and structural business process rules of the operational architecture. It describes the data and information that is associated with the information exchanges shown in the activity model (with additions as necessary. Included are information items/data elements, their attributes or characteristics, and their interrelationships.  The data model should be presented in IDEF 1X format.  (Refer to section 4.2.2.4, page 4-57, of C4ISR Architecture Framework Version 2.0 for additional guidance).
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APPENDIX A - ACRONYMS

Describe the acronyms as they are used in the document 
APPENDIX B - DEFINITIONS

Describe the key terms as they are used in the document

APPENDIX C - REFERENCES

Provide a complete list of documents referenced in the text of the checklist.  Each reference shall contain document number, title, revision number and date.
Policy and Regulation:  Policies or laws that give rise to the need for this document
DFAS Policy and Standards:  Defense Finance and Accounting Service policies and standards that give rise to the need for this document

Other Life Cycle Documents:  Other plans or task descriptions that elaborate details of this document.
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