 System Access Request Working Group Process 
GOAL:
· Develop Defense Finance and Accounting Service standard process/methodology for system access request.

· Use expertise, lessons learned & documented procedures developed at DFAS sites.

· Implement new process for future access requests so as to minimize impact to current systems.

MEMBERS:

· DFAS-TSO SESO (Janet Berglund) coordinate & facilitate

· Technical lead Buzz Faiks

· Initial constituents of working group limited to TSO ISSMs, representative from DFAS-Arl & DISA.  Field site ISSMs to participate after initial draft process defined by working group.  Other personnel invited to participate as required.

· Working group representatives will route & coordinate proposals through their respective sites/organizations to solicit feedback & comments from program and system managers.

MEETING FORMAT:
· Agenda published prior to meetings.

· Adherence to agenda is essential for effective time management.  Sidebar conversations during meeting must be limited.  Additional topics will be scheduled for subsequent meetings/teleconferences.

· Schedule subsequent face-to-face meetings, as necessary.  Locations can rotate to different DFAS sites.

· Schedule numerous teleconferences, limited to 1 hour, to conduct specific meetings, per published agenda.

· Results, reports and findings will be published in the Process Asset Library

SOME ISSUES TO ADDRESS:
· Ensure new process conforms to prescribing DoD/DISA requirements for system access

· Definition of Trust Agent assignment and role

· DFAS users access request  for:

· DISA systems 

· DFAS systems

· Non-DoD systems  (?)

· Non-DFAS users access request for DFAS systems

SOME ISSUES TO ADDRESS:
· Form Usage:

· Use DISA Form 41 as is or modified

· Use DFAS-DE modified DISA Form 41

· Design & use new different form

· Use alternate process in place of Form 41 for DISA mainframe.

Use DISA Form 41 only for mid-tier 

· Others, as identified by  SARWG

· Requirement for copies to functional/system manager & processing site (Megacenter, ELAN, etc)

· Hardcopy storage site of forms

· Requirements for updates upon personnel departure, transfer, etc.

· Procedure to preclude/minimize unauthorized and inappropriate dual/multiple system access

· Conditions that should be monitored and related procedures defined

· Use new technology to automate process as much as possible.  This may need to be a phased implementation

ACTION PLAN:
TBD

K:\SHARED\SYSTEM\SECURITY\SARWG\GRP-PROCS.doc
07/26/01

