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      APPLICATION SYSTEM GUIDELINES

Required Initialization before Establishing an Application:

Each user of the Designer repository needs access to applications within the repository. The following was performed to facilitate this:

1.  One repository account has been designated as the application owner (DCDADMIN).

2.  The Repository Administrator establishes all applications.

3.  The Repository Administrator provides access to other users on the appropriate applications.

     Note: You cannot access an application system if the application system owner has not

               granted you access to it.  This is true even if you are the repository owner.

4.  The email account REPOSITORY MANAGER was created.  All of the Repository Administrators have access to this email account.

Establish an Application

The following steps identify the process to create a new application:

1. All DCD applications must be approved by the DCD Technical Project Officer (TPO).  

Requests for approved applications are forwarded from the project’s TPO to the REPOSITORY MANAGER email account.  Applications must be named in accordance with the Standard Naming Convention (https://infoweb.dfas.mil/technology/pal/fsapals/dciipal/dcr/name-std.pdf). 

     All non-DCD applications must be approved through the TARB process.  Requests for new applications are forwarded from the project’s Point of Contact (POC) to the REPOSITORY MANAGER email account.  Included with the request should be the TAG number of the project from the TARB process. 

    To request all new applications, the Repository Application Request form, which can be found at https://infoweb.dfas.mil/technology/pal/fsapals/dciipal/dcr/appl_chg.doc, should be used.  This form can also be used to delete, version or archive applications.

2.   The Repository Administrator Oracle User Account (DCDADMIN) is used to create the new database application. The Repository Administrators exclusively manage this account.  Unless otherwise specified, all existing Oracle User Accounts with access to the Repository are provided Select access to the new application.

3. The Repository Administrator sends an email to the requester informing them the Application System is available.

Oracle Userid

The Database instance for DCD applications is DCDREPOS, for non-DCD applications it is DFASREPOS.  If an individual does not have a Userid already established on the required database, they must request one using the Development Platform Engineering Team’s (DPET) Mid-Tier Request form, which can be found at https://infoweb.dfas.mil/technology/infrastructure/policy/mt98-02.pdf.  A request for access to an application cannot be submitted until this is done.

Once the Repository User Account exists, the Repository Administrator will grant the following access:

1. Select and Share on the FUNC_PUB application,

2. Select access on all remaining database applications (unless otherwise specified),

3. Other additional access (Insert, Update, and Delete) to applications as specified on the request form.  Note: For each application, TPO/POC approval is required for any request except Select access.

Along with any new Repository User Account on the DCD or non-DCD repository, a tutorial application is also created for the individual.  This is to be used as a play area to get familiar with designer’s capabilities.  The database instance for the tutorial repository is TUTOR6.  The application name is TUT_userid.  These accounts are good for only 90 days unless an extension is requested.

The repository Administrator sends a welcome document to the individual.  The document contains general guidelines to follow along with information on the tutorial account and identifies their TPO/POC and alternate for their project.

Access to Application

For an individual(s) to get access to an application, the project’s TPO/POC must fill out and email to REPOSITORY MANAGER the Repository User Access Request Form, which can be found at https://infoweb.dfas.mil/technology/pal/fsapals/dciipal/dcr/user_chg.doc. Be sure to supply each user’s Oracle Userid and the requested access rights.  This form can also be used to update or delete a users access to an application(s). 
When completed the Repository Administrator will send an email to the requester informing them the requested access has been established.

Application Versioning

To support historical references, versions of applications are required. Versions of the applications will be created on an as needed basis. However, at a minimum, applications will be versioned following an IFRR and a CDR to lock down defined requirements. The following standards and procedures will guide the creation of these versions.

1. When an application system is created the name will be defined with a version number included. For example, when creating application ABC, Designer will commit the application in the repository as ABC(1).

2. To request a version, the application’s TPO/POC must email the Repository Application Request form (see above for location) to REPOSITORY MANAGER who will complete the request and then email a completion message back to the requestor.

Extend Copy Objects between Applications

There are two guidelines to follow when requesting an extend copy:  

1.  Extend copy into a BASELINE application.

To request an object(s) to be extend copied into a BASELINE application, the development team’s TPO must email the DCII Extend Copy Request form, which can be found at https://infoweb.dfas.mil/technology/pal/fsapals/dciipal/dcr/ext_copy.doc, to DCII-INTEGRATION TEAM.  This team will make sure that the requested object(s) will not adversely affect other development teams working in the BASELINE application.  If they find no problems, they will forward the request to REPOSITORY MANAGER who will complete the request.  The Repository Administrator will then send an email to DCII-INTEGRATION TEAM and the requester informing them the objects have been copied.

NOTE:  Objects will not be Extend copied from a sandbox application into a BASELINE application.

2.  Extend copy into a non-BASELINE application.

To request an object(s) to be extend copied into a non-BASELINE application, the TPO of the receiving application must email the DCII Extend Copy Request form (see above for location) to REPOSITORY MANAGER who will complete the request.  The Repository Administrator will then send an email to the requestor informing them the objects have been copied.

Sharing Elements

Elements can be shared from one and only one place: FUNC_PUB.  FUNC_PUB contains the

Published version of all logical objects.

Changing a Published Element

When an application development team identifies a change that is needed to an element(s) in FUNC_PUB the following procedures apply:

Document the proposed changes and submit a System Change Request (SCR) using the Configuration Management Information System (CMIS).  Microsoft Word documents and

Microsoft Excel spreadsheets may be used to describe the requested change and to provide examples.  Prepare an impact study for the change.  Executing the appropriate impact analysis reports within Designer can perform this. The study must identify:

1. What application(s) share the affected elements? Some metadata elements are not owned by DFAS but are owned by another DoD organization. The DFAS Corporate Data Administration Group is responsible for coordinating impact analysis information for those structures as the change affects the other DoD organization(s).

2. How the changes will affect those other applications.
3. Pros and Cons for affect (or no affect) to other applications.

The application development team members requesting the change present the Change Proposal, with all supporting documentation, to the Configuration Control Board (CCB). The CCB will approve, deny, or request more analysis of the Change Proposal.

Adding an Application Element

As a development team performs the development and maintenance tasks for their project’s object(s), new or modified functional data elements will be identified.  Each development team is responsible for reviewing the current DFAS global application (FUNC_PUB) to determine if this is truly a new element and if there is a cross-development team need. They may contact the Data Management Division at DFAS-HQ/SD for assistance in making this determination.  They must also review existing objects to ensure another development team has not already identified the same data element. As functional elements are completed, SCRs must be written in order to get the element(s) copied to FUNC_PUB via the validation process.

Reviewing Application Metadata

Managing the corporate metadata asset is an ongoing task. The Data Management Division at

DFAS-HQ/SD is responsible for ensuring development teams are not duplicating metadata. Two methods for managing this are:

1. The Data Management Division group will participate in logical design reviews to ensure all applications' metadata elements have been reviewed and approved. This review process not only provides a quality-control measure for the consistency and use of metadata elements but also acts as an educational tool to ensure the development team members are knowledgeable in the metadata available for use. It will also provide information about development teams that may have similar data requirements to the Data Management Division participants.

2. The Data Management Division group may consider it necessary to have individuals from their group review applications and provide a status back to the group.
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