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SOFTWARE CONFIGURATION MANAGEMENT PLAN

FOR

DFAS CORPORATE INFORMATION INFRASTRUCTURE
(DCII)

1.0 Introduction 

This document is the Software Configuration Management Plan (SCMP) for the DCII.  The DCII is a shared, integrated, JTA-compliant, standard information infrastructure for DFAS finance and accounting. The DCII is the objective information infrastructure supporting functional financial management requirements.

Background History.

The initial focus of DFAS, since its creation in 1991, has been operational and systems consolidation. The original 332 DoD accounting sites have been closed and work consolidated into 19 DFAS Operating Locations (OPLOCs). The number of DFAS finance and accounting systems have been reduced from 324 to 109 with a goal of 32 or fewer by 2003. To meet the challenges of the 21st Century, the Agency's focus must shift toward the integration of systems into a single, unified objective information infrastructure creating an efficient, shared information environment for DFAS finance and accounting based on the Defense    Information Infrastructure (DII). 

The DCII is the objective information Infrastructure for DFAS finance and accounting.  The DCII involves the establishment of the objective information infrastructure and evolution of the applications, data, computing, communications, and reengineering of migratory systems into the DCII.  The DCII includes a collection of common services, tools, procedures, applications, data, hardware and software platforms, standards, policies, communications facilities, and other integrated elements that enable DFAS to provide shared, integrated access to corporate information assets in a compliant, maintainable, and interoperable environment. 

Key elements of the DCII include: 

(1) Corporate applications that provide DFAS mission capabilities 

(2) The DFAS Corporate Database (DCD) that provides a central database in which all shared DoD financial data will be stored and maintained for on-line transaction processing

(3) The DFAS Corporate Warehouse (DCW) that is a central database used to populate Data Marts used in supporting on-line analytical processing.

(4) The DFAS Corporate Repository (DCR) that provides a central repository that contains development, maintenance, and operational support assets (e.g., tools, metadata, structured queries, program source files, reuse libraries) 

(5) Common support applications and shared infrastructure services build upon the DII Common Operating Environment (COE).  

1.1 Purpose 

The DCII SCMP specifies formal SCM policies and procedures.  It ensures that configuration management activities are planned; selected software work products are identified, controlled, and available; changes to identified software work products are controlled; and affected groups and individuals are informed of the status and content of the DCII software baselines.  The DCII SCMP provides detailed guidance for implementing software configuration management for DCII components.  The objectives of the DCII SCMP are as follows:

· Provide the depth of control required to control the DCII Configuration Items (CIs)
· Provide a common DCII baseline reference for all items to be controlled over the life of DCII components and reusable software

· Provide unity and clarification for approval officials who review and approve DCII baselines, resources, and development projects
· Provide a common nomenclature to help functional and technical managers verify that the approved DCII Product Baseline (PBL) is derived from and meets the requirements of the approved DCII Functional Baseline (FBL).  The DCII PBL will be built, developed and maintained from only approved DCII Allocated Baseline (ABL) components. The use of CIs from an approved ABL ensures DCII software quality and integrity of the product.

· Focus development and modification of DCII on DFAS mission and mission application priorities

· Ensure traceable DCII requirements and DCII product accountability

The final objective is to construct and implement the software configuration management system.  Various key processes and automated procedures will be prioritized and implemented to achieve this objective. 

1.2 Scope 

    1.2.1  Overview description of the DCII software development project.  This plan addresses the responsibilities, practices and activities for managing, controlling, and releasing approved DCII baselines.  It encompasses the identity and selection of DCII CIs; criteria for establishing baselines; definition of the configuration control process and operations; and the accumulation and reporting of configuration status information.  DCII Status accounting information is achieved through the DFAS standard Configuration Management Information System (CMIS) tool, which is used for System Change Request (SCR) processing from requirements, to disposition. The plan meets the intent of the DFAS 8000.1, Information Management Guidance. 

Functional Managers and Technical Managers of DFAS systems who use DCII software, shall have and maintain the SCM capabilities required to perform their assigned mission within the scope of this plan.  The scope of this plan is DCII specific.

    1.2.2  Identification of the DCII software CIs to which SCM will be applied.  All approved DCII software CI components are identified, engineered, maintained and stored in the Designer Repository and/or the Polytron Version Control System (PVCS) tool.  The DCII Configuration Control Board (CCB) approves all DCII CIs.  The DCII CIs are documented within the Configuration Change Order (CCO) section of an SCR within DCII CMIS.  A list of approved DCII software CI Types can be viewed in DCII CMIS within the Configuration Item Type Process.  A list of approved DCII software CI Names can be viewed in CMIS within the Configuration Item Process.  The DCII Standards documents establish the standards for DCII logical and physical objects developed and generated from the Oracle Designer CASE tool.  The DCII standards documents provide detailed analysis, design and build specifications for all DCII projects using Oracle Designer, in conjunction with working with the Standards Work Group.  The DCII standards documents are located at :  http://infoweb.dfas.mil/technology. The DCII Integration Team maintains the DCII Standards document.

    1.2.3  Identification of other software to be included as part of the plan (e.g., support or test software).  NOTE:  SEE DBA TEAM LEAD FOR COMPLETION/VERIFICATION OF THIS AREA
CMIS Status Accounting Tool

The DFAS Corporate Database (DCD) consists of: a relational database (RDBMS) supported by:

· ORACLE version 8.0 or higher.  

· Designer 2000  Ver 2.1.2

· SQL*Net

· SQL*Plus

· SQL*Loader

· SQL*Forms

· PL/SQL

· Oracle TOOLS

Web Server Requirements:

Oracle Web Server Ver 4.0.7 or higher

1.2.4 Relationship of SCM to the hardware or system configuration management activities for the project.  Any changes to the DCII hardware or system configuration is achieved through the DFAS Technology Architecture Review Board (TARB), as the DCII software development efforts are stringently linked to the ORACLE Designer and Developer suite of tools, CMIS, PVCS and their associated execution platforms.

Hardware Requirements:

· Open systems architecture preferably Hewlett Packard, Sun, or NCR.

· Operating system: -  Unix SVR4 most current version for the related system platform above.

· Interfaces: - TCP/IP, TELNET,FTP

· Disk space for Oracle database and Unix file systems space: Request 50 GB of Oracle database space and 50 GB of Unix file systems space on a Mid-Tier platform for the development of the DCD prototype. (See the attached spreadsheet estimates for space requirement that have been submitted with the New Business Request for DISA)

· Memory  minimum of 2GB

· Processors – minimum 6 processors

Client Requirements:

Hardware: 

Intel Pentium II 233 MHz or Greater (Intel Processor only) 

· Flash BIOS (Plug and Play configurable) 

· 512 KB L2 Cache 

· 32 MB RAM (expandable to 128 MB) 

· 4.0 Gig Hard disk or greater 

· EIDE, Fast ATA, SCSI2 or FAST WIDE-SCSI2 (with > 11 Mega bits per second transfer rate) 

· 4 Meg PCI Super VGA card (VRAM recommended) 

· 1600X1200 256 Colors 

· 1024x768 16.7M Colors 

· 10/100 Base T Network Interface Card Auto-sensing 

· NE2000 or 3Com (Check with LAN Support Team) 

· 2 Serial Ports 16550 UART Compatible 

· 1 Enhanced Parallel Port (ECP/EPP) 

· 3.5" 1.44MB Floppy Drive 

· PCMCIA Type IV Adapter/Reader: 

· Allows 2 Type II or 1 Type III Card 

· Case Type (See Note 1) 

· Full Tower 

· 4 External Half Height 5.25" 

· 3 Half Height 3.5" Bays (2 External & 1 Internal) 

· Desktop or Mini-Tower 

· 3 External Half Height 5.25" 

· 3 Half Height 3.5" Bays (2 External & 1 Internal) 

· PCI Bus 6 Total expansion slot (3 PCI Slots Minimum) 

· 200 watt Power Supply 

· 104 Keyboard 

· Mouse /Optional Trackball (3 Button recommended) 

· 17" Color Monitor 

· Viewable image area: 16 inches (diagonal) recommended 

· 1600x1200 Interlaced 

· 1280x1024 Non-Interlaced 

· < .28 dot pitch 

· > 72 Hz Refresh rate 

· Anti-Glare coating, Digital Controls 

· Low Radiation and EPA Energy Star Compliant 

· The system and all components must be certified to run DOS 6.22, Windows 3.11,

· Windows for Workgroups 3.11, Windows NT 4.0 or current version, Novell 4.x, and OS/2.

· All systems must be Year 2000 Compliant.

Note 1: The minimum number of drive bays can be changed based on the needs of the end user. Some systems do not contain the minimum of six bays. If you have no need for 5.25 in floppy drive the minimum number can be reduced to five bays (two internal and three external). If the five bay configuration is used there should be one 3.5 in and two 5.25 in external bays, as well as two 3.5 in or 5.25 in internal bays. 

Software:

· SQL*Net  Ver 2.3

· Designer 2000 Ver 2.1.2

· Developer 2000

· Oracle Forms  Ver 4.5

· Netscape Ver 3.0 

· Web Browser  Navigator 4.06

· Windows NT  Ver 4.0

    1.2.5  Degree of formality, depth of control, and portion of the SDLC for applying SCM on the DCD.  The entire DCII Software Development Life Cycle (SDLC) is placed under SCM processes, from acquisition to disposition phase.  The DCII Integrated Project Management Plan (PMP) identifies specified control points and required reviews and audits for the DCII project. The DCII Integrated Project Management Plan (PMP) is located at : K:\DCII-SHARED\PROJECT PLANS\DCII INTEGRATED MASTER PLAN.MPP.  The DCII TPO maintains the DCII Integrated PMP.

    1.2.6  Limitations such as time constraints, that apply to this plan.  There are no known limitations or time constraints to this plan.

    1.2.7  Assumptions that might have an impact on the cost, schedule, or ability to perform defined SCM activities (e.g., assumptions of the degree of customer participation in SCM activities or the availability of automated aids.  The focus of development and modification of DFAS systems is on DFAS mission and mission application priorities.  The ability of the DCII project to execute activities described in this plan is heavily dependent on how the external priorities are imposed on the DCII project to satisfy current DFAS missions and goals.  

1.3 Terms 

     1.3.1 Definitions 

Users of this plan should reference the DFAS and DCII Standards and Guidelines documents concerning DCII terms and definitions. 

1.4 References. 

DFAS 8000.1, Information Management Guide

DFAS System Development Scenario (SDS)

DFAS System Modification Scenario (SMS)

Configuration Management Information Management System (CMIS)

DCII Standards Document

DCII Integrated Project Management Plan (PMP)

DCII SQA Plan

IEEE Std, 828-1990, Standard for Configuration Management Plans

2.0 SCM Management. 

2.1 Organizational Authority and Responsibilities 

Authority for managing the DCII is vested in the DCII Architect, DCII Technical Architect, Functional and Technical Project Managers.  The SCM process involves many key individuals.  Below is a summary of these individuals and their responsibilities in the process. 

Program Management.  The DCII has a Program Manager.  The DCII Program Manager is the DCII Architect and responsible for approving all changes to the DCII baselines, and coordinating the DCII SDLC to include budgeting and scheduling. The DCII Program Manager completes or designates tasks to include: 

 Chair the DCII Configuration Control Board (CCB)

 Approve contract criteria. 

 Select hardware environment. 

 Select software tools and engineering approaches. 

 Develop project functional requirements, designs and specifications. 

 Establish review process for all project deliverables (See DCII Integrated

 Project Management Plan (PMP) and DCII SQA Plan

 Develops software, standards and practices (See DCII Standards

 and Guidelines document)

 Develops Test Plans (See DCII Integrated PMP).

 Coordinate with DCII SCM for configuration identification, source,

 document control, and product release and control. 

 Manage disposition and resolution of all project problem reports. 

 Review project problem reports for classification, status and approval. 

 Document releases and SCM processes. 

 Coordinate with DCII Release Management and SQA for software delivery. 

System Management.  The DCII has a Technical Architect to ensure that SCM is applied to the DCII throughout the SDLC, and includes coordinating integration of products amongst the system projects.  The DCII Technical Architect provides oversight of all technical groups.  The DCII Technical Architect works coordinates with the DCII Architect and Functional Managers regarding implementation of DCII requirements to the DCII baseline releases. 

Technical Project Officers (TPO).  The DCII is comprised of a TPO from each system segment of the DCII.  The TPO is responsible to the DCII Technical Architect to incorporate the above tasks at a detailed level, for the DCII SDLC.  These tasks include: 

 Review and submit DCII SCRs through the CMIS

 Manage software engineering and software integration testing activities.

 Coordinate with Repository Management, DBA, SQA, SCM, Testing and

 Release Management, to ensure change control and release processes are

 followed. 

 Develop/Maintain software using the approved DCII Integrated PMP

 Develop/Maintain software IAW DCII Standards and Guidelines document

 Develop and submit Application Release Checklists (ARC) for changes to the

 DCII PBL and forwards to the DCII Release Management Group for any

 baseline release. 

Database Group.  The database group is responsible for all DCII database management and administration activities.  The group works closely with all DCII technical groups regarding the software development efforts.  For a current description of the group's tasks and responsibilities contact the DBA Team Lead.
Testing Groups.  The testing groups consist of Development Unit Test (DUT), Systems Integration Test (SIT), Functional Validation Test (FVT), Enterprise Integration Test (EIT) and Operational Test and Evaluation (OT&E), and are responsible for all DCII test phases and activities.  The groups work closely with all DCII functional and technical groups. For a current description of the group's tasks and responsibilities contact the Team Lead of each test group. 
Software Engineers.  The DCII is comprised of government and contractor software engineers, who are responsible to the various TPOs.  Their tasks include:   
Use CMIS to generate System Change Requests (SCRs) for the DCII

Use the SDS and SMS procedures to development/maintain DCII software CI components.  Use the DCII Standards and Guidelines documents to develop and maintain the DCII baselines from approved software CIs maintained within the DCD repository.

Configuration Control Board (CCB).  The DCII Program Manager chairs the CCB, with representation from each system segment of the DCII.  The group is responsible for evaluating and approving/disapproving DCII SCRs as submitted to the CCB.  The CCB is conducted at the direction of the CCB Chair for Scheduled and Emergency Releases.  The CCB Chair is responsible for notifying DCII CM on every SCR release disposition so that DCII CMIS can display current status of the DCII release content.

Configuration Management Group The group is responsible for implementing SCM for the DCII, IAW this plan.  The group works closely with all DCII technical and functional areas.  The group is responsible for the day to day administration of DCII CMIS.  The group is responsible for maintenance of DCII SCRs within DCII CMIS.  The group is responsible for providing DCII Status Accounting regarding the DCII releases maintained within CMIS.  The group is responsible for updating SCR CCB Disposition and release assignment during/after DCII CCB meetings, and from CCB Chair electronic mail SCR approvals.  The group is responsible for participation in the DFAS CMIS Functional Requirements Reviews (FRRs), DFAS CMIS Software Acceptance Tests (SATs) and DFAS CMIS CCB meetings.  The group is responsible for conducting DCII Functional Configuration Audits (FCAs).  The group is responsible for conducting DCII Physical Configuration Audits (PCAs).

Repository Management Group. The Repository Management Group is responsible for all DCII repository management and administration activities.  The group works closely with all DCII functional and technical groups regarding the software development efforts.  For a current description of the group's tasks and responsibilities contact the Repository Manager Team Lead.
Release Management Group. The Release Management Group is responsible for all DCII release management activities.  The group works closely with all DCII technical groups regarding the software generation, software builds and software release.  For a current description of the group's tasks and responsibilities contact the Release Management Team Lead. 

Software Quality Assurance Group. The Software Quality Assurance (SQA) Group is responsible for conducting DCII SQA reviews and audits throughout the DCII Software Development Life Cycle (SDLC).  The group works closely with all DCII functional and technical groups regarding the SDLC process and activities.  For a current description of the group's tasks and responsibilities contact the SQA Team Lead.
2.2 Configuration Management Responsibilities 

DCII Configuration Management has the responsibility of recommending changes in practices and procedures that do not meet SCM process requirements.  General responsibilities include the following: 

     Configuration Identification

     Configuration Control 

     Configuration Status Accounting 

     Configuration Audits, e.g., FCA, PCA 

     Implementation and maintenance of the SCMP 

     CCB Membership

     Establishment, maintenance, and control of DCII Baselines 

     Technical Change Coordinator (TCC) of DCII CMIS

     DCII CMIS Administrator

2.3  SCM Activities.  SCM activities are grouped into four functions as defined below for the DCD project.   

     2.3.1 Configuration Identification 

Identification is applied to all critical software, both code and associated documentation (models, diagrams, specifications, design documents, program and procedure listings, plans, etc.).  Configuration Identification is controlled through use of the DCII CMIS for documenting the releases and the CIs that comprise the releases.  DCD Repository and PVCS is where DCII CIs are stored, developed, and maintained. The DCII Standards and Guidelines document governs the identification of the DCII CIs.  DCII CIs are approved by the CCB.  

        2.3.1.1  Identifying Configuration Items.  The DCII Integrated Project Management Plan (PMP) contains the required events, which create and maintain the DCII baselines.  The Configuration Change Order (CCO) section of the SCR is used to identify DCII CIs.  The DCII CCB is the approval authority for adding or changing baseline CIs.  All DCII CI Types are listed within DCII CMIS.

        2.3.1.2  Naming Configuration Items.  The DCII Standards and Guidelines document governs the naming of the DCII CIs during software design and development phases.  The CIs are located within the DCD Repository.  PVCS Version Manager is used by DCII Release Management Group for naming controlled versions for the purposes of storage, retrieval, tracking reproduction and distribution.

        2.3.1.3  Acquiring Configuration Items.  DCII Release Management controls access to baseline repository and PVCS objects.  Requests for access to controlled objects is via email requests using a standard request format.  Each request is verified against a CCB approved SCR prior to releasing the objects.

    2.3.2  Configuration Control.  The DCII CMIS is used to document the control of changes to baselined CIs.  Changes encompass those as identified in the DFAS 8000.1 Information Management Guide, for processing SCRs within CMIS.  Types of changes are those for Emergency, Mandatory, Policy, Migration, Enhancement, Technical, and Maintenance.  The DCD Repository is used to control access to DCII logical CIs as well as ORACLE Designer generated physical CIs.  The PVCS Version Manager is used to control access to versions of DCII physical CIs using Release Management processes and procedures.

        2.3.2.1  Requesting Changes. The DCII CMIS is used to document any System Change Request (SCR) to base lined CIs.  The information required to document the request is in the form of an SCR within CMIS.  Priorities are established for the SCRs, through assignment of an SCR category, as identified in section 2.3.2 above.  Emails are sent from requesting organizations to DCII Release Management to request changes to DCII baselined CIs.  DCII Release Management verifies the email request against the SCR contained in DCII CMIS to determine if the SCR has been approved prior to processing the request.  All requests must map to an approved SCR in DCII CMIS.  During test phases, the Test Discrepancy Report (TDR) is used in lieu of the approved SCR to process requests.  TDRs should be associated with approved SCRs.

        2.3.2.2  Evaluating Changes. The DCII CCB evaluates all DCII SCRs.  Changes encompass those as identified in the DFAS 8000.1 Information Management Guide, for processing SCRs within CMIS.  Types of changes are those for Emergency, Mandatory, Policy, Migration, Enhancement, Technical, and Maintenance.  Functional and Technical personnel analyze the SCRs from within CMIS and identify reject or approved, re-write, etc., after analyzing the SCR.  The results of functional and technical analysis are maintained within DCII CMIS on the SCR.  The DCII CCB is the approval authority for changes to baselined CIs.  Changes are evaluated according to their effect on the release deliverable and their impact on DCII project resources.

        2.3.2.3  Approving or Disapproving Changes.  There is one level of CCB for the DCII.  The CCB Chair for functional changes is the DCII Functional Project Manager (FPO).  The CCB Chair for technical changes is the DCII TPO.  The CCB is comprised of Functional and Technical project officers who represent the DCII system segments, e.g., CEFT, CSF, FICS, DPPS. DSDS, NSOA, Suspense, GET/BACC, SGL, etc.  The DCII CCB is the approval authority for changes to all DCII baselines.  SCR dispositions are obtained through the execution of the DCII CCB, or via email approval from a CCB Chair.   The DCII CCB meets Bi-weekly or as required.

        2.3.2.4  Implementing Changes.  The DCII defined software process for implementing changes is IAW with the DFAS SDS/SMS, and DCII Integrated Project Management Plan (PMP).  The DCII Integrated PMP specifies required reviews/control points during the software engineering and software release to DCII baselines.  The Release Management group is responsible for releases to the DCII approved baselines.  The Release Management Group, SCM Group, Repository Management Group, Software Engineers, Testing Groups, Database Group and TPOs work very closely during software engineering, testing and release of new DCII baselines.  
    2.3.3 Configuration Status Accounting.  DCII Configuration Status Accounting is achieved through use of DCII CMIS.  DCII CMIS is used by the DCII project to process and track DCII SCRs.  CMIS is used to provide status accounting of the SCRs and the release to which they have been assigned.  A spreadsheet is maintained by DCII CM to provide a tabular view of the SCRs and the releases to which they are assigned.  The spreadsheet is posted to the DCII Weekly Bulletin each Friday.  The DCII Integrated PMP is maintained by the DCII TPO and reflects current DCII releases being worked and specified SDLC review and control points.  DCII CM sends out email notices at any time an SCR receives release disposition.

    2.3.4  Configuration Audits and Reviews.  The DCII configuration audits and reviews will consist of a Functional Configuration Audit (FCA) and Physical Configuration Audit (PCA), prior to each release.  The FCA and PCA formerly establish DCII baselines.  DCII Configuration Management conducts the audits.

    2.3.5   Interface Control  Interface control activities coordinate changes to interfacing items outside the scope of this plan.  Hardware, system software and support software, as well as other projects and deliverables should be examined for potential interfacing effects on the DCII project.  Interface control is handled in the same manner as other types of hardware, software, and documentation control. The DCII Architect and DCII Technical Architect are the final authority for approving or disapproving changes to DCII interfaces.   

    2.3.6  Subcontractor/Vendor Control.  Subcontractor/vendor control activities incorporate items developed outside the DCII project environment into the DCII environment.  There are no known CIs developed outside of the DCII environment.

2.4  SCM Schedules.  SCM activities that are related to the DCII Integrated PMP schedules are the BI-weekly CCBs, FCA and PCA for each scheduled release.  The DFAS 8000.1, Information Management Guide, requires that a FCA and PCA be conducted prior to releasing any new DFAS Product Baselines.

2.5 SCM Resources.  

DCII Configuration Identification.  Is accomplished through use of the ORACLE Designer Repository, and the PVCS Version Manager, where CIs are identified, engineered, stored, controlled and archived.  The Designer Repository and PVCS Version Manager are key components of the DCII configuration.  All DCII project personnel need to be familiar with ORACLE Designer terminology and should be trained in Oracle Designer First Class.

DCII Configuration Control.  Is achieved through use of the SDS, SMS, DCII PMP, ORACLE Designer Suite of Tools, PVCS, and CMIS.  All personnel on this project should become familiar with the SDS, SMS, ORACLE Designer, CMIS, and DCII Standards and Guidelines document.  Software Engineers must be skilled in the use of ORACLE Developer.

DCII Configuration Status Accounting.  Is achieved through required reviews and control points as specified in the DCII PMP.  DCII CMIS contains all pending and approved SCRs.  CCB Disposition notices are emailed to the project anytime a release content is changed.  

DCII Configuration Audits and Reviews.  Is achieved through implementation of required reviews and control points as specified in the DCII PMP, and this plan. 
2.6  SCM Plan Maintenance.  The DCII SCMP is an identified CI and should be maintained IAW procedures/guides used to maintain other DCII controlled documentation.  The DCII Program Manager, DCII Technical Architect, Configuration Manager, DCII FPOs and TPOs are responsible for monitoring and approving the SCMP.  Updates to the DCII SCMP will occur as necessary to reflect current SDLC activities, resources and tools.  The DCII Software Configuration Manager, at the direction of the senior management staff, makes changes to the plan. The SCMP should be reviewed at the start of each project's software phase, changed accordingly, and approved and made available to the DCII project members.

2.7  Records Collection and Retention.  Records collection and retention are maintained IAW DFAS standards.
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