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INTRODUCTION

Scope
This handbook outlines the roles and responsibilities of the technical staff within the Defense Finance and Accounting Service (DFAS) Corporate Information Infrastructure (DCII) as applicable to the DFAS Corporate Database (DCD) and DFAS Corporate Warehouse (DCW) projects. It contains definitions of the processes and details the procedures used by the DCII staff to manage, define, design, develop, modify, control, test, and assure quality of the DCII Enterprise.

SLC Reference

Throughout this document, references to the System Life Cycle (SLC) will appear in shaded boxes.  These references are intended to communicate the DFAS standards for systems development, and to allow the user to compare the standard to the current practice.

The DFAS standard tasks for the functions outlined in this handbook are contained in the Develop, Purchase/Customize/Integrate, and System Development activities of the SLC.

Audience
The handbook is a training and reference document for all DCII technical staff members.  Supervisors will ensure training and understanding of this handbook for all DCII project personnel.

In this section


Topic
See Page

DCII OVERVIEW
2

ORGANIZATION
7

TOOLS
8

 DCII OVERVIEW

Purpose
This section of the DCII Software Engineering Handbook gives an overview of the DCII, including:

 SYMBOL 183 \f "Symbol" \s 10 \h 
Background

 SYMBOL 183 \f "Symbol" \s 10 \h 
Objectives

 SYMBOL 183 \f "Symbol" \s 10 \h 
Application Types

It is intended to provide high-level information about how the DCII came into being and the high-level business and objectives of the project.

Continued on next page

DCII OVERVIEW, Continued

Background
DFAS was activated in 1991 as the primary organization within Department of Defense (DoD) responsible for performing finance and accounting functions.  Its goal is to streamline and standardize finance and accounting policies, systems, and operations for the Department.  DFAS established a stable operating environment for the development, hosting, and support of DFAS mission-specific systems and applications known as the DFAS Common Operating Environment (COE).  The DCII was created to unify all DoD systems through a common environment in accordance with the FFMIA (Federal Financial Management Improvement Act) that mandated that agencies implement and maintain systems that comply with Federal financial systems requirements and accounting standards.

The DCD and DCW were created to fulfill the requirements set forth by the FFMIA.  The initial focus of DFAS was to consolidate operations and reduce the number of unique finance and accounting systems that were in use at the time.  Thus far, the number of systems has been reduced from 324 to 83.  It is intended that by the year 2005 the remaining 83 be reduced further to 30 systems or less. The primary goal of the DCII is to successfully integrate these systems.

The DFAS Corporate Repository (DCR) is a centrally managed repository for DFAS corporate tools, models, applications, and reusable software modules to support DCII requirement definition, design, development, integration, test, and maintenance. 

The development and implementation of the DCII is an enormous task. The DCII is one of the largest finance and accounting systems in the world, and as such many different teams within DFAS are involved. The DCII Engineering Directorate, within the DFAS Technology Services Organization’s (TSO) Infrastructure Services Organization (ISO), is responsible for coordinating the design, development, integration, and testing of the application and its conversion systems as designated in the DFAS Financial Systems Strategic

Plan. The plan is on the web at: http://www.dfas.mil/library/dassp.pdf.

Continued on next page

DCII OVERVIEW, Continued

Objectives
The DCII objectives are to provide:


· Satisfaction of evolving user information needs


· The infrastructure to implement finance and accounting standard business practices


· Full interoperability among DFAS financial management systems 


· Full interoperability among applicable non-DFAS financial management systems


· Standard tools for the development and maintenance of DFAS systems


· A DFAS operating environment compliant with the Defense Information Infrastructure (DII) COE, Joint Technical Architecture (JTA), and DoD data standards


· An environment conducive to leveraging COTS products


· Rapid technology insertion


· Increased availability of information for decision making


· Reduced systems development and operation costs


· Increased information sharing, quality, and protection


· The enabling of Chief Financial Officer (CFO)-compliant finance and accounting business processes

Continued on next page

DCII OVERVIEW, Continued

Application Types
The DCII infrastructure includes or accommodates all DFAS applications.  It does not specify any of the applications themselves.  Instead, it addresses general required capabilities for integrating classes of applications into the infrastructure and specifies required programmatic constraints that restrict or define aspects of classes of applications.

All DFAS applications, other than common support applications, are assigned to one of three groups, depending on whether they are compliant to DCII requirements and whether they are able to interchange standard data with the DCII through some interoperability service. It is important to note that during their lifetimes applications may be different types at different times, according to their migration path. An application could start out as a Type I, then evolve to a Type II, and finally become a Type III.

If a DFAS application is compliant at the mandatory level with the end-state DCII specifications, it is denoted a Type III application. Example applications that might be Type III are pre-existing DFAS applications (e.g., GAFS-R) that have been modified to be fully compliant to DCII requirements, and newly developed applications that are built to be fully compliant from the start.

If not compliant with DCII end-state requirements, an application is either a Type I or Type II.  If the application exchanges standard transactional data with the DCII, it is defined to be Type II.  Examples of Type II applications include: partially migrated pre-existing applications whose transactional data are interchanged with standard transactional data in the DCII, COTS and GOTS products whose transactional data are exchanged with the DCII, and interim applications developed to maintain non-standard transactional data under DCII management until fully migrated into the DCD.

Finally, if a non-compliant application exchanges non-standard transactional data with the DCII, it is defined as Type I.  Type I applications can be anything from a completely isolated, proprietary DFAS application that is not interfaced to the DCII in any way, to an application that is interfaced to the DCII and exchanges analysis and reporting data with the DCII. For example, Type I applications can include legacy DFAS applications, migrating applications, COTS and GOTS applications, or any other non-compliant DFAS applications that exchange non-standard transactional data with the DCII.

Continued on next page

DCII OVERVIEW, Continued

Application Types (Continued)
See the chart below for a representation of the various application types.
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ORGANIZATION

Definition
DFAS provides management control and coordination within DoD and has overall responsibility for interpretation and application, on a DoD-wide basis, of standard policies, procedures, and business practices.  DCII is responsible for publishing these standard policies, procedures, and business practices for the development, maintenance, and support of the DCD and DCW.  DCII also develops and monitors the overall program acquisition strategy, coordinates procurements, and monitors contractor activities as appropriate.

The DCII Program Manager, Bruce Johnson, has established the program scope and management structure and is responsible for establishing milestones, objectives, and implementation schedules for the DCD/DCW.  The ISO provides the technical requirements for the standard system and is responsible for analyzing, evaluating, and impacting development requests and change requests for the DCD/DCW.

Teams currently working on the DCII are geographically dispersed.  The site TSOs involved in the development and implementation are located in Indianapolis, IN, Pensacola, FL, Kansas City, MO, and Columbus, OH. The ISO has the Common Service Functions (CSF) team in Indianapolis as well as the Integration Team and the support functions for release management, configuration management, repository management, software quality assurance, and database management.  The DCW is also being developed and maintained by the ISO.  Project planning and tracking and test discrepancy reporting incident tracking and support issues are also handled within the ISO.

Org Charts
An organization chart of the DCII Engineering Directorate is maintained and available on the DCII-Shared drive in the Administrative directory, or through the DCII Software Engineering Portal.

Site 

Points

Of

Contact 
A Technical Project Officer (TPO) contact list contains contact information for the various site TPOs and their alternates.  It is available on the DCII-Shared drive in the Administrative directory, or through the DCII Software Engineering Portal.  

TOOLS

Overview
Numerous tools are used on the DCII Project.  The most important tools are listed below.


From the Oracle Suite: 


Database


Application Server


Forms Server


Oracle Designer



Requirements Definition



Design




Development



Reports


Oracle Developer



Development (very limited)



Forms Runtime

PL/SQL - Procedural Language/Standard Query Language 

OnNet Host Suite -  the File Transfer Protocol (FTP)

UNIX – Development of Shell Scripts

CMIS – Configuration Management Information System 

Used to document System Change Requests and Test Discrepancy Reports, and to record the results of CCB meetings

PVCS – Polytron Version Control System 


Source Control software

DCII AR System – REMEDY


Production Problem Trouble Report (PTR) systems

Oracle Designer Web Assistant (ODWA)

WEB tool that sits on top of a copy of the DCD Repository for DCD applications.  Uses the links in the Repository to navigate between objects.  Allows view of Repository objects for easy analysis.  No Oracle Designer License required.

INTEGRATED PROJECT MANAGEMENT

Scope
Integrated Project Management describes the activities for managing the DCII project as an integrated project across dispersed locations. 

Audience
This section is primarily geared toward those with project management responsibilities.

In this section


Topic
See Page

PROJECT PLANNING
10

PROJECT TRACKING
12

STAFFING
13

DOCUMENTATION AND COMMUNICATION
14

PROJECT PLANNING

Software Development

Life

Cycle
To best understand the dividing line between integration-level and site responsibility for various life cycle activities, see the DCII Integration Software Engineering Life Cycle chart.

Tasks above the horizontal line are integration or functional responsibility, while tasks below the line are site responsibility.

Project

Plan
The DCII requires all sites to provide a project plan (also known as a Work Breakdown Structure, or WBS) showing the status of work assigned to that site.  This is managed through the Collaborative Engineering Work Environment, described below in “Documentation and Communication”.

SLC Reference

The DFAS standard format for the SDP is defined in the SLC task which supports integrated project management.  This task is:

· Prepare Software Development Plan

Configuration

Control

Board

(CCB)
The DCII periodically holds CCB meetings to approve SCRs for a release.  The CCB and its responsibilities are defined in the DCII Software Configuration Management Plan.  E-mail approval from the DCII Program Manager frequently supersedes CCB meetings.

SLC Reference

The DFAS standard format for the Configuration Management Plan and the tasks that support CCB operation are in the SLC.  Those tasks are:

· Determine Release Content 

· Manage System Changes

Continued on next page

PROJECT PLANNING, Continued

Integrated Functional Requirements Review

(IFRR)
IFRRs are performed for each release after functional analysis to turn the requirements over to the technical community.  The IFRR process is described in the DCD/DCW SQA Plan.

SLC Reference

The SLC task which supports this requirement is Perform System Requirements Review.  The DFAS standard formats for reviews are referenced in this task.

Integrated

Critical

Design

Review

(ICDR)
ICDRs are held at the completion of the design phase of a release.  It is the final review of the technical design prior to commencement of coding.  The ICDR process is described in the DCD/DCW SQA Plan.

SLC Reference

The SLC task which supports this requirement is Perform Development Cycle Review.  The DFAS standard formats for reviews are referenced in this task.

PROJECT TRACKING


This section on Project Tracking will be written for a future release of the Software Engineering Handbook.

SLC Reference

The SLC tasks which support Project Tracking are:

· Support Development Integrated Product Teams 

· Coordinate Technical Integration 

STAFFING


This section on Staffing will be written for a future release of the Software Engineering Handbook.

SLC Reference

The SLC tasks which support Staffing are:  

· Estimate Life Cycle Resources
· Support Development Integrated Product Teams

DOCUMENTATION AND COMMUNICATION

Process

Asset

Library

(PAL)
The Process Asset Library (PAL) is a repository of artifacts related to the software development process.  This library contains policies, standards, guidelines, templates, and sample products for use by software engineers and managers involved in software development.  It is an on-line library for use by DFAS personnel.  It is located on the web at:

 http://www.dfas.mil/technology/pal/ 

TPO

Meetings
The DCII TPO leads a bi-weekly TPO teleconference to discuss and track overall status and issues.  This meeting covers all levels of project planning, tracking, design, development, deployment, and test coordination issues. Current critical problems and risks are discussed.  Action items from the previous meeting are discussed. New action items are assigned for follow up the next meeting. The Action Items List is published and mailed directly to each attendee directly following the TPO meeting. Prior to each meeting, an agenda is published and mailed to each expected attendee or responsible person. Current DCD/DCW issues and technical activities are discussed and tracked to completion.

Agendas and minutes are available on the DCII-Shared drive in the Integration\TPO Tech Meetings directory.

Standards Working Group

(SWG)
The SWG is responsible for the review, approval, and publishing of DCII standards, guidelines, and procedures.  The group is made up of widely- dispersed DCII staff members who meet regularly to address issues and evaluate proposed change topics or new submissions.  Approved standards are published on the DFAS PAL at

http://www.dfas.mil/technology/pal/sestds/, while draft standards are published in the DFAS PAL Suggestion Box at

http://www.dfas.mil/technology/pal/sugg-box/. The group reinforces the use of the approved documents by providing orientation and training on these standards, guidelines, and procedures for all software engineers.

Continued on next page

DOCUMENTATION AND COMMUNICATION, Continued

DCII

Update

Bulletin
Every week a DCII Update Bulletin is sent out from Release Management to the ISO-DCII-Contacts mail list.  Every person on the project has write access to the draft bulletin when it is in the work-file on the DCII-Shared drive in the Bulletins\Work_file directory.  Information from all of the DCII teams is solicited and welcomed.  Prior bulletins are also available on the DCII-Shared drive in the Bulletins\Sent directory.

DCII

Lessons

Learned/

Technical

Tips
DCII lessons learned are documented on the PAL under DFAS/DCII Standards and Guidelines, Other, DCII Lessons Learned/Technical Tips. If you have lessons learned that can benefit others, please document them and submit them using the lessons learned input form found on the PAL at the link above. 



ISO-DCII-CONTACTS Distribution

List
This distribution list is used to send out the weekly bulletin and broadcast messages that need widest dissemination to everyone working on the DCII project, including all technical and functional personnel.

To be included on this list, send an email to the DCII-Release Manager.

Continued on next page

DOCUMENTATION AND COMMUNICATION, Continued

DCII-SHARED Drive
The DCII-Shared drive is used as a repository for all DCII information that needs to be shared among the various teams and sites supporting the project.  It can be found at Iso-fs-n-1\Data\dcii-shared. Procedures, past bulletins, test scripts, test plans, Common Service Function templates, the DCII Overview presentation, DCII documentation, and much more are maintained on the DCII-Shared drive.

To obtain access to the DCII-Shared drive, an Access Request Form listing the user’s Context ID is required.  Team members will obtain the Access Request Form by contacting their project Team Lead, who will obtain it from the PAL.

For access to all TESTING subdirectories only, send the request to FPE-DCII-SIT-TEST-MGR. All other requests for access to the DCII Shared drive are requested through DCII-Release Manager.

DCII

Software Engineering

Portal
The DCII Software Engineering Portal is a user friendly "front end" to the DCII Shared Drive and other locations that contain documents and information important to the DCII technical community. The Portal provides an alphabetical index and various "views" of DCII documents and information so that DCII team members can quickly locate them. The Portal is maintained by DCII Release Management, and can be accessed from the DCII Shared Drive by clicking on Shared_Drive_Index.htm.

Collaborative

Work

Environment

(CWE)
The CWE is a web site where all DCII projects will maintain their project plans.  The CWE is physically located on a Citrix server in Arlington, VA at https://www.dcii.bmpcoe.org.  A user ID and password are required to access this site.

INTEGRATED DEVELOPMENT

Scope
Integrated Development describes the activities performed by the various groups that make up the DCII project.

Audience
This section is primarily geared toward developers, but will be of interest to anyone looking for an understanding of the many groups that work together under the DCII umbrella.

In this section


Topic
See Page
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18
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19
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35
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36
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REPOSITORY MANAGEMENT
40

SOFTWARE QUALITY ASSURANCE
41

PRODUCTION SUPPORT OFFICE (PSO)
45

DATABASE ADMINISTRATION
46

FUNCTIONAL PROPONENT

Functional Overview
Functional staff are responsible for taking user requirements and performing the functional analysis to define a System Change Request (SCR) in CMIS.  Developers review SCR requirements with the functionals and work with the functionals on any questions or issues related to the SCR. 

Data Management Overview
The goal of the DFAS data administration program is the use and reuse of data standards throughout DFAS in support of the information systems requirements definition, design and development; data sharing; interoperability; system integration; business process improvements; and information technology architecture. This enterprise level functional program supports the DCII.

The Information Technology Management Reform Act (ITMRA) of 1996 assigned each Agency’s Chief Information Officer (CIO) the responsibility of developing, maintaining, and facilitating the implementation of a sound and integrated Information Technology (IT) architecture. The Office of the Secretary of Defense (OSD) has defined three types of IT architectures: operational, systems, and technical. The DoD Finance and Accounting Model (DFAM) is comprised of two parts: the DoD Finance and Accounting Data Model (DFADM) and the DFAS Finance and Accounting Process Model (DFAPM) (also known as the function or activity model). The DFAM is one of the Agency’s mechanisms used in the operational architecture by framing, structuring, and defining the functional processes and information uses required to achieve the DFAS mission articulated in the vision, goals, concept, and planning documents.

TECHNICAL PROPONENT

Overview
This section of the handbook describes the various phases of software development where the developer has the most involvement.  It provides many of the resources that developers need to do their work.

Audience
This section of the handbook is geared toward the developer.

In this section


Topic
See Page

REQUIREMENTS DEFINITION AND ANALYSIS PHASE
20

TECHNICAL DESIGN PHASE 
24

CODING PHASE 
27

TESTING PHASE 
30

REQUIREMENTS DEFINITION AND ANALYSIS PHASE 

Overview
This section of the handbook describes many of the activities performed by the developer in the requirements definition and analysis phase of the software development life cycle.

Audience
This section of the handbook is geared toward the developer.

In this section


Topic
See Page

Writing a Technical SCR
20

SCR ROM Estimate
21

Requirements Review and Acceptance (RRA)
21

SCR Estimate
22

SQA Functional Scripts
22

Integrated Functional Requirements Review (IFRR)
23

Writing

a

Technical

SCR
Developers will write technical SCRs when technical requirements must be incorporated into a release.  Some examples include:

· code modifications due to software upgrades 

· code modifications needed to enhance performance

Reference the DCII SCR Prep Guide from the PAL when writing a technical SCR. 

SLC Reference

The SLC task which supports this requirement is Define Technical Change Requirements.

Continued on next page

REQUIREMENTS DEFINITION AND ANALYSIS PHASE, Continued

SCR

ROM

Estimate
Rough-order of magnitude (ROM) estimates are done at the SCR level using the DCII Estimating Process, located on the PAL under DCII Procedures, Project Management. Each SCR is required to have a CI containing the ROM.  When inputting the ROM on an SCR, be sure to identify the ROM on the parent SCR only.  All ROMs are specified within the CI Type of RR. 

SLC Reference

The SLC tasks supporting this requirement are: 

· Perform Release Impact Analysis 

· Perform Change Impact Analysis

Requirements Review

and

Acceptance (RRA)
Requirements Review and Acceptance (RRA) meetings are conducted with a team of functional and technical personnel to review each SCR to be sure requirements are clearly defined and understood. One or more reviews may be held, depending on the complexity of the requirements or solutions to each SCR.  An RRA checklist is used to document and execute the meeting.

The RRA process is intended to be an absolute transition of requirements from the functionals to the developers. Developers are to thoroughly understand an SCR before signing off on the RRA. When the RRA is complete, the SCR will be forwarded to CM and locked. If there is a change, the RRA will be re-opened.

Continued on next page

REQUIREMENTS DEFINITION AND ANALYSIS PHASE, Continued

SCR

Estimate
When SCR analysis and the RRA are complete a better estimate can be generated. Formal estimates are done at the SCR level using the DCII Estimating Process, located on the PAL under DCII Procedures, Project Management. Within this document is a link to the Estimate Template, which is a spreadsheet used to create estimates.
As all CI hours are summarized in the "staff hours" field on the Configuration tab of the SCR, the hours for ROM will always be subtracted out when totaling estimated hours to avoid double counts. 

SLC Reference

The SLC tasks supporting this requirement are: 

· Perform Release Impact Analysis 

· Perform Change Impact Analysis

SQA Functional Scripts
SQA Functional Scripts are executed against the FUNC_PUB Application by DCD/DCW SQA prior to the Integrated Functional Requirements Review (see below). See the section on SQA Scripts under Software Quality Assurance later in this document.

Continued on next page

REQUIREMENTS DEFINITION AND ANALYSIS PHASE, Continued

Integrated Functional Requirements Review

(IFRR)
When it becomes clear which SCRs will be included in a release, a formal Integrated Functional Requirements Review (IFRR) is held to turn the requirements over to the technical community for design and development.  The IFRR is a type of integration review, which is a release-level review addressing all applications that contribute to a given DCII release.

Prior to the IFRR, the DCD Program Manager provides a complete list of all logical objects that define the release requirements to the DCII Integration Team and the DCII TPO for review, approval and Copy Request Initiation.  The objects include entities, domains, and business functions that represent all changed, new, or deleted requirements for a given release. The objects, once reviewed, get copied from FUNC_PUB to Baseline_DEV by the Repository Manager.

Developers have no specific responsibilities in preparation for IFRRs.  However, they should attend the IFRR to provide input into the review process.  IFRRs are conducted according to the IFRR process in the DCD/DCW SQA Plan.

After the IFRR, the technical community commences with the design of the release requirements in the Repository.

SLC Reference

The SLC task which supports the IFRR is Perform System Requirements Review. The DFAS standard formats for reviews are referenced in this task.

TECHNICAL DESIGN PHASE 

Overview
This section of the handbook describes many of the activities performed by the developer in the technical design phase of the software development life cycle.

SLC Reference

The DFAS standard tasks for these functions are contained in the System Architecture Design and System Development activities of the SLC.

Audience
This section of the handbook is geared toward the developer.

In this section


Topic
See Page

Design Standards
24

SQA Design Scripts
24

Design Peer Review
25

Critical Design Review (CDR)
25

Configuration Change Orders (CCOs)
26

Integrated Critical Design Review (ICDR)
26

Design Standards
Requirements are transformed per the following standards:

 SYMBOL 183 \f "Symbol" \s 10 \h 
DCII Design and Development Standards:

http://www.dfas.mil/technology/pal/sestds/Standards4.pdf 

 SYMBOL 183 \f "Symbol" \s 10 \h 
DCII Oracle Form and Report Development Standards for Designer and Web Server Generation:

http://www.dfas.mil/technology/pal/sestds/form_rpt_stds.pdf 

SQA

Design

Scripts
After the technical design has been documented, the developer runs SQA Design Scripts to check for conformance to standards.  These scripts will be executed by DCD/DCW SQA prior to the ICDR, but it is recommended that the developer run the scripts prior to the design peer review. See the section on SQA Scripts under Software Quality Assurance later in this document.

Continued on next page

TECHNICAL DESIGN PHASE, Continued

Design

Peer

Review
After the developer has completed the technical design, the developer arranges for a peer review of the design according to the DCII Peer Review Guidelines.

The DCII Corporate and Application DBAs and DCII Integration Team will be invited to all design meetings to provide guidance on issues involving database design.

SLC Reference

The SLC tasks which support this requirement are:  

· Perform Application Development
· Perform Application Modification

Critical

Design

Review

(CDR)
The Critical Design Review (CDR) is held after the completion of the design peer review.  It is scheduled by the technical staff responsible for the SCR.  During the CDR, the developer presents the detailed technical proposal to the software engineering group responsible for the components and processes identified in the proposed solution.  Functional personnel are also invited to review the proposed design.  The group has an opportunity to review and comment on the proposed technical solution and finalize the items requiring change.  If the analysis and design for the specific requirement are accurate and complete, the SCR is forwarded in CMIS to all Action Managers for final impacting.

The following personnel are invited to all CDRs:

· Developers

· Functional proponent

· DCII Corporate and Application DBAs (for database design issues)

· Local SQA

SLC Reference

The SLC task supporting Critical Design Review is:  

· Perform Development Cycle Review

Continued on next page

TECHNICAL DESIGN PHASE, Continued

Configuration

Change

Orders

(CCOs)
A CCO is the element within a System Change Request (SCR) used to identify objects which are part of a DCII application's software baseline.  A CCO can identify one or many Configuration Items (CIs), logical or physical.  A CI is the lowest level of object maintained within the DCII software baselines.  The CCO identifies the type of the object, the name of the object, the number of hours it takes to implement the change, and the name of the individual who will be making the changes to the objects. CCOs are attached to the SCR in CMIS.

Review the CCO Tab in CMIS to make sure that the CIs and estimated hours information are current with the design.

Integrated Critical

Design

Review

(ICDR)
The ICDR is held to review and evaluate design information for the core (shared) items in a release.  In the ICDR, the developer gives a presentation of the SCR design.

For more details on the ICDR, see the ICDR Process in the DCD/DCW SQA Plan.

SLC Reference

The SLC task which supports this requirement is Perform Development Cycle Review.  The DFAS standard formats for reviews are referenced in this task.

CODING PHASE 

Overview
This section of the handbook describes many of the activities performed by the developer in the coding phase of the software development life cycle.

SLC Reference

The DFAS standard tasks for these functions are contained in the System Development activity of the SLC.

Audience
This section of the handbook is geared toward the developer.

In this section


Topic
See Page

Check-out Objects
27

Table API
28

Development Standards
28

Performance Tuning
28

Unit Testing
29

SQA Scripts
29

Code Peer Review
29

Check

out

objects
In order to work on an object, developers must check them out from release management using the RM Object Request Template.  Instructions are in the Corporate Application RM Procedures.  These documents are in the PAL at http://www.dfas.mil/technology/pal/dcii/dcii-procedures/ under Release Management.

The Configuration Change Order, on approved SCRs ONLY, is the authorization for the project to make changes to the baselines.  When the Release Manager receives requests for objects, CMIS is checked to see if the SCR has been CCB-approved, and if the object of the request is identified on the SCR.  Any SCRs which do not have the CIs identified on an approved SCR are not processed by the Release Manager.

Continued on next page

CODING PHASE, Continued

Table 

API
The DCII Table Application Programming Interface (API) reviews each table and only creates triggers as necessary for the actual features of the table.  Its use is documented in the DCII Table API Procedure, available from the DCII Software Engineering Portal.  It should be used when a Table API is required on a table, indicated by a Y in the user-defined field “Generate API?” in Oracle Designer.  This is necessary each time the table is built in a particular environment (e.g. development, testing).

Development Standards
Developers are responsible for the programming changes or development of new objects to accommodate the technical design documented in an SCR.  Specific standards for development using the Oracle Designer toolset are found at http://www.dfas.mil/technology/pal/sestds/ 

Standards and instructions for web-enabled forms and reports are documented on the PAL under DCII Standards and Guidelines, DCII Development Standards and Guidelines. These include important information on how to publish designer/developer forms or reports to the DCII development environment, and how to web-enable DCII client forms. See the DCII Web-Enabled Forms and Reports Developer Instructions and Overview and the Web-Enabled Forms Developer's Supplement. 

There are numerous geographically dispersed development staff that must work together as one team to develop an integrated system.  Adherence to standards and the involvement of the DCII Integration team and application DBAs are critical to the success of a release.

Performance Tuning
A TKPROF utility is used for SQL performance tuning in Oracle packages and forms.  The TKPROF Utility Procedure is available via the DCII Software Engineering Portal.

Unit

Testing
Unit and module testing is performed in the application’s Integrated development Environment (IDE) by the application’s developers. Unit testing is performed to validate that the unit satisfies its functional specification and the implementation structure matches the intended design structure.  Module testing consists of units integrated into a module that performs a specific business function.

Once the developer is satisfied with the results of unit testing, objects are migrated into the Demonstrated Unit Test (DUT) where integration testing can begin. The DUT is an environment available to developers where initial integration testing can be performed.

SLC Reference

The SLC tasks which support this requirement are: 

· Perform Application Development
· Perform Application Modification

SQA

Code

Scripts
After the code has been unit-tested, the developer runs SQA Scripts to check for conformance to standards. DCD/DCW SQA will also execute these scripts, but it is recommended that the developer run the scripts prior to the code peer review.  See the section on SQA Scripts under Software Quality Assurance later in this document.

Code

Peer
Review
After coding is complete and SQA scripts have been executed, a peer review is held by the Integration Team according to the DCII Peer Review Guidelines.

SLC Reference

The SLC tasks which support this requirement are:  

· Perform Application Development
· Perform Application Modification

TESTING PHASE 

Overview
After development and unit testing, the software must be tested in an integrated environment, and at different levels.  This section of the handbook describes the testing phase of the software development life cycle.

Audience
This section of the handbook is geared toward the developer.

In this section
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TESTING PHASE, Continued

TestDirector® Automated Test Management
DCII software testing has evolved from a manual process utilizing PC word processing, e-mail and spreadsheet technology for test planning, development, execution and tracking.  TestDirector® has provided a means to automate the software testing process and has been selected by DFAS as the core application for DCII test automation and to provide a centralized repository for test components and test artifacts. 

The initial use of TestDirector® by DCII began in 1999 by both TSO Pensacola and DFAS/CO employing Microsoft Access databases on local network configurations for test script development and execution of manual scripts. In 2000 DFAS/CO migrated to an Oracle database which allowed development of an interface between TestDirector® and CMIS for TDR creation and tracking. This groundwork led the way for deployment of TestDirector® across all DCII software testing.

Deployment of TestDirector® for the DCII testing community is the first of many steps necessary in obtaining an automated testing environment adaptable to an ever-changing software development process. Planning and consideration for employment of other test automation tools, data driven testing and migration to a web-based architecture is essential to successful software testing.

The TestDirector® User Guide can be found on the PAL under DCII Procedures, Testing.

Continued on next page

TESTING PHASE, Continued

Software Integration Test

(SIT)
The scope of SIT is to ensure that the software application was built according to user-defined requirements before it reaches Functional Validation Testing. Each project should have dedicated test personnel assigned to develop test scripts, test scenarios and test reports. The test team should consist of personnel that were not involved in the software’s development. If there are no designated test personnel, the application development team will conduct the SIT with oversight by the Application Test Manager. The test personnel analyze all system changes for the release and generate test conditions that ensure complete coverage of the changes.  Regression testing will be performed when necessary. All test documents and test results will be submitted to the DCII Release Manager for archival.

SLC Reference

The SLC supports this requirement with task Develop Test Scripts and Test Data and activity Developmental Test and Evaluation.

Test Discrepancy Report

(TDR)
A DCII TDR Coordinator, located in the ISO in Indianapolis, monitors the TDR progress from start to finish. More detail on this process is found in the TDR Process.  All TDRs are tracked in CMIS.  A DCII SIT Test Manager is assigned to each release and will be dedicated to coordinating the test event from beginning to end.  Personnel from the TSO-Pensacola office provide the SIT Test Manager.

Team e-mail: DCII-TDR Coordinator
SLC Reference

The DFAS standard format for the Test Discrepancy Report is found in the SLC.  The SLC task which supports this requirement is Perform Tests.

Continued on next page

TESTING PHASE, Continued

Functional Validation

Test

(FVT)
The Functional Validation Test (FVT) is conducted to ensure that requirements are correctly implemented and the application supports the business process. FVT includes software and hardware configuration item integration and testing. This is the test level where the subject matter experts from the Project Office validate the functionality of the application. This test is conducted in a test environment and does not validate hardware configuration and technical architecture.

SLC Reference

The SLC activity which supports this requirement is Developmental Test and Evaluation.

Operations Manual
A DCII Operations Manual will be updated and maintained for each release. The primary purpose of this manual is to describe the DCII production operations environment in Defense Mega Center (DMC) Ogden for all DCII users.  This manual documents the DCII execution and maintenance procedures used by the DMC Ogden support staff and the DCII Production Support office.

The DCII Operations Manual is to be updated as required by each project team prior to the start of Enterprise Testing.

SLC Reference

The DFAS standard format for the Operator's Manual is in the SLC.  The SLC task which supports this requirement is Produce Documentation.

Continued on next page

TESTING PHASE, Continued

Enterprise Testing
Enterprise testing for the DCII is conducted as part of the independent testing process under the direction of TSO-Pensacola. The Enterprise Test activities ensure end-to-end processing and interoperability compliance between the DCD and the DCW and the system interfaces to the DCD.  The enterprise testing phases are:

 SYMBOL 183 \f "Symbol" \s 10 \h 
Enterprise Integration Test (EIT) - EIT is conducted by the enterprise test group to ensure that all applications included in the release interact with one another in a functionally correct manner in a production-like environment.  The emphasis is on testing functional conditions that span multiple applications.   The DCII EIT is defined as the validation of the end-to-end processing that occurs between two or more components of the DCII that were developed by separate project teams and considered separate applications.

 SYMBOL 183 \f "Symbol" \s 10 \h 
Enterprise Performance Test (EPT) - Performance testing provides views of the behavior of an application and captures measurements of the end-to-end infrastructure utilization during client load testing and server load testing.  Performance testing may include but not be limited to measuring response time, measuring throughput, measuring message volume and identifying capacity requirements during load and stress testing.  A meaningful performance test requires that accurate workload information be available in order to simulate the actual number of users and the work they will be performing for each business function.

 SYMBOL 183 \f "Symbol" \s 10 \h 
Enterprise Acceptance Test (EAT) - Enterprise Acceptance Testing is the testing event executed by the end user and compliance certification agents and facilitated by the Enterprise Testing group.  The test event validates that the requirements outlined in the application Test and Evaluation Master Plans (TEMPs) have been verified.  A representative from each application development group must be available to answer questions and provide problem-solving support.  The purpose of the test event is to gain user acceptance from the end-user for the release and to ensure all overarching requirements have been certified as complete.

SLC Reference

The SLC activities which support Enterprise Testing are

· Developmental Test and Evaluation
· Operational Test and Evaluation

 HYPERLINK "http://www.dfas.mil/technology/pal/ssps/sds/newrel3/sds-rel3-toc.htm#eat" 


INTEGRATED DEVELOPMENT, Continued

COMMON SERVICE FUNCTIONS (CSF) 

Overview
The CSF team was established within the ISO to be responsible for the design, development, and control of common service functions.  To date, this group is responsible for security, message maintenance, message handling, reuse, the DCII user interface and web portal.  They serve as the functional proponent for the security requirements.  They will be responsible for designing the DCII software to ensure that its environment is secure from unauthorized access, that it supports DCII referential integrity requirements, and that modification is only allowed by DCII applications. Utilities that have been developed and can/will be used by more than one development team come under the control of the Common Service Functions team to be documented and put in the Reuse Library.

See the CSF Reuse Library Specifications on the DFAS PAL under DCII Procedures, DCII Interface Specifications.

Under the Reuse directory of the Dcii-Shared drive is the Templates directory which contains the template files for Oracle Forms.  These are to be used in the development of all forms in the DCII.  For each template release there is a template_architecture document explaining the features available.
SLC Reference

The SLC task that supports this requirement is Develop Integrated Software Architecture.

INTEGRATION TEAM 

Overview
The DCII Integration Team is located in the TSO/ISO in Indianapolis, IN with support provided from TSO Kansas City. The team is responsible for ensuring everything built by the project teams plugs together.  They coordinate and participate in Peer Reviews for many of the objects built in a release.  The team reviews all System Change Requests (SCRs) in CMIS looking for integration issues or problems.  A member of the team attends all of the Standards Working Group meetings.  They work with the functional staff in the review and coordination of the migration and promotion of objects between releases and applications.  They put the Integrated Application Review Checklist together, a document defining the environment requirements to the DBAs.  They facilitate the Integrated Demonstrated Unit Test, and continually review and monitor the functional requirements to ensure standards are followed and all software to be built will integrate smoothly.  They work with the DBAs to ensure performance and security requirements are implemented.  The senior programmers and analysts on this team provide informal training and technical solutions to all of the DCII development teams.

Team e-mail: DCII-Integration Team

CONFIGURATION MANAGEMENT

Overview
The DCII Configuration Management Team accomplishes Configuration Management (CM).  CM personnel ensure all software products of the system are managed and result in controlled change processes.  CM ensures requests for new, changed, or reworked system functionality are handled accurately and completely.

The Configuration Management Information System (CMIS) is the primary tool used to identify and track software work products.  CMIS produces reports concerning the System Change Requests (SCRs) assigned to each release, the Configuration Items (CIs) being modified and their status.  CIs must be present in CMIS before SCR impacts can be entered against them.  Action Managers must provide CI name, type, responsibility code, responsible employee, and authorizing SCR to establish a new CI.  The CMIS Table Maintenance Request Form is the mechanism used for adding, changing, or deleting a CI in CMIS.  The definition for the fields on the CMIS CI Maintenance Form is under HELP in CMIS.  

SCRs concerning tables, vendor software changes, file transfers, and new development are processed and then reviewed by each project team and the ISO Integration Team.  Each project enters comments in CMIS detailing concurrence/non-concurrence to the proposed SCR.  The SCR is analyzed and developers enter pertinent configuration item information into the SCR. The status of the SCR is then monitored to completion. Once completed, the CIs in the SCR are identified to Release Management and checked in to the Polytron Version Control System (PVCS) (non-generated objects) or versioned in the repository (generated objects).

Continued on next page

CONFIGURATION MANAGEMENT, Continued

Overview (continued)
Team e-mail: DCII-Configuration Manager
DCII CM DOCUMENTATION:

The CMIS Users Guide is available at

http://www.dfas.mil/technology/pal/sestds/cmis.htm   

The software tool, CMIS, has Online HELP

The DCII CM PLAN is in the PAL.

SLC Reference

The DFAS standard format for the Configuration Management Plan is in the SLC.  SLC activities that support the CM requirement are in the Concept and Technology Development, System Development and Demonstration, and Production and Deployment phases. SLC tasks that support CM are: 

· Establish Configuration Management Strategy
· Ensure Configuration Management

Adding

CIs

to

CMIS
Follow these steps to add a CI to CMIS:

1. Use the worksheet template when requesting new CIs to be entered into CMIS.

2. Forward the request to the DCII-Configuration Manager mailbox as an .xls or .txt (tab delimited) email attachment.

3. The Configuration Manager will verify validity of the new CIs before entering them into the CMIS CI tables.

4. Review CMIS carefully to determine if the CI exists before submitting a request.

RELEASE MANAGEMENT

Overview
The Release Management Team is responsible for monitoring the check in/check out of all CIs. They are responsible for the accurate inclusion of CIs for each build, the timely creation of new versions and executables for production and test interfaces, and the records management of all documents pertaining to a particular release or build. 

DOCUMENTATION MAINTENANCE

The Release Management Team is responsible for controlling all integration-level system documents.  They are versioned and controlled using the PVCS source control tool. These documents include Design Specifications, Test Scripts, Test Plans, Test Results, Read-Me files, SQA reports, and all other DCII system documents.

Team e-mail: DCII-Release Manager 

DOCUMENTATION: 

In the PAL at: http://www.dfas.mil/technology/pal/dcii/dcii-procedures/ 

SLC Reference

SLC tasks that support Release Management are:

· Deliver Release

REPOSITORY MANAGEMENT

Overview
The Repository Management team manages the application systems within Oracle Designer.  Their responsibilities include creating applications, providing application access to established Oracle user accounts, archiving, versioning, and deleting applications.  They copy objects from one application to another and run ECHO compare reports.  When software upgrades or patches need to be applied to the repository, they coordinate with the DBA team to get this work done.  This team works with all DCII applications, as well as all DFAS Repository applications.    

Team e-mail: Repository Manager 

DOCUMENTATION:  

In the PAL at:  http://www.dfas.mil/technology/pal/dcii/dcii-project/ 



SOFTWARE QUALITY ASSURANCE

Overview
The DCII Software Quality Assurance (SQA) effort interfaces at all levels of the life cycle process.  The SQA team is comprised of specialists at the Project, Integration, and Enterprise levels to conduct reviews, perform audits and report findings.
The SQA functions begin during the requirements definition phase and continue beyond the product release to the customer. In an oversight capacity, SQA officially reviews the activities of the entire software engineering effort to ensure compliance to all appropriate regulations and standards.  Process and product quality reviews are ongoing within each of the DCII business processes.  Various checklists and audits of the software engineering processes and product reviews are planned and administered within SQA.  SQA ensures these reviews follow a repeatable, documented process and that the quality checkpoints are met.  Complete SQA reports, plans, procedures, and checklists are provided in the DCD/DCW SQA Plan. 
Review checklists and forms are also available on the DCII-Shared drive in the SQA\Review & Checklist Forms directory.

The SQA team is an active member of the Standards Working Group.

Continued on next page

SOFTWARE QUALITY ASSURANCE, Continued

Overview (continued)
Team e-mail: DCII-SQA
DOCUMENTATION:  In the PAL at:

Http://www.dfas.mil/technology/pal/dcii/dcii-procedures/  

See the DCII-Shared drive in the SQA folder. 

SLC Reference

The DFAS standard Program Quality Assurance Plan and the SQA Report are defined in the SLC.

SLC tasks which support this requirement include:  

· Establish Program Quality Assurance Strategy 

· Manage Software Quality Assurance
· Establish System Quality Assurance Strategy 

· Perform SQA Audit of Product
· Perform SQA Review of Process

Peer

Reviews
Peer reviews are conducted according to the DCII Peer Review Guidelines.

SLC Reference

SLC tasks to support this requirement are:

· Perform Application Development
· Perform Application Modification
· Conduct Testing Peer Review

Continued on next page

SOFTWARE QUALITY ASSURANCE, Continued

Project Life Cycle Reviews
The following reviews are performed during a release life cycle:

 SYMBOL 183 \f "Symbol" \s 10 \h 
Requirements Review and Acceptance (RRA)

 SYMBOL 183 \f "Symbol" \s 10 \h 
Critical Design Review (CDR)

SLC Reference

The SLC tasks which support requirements and design reviews are: Perform System Requirements Review and Perform Development Cycle Review.

Integrated Reviews
Integrated reviews are scheduled for each release by the ISO to ensure that all components of a release integrate together.  The following are integrated reviews that occur during the release life cycle:

 SYMBOL 183 \f "Symbol" \s 10 \h 
IFRR

 SYMBOL 183 \f "Symbol" \s 10 \h 
ICDR

Integrated reviews are performed according to the DCD/DCW SQA Plan.

SLC Reference
The SLC tasks which support the IFRR and ICDR are:

· Perform System Requirements Review
· Perform Development Cycle Review

SQA

Scripts
SQA scripts serve as a source of integrating quality into the development process.  The scripts are written in SQL to query application repositories and databases for objects that are missing needed information or otherwise do not conform to DCII product standards.  The results of these queries are put into a formal action report.  The scripts cover both analysis and design type objects.  By using the output from the scripts, the quality of the product is better measured against the standards and guidelines developed for DCII.  The official versions of these scripts are kept on the DCII-Shared drive and are available to all interested parties for use.

The following documents describe how to run SQA scripts:

 SYMBOL 183 \f "Symbol" \s 10 \h 
SQA Script Process
 SYMBOL 183 \f "Symbol" \s 10 \h 
Script Instructions
 SYMBOL 183 \f "Symbol" \s 10 \h 
Script Index

Continued on next page

SOFTWARE QUALITY ASSURANCE, Continued

Release Performance Metrics
The Release Performance Metrics effort captures related static information on each of the DCII releases.  A separate spreadsheet is maintained for each release.  Data is collected on the integration life cycle events (IFRR, ICDR, SIT, etc., as well as Post Production).

The data is updated as events occur and the first of each month.  The “AS OF DATE” in the spreadsheet reflects the last update.

The Integration Release Metrics spreadsheets are located on the DCII-Shared drive in the SQA\Release Performance Metrics folder.

Any suggestions or historical information should be sent to ISO-DCD-SQA.

PRODUCTION SUPPORT OFFICE (PSO)

Overview
The DCII PSO is an office established to represent the end-user community for the DCD, DCW, and Corporate Electronic Funds Transfer (CEFT).  The DCII PSO represents the DFAS operations and maintenance perspective for the deployment of the DCD, DCW and CEFT to defense partners for the DCII. The DCII PSO maintains data integrity and transaction acceptance after DCD and DCW are deployed to the business partner.  DCII PSO provides user access and security for the DCD, DCW, and the CEFT user communities as well as updating security and access procedures for new business partners.  The DCII PSO coordinates and maintains the data reconciliation process with business partners and functions as a liaison between the technical developers and the user community after the deployment of the DCD and DCW.

Production Support Process
The DCII Production Support Process is available in the PAL.

DATABASE ADMINISTRATION

Application Database Administrators (DBAs)


The application DBAs are in the ISO in Indianapolis.  They provide database support to the DCII at the schema level. This primarily includes day-to-day support of table and index design and modification, PL/SQL objects, security grants, the UNIX environment and shell scripts and DCII support programs like File Inventory Control System (FICS). They provide schema level support in database design to the DCII development teams. They support schema level setup and ongoing maintenance of DCII database test and development environments. They support all aspects of DCII SIT and FVT testing within the DFAS environment and develop installation packages for DCII applications for the Defense Information Systems Agency (DISA) production environment. They maintain a test and development environment, duplicating the DISA production environment on DFAS resources to allow the developers to analyze and solve production problems within a test environment.

Team e-mail:  DCII-DBA-APPS

Continued on next page

DATABASE ADMINISTRATION, Continued

Corporate Database Administrators
The Corporate DBAs are in the ISO in Indianapolis. After the release build list has been completed, each team submits an Application Release Checklist (ARC) to the Integration Team and an Integrated Application Release Checklist is completed and provided to the database team. The ARC is the cookbook for building an environment specific to the needs of the release.  The database group is responsible for building the test and development environments for the software engineering groups.  This environment is migrated to the testing environment for System Integration Testing (SIT).  After a release has been tested and passed, the database team builds or turns over the environment to the functional community for Functional Validation Testing (FVT).  Once FVT is complete, the software moves to Pensacola for the independent Enterprise testing.  Production database support is provided by DISA in Ogden, Utah. 

Team e-mail:  DCII-DBA-CORP
SLC Reference

The SLC task that supports preparation of the ARC is Prepare Application Release Checklist.

Additional SLC tasks which support Database Administration include:

· Develop Integrated Software Architecture
· Modify Integrated Software Architecture

REFERENCES

Scope
Various references may be helpful to those who use this handbook, even if they are not mentioned in the previous chapters.  Any references not mentioned above are included here.

In this section


Topic
See Page

MISCELLANEOUS REFERENCES
49

MISCELLANEOUS REFERENCES

Acronyms
DCD standard abbreviations and acronyms are found at:

http://www.dfas.mil/technology/pal/sestds/abbrev-acryn.xls

Mid-Tier Guidelines

and

Procedures
This guideline and procedure document provides instructions for managing and maintaining the UNIX mid-tiers and the Oracle Relational Database Management System (RDBMS) by ISO DCII Infrastructure Engineering Division for production, test, and development environments.  This guidance and procedure describes all installation, security, monitoring, diagnostic, recovery, and administrative procedures required to support this environment.

See the PAL, select DFAS/DCII Standards and Guidelines, then Mid-Tier Guidelines and Procedures.

System

Life

Cycle

(SLC)
The DFAS System Life Cycle can be found at:

http://www.dfas.mil/technology/pal/ssps/slc/
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